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Notice:

OMRON products are manufactured for use according to proper procedures by a qualified operator
and only for the purposes described in this manual.

The following conventions are used to indicate and classify precautions in this manual. Always heed
the information provided with them. Failure to heed precautions can result in injury to people or dam-
age to property.

&WARNING Indicates a potentially hazardous situation which, if not avoided, will result in minor or
moderate injury, or may result in serious injury or death. Additionally, there may be signifi-
cant property damage.

® Indicates general prohibitions for which there is no specific symbol.

0 Indicates general mandatory actions for which there is no specific symbol.

OMRON Product References

All OMRON products are capitalized in this manual. The word “Unit” is also capitalized when it refers to
an OMRON product, regardless of whether or not it appears in the proper name of the product.

The abbreviation “PLC” means Programmable Controller.

Visual Aids

The following headings appear in the left column of the manual to help you locate different types of
information.

IMPORTANT Indicates important information on what to do or not to do to prevent failure to
operation, malfunction, or undesirable effects on product performance.

Note Indicates information of particular interest for efficient and convenient opera-
tion of the product.

1,2,3... 1. Indicates lists of one sort or another, such as procedures, checklists, etc.
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About this Manual:

This manual describes the configuration of the DeviceNet Safety system.

Please read this manual carefully and be sure you understand the information provided before
attempting to configure a DeviceNet Safety system. Be sure to read the precautions provided in the fol-
lowing section.

The following manuals provide information on the DeviceNet and DeviceNet Safety.
DeviceNet Safety System Configuration Manual (this manual) (Z905)

This manual explains how to configure the DeviceNet Safety system using the Network Configurator.
DeviceNet Safety NE1A Series Safety Network Controller Operation Manual (Z906)

This manual describes the specifications, functions, and usage of the NE1A-series Controllers.
DeviceNet Safety I/0 Terminal Operation Manual (Z904)

This manual describes the specifications, functions, and usage of the DST1 series.
DeviceNet Operation Manual (W267)

This manual describes the construction and connection of a DeviceNet network. It provides detailed
information on the installation and specifications of cables, connectors, and other peripheral equip-
ment used in the network, and on the supply of communications power. Obtain this manual and gain a
firm understanding of its contents before using a DeviceNet system.

DeviceNet Safety Logic Simulator Operation Manual (Z910)
This manual describes the functions and operating procedures of the NE1A Logic Simulator.
DeviceNet Safety NEOA-series Safety Network Controller Operation Manual (Z916)

This manual describes the models, specifications, functions, and operating procedures of the NEOA-
series Safety Network Controllers.

&WARNING Failure to read and understand the information provided in this manual may result in per-
sonal injury or death, damage to the product, or product failure. Please read each section
in its entirety and be sure you understand the information provided in the section and
related sections before attempting any of the procedures or operations given.

xi






Terms and Conditions Agreement

WARRANTY

LIMITATION OF
LIABILITY

APPLICABLE
CONDITIONS

CHANGE IN

SPECIFICATION

ERRORS AND
OMISSIONS

» The warranty period for the Software is one year from the date of
purchase, unless otherwise specifically agreed.

« If the User discovers defect of the Software (substantial non-conformity
with the manual), and return it to OMRON within the above warranty
period, OMRON will replace the Software without charge by offering
media or download from OMRON’s website. And if the User discovers
defect of media which is attributable to OMRON and return it to OMRON
within the above warranty period, OMRON will replace defective media
without charge. If OMRON is unable to replace defective media or correct
the Software, the liability of OMRON and the User’s remedy shall be
limited to the refund of the license fee paid to OMRON for the Software.

THE ABOVE WARRANTY SHALL CONSTITUTE THE USER'S SOLE
AND EXCLUSIVE REMEDIES AGAINST OMRON AND THERE ARE NO
OTHER WARRANTIES, EXPRESSED OR IMPLIED, INCLUDING BUT
NOT LIMITED TO, WARRANTY OF MERCHANTABILITY OR FITNESS
FOR PARTICULAR PURPOSE. IN NO EVENT, OMRON WILL BE
LIABLE FOR ANY LOST PROFITS OR OTHER INDIRECT,
INCIDENTAL, SPECIAL OR CONSEQUENTIAL DAMAGES ARISING
OUT OF USE OF THE SOFTWARE.

OMRON SHALL HAVE NO LIABILITY FOR DEFECT OF THE
SOFTWARE BASED ON MODIFICATION OR ALTERNATION TO THE
SOFTWARE BY THE USER OR ANY THIRD PARTY. OMRON SHALL
NOT BE RESPONSIBLE AND/OR LIABLE FOR ANY LOSS, DAMAGE,
OR EXPENSES DIRECTLY OR INDIRECTLY RESULTING FROM THE
INFECTION OF OMRON PRODUCTS, ANY SOFTWARE INSTALLED
THEREON OR ANY COMPUTER EQUIPMENT, COMPUTER
PROGRAMS, NETWORKS, DATABASES OR OTHER PROPRIETARY
MATERIAL CONNECTED THERETO BY DISTRIBUTED DENIAL OF
SERVICE ATTACK, COMPUTER VIRUSES, OTHER
TECHNOLOGICALLY HARMFUL MATERIAL AND/OR UNAUTHORIZED
ACCESS.

* OMRON SHALL HAVE NO LIABILITY FOR SOFTWARE DEVELOPED
BY THE USER OR ANY THIRD PARTY BASED ON THE SOFTWARE
OR ANY CONSEQUENCE THEREOF.

USER SHALL NOT USE THE SOFTWARE FOR THE PURPOSE THAT IS
NOT PROVIDED IN THE ATTACHED USER MANUAL.

The software specifications and accessories may be changed at any time
based on improvements and other reasons.

The information in this manual has been carefully checked and is believed to

be accurate; however, no responsibility is assumed for clerical, typographical,
or proofreading errors, or omissions.
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Intended Audience

1

2
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Intended Audience

This manual is intended for the following personnel, who must have knowl-
edge of electrical systems (an electrical engineer or the equivalent).

* Personnel in charge of introducing FA and safety systems into production
facilities

» Personnel in charge of designing FA and safety systems

» Personnel in charge of managing FA facilities

» Personnel who have the qualifications, authority, and obligation to provide
safety during each of the following product phases: mechanical design,
installation, operation, maintenance, and disposal

General Precautions

/\ WARNING

The user must operate the product according to the performance specifica-
tions described in the operation manuals.

Before using the product under conditions which are not described in the
manual or applying the product to nuclear control systems, railroad systems,

aviation systems, vehicles, combustion systems, medical equipment, amuse-
ment machines, safety equipment, and other systems, machines, and equip-
ment that may have a serious influence on lives and property if used
improperly, consult your OMRON representative.

Make sure that the ratings and performance characteristics of the product are
sufficient for the systems, machines, and equipment, and be sure to provide
the systems, machines, and equipment with double safety mechanisms.

This manual provides information for programming and operating the Unit. Be
sure to read this manual before attempting to use the Unit and keep this man-
ual close at hand for reference during operation.

This is the System Configuration Manual for DeviceNet Safety Systems. Heed
the following items during system construction to ensure that safety-related
components are configured in a manner that allows the system functions to
operate sufficiently.

* Risk Assessment

The proper use of safety devices described in this Manual as it relates to
installation conditions and mechanical performance and functions is a pre-
requisite for their use. When selecting or using a safety device, risk as-
sessment must be conducted with the aim of identifying potential danger
factors in equipment or facilities in which the safety device is to be applied,
during the development stage of the equipment or facilities. Suitable safety
devices must be selected under the guidance of a sufficient risk assess-
ment system. An insufficient risk assessment system may lead to the se-
lection of unsuitable safety devices.

* Typical related international standards: ISO 14121, Safety of Machin-
ery -- Principles of Risk Assessment

Safety Measures

When using safety devices to build systems containing safety-related com-
ponents for equipment or facilities, the system must be designed with the
full understanding of and conformance to international standards, such as
those listed below, and/or standards in related industries.



General Precautions

2

* Typical related international standards: ISO/DIS 12100, Safety of Ma-
chinery -- Basic Concepts and General Principles for Design
IEC 61508, Safety Standard for Safety Instrumented Systems (Func-
tional Safety of Electrical/Electronic/Programmable Electronic Safety-
related Systems)

Role of Safety Device

The safety devices are provided with safety functions and mechanisms as
stipulated in relevant standards, but suitable designs must be used to allow
these functions and mechanisms to operate properly inside system con-
structions containing safety-related components. Build systems that en-
able these functions and mechanisms to perform properly, based on a full
understanding of their operation.

* Typical related international standards: ISO 14119, Safety of Machin-
ery -- Interlocking Devices Associated with Guards -- Principles of De-
sign and Selection

Installation of Safety Device

The construction and installation of systems with safety-related compo-
nents for equipment or facilities must be performed by technicians who
have received suitable training.

* Typical related international standards: ISO/DIS 12100, Safety of Ma-
chinery -- Basic Concepts and General Principles for Design IEC
61508, Safety Standard for Safety Instrumented Systems (Functional
Safety of Electrical/Electronic/Programmable Electronic Safety-relat-
ed Systems)

Complying with Laws and Regulations

The safety devices conform to the relevant regulations and standards, but
make sure that they are used in compliance with local regulations and
standards for the equipment or facilities in which they are applied.

* Typical related international standards: IEC 60204, Safety of Machin-
ery -- Electrical Equipment of Machines

Observing Precautions for Use

When putting the selected safety devices to actual use, heed the specifi-
cations and precautions in this Manual and those in the Operation Manuals
that comes with the products. Using the products in a manner that deviates
from these specifications and precautions will lead to unexpected failures
in equipment or devices, and to damages that result from such failures,
due to insufficient operating functions in safety-related components.
Moving or Transferring Devices or Equipment

When moving or transferring devices or equipment, be sure to include this
Manual to ensure that the person to whom the device or equipment is be-
ing moved or transferred will be able to operate the system properly.

+ Typical related international standards: ISO/DIS 12100 ISO, Safety of
Machinery -- Basic Concepts and General Principles for Design IEC
61508, Safety Standard for Safety Instrumented Systems (Functional
Safety of Electrical/Electronic/Programmable Electronic Safety-relat-
ed Systems)

xvii



Safety Precautions 3

3 Safety Precautions

Safety functions may be impaired and serious injury may occasionally occur.
Do not use the test outputs of the products as safety outputs.

Serious injury may possibly occur due to loss of required safety functions. Do
not use non-safety data as safety signals.

Serious injury may possibly occur due to loss of required safety functions.
Do not use DeviceNet standard 1/O data, EtherNet/IP standard 1/0 data, UDP/IP
message data, or explicit message data as safety signals.

Safety functions may be impaired and serious injury may occasionally occur.
Do not use the indicators on the products for safety operations.

Serious injury may possibly occur due to breakdown of safety outputs or test
outputs. Do not connect loads beyond the rated value to the safety outputs or
test outputs.

Safety functions may be impaired and serious injury may occasionally occur.
Wire the output lines and 24-VDC line so that they will not touch each other to
prevent a load from turning ON due to a short-circuit with the 24-VDC line.

Safety functions may be impaired and serious injury may occasionally occur.
Ground the 0-V side of the external power supply to prevent an output from
turning ON due to a ground fault in a safety output or test output.

Safety functions may be impaired, and serious injury may occasionally occur.
Before connecting a device to the network, clear the previous configuration
data.

Safety functions may be impaired and serious injury may occasionally occur.
Before connecting a device to the network, configure the appropriate node
address and the baud rate.

Safety functions may be impaired and serious injury may occasionally occur.
Before operating the system, conduct user testing to confirm if the configura-
tion data of all the devices and their operations are correct.

Safety functions may be impaired, and serious injury may occasionally occur.
When replacing a device, confirm that the replacement device is appropriately
configured and operates properly.

Serious injury may possibly occur due to loss of required safety functions. Use
appropriate components or devices according to the requirements given in the
following table.

To prevent computer viruses, install antivirus software on a computer where
you use this software. Make sure to keep the antivirus software updated.

Keep your computer's OS updated to avoid security risks caused by a vulnera-
bility in the OS.

Always use the highest version of this software to add new features, increase
operability, and enhance security.

OO0V O
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Precautions for Safe Use 4

Manage usernames and passwords for this software carefully to protect them
from unauthorized uses.

Set up a firewall (E.g., disabling unused communication ports, limiting commu-
nication hosts, etc.) on a network for a control system and devices to separate
them from other IT networks. Make sure to connect to the control system inside
the firewall.

Use a virtual private network (VPN) for remote access to a control system and
devices from this software.

SO

Control device Requirements
Emergency stop switch Use approved devices with a direct opening mechanism compliant with IEC/
EN 60947-5-1.
Door interlocking switch or | Use approved devices with a direct opening mechanism compliant with IEC/
limit switch EN 60947-5-1 and capable of switching micro-loads of 4 mA at 24 VDC.
Safety sensor Use approved devices compliant with the relevant product standards, regula-

tions, and rules in the country where they are used.
Relay with forcibly guided Use approved devices with forcibly guided contacts compliant with EN

contacts 50205. For feedback, use devices with contacts capable of switching micro-
loads of 4 mA at 24 VDC.
Contactor Use contactors with a forcibly guided mechanism and monitor the auxiliary

NC contact to detect contactor failures. For feedback, use devices with con-
tacts capable of switching micro-loads of 4 mA at 24 VDC.

Other devices Evaluate whether devices used are appropriate to satisfy the requirements
of the safety category level.

4 Precautions for Safe Use

EHandling
Do not drop the products or subject them to excessive vibration or impact.
Doing so may result in error or malfunction.
Hinstallation and Storage
Do not install or store the products in the following locations:
* Locations subject to direct sunlight

* Locations subject to temperatures or humidity outside the range specified
in the specifications

* Locations subject to condensation as the result of severe changes in tem-
perature

* Locations subject to corrosive or flammable gases
* Locations subject to dust (especially iron dust) or salts
* Locations subject to water, oil, or chemicals

* Locations subject to shock or vibration outside the range specified in the
specifications

Take appropriate and sufficient measures when installing systems in the fol-
lowing locations. Inappropriate and insufficient measures may result in mal-
function.

* Locations subject to static electricity or other forms of noise
* Locations subject to strong electromagnetic fields
+ Locations subject to possible exposure to radioactivity

Xix



Precautions for Safe Use 4

* Locations close to power supplies

EMounting
Confirm the operating suggestions provided in the operation manual for each
product before installation and mounting.
BWiring
* Use the following wires to connect external I/O devices to the products.

Solid wire 0.2 to 2.5 mm? (AWG 24 to AWG 12)

Stranded 0.34 to 1.5 mm? (AWG 22 to AWG 16)

(flexible) wire | Stranded wires should be prepared by attaching ferrules with plas-
tic insulation collars (DIN 46228-4 standard compatible) before
connecting them.

* Turn OFF the power supply before starting any wiring operations. Not
doing so may result in unexpected operation of external devices con-
nected to the products.

 Properly apply the specified voltage to the product inputs. Applying an
inappropriate DC voltage or any AC voltage may cause reduced safety
functions, damage to the products, or a fire.

* Do not wire cables for communications and 1/O signals near high-voltage
lines or power lines.

 Be careful not to get your fingers caught when attaching connectors to the
plugs on the products.

» Tighten the DeviceNet connector to the appropriate torque (0.25 to
0.3 N'm).

* Incorrect wiring may reduce safety functions. Perform all wiring correctly
and check operation prior to using the products.

* Remove the dust-preventive label after completing wiring to ensure
proper heat dissipation.

HMSelecting a Power Supply
Use a DC power supply satisfying the following requirements.

» The secondary circuits of the DC power supply must be isolated from the
primary circuit by double insulation or reinforced insulation.

» The DC power supply must satisfy the requirements for class 2 circuits or
limited voltage/current circuits defined in UL 508.

* The output hold time must be 20 ms or longer.

HMPeriodic Inspections and Maintenance

» Turn OFF the power supply before replacing the products. Not doing so
may result in unexpected operation of external devices connected to the
products.

* Do not disassemble, repair, or modify the products. Doing so may impair
the safety functions.

HDisposal

« If you disassemble the products for disposal, be careful not to injure your-
self.

XX



Network Configurator Version Upgrade

Upgrade from Version 1.6[ | to Version 3.5 ]

The WS02-CFSC1-E, WS02-CFSC1-EVL] Network Configurator has been
upgraded from version to 3.5[1. The following changes have been made in

line with the upgrade.

Globally changing time param-
eters foyr funct?ongblocks

ltem 5 5 5 5 5 5 5 5
= = = = = = = =
= N N e N & o w
2 8 2 0 D n 0 O
Supported Devices Added
NE1A-EDRO1 - Supported | Supported | Supported | Supported | Supported | Supported | Supported
NEOA-SCPUO01 -—- - - Supported | Supported | Supported | Supported | Supported
Network Setting Function
Support for multiple networks | --- Supported | Supported | Supported | Supported | Supported | Supported | Supported
in the same file
I/O Parameter Wizard -—- Supported | Supported | Supported | Supported | Supported | Supported | Supported
Configuration checking when | --- Supported | Supported | Supported | Supported | Supported | Supported | Supported
downloading to networks
Blat%h mode changes for multi- | --- Supported | Supported | Supported | Supported | Supported | Supported | Supported
ple devices
cI?atc_:h verification for multiple | --- Supported | Supported | Supported | Supported | Supported | Supported | Supported
evices
'\Bﬂatcth registration to Safety - Supported | Supported | Supported | Supported | Supported | Supported | Supported
aster
Switching the display between | --- Supported | Supported | Supported | Supported | Supported | Supported | Supported
expansion and standard
parameters on DST1-series
setting displays
Connection replacement -- Supported | Supported | Supported | Supported | Supported | Supported | Supported
I/0 ctonnection batch replace- |--- Supported | Supported | Supported | Supported | Supported | Supported | Supported
men
Pevi(cj:_e clonnection configura- | --- Supported | Supported | Supported | Supported | Supported | Supported | Supported
ion display
Saving and reading design - - Supported | Supported | Supported | Supported | Supported | Supported
data for individual networks in
files
Moving network tabs - -—- Supported | Supported | Supported | Supported | Supported | Supported
Assembly details - - Supported | Supported | Supported
Displaying network bandwidth | Safety Safety Safety Safety Safety Safety + |Safety + |Safety +
usage Standard | Standard | Standard
Programming Functions
Automatic update of the user- |--- Supported | Supported | Supported | Supported | Supported | Supported | Supported
defined function blocks
Settiné; Parameters used in - Supported | Supported | Supported | Supported | Supported | Supported | Supported
user-defined function blocks
Moy{.ng and saving connection |--- Supported | Supported | Supported | Supported | Supported | Supported | Supported
positions
Improved method forchanging - Supported | Supported | Supported | Supported | Supported | Supported | Supported
tge number of function block |
Copying and pasting between | --- Supported | Supported | Supported | Supported | Supported | Supported | Supported
different programs
Pagte name printing at program | --- - Supported | Supported | Supported | Supported | Supported | Supported
printing
- - -—- - - Supported | Supported | Supported

xXXxi



= N N N N w w w
- H
5 8 2 0 i 0 0 &
Other Functions
Applicable OS | Windows Supported | Supported | Supported | Supported | Supported | --- - -
2000
Windows XP |--- Supported | Supported | Supported | Supported | Supported | Supported | ---
SP3 (32-bit)
Windows - - -—- - Supported | Supported | Supported | ---
Vista SP2
(32-bit)
Windows - - - - Supported | Supported | ---
Vista SP2
(64-bit)
Windows 7 | --- - - - - Supported | Supported | Supported
SP1
(32-bit/64-bit)
Windows 8 | --- - --- - Supported | ---
(32-bit/64-bit)
Windows 8.1 | --- - - - Supported | Supported
(32-bit/64-bit)
Windows 10 | --- - - - Supported | Supported
(32-bit/64-bit)
Windows 11 | --- -—- - - - Supported
(64-bit)
File extension for project files | ncf ncf ncf ncf ncf nvf nvf nvf
Changes to restrictions whena |- - - Supported | Supported | Supported | Supported

network configuration file is
opened in Protect Mode

( ownloadlng (when changing
parameters), resettlng locking
and unlocking, and ¢ angmg
modes are supported

Batch savm% of device param- | - - -—- - Supported | Supported | Supported | Supported
etelzr ﬂtleds with multiple devices
selecte

Dlsplaylng countermeasures in | --- - -—- - Supported | Supported | Supported | Supported
the error history monitor

xxii



Unit Versions of NE1A-series Controllers

Checking the Unit Version

Note

Checking the Unit
Version on the Product
Nameplate

Checking the Unit
Version with the
Network Configurator

A “unit version” has been introduced to manage NE1A-series Safety Network
Controllers according to differences in functionality accompanying Unit
upgrades, even though the model numbers are the same.

The unit version can be checked on the product itself or using the Network
Configurator.

The Network Configurator maintains a revision number to manage device
functions for DeviceNet and EtherNet/IP. Refer to “Checking the Unit Version
with the Network Configurator” on page xxiii for the relationship between
NE1A-series Controller unit versions and the revisions.

The unit version (Ver. [1.L]) is listed near the lot number on the nameplate of
the products for which unit versions are being managed, as shown below.

* The unit versions of the NE1A-SCPUO01-V1, NE1A-SCPU02, NE1A-
SCPUO1-EIP, and NE1A-SCPUOQ2-EIP Controllers begin from Ver. 1.0.

 Controllers that do not have a unit version listed on the label are called
Pre-Ver. 1.0 Controllers.

Product Nameplate

‘omron N
SAFETY NETWORK CONTROLLER
NE1A-SCPUO2

24VDC

The unit version is listed here.
| _— (Example: Ver. 1.0)

e

LT M.
\_DMFIBN Corporation WAADE N JARAN |

The following procedure can be used to check the unit version from the Net-
work Configurator Ver. 1.6 or higher.

1. Select Upload from the Network Menu to upload the configuration infor-
mation.

I
#0 #

ME14-SCPUDT-.  NE1A-EDRO1
| % |lz+#00

I
=

xxiii



2. Right-click on the Controller's icon to display the popup menu shown be-
low.
Select Property from the menu.

g Parameter 3
#00 401 P

MNE1A-SGPUDT-..  NETA-EDRO1 @ s MBnitor:.

= J. T J. Bezet

Change Mode »

Chanee Pazzword..

Maintenance Information...

Fegizter to other Device L
-Uzage of Metwork Bandwidth of Safety Conne: External Data Kl
125K Bit/s : oE0K Bit, % it ;
0% 0% 100% Gopy
Description W Delete

Change Mode Address.

Change Device Gomment..

=1 Edit IO Comment...

INZZTOOLBUS  |NETA-SGPUxx [115200 Er'u:.pert::.-'...

=TT T TG

The Controller's Property Window will be displayed.

NE1 A-SGPUD2 Property X

General | Safety L0 Information | IO Information | Signature

WE1A-SCPL02

[ Change lcon... l[ Default Inon

Description :
Metwork Number :  31EBO3SFOTZE
Mode Address : 02

Wendor Cimron Corporation
Device Type : Safety MNetwork Controller
Product Code : 1405

(Revision 201)

Serial Mo : 14CFI5E

The Controller's model number (device name) and revision are displayed
in the Property Window. The NE1A-series Controllers supported by Net-
work Configurator are listed in the following table.
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* CPU Units without EtherNet/IP

Model Device name Revision Unit version
NE1A-SCPUO01 NE1A-SCPUO01 1.01 Pre-Ver. 1.0
NE1A-SCPU01-V1 NE1A-SCPU01-V1 1.00] 1.0
NE1A-SCPU01-V1 NE1A-SCPU01-V1 2.00] 2.0
NE1A-SCPU02 NE1A-SCPU02 1.00d 1.0
NE1A-SCPU02 NE1A-SCPU02 2.00] 2.0

CPU Units with EtherNet/IP

Model Device name Revision Unit version
NE1A-SCPUO1-EIP NE1A-SCPUO1-EIP 1.01 1.0
NE1A-SCPUO1-EIP NE1A-SCPUO1-EIP 1.02 11
NE1A-SCPUOQ2-EIP NE1A-SCPUO02-EIP 1.01 1.0
NE1A-SCPUOQ2-EIP NE1A-SCPUO02-EIP 1.02 1.1

Checking the Unit Version on the Product Nameplate

The following unit version labels are provided with the Controller.

[Var 10] [wer |
[War. 1.0  [ver |
T=dinwFu &1 v b

G % WE T A

SEICHLT, EAOMEHEL D
Thase labels can be usad to
manans dilfarencasin tha

availatde lunclionms among e
Uinits.

Maca the appropriate label on
tha Trord of the Unit Lo show

whsAl Lnil varsion B actualy
baing usad

These labels can be attached to the front of the Controllers to differentiate
between Controllers with different unit versions from the front of the Control-

ler.

XXV



Function Support by Unit Version

Model NE1A-SCPU01 | NE1A-SCPU01- | NE1A-SCPU02 NE1A- NE1A-
V1 SCPUO1- | SCPUO02-
EIP EIP
Unit version| Pre-Ver.1.0 |Ver. 1.0/Ver. 2.0 |Ver.1.0/Ver.2.0| Ver.1.0/ Ver. 1.0/
Function Ver. 1.1 Ver. 1.1
Logic operations
Maximum program size 128 254 254 254 254
(total number of function blocks)
Added function blocks -—- Supported Supported Supported | Supported
* RS Flip-flop
» Multi Connector
» Muting
* Enable Switch
* Pulse Generator
* Counter
» Comparator
Selection of the rising edge of the reset |--- Supported Supported Supported | Supported
condition for the Reset and Restart
Function Blocks
Use local I/O status in logic program- -—- Supported Supported Supported | Supported
ming
Use the Unit's general status in logic -—- Supported Supported Supported | Supported
programming
Program execution delay -—- Supported Supported Supported | Supported
(unit version 2.0 | (unit version 2.0
or later) or later)
I/O control functions
Contact Operation Counter -—- Supported Supported Supported | Supported
Total ON Time Monitor -—- Supported Supported Supported | Supported
DeviceNet communications functions
Number of safety I/O connections at the |16 32 32 32 32
Safety Master
Selection of operation of safety 1/0 -—- Supported Supported Supported | Supported
communications after a communica-
tions error
Add local output status to send data - Supported Supported Supported | Supported
during Slave operation.
Add local input monitoring to send data |--- Supported Supported Supported | Supported
during Slave operation.
Communications with devices on other |--- Supported Supported Supported | Supported
networks (off-link connections) (Unitversion 2.0 | (Unitversion 2.0
or later) or later)
Functions supporting system startup and error recovery
Saving non-fatal error history in non- -—- Supported Supported Supported | Supported
volatile memory
Added function block errors to error his- | --- Supported Supported Supported | Supported
tory.
EtherNet/IP communications
1/0 communications -—- - -—- Supported | Supported
Message communications - - - Supported | Supported
Reading and writing target I/O areas -—- -—- -—- Supported | Supported
(unit ver- (unit ver-
sion 1.1 or |sion 1.1 or
later) later)
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Model NE1A-SCPU01 | NE1A-SCPU01- | NE1A-SCPU02 NE1A- NE1A-
V1 SCPUO01- | SCPUO02-
EIP EIP
Unit version| Pre-Ver.1.0 |Ver. 1.0/Ver. 2.0 | Ver. 1.0/Ver. 2.0 Ver. 1.0/ Ver. 1.0/
Function Ver. 1.1 Ver. 1.1
Routing between DeviceNet and EtherNet/IP
1/0 routing -—- Supported | Supported
Message routing -—- - -—- Supported | Supported
UDP/IP message communications
UDP/IP message communications Supported | Supported
(unit ver- (unit ver-
sion 1.1 or |sion 1.1 or
later) later)
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Unit Versions and Programming Devices
Network Configurator version 2.0[] or higher must be used when using a
NE1A-SCPUO01-V1 or NE1A-SCPUO02 Safety Logic Controller with unit ver-
sion 2.0.
Network Configurator version 2.2[] or higher must be used when using a
NE1A-SCPUO1-EIP or NE1A-SCPUOQ2-EIP Safety Logic Controller with unit
version 1.0.
Network Configurator version 3.3[] or higher must be used when using a
NE1A-SCPUO1-EIP or NE1A-SCPUOQ2-EIP Safety Logic Controller with unit
version 1.1.
The following table shows the relationship between unit versions and Network
Configurator versions.

Model number Network Configurator
Ver. 1.3 Ver. 1.5 Ver. 1.6[] Ver. 2.00]/ Ver. 2.2[] Version 3.3
2.10] or higher
NE1A-SCPUO1 Can be used. |Can be used. |Can be used. |Can be used. |Can be used. |Can be used.
Pre-Ver. 1.0
NE1A-SCPU01-V1 Cannot be Cannot be Can be used. |Can be used. |Can be used. |Can be used.
Unit Ver. 1.0 used. used.
NE1A-SCPU02 Cannot be Cannot be Can be used. |Can be used. |Can be used. |Can be used.
Unit Ver. 1.0 used. used.
NE1A-SCPU01-V1 Cannot be Cannot be Can be used. |Can be used. |Can be used. |Can be used.
Unit Ver.2.0 used. used. (See note 1.)
NE1A-SCPU02 Cannot be Cannot be Can be used. |Can be used. |Can be used. |Can be used.
Unit Ver.2.0 used. used. (See note 1.)
NE1A-SCPUO1-EIP Cannot be Cannot be Cannot be Cannot be Can be used. |Can be used.
Unit Ver. 1.0 used. used. used. used.
NE1A-SCPUO02-EIP Cannot be Cannot be Cannot be Cannot be Cannot be Can be used.
Unit Ver. 1.0 used. used. used. used. used.
NE1A-SCPUO1-EIP Cannot be Cannot be Cannot be Cannot be Can be used. |Can be used.
Unit Ver. 1.1 used. used. used. used. (See note 1.)
NE1A-SCPUO02-EIP Cannot be Cannot be Cannot be Cannot be Can be used. |Can be used.
Unit Ver. 1.1 used. used. used. used. (See note 1.)
Note (1) Can be used as a Controller with unit version 1.0.

(2) Network Configurator version 1.5[1 or lower can be upgraded to version
1.6[] free of charge.

(3) When using Network Configurator version 1.6[], there are no operational
differences in the NE1A-SCPU01-V1 and NE1A-SCPUO02 Safety Logic
Controllers that derive from the unit version.
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Unit Versions and Configuration Data
The following table shows the relationship between unit versions of NE1A-
series Controllers in network configuration files created with Network Configu-
rator and the unit version of NE1A-series Controllers to which configuration
files are downloaded.

Unit versions of NE1A-
series Controllers in
Network configuration
files created with
Network Configurator

NE1A-series Controller to which configuration file is downloaded

Pre-Ver. 1.0 CPU
Unit

CPU Unit with unit
version 1.0

CPU Unit with unit
version 2.0

CPU Unit with unit
version 1.0/1.1 that
supports EtherNet/IP

Pre-Ver. 1.0 CPU Unit

Downloading is pos-
sible.

Not possible. (See
note 1.)

Not possible. (See
note 1.)

Not possible. (See note 1.)

CPU Unit with unit ver- Not possible. Downloading is pos- | Downloading is pos- | Not possible. (See note 1.)
sion 1.0 that does not sible. sible. (See note 2.)
support EtherNet/IP
CPU Unit with unit ver- Not possible. Not possible. Downloading is pos- | Not possible. (See note 1.)
sion 2.0 sible.
CPU Unit with unit ver- Not possible. Not possible. Not possible. Downloading is possible.
sion 1.0/1.1 that supports
EtherNet/IP

Note (1) Downloading is possible if the device type is changed using the function

provided in Network Configurator. For details, refer to “Converting Sys-
tems to New Versions of the NE1A Controller” on page xxix.

(2) Only functions CPU Units with unit version 1.0 can be used.

Note

The Configuration data created with unit version 1.0 can be downloaded to a

NE1A-series Controller with unit version 2.0. The data will be subsequently
treated as unit version 2.0 data if it is uploaded.

Converting Systems to New Versions of the NE1A Controller
Functions are added and functionality is expanded in various ways for the
NE1A-series Controllers. The device type in an existing network configuration
file can be changed to a higher version so that the new functionality can be

used.

The following table shows the NE1A-series Control device types in network
configuration files and the device types that they can be upgraded to.

Device type before

Device type after change

change NE1A-SCPU01-V1 NE1A-SCPU02 NE1A-SCPU01- | NE1A-SCPU02-
EIP EIP
Unit Ver. 1.0 | Unit Ver. 2.0 | Unit Ver. 1.0 | Unit Ver. 2.0 | Unit Ver. 1.0/1.1 | Unit Ver. 1.0/1.1

NE1A-SCPUO01 OK OK OK OK OK OK
Pre-Ver. 1.0
NE1A-SCPUO01-V1 --- OK OK OK OK OK
Unit Ver. 1.0
NE1A-SCPUO01-V1 OK* --- Not possible |OK OK OK
Unit Ver. 2.0
NE1A-SCPUQ02 Not possible | Not possible | --- OK Not possible OK
Unit Ver. 1.0
NE1A-SCPUQ02 Not possible | Not possible | OK* - Not possible OK
Unit Ver. 2.0
NE1A-SCPUO1-EIP | Not possible | Not possible |Not possible |Not possible |--- OK
Unit Ver. 1.0/1.1
NE1A-SCPUQ2-EIP | Not possible | Not possible |Not possible |Not possible |Not possible -
Unit Ver. 1.0/1.1

*Conversion is possible, but off-link connection settings are not retained.
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1. Read the configuration data.

Use the following procedure to read the configuration data with Network
Configurator version 1.6 or higher.

* Read configuration data that has been saved on the computer.
» Upload the configuration data from the network devices.
The display should appear as follows after then data has been read:

O DeviceMet 1 O EtherNet/IP 1 O DeviceMet 2

#00 #02
META-SCGPUOT-..  NE1A-EDRO ME1A-5CPL0Z2
-?—

o
2. Convert the configuration data.

In the data that was read with the Network Configurator, select the NE1A-
series Controller to convert to a higher version. Right-click and select
Change Device Type from the pop-up menu.

O DeviceMet 1 O EtherMet/IP 1 O DeviceMet 2

02 201
NETA-SGPUOZ  NETA-EDROT
I L

E

Parameter 4

Change Mode L4

&) Mairtenance Information...
Regizter to other Device L4

External Data L4

¥ Cut
Gopy
Uzage of Metwork Bandwidth of Safety Caonm

128K Bitss : 260K Bi
0% 0% 100%

¥ Delete
Change Mode Address..

Change Device Comment..

Description $=1 Edit IO Comment...

F2 Property..

Select the device to which the data is to be converted in the New Device Field
and click the OK Button.

change Device Type
Please select a new device which you would like to use.

Mew Device




The data will be converted to configuration data for the new devices and the
model given on the display will change.

DeviceMet_1 EtherMet/IP_1 DeviceMet_2

#02 #1
ME1A-5CPL0Z2 NETA-EDRM
-?—

[

3. Expansion Functions

All the configuration data for the expansion functions will be set to the de-
fault settings. Change these settings as required for any expansion func-
tions that are to be used.

Note (1) When changing the device type using Network Configurator version
1.60[], open the Edit Device Parameters Dialog Box of the Controller, se-
lect a connection on the Safety Connection Tab Page, and click the Up-
date Button.

(2) When changing the device type using Network Configurator version 2.[]
or higher, the connection information will be updated automatically.

(3) Data cannot be converted to data for lower versions.

Precautions Updating from Network Configurator Version 1.3 | to a Higher Version

Data Compatibility
Data created using Network Configurator version 1.3L1 can be used with a
higher version without any problems if converted as outlined below. Data cre-
ated with higher versions cannot be used with lower versions; the data upload
from the device will fail when loading the project file.

Procedure for Converting Data from Version 1.3[] to a Higher Version

Version 1.5[] and higher have improved safety check functions, so

version programs from lower versions will need to be checked for

safety. Use the following procedure to check programs.

a. Click the Logic Tab on the Edit Device Parameters Window of the
NE1A-series Controller and click the Edit Button to start the Logic Ed-
itor.

b. Select Edit - Find Function Blocks with Open Connections to
check that all function block I/O have connections.

c. Select File - Apply to save the logic program then exit the editing of
the logic program.

d. Return to the NE1A-series Controller's Edit Device Parameters Win-
dow and click the OK Button.

Note Data created using version 1.3[] cannot be monitored online.

Always convert the data to version 1.5[1 and download it before
monitoring online.

Handling Function Blocks with Open I/0 Connections

Function block outputs with open connections in version 1.3[1 data could still
be downloaded (see following diagram).

Download cannot be executed with version 1.5L] or higher, however, if there
are outputs with open connections (to improve the program validity).
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Note

_ -

—*7 Open connection

For this reason, data created using version 1.3[] cannot be downloaded as is
for use with version 1.5[] or higher. If open connections exist in version 1.3[]
data, use the Search Open Connection function and use the Set Output Point
Tab Page in the Safety Gate Monitoring Window for the function block with
open connections to disable the outputs or connect the open connections to
output I/O tags.

Versions 1.5[] and higher have functions for creating text boxes on program
screens and changing the I/O tag color. The text box and I/O color data is not
saved to the NE1A-series Controller, however, during download. For this rea-
son, text box and I/O tag color data is not restored when the program is
uploaded.

Precautions when Updating from Network Configurator Version 2.2[ | or Lower to

Version 3.3[ ] or Higher

Supported Operating Systems

Data Compatibility

xxxii

Operation on Windows 2000 is not supported for version 3.3L1 or higher.
In version 3.5L1 or higher, operation in Windows XP/Vista/8 is not supported.

The project file formats are different for version 2.2[] or lower and version
3.3 or higher. With version 3.3 or higher, the same Network Configurator v3
network configuration files as the Network Configurator that is included in the
CX-One are used. The differences between these two project file formats are
given below.

Project File Differences

Name Network Configurator v2 Network Configurator v3
Files Files
Extension ncf nvf
Network numbers for | Not saved. Saved.
EtherNet/IP net-
works

Network Configuration v1/v2 files that were created on Network Configurator
version 2.[] or lower can be used as is on Network Configurator version 3.3[]
or higher. If a v2 file is saved (File — Save), it will be saved in the Network
Configurator v2 network configuration file format.

Saving in the Format of the Higher Version

To save a project file that was created with Network Configurator version 2.2[]
or lower (extension .ncf) in the Network Configurator version 3 network config-
uration file format, select File — Save As and change the file type in the Save
As Dialog Box to Network Configurator v3 before saving the file.




H Saving in the Format of the Lower Version
To save a file that was created on Network Configurator 3.3 or higher in the
Network Configurator v2 file format for version 2.2[1 or lower, select File —
Save As and change the file type in the Save As Dialog Box to Network Con-
figurator v2 file before saving the file. The following dialog box will appear. To
save the file in the Network Configurator v2 network configuration file, click
the Yes Button.

Network Configurator |E|

The Metwork Configuratar w2 File is specified as Ffile Farmat,
! The saved File will lose a part of the netwark configuration,

The procedure ko save document will be continued,
Ok

Note If there is a device in the Network Configurator version 1 or version 2 network
configuration file (extension .ncf) for which the EDS file is not installed, the
Network Configurator will not be able to read the file normally. Install the EDS
files for all of the relevant devices in advance.

Displaying Network Bandwidth Usage

With version 2.2[] or lower, only the bandwidth usage for safety I/O communi-
cations was displayed. With version 3.3[] or higher, you can display the total
bandwidth usage for safety /0 communications and standard 1/O communi-
cations.
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DeviceNet Safety System Overview Section 1-1

1-1 DeviceNet Safety System Overview
1-1-1  About DeviceNet Safety

DeviceNet is an open-field, multi-vendor, multi-bit network, which combines
the controls in the machine and line control levels with information. The
DeviceNet Safety network adds safety functions to the conventional standard
DeviceNet communications protocol. The DeviceNet Safety concept has been
approved by a third-party organization (TUV Rhineland).

Just as with DeviceNet, DeviceNet Safety-compliant devices from third-party
vendors can be connected to a DeviceNet Safety network. Also, DeviceNet-
compliant devices and DeviceNet Safety-compliant devices can be combined
and connected on the same network.

By combining DeviceNet Safety-compliant products, a user can construct a
safety control/network system that meets the requirements for Safety Integrity
Level (SIL) 3 according to IEC 61508 (Functional Safety of Electrical/Elec-
tronic/Programmable Electronic Safety-related Systems) and the require-
ments for Safety Category 4 according to EN 954-1.

Safety Control performed by the Standard Control and Monitoring by
Safety Network Controller the Standard PLC
- Safety remote I/0 communications ) - Standard remote I/O communications
Network Configurator - Explicit message communications
Safety Network Controller / e
- Safety Master functions / T Standard PLC and Master
- Standard Slave functions A

Safety I/0O Terminal
- Safety Slave functions
- Standard Slave functions

Standard Slave

Safety Network Controller
- Safety Slave functions
- Standard Slave functions



Safety Network Controller Overview Section 1-2

1-2 Safety Network Controller Overview
1-2-1 About the NE1A-series Safety Network Controllers

The NE1A-series Safety Network Controllers provide various functions, such
as safety logic operations, safety 1/O controls, and a DeviceNet Safety proto-
col. The NE1A-series Controllers allow the user to construct a safety control/
network system that meets the requirements for Safety Integrity Level (SIL) 3
according to IEC 61508 (Functional Safety of Electrical/Electronic/ Program-
mable Electronic Safety-related Systems) and the requirements for Safety
Category 4 according to EN 954-1.

In the example system shown below, the safety control system implemented
with the NE1A-series Controller and the monitoring system implemented with
the standard PLC are realized on the same network.

» As a Safety Logic Controller, the NE1A-series Controller executes safety
logic operations and controls local 1/0.

* As a Safety Master, the NE1A-series Controller controls the remote 1/0O of
Safety Slaves.

» As a Standard Slave, the NE1A-series Controller communicates with the
Standard Master.

Safety Logic Operations
and Safety I/O Control

/ \ Network Configurator
PLC

DeviceNet Standard Master

SNC

1 =l

[]
{ ]
L]

DRT1-series
DeviceNet Safety Slave

DeviceNet
Standard Slave /

Non-safety-related Control

\Safety—related Control

The NE1A PLC system monitors the
SNC (i.e., the safety control system)
using DeviceNet /O communications
and explicit messages.

The DeviceNet Safety
System controls remote 1/0.




Safety Network Controller Overview Section 1-2

1-2-2 NE1A Series Features

Safety Logic Operations
In addition to basic logic functions, such as AND and OR, the NE1A-series
Controllers also support application function blocks, such as Emergency Stop
Pushbutton Monitoring and Safety Gate Monitoring, that enable various safety
applications.

User-defined Function Blocks
Previously prepared logic functions and function blocks can be combined to
create a user-defined function block using the Network Configurator version
1.501] or higher. This can be used to standardize functions that are used fre-
quently to facilitate reusing them. Passwords can also be used to protect the
programming inside the function blocks by making them “black boxes.”

Local Safety I/0
* A total of 24 local safety I/O points are supported by NE1A-SCPUO01(-V1)
or NE1A-SCPUO1-EIP: 16 input terminals and 8 output terminals.

* A total of 48 local safety 1/0 points are supported by NE1A-SCPUO02 or
NE1A-SCPUO02-EIP: 40 input terminals and 8 output terminals.

* Faults in external wiring can be detected.

* Dual Channel Mode can be set for pairs of related local inputs.
When Dual Channel Mode is set, the NE1A-series Controller can evalu-
ate the input data patterns and the time discrepancy between input sig-
nals.

* Dual Channel Mode can be set for pairs of related local outputs. When
Dual Channel Mode is set, the NE1A-series Controller can evaluate the
output data patterns.

DeviceNet Safety Communications
* As a Safety Master, a Pre-Ver. 1.0 NE1A-series Controller can perform
safety I/O communications with up to 16 connections using up to 16 bytes
per connection.

» As a Safety Master, any NE1A-series Controller other than a Pre-Ver. 1.0
NE1A-series Controller can perform safety I/O communications with up to
32 connections using up to 16 bytes per connection.

* As a Safety Slave, the NE1A-series Controller can perform safety 1/O

communications with a maximum of four connections using up to 16 bytes
per connection.

DeviceNet Standard Communications
As a Standard Slave, the NE1A-series Controller can perform standard 1/O
communications with one Standard Master for up to two connections using up
to 16 bytes per connection.

EtherNet/IP Standard Communications (Controllers that Support EtherNet/IP Only)
As an EtherNet/IP Target, the NE1A-series Controller can perform standard
I/O communications with one EtherNet/IP originator for up to two connections
using up to 16 output bytes and 128 input bytes per connection.

Disabling DeviceNet Communications (Standalone)
An NE1A-series Controller can be used as a Standalone Controller by using a
setting to disable the Controller's DeviceNet communications.



Safety Network Controller Overview Section 1-2

UDP/IP Message Communications (Version 1.1 or Later Controllers with EtherNet/IP)
Message communications with UDP/IP frames can be performed from gen-
eral-purpose controllers on Ethernet (PLCs, computers, etc.) through NE1A-
series Controllers to access NE1A-series Controllers or devices on DeviceNet
Safety or DeviceNet networks. (Version 1.1 or later Controllers with EtherNet/
IP are required.)

Reading 1/O Areas in NE1A EtherNet/IP Targets (Version 1.1 or Later Controllers with EtherNet/IP)
With a version 1.1 or later NE1A-series Controller with EtherNet/IP, standard
I/0 communications targets can be set for EtherNet/IP to read EtherNet/IP
standard 1/0O areas from explicit message clients without using a dedicated
EtherNet/IP standard master.

Writing 1/0 Areas in NE1A EtherNet/IP Targets (Version 1.1 or Later Controllers with EtherNet/IP)
With a version 1.1 or later NE1A-series Controller with EtherNet/IP, standard
I/0O communications targets can be set for EtherNet/IP to write EtherNet/IP
standard 1/O areas from explicit message clients without using a dedicated
EtherNet/IP standard master.

Configuration with a Graphical Tool
» Both network configuration and logic programming. It enables easy con-
figuration and programming are performed with WS02-CFSC1-E or
WS02-CFSC1-EVL] Network Configurator.

* A Logic Editor can be activated from the Network Configurator.

» Configuration data can be downloaded and uploaded, and devices can be
monitored online via DeviceNet, USB, or EtherNet/IP.

System Startup and Error Recovery Support
* Error information can be checked by using the error history or the indica-
tors on the front of the NE1A-series Controller.

» The NE1A-series Controller’s internal status information can be moni-
tored from a standard PLC by allocating the information in the Standard
Master. In the same way, the information can be monitored from a safety
PLC by allocating the information in the Safety Master.

» The NE1A-series Controller's internal status information can be monitored
from a standard PLC by allocating the information in an EtherNet/IP Orig-
inator.

Access Control with a Password
» NE1A-series Controller configuration data is protected by a password.

» Network configuration files (project files) created with the Network Config-
urator are also password protected.

» Programs and user-defined function blocks can be password-protected
using the Network Configurator version 1.5 or higher.



Safety Network Controller Overview

Section 1-2

1-2-3 Standard Models

Normal Controllers

Model number Name Number of 1/O points
Safety inputs Test outputs | Safety outputs

NE1A-SCPUO01 Safety Network Controller 16 inputs 4 outputs 8 outputs
NE1A-SCPUO01-V1, unit | Safety Network Controller 16 inputs 4 outputs 8 outputs
version 1.0
NE1A-SCPUO02, Safety Network Controller 40 inputs 8 outputs 8 outputs
unit version 1.0
NE1A-SCPUO01-V1, unit | Safety Network Controller 16 inputs 4 outputs 8 outputs
Ver.2.0
NE1A-SCPUO02, unit Safety Network Controller 40 inputs 8 outputs 8 outputs
Ver.2.0

Controllers That Support EtherNet/IP

Model number Name Number of 1/O points
Safety inputs Test outputs | Safety outputs
NE1A-SCPUO1-EIP Safety Network Controller 16 inputs 4 outputs 8 outputs
NE1A-SCPUOQ2-EIP Safety Network Controller 40 inputs 8 outputs 8 outputs




Network Configurator Overview Section 1-3

1-3 Network Configurator Overview

1-3-1 About the Network Configurator

The WS02-CFSC1-E, WS02-CFSC1-EVL] Network Configurator Support
Software is used to configure, set, and manage a DeviceNet Safety network
with graphical window operations.

The Network Configurator can be used to configure a virtual DeviceNet Safety
network (in the Network Configuration Window) and monitor the configuration
and parameters of each safety device and standard device.

& Untitled — Network Gonfigurator

File Edit View Metwork Device EDSFile Tools Option Help

bl 2 & *a53EE | A8 #

DeviceMet 1 EtherMet/IP_1 DeviceMet 2

@ # # 92 [

#02 #M 0 #03 #04 #05 #E
MNETA-5CPL0Z NETA-EDROT NETA-SCPUDZ  DSTI-ID1ZSL-1  DSTI-IDIZSL-1  DSTI-IDNZSL-1 GJlw-DRM21
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1-3-2 Network Configurator Features

Compliant with Standard and Safety DeviceNet Networks
The Network Configurator can configure and monitor devices that support
DeviceNet Safety or EtherNet/IP as well as existing standard DeviceNet
devices. It can thus support building systems for standard control, safety con-
trol, or mixed standard/safety control.

Multiple Network Configurations Supported (Version 2.0L] or Later)
Multiple DeviceNet network configurations can be made in one project. Start-
ing with version 2.2[], it is also possible to build multiple EtherNet/IP networks
in one project.

Safety Network Controller Programming
The Network Configurator provides built-in programming tools for the safety
logic of the NE1A-series Controllers and thus enables building DeviceNet
Safety applications using only the Network Configurator.

* Previously prepared function blocks can be incorporated in logic.
AND/OR and other logic functions and emergency stop button/safety
door/light curtain monitoring, and other previously prepared function
blocks can be selected from the function block list and placed in the Work-
space to create software connections in the logic of the Network Control-
ler.
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» User-defined function blocks can be easily created and reused using the
Network Configurator version 1.5L1 or higher.
New user-defined function blocks can be created. These can be used
simply by selecting them from the function block list and placing them in
the Workspace. Created user-defined function blocks can be saved to file
and installed on another computer to use with the Network Configurator
on that computer.

» Editing of user-defined function blocks can be password-protected.

Upward Compatibility with DeviceNet Configurator
All the functions of DeviceNet Configurator are supported. Also, all of the files
created by the DeviceNet Configurator can be used as they are.

1-3-3 System Requirements

The following computer system is required in order to use the Network Config-

Requirement

urator.

Item
Operating system
(CS)

Japanese or English

* Version 2.2[] or Lower
Windows 2000 Professional (Service Pack 4 or higher)
Windows XP (Service Pack 2 or higher except for 64-bit ver-
sion)
Windows Vista (Service Pack 1 or higher except for 64-bit
version)

* Version 3.3
Windows XP (Service Pack 3 or higher except for 64-bit ver-
sion)
Windows Vista (Service Pack 2 or higher)
Windows 7

« Version 3.4[]
Windows XP (Service Pack 3 or higher except for 64-bit ver-
sion)
Windows Vista (Service Pack 2 or higher)
Windows 7
Windows 8
Windows 8.1
Windows 10

* Version 3.50 or higher
Windows 7 SP1
Windows 8.1
Windows 10
Windows 11

Note Administer rights are required to install the software.

Computer

A computer with a processor recommended by Microsoft Cor-
poration.

Memory

The memory capacity recommended by Microsoft Corporation.

Hard disk

At least 200 MB of available space is required.

Display

SVGA (800 x 600 pixels) or better high-resolution display with
at least 256 colors

Disk drives

CD-ROM drive

Mouse

A mouse or other pointing devices that is compatible with Win-
dows is required.

Communications
port (See note.)

At least one of the following communications ports is required.

* USB port: To go online via a NE1A-SCPU-series or NEOA-
series USB port (USB 1.1).

* Ethernet port: To go online via Ethernet.

* DeviceNet Interface Card (3G8F7-DRM21 or 3G8E2-
DRM21-V1): To go online via DeviceNet.
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Note (1) The computer cannot be placed on standby while it is connected to an
NE1A-seried Controller with a USB cable.

(2) The DeviceNet Interface Card is not compatible with a 64-bit OS.

(3) At least one USB port is required as the communications port of the Main-
tenance Tool.

1-3-4 Standard Models

Model number Name Component Compatible (o1
computer

WS02-CFSC1-E Network Configurator | Installation disk IBM PC/AT or com- | Windows 2000

(Version 2.201) (CD-ROM) patible Windows XP (32-bit ver-
sion only)
Windows Vista (32-bit ver-
sion only)

WS02-CFSC1-EV3 Windows XP (32-bit ver-

(Version 3.3[1) sion only)

Windows Vista (32-bit/64-
bit)

Windows 7 (32-bit/64-bit)
WS02-CFSC1-EV3 Windows XP (32-bit only)
(Version 3.4L]) Windows Vista (32-bit/64-
bit)

Windows 7 (32-bit/64-bit)
Windows 8 (32-bit/64-bit)
Windows 8.1 (32-bit/64-bit)
Windows 10 (32-bit/64-bit)
WS02-CFSC1-JV3 Windows 7 SP1 (32-bit/64-
Ver.3.50] bit)

Windows 8.1 (32-bit/64-bit)
Windows 10 (32-bit/64-bit)
Windows 11 (64-bit)
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1-4 Basic System Startup Procedure

This manual introduces the basic steps that are needed to make the safety
system operational, with particular focus on the following steps.

» System Design and Programming
+ Configuration
* User Test

1. System Design
&
Programming

Y

2. Installation and Wiring

A 4

3. Configuration

A 4

4. User Test

A 4

5. System Operation

1-4-1 System Design and Programming

In this step, the optimum safety system is determined by the following proce-
dures:

1. Based on the required safety system specifications, select and arrange the
safety devices and determine the safety functions to be allocated to each
device.

2. Configure the network system as a virtual network in the Network Config-
urator.

* Register all of the devices. If the system is a mixed safety control and
standard control system, register both the safety devices and standard
devices.

» Set the parameters of all the devices.

» Check the percentage of the network bandwidth being used and re-
view the parameters.

* Create the program for the NE1A-series Controller.
* Verify the system reaction time of all the safety chains.

The network bandwidth usage and the system reaction time are affected by
several factors, including the network configuration, NE1A-series Controller
and Safety 1/0 Terminal parameter settings, and NE1A-series Controller pro-
gram, so repeat the steps above to determine a system configuration which
meets the users’ requirements.

Please refer to the following sections for the operating instructions of the Net-
work Configurator.

* Device Registration
Refer to 3-5 Creating a Virtual Network.

10
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+ Editing Device Parameters
Refer to 3-8 Device Parameters and Properties.
Refer to SECTION 5 Editing Safety Network Controller Parameters.

» Checking the Usage Rate of Network Bandwidth
Refer to 2-2 Allocating Network Bandwidth Usage and Calculating the
Best EPI.

+ Calculating the Reaction Time
Refer to 2-3 Calculating and Verifying the Reaction Time.

IMPORTANT Allocate a unique safety network number to each safety network or safety
subnetwork.

1-4-2 Installation and Wiring

In this step, install and wire each device as shown below:
* Install all of the devices and set node addresses and baud rates.
» Connect to I/O devices.
* Wire the power supplies.
* Wire the DeviceNet.
» Wire the USB.
» Wire the EtherNet/IP.
Please refer to the following related manuals for details:

Item Manual name Cat. No.
DeviceNet installation DeviceNet Operation Manual W267
EtherNet/IP installation DeviceNet Safety System Configuration Z905
Manual
NE1A-series Controller installa- | DeviceNet Safety Safety Network Controller | Z906
tion Operation Manual
DeviceNet Safety I/O Terminal | DeviceNet Safety /0O Terminal Operation 7904
installation Manual
Installation of other devices Operation manual for each device -
/\ WARNING

Before connecting a device to the network, clear the previous configuration

Safety functions may be impaired and serious injury may occasionally occur.
data. 0

/\ WARNING

Safety functions may be impaired and serious injury may occasionally occur.
Before connecting a device to the network, set the appropriate node address 0

and baud rate.
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1-4-3 Configuration

In this step, transfer the parameters for each device created by the Network
Configurator to the actual device to make the system operative.

Use the Network Configurator to perform the following operations:

1. Download
The parameters set in the Network Configurator's virtual network are trans-
ferred to the actual device and stored in each device.

2. \Verification
Verify the safety device settings.
The user confirms that the parameters and safety signatures stored in
each device are correct.

Please refer to the following sections for the operating instructions of the Net-
work Configurator.

* Download
Refer to 3-8 Device Parameters and Properties.

* Verification
Refer to 3-9 Parameter Verification.

IMPORTANT + After downloading the device parameters, verify the parameters to con-
firm that the parameters and the safety signature saved in the devices are
correct.

* When selecting Open Only in the Open Type setting for the safety con-
nection, check that the Safety Master and Safety Slave are correctly con-
figured.

1-4-4 User Test

In this step, the user himself confirms the program operation and performs
functional tests.

Always perform the user test, because it is the user’s responsibility to verify
the system operation. The user test verifies the correctness of all parameters
downloaded to each safety device, as well as each device’s safety signature.
To demonstrate that all parameters and safety signatures are correct after
completing the user test, perform a Configuration Lock operation on all of the
safety devices.

Refer to 3-10 Configuration Lock for details on performing a Configuration
Lock from the Network Configurator.

/\ WARNING

Safety functions may be impaired and serious injury may occasionally occur.
Before operating the system, perform user testing to confirm that the configu-
ration data of all the devices is correct and that they are operating correctly.

IMPORTANT » After configuring all the devices, user testing must be performed to check
if the configuration data and device operation of each device are correct.
User testing is performed to verify the safety signature for each device.

» The configuration must be locked after the user testing has completed.

12
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2-1 Applications
This section describes how to construct a DeviceNet Safety Network in the
following two cases.
1. Establishing a new Safety Network
2. Changing an established Safety Network

2-1-1 Establishing a New Safety Network

This section describes the procedure for establishing a system by designing a
new Safety Network using the Network Configurator and then downloading
the parameters to the network devices.

System Design and Programming
1. Starting the Network Configurator

Start the Network Configurator.
Refer to 3-2-1 Starting and Exiting the Network Configurator.
2. Creating the Virtual Network

Create the virtual network by adding a device from the Hardware List. If the
user is to specify the network number, set the network number as well.

Refer to 3-5 Creating a Virtual Network.
3. Editing and Programming Device Parameters

Set the parameters of the NE1A-series Controller configured in the virtual
network.

Refer to SECTION 5 Editing Safety Network Controller Parameters
and to the Safety Network Controller Operation Manual (Z906).

Program the NE1A-series Controllers configured in the virtual network.

Refer to SECTION 6 Programming the Safety Network Controller and
to the Safety Network Controller Operation Manual (Z906).

4. Verifying the Network Bandwidth to Use

Confirm that the bandwidth used in the safety I/O communications does
not exceed the acceptable bandwidth in the network. If exceeded, re-ex-
amine the procedure from network configuration in step 2.

Refer to 2-2 Allocating Network Bandwidth Usage and Calculating the
Best EPI.

5. Calculating and Verifying the Maximum Reaction Time

Calculate the maximum reaction time of all the safety chains and check if
the requirement specifications are met. If the requirement specifications
are not met, re-examine the procedure from network configuration in step
2.

Refer to 2-3 Calculating and Verifying the Reaction Time.
6. Saving the Network Configuration File
Save the network configuration file with the completed design.
Refer to 3-6-2 Saving the Network Configuration File.
7. Exiting the Network Configurator
Exit the Network Configurator.
The following operations are performed by connecting the Network Con-
figurator to the network after the network installation and wiring.

IMPORTANT Allocate a unique safety network number to each safety network or safety
subnetwork.

14



Applications

Section 2-1

Configuration

User Testing

IMPORTANT

10.

1.

12.

13.

14.

15.

16.

17.

Starting the Network Configurator and Connecting to the Network

Start the Network Configurator and connect it to the network via the USB
port on the NE1A-series Controller or via DeviceNet or EtherNet/IP.

Refer to 3-4 Connecting to the Network.

Reading the Network Configuration File

Read the saved network configuration file with the completed design.
Refer to 3-6-3 Reading a Network Configuration File.

Resetting a Device

When changing the configuration because of user testing results or when
downloading the parameters again, it is necessary to clear the previous
configuration before downloading the new parameters. Reset the device
by setting the reset type to Return to the out-of-box configuration, and then
emulate cycling power.

Refer to 3-11-2 Resetting Devices.
Downloading Device Parameters
Download the parameters to all the devices.

Refer to 3-8-3 Downloading Device Parameters.

Confirming the Downloaded Device Parameters and Safety Signa-
tures

Verify the parameters for all the devices and check if the device parame-
ters and program that the user input have been correctly downloaded and
saved in the devices.

Refer to 3-9 Parameter Verification.
Saving the Network Configuration File

Save the network configuration file in which parameter verification of all the
devices has been completed.

Refer to 3-6-2 Saving the Network Configuration File.
Exiting the Network Configurator
Exit the Network Configurator.
After downloading the device parameters, verify the parameters to con-

firm that the parameters and the safety signature saved in the devices are
correct.

When selecting Open Only in the Open Type setting for the safety con-
nection, check that the Safety Master and Safety Slave are correctly con-
figured.

User Testing

The user himself must verify device parameters and operation to confirm
that safety system requirement specifications are met.

Starting the Network Configurator and Connecting to the Network

Start the Network Configurator and connect it to the network via the USB
port on the NE1A-series Controller or via DeviceNet or EtherNet/IP. Refer
to 3-4 Connecting to the Network.

Reading the Network Configuration File

Read the saved network configuration file with parameters that are already
verified.

15
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Refer to 3-6-3 Reading a Network Configuration File.
18. Configuration Lock

Lock the configuration of all the devices to indicate that they have been
verified as well as to prevent parameters from being mistakenly rewritten.

Refer to 3-10-1 Locking the Device Configuration.
19. Saving the Network Configuration File

Save the network configuration file of the virtual network in which the con-
figuration is locked.

Refer to 3-6-2 Saving the Network Configuration File.
20. Exiting the Network Configurator

Exit the Network Configurator.

/\ WARNING

Safety functions may be impaired and serious injury may occasionally occur.

Before operating the system, perform user testing to confirm that the configu-
ration data of all the devices is correct and that they are operating correctly.

IMPORTANT * After configuring all the devices, user testing must be performed to check
if the configuration data and device operation of each device are correct.
User testing is performed to verify the safety signature for each device.

» The configuration must be locked after the user testing has completed.

Running the System
21. Running the System
Run the system.
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2-1-2 Changing an Established Safety Network

Changing the System

This section describes procedure to change the Safety Network after the sys-
tem is running.

Stopping the System

Turn OFF the power supplies to moving parts, such as motors, and stop
the system. Continue supplying power to the network and the NE1A-series
Controller.

Starting the Network Configurator and Connecting to the Network

Start the Network Configurator and connect it to the network via the USB
port on the NE1A-series Controller or via DeviceNet or EtherNet/IP.

Refer to 3-2-1 Starting and Exiting the Network Configurator and 3-4
Connecting to the Network.

Uploading the Network Configuration

Upload the network to obtain the current network configuration.
Refer to 3-5 Creating a Virtual Network.

Unlocking the Configurations

Unlock the configurations of all the devices to enable changing the network
configuration.

Refer to 3-10-2 Unlocking the Device Configuration.
Resetting a Device

Before changing device parameters and node address, clear the configu-
ration of the device. Reset the device by setting the reset type to Return to
the out-of-box configuration, and then emulate cycling power.

Refer to 3-11-2 Resetting Devices.
Exiting the Network Configurator
Exit the Network Configurator.
Changing the System

Change the network, wiring, and node addresses and add or delete devic-
es according to the specified system changes. Safety devices that are be-
ing newly added must be configured in advance.

Refer to 3-11-2 Resetting Devices.

data.

Safety functions may be impaired and serious injury may occasionally occur.
Before connecting a device to the network, clear the previous configuration 0

/\\ WARNING

and baud rate.

Safety functions may be impaired and serious injury may occasionally occur.
Before connecting a device to the network, set the appropriate node address o

/\\ WARNING

Note

There is no need to use the saved network configuration file, because the pur-
pose of this procedure is to unlock the device configurations and reset
devices to the default configurations.
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Redesigning the System

18

IMPORTANT

8.

10.

1.

12.

13.

14.

15.

Starting the Network Configurator

Start the Network Configurator to redesign the network.

Reading the Network Configuration File

Read the saved network configuration file with a locked configuration.
Refer to 3-6-3 Reading a Network Configuration File.

Changing the Virtual Network

Add or delete the devices and change the node addresses according to

specified changes.
Refer to 3-5 Creating a Virtual Network.

Changing the Device Parameters and Program

Set and change the parameters of the NE1A-series Controllers configured
in the virtual network according to specified changes.
Refer to SECTION 5 Editing Safety Network Controller Parameters
and to the Safety Network Controller Operation Manual (Z906).
Create and change the programs of the NE1A-series Controllers config-
ured in the virtual network according to specified changes.
Refer to SECTION 6 Programming the Safety Network Controller and
to the Safety Network Controller Operation Manual (Z906).
Verifying the Network Bandwidth to Use
Confirm that the bandwidth used in the safety I/O communications does

not exceed the acceptable bandwidth in the network. If exceeded, re-ex-
amine the specified changes.

Refer to 2-2 Allocating Network Bandwidth Usage and Calculating the
Best EPI.

Recalculating and Verifying the Maximum Reaction Time

Calculate the maximum reaction time of all the safety chains and check if
the requirement specifications are met. If the requirement specifications
are not met, re-examine the specified changes.

Refer to 2-3 Calculating and Verifying the Reaction Time.
Saving the Network Configuration File
Save the network configuration file with the completed changes.
Refer to 3-6-2 Saving the Network Configuration File.
Exiting the Network Configurator
Exit the Network Configurator.

The following operations are performed by connecting the Network Con-
figurator to the network after the actual system changes have been com-
pleted.

Allocate a unique network number when establishing a network or sub-
network.

If the parameters of a Safety Slave or Standard Slave are changed, the
parameter information will not match in the Safety Master or Standard
Master in which the Slave is registered. Therefore, a yellow [ ! ] symbol
will be displayed next to the slave icon. If this symbol is displayed, check
the slave information by opening the Edit Parameter Window of the Mas-
ter. Allocate a unique network number when establishing a network or
subnetwork with Safety Slaves.
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Note

Re-configuration

IMPORTANT

Note

Additional User Testing

If device parameters with a locked configuration are changed, the color of the
key icon will change to yellow.
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17.

18.

19.

20.

21.

22,

. Starting the Network Configurator and Connecting to the Network

Start the Network Configurator and connect it to the network via the USB
port on the NE1A-series Controller or via DeviceNet or EtherNet/IP.

Refer to 3-4 Connecting to the Network.
Reading the Network Configuration File

Read the saved network configuration file with the completed design
changes.

Refer to 3-6-3 Reading a Network Configuration File.
Downloading Device Parameters
Download the parameters to all the devices.
Refer to 3-8-3 Downloading Device Parameters.
Confirming the Downloaded Device Parameters and Safety Signature

Verify the parameters for all devices with an icon indicating pre-verification
and check if the device parameters and program that the user input are
correctly downloaded and saved to the devices.

Refer to 3-9 Parameter Verification.
Saving the Network Configuration File

Save the configuration file for a network in which parameter verifications of
all the devices have been completed.

Refer to 3-6-2 Saving the Network Configuration File.
Exiting the Network Configurator
Exit the Network Configurator.

 After downloading the device parameters, verify the parameters to con-
firm that the parameters and the safety signature saved in the device are
correct.

* When selecting Open Only in the Open Type setting for the safety con-
nection, check that the Safety Master and Safety Slave are correctly con-
figured.

* In the Network Configuration Pane, the device will be displayed as
locked, but the actual device has already been unlocked. Therefore, the
parameters can be downloaded.

If downloading to a device with a key icon color that has changed to yel-
low because of parameter changes, the icon must be returned to the state
before verification (white [ S ] symbol).

If downloading to a device with a key icon color that has not changed
because parameters have not been changed, the icon must be returned
to the state indicating that verification has been completed (green [ S ]
symbol).

User Testing

The user himself must verify device parameters and operation to confirm
that the safety system requirement specifications are met.
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23. Starting the Network Configurator and Connecting to the Network

Start the Network Configurator and connect it to the network via the USB
port on the NE1A-series Controller or via DeviceNet or EtherNet/IP.

Refer to 3-4 Connecting to the Network.
24, Reading the Network Configuration File
Read the saved network configuration file with verified parameters.
Refer to 3-6-3 Reading a Network Configuration File.
25. Configuration Lock

Lock the configuration of all the devices to indicate that they have been
verified as well as to prevent parameters from being mistakenly rewritten.

Refer to 3-10-1 Locking the Device Configuration.
26. Saving the Network Configuration File
Save the file of a virtual network with a locked configuration.
Refer to 3-6-2 Saving the Network Configuration File.
27. Exiting the Network Configurator

Exit the Network Configurator.

/\ WARNING

Safety functions may be impaired and serious injury may occasionally occur.
Before operating the system, perform user testing to confirm that the configu-
ration data of all the devices is correct and that they are operating correctly.

IMPORTANT * After configuring all the devices, user testing must be performed to con-
firm that the configuration data and operation of each device are correct.
User testing is performed to verify the safety signature for each device.

» The configuration must be locked after user testing has been completed.

Restarting the System
28. Running the System

Run the system.
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2-2 Allocating Network Bandwidth Usage and Calculating the
Best EPI

Almost all of the DeviceNet network bandwidth can be used for safety I/O and
standard I/O communications.

Communications may time out, however, if the connection settings exceed the
acceptable bandwidth usage for each type of communications.

Check the connection settings and, if a setting is found to exceed the accept-
able bandwidth usage rate, the setting must be changed to the value outlined
in the following table.

« Safety I/0O EPI (Expected Packet Interval) setting for safety connections
communications

« Standard 1/O Master communications cycle time
communications

The network configuration may need to be changed if the settings exceed the
acceptable bandwidth usage rate as a result of securing the required commu-
nications performance (i.e., the required network reaction time for safety /O
communications).

This section describes how to check the network bandwidth in the designed
network, how to calculate the best EPI from the set bandwidth usage rate, and
how to re-set the value.

2-2-1 Checking the Network Bandwidth

The actual network bandwidth usage rate for the connections set in the virtual
network is displayed at the bottom of the Network Configuration Window. The
network bandwidth usage rate is displayed for each baud rate, as shown in
the following diagram.

i #0 #02 #03 #04 #05
NE1ASCPUDTYT DST1IDM25L-1  DST14D125L1 DST1-MRDOBSL1 DST1-MRDOSSL1  DST1ID125L

| | 21 #O0 | | | 21 #O0 | L1400
_'_

@ @ When a virtual network (including pro-
= gramming) is created, the network band-
#20 #91 #72  | width usage conditions at each baud rate
CJw-DRM21 DRTZIDE DRT2ID1E | are displayed.

| | 121 #20 | 2] #2 y J

[

Uszage of Metwork B andwidth

125K Bits : 250K, Bitds : BOOK, Bitds : Caleulate EPI

0% [ gpz 100k 0% [ 49z 100% 0% [ 253 100%

As shown in the diagram, the faster the baud rate, the lower the bandwidth
usage rate.

IMPORTANT * Keep 10% or more of the network bandwidth available for establishing
connections and for explicit message communications with the Network
Configurator, whether using only safety I/O communications or using both
safety I/O and standard I/O communications.
Even if 10% or more is available, however, safety or standard communi-
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cations might time out, depending on the Network Configurator operation
(e.g., monitoring or other operations that create a load on the network) or
if the user application uses explicit message communications. If timeouts
occur, reduce the network bandwidth usage rate (i.e., increase the
unused bandwidth).

If you are using Network Configurator version 2.2[1 or lower, the dis-
played network bandwidth usage does not include standard 1/O communi-
cations. If you are using both safety and standard I/O communications,
refer to 2-2-3 Allocating Network Bandwidth Usage Rates and Calculating
Best EPI and set the EPI for each safety connection and the communica-
tions cycle times for the Standard Masters.

2-2-2 Displaying Device Bandwidth Usage Conditions

22

The conditions of bandwidth used in the EtherNet/IP network can be dis-
played. The function applies to all EtherNet/IP devices and can be used if the
EtherNet/IP network is displayed.

Click the tab for the EtherNet/IP Network Configuration Window.

O DeviceMet 1 O EtherMet/IP 1 O DeviceMet 2

192168.2501 192168.250.2
MET1A-EDRM MET1A-EDRM

E‘?s |E.2502 % |

Uzage of Device Bandwidth

2. Click the Detail Button. The Usage of Device Bandwidth Dialog Box will be

displayed.
Usage of Device Bandwidth E]
# Comment Usaee of Cap... Mbit/s  Usaee of IP m..
#p192168.2501 MNE1A-EDRO 5.06% 0.189Mbit s 3
#9192168.2502 MNE1A-EDRO B06% 0.189Mbit/s 0

Total usage of IP multicast addresses : 3
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Display Details and Operation

Item Description
# IP address
Comment Device name
Usage of Capacity Displays the present percentage of the send/
receive packet processing capacity that the device
supports.
Mbit/s Number of bits presently processed per seconds

by the Ethernet port for a device.

Usage of IP multicast addresses | Number of multicast addresses used.

Set Packet Interval (RPI) Button | This button is not used for DeviceNet Safety-Ether-

Net/IP systems.

Close Button Closes the Usage of Device Bandwidth Dialog

Box.

2-2-3 Allocating Network Bandwidth Usage Rates and Calculating Best

EPI

The average EPIs for safety I/O communications and standard 1/O communi-
cations and the best communications cycle time are calculated by entering
the network bandwidth usage rate for each type of communications into the
Network Configurator.

Calculate the best average EPIs and the best communications cycle using the
following procedure. The network configuration might need to be changed if
the required communications characteristics cannot be achieved.

1.

Make the required settings for the virtual network on the Network Configu-
rator, including creating programs for the Safety Network Controller.

Click the Calculate EPI Button at the bottom of the Network Configuration
Window. The Calculate EPI Dialog Box will be displayed.

Input the network bandwidth used in safety /O communications and the
bandwidth used in standard I/O communications.

« If using only safety I/O communications:
Input the network bandwidth used by the safety connections as 90%
or less and input 0% for the network bandwidth used by standard con-
nections.

If using both safety and standard 1/O communications:

Input the total network bandwidth used for safety and standard connec-
tions as 90% or less, e.g., 40% for safety connections and 30% for stan-
dard connections.

Safety and standard I/O communications will use the bandwidth based on
the rates specified here.

Click the Calculate Button.

The best average EPI of all the connections in the safety I/O communica-
tions and the optimum Master communications cycle time in the standard
I/0 communications will be displayed for each baud rate.
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Calculate EPT = = :
Safety Connections
MHetwork, B andwidth Best dverage of EFI
Lo Fiato "-mil . 125K Bit/s 30 me
= 280K Bitds : 15 ms
500K Bitds : 8 ms

Update device configuration...

Standard Connections

Mebwark, B andwidth Best Average of Cycle Time
- 125K Bitds : B s
e Rate: ~ % 250K Bit/s : 3ms
500K Bitds : 2ms

LCalculate Cloze

6. Perform the following trial calculation.

* When using safety I/O communications only
Increase the network bandwidth for safety connections to 90%. If the
desired best EPI for each safety connection cannot be calculated, try
increasing the EPI for connections that need faster speeds (EPI settings,
step 9 as described later).

When using a mixture of safety and standard I/0O communications:
Try changing the network bandwidth usage rate and calculating the EPI,
as described below.

Increase the usage rate for safety connections to shorten the EPI for
safety I/O communications and lengthen the communications cycle time
for standard 1/0 communications.

Conversely, increase the usage rate for standard communications to
shorten the cycle time for standard I/O communications and increase the
EPI for safety I/O communications.

Check the Safety Network Controller cycle time.

Next, check that the cycle times calculated in the previous steps are longer
than the Safety Network Controller cycle time. If they are shorter, the Safe-
ty Network Controller cycle time will be the minimum that can be set for the
EPI. The Safety Network Controller cycle time can be checked offline after
creating the program, under Cycle Time on the Mode/Cycle Time Tab in
the Edit Device Parameters Dialog Box. Refer to 5-6 Setting the Operating
Mode and Confirming the Cycle Time.

IMPORTANT The minimum possible EPI setting is larger value of either the Safety Network
Controller cycle time or the Safety Slave cycle time (fixed at 6 ms). The mini-
mum possible EPI will be affected, therefore, if the Safety Network Controller
cycle time is longer than 6 ms.

8. Reconsider the network configuration itself if you have performed the test

calculation as outlined above and either of the following occur, i.e.,

» the desired best average EPI for each safety connection and the best
communications cycle time for the Standard Master cannot be calculated,
or

+ the Safety Network Controller cycle time is longer than the best average
EPI.
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Consider adjusting the following aspects of the network configuration.
» Reducing the number of nodes or I/O points.

* Splitting the network

If using both safety and standard 1/0 communications, split the net-
work into a DeviceNet Safety network and a standard DeviceNet net-
work.

If using only safety I/O communications, split the network into two De-
viceNet Safety networks.

9. Change the EPI settings for each safety connection and the Standard Mas-
ter communications cycle time setting to suit the desired baud rate.

» Changing the EPI Settings for Each Safety I/O Connection

The best average EPI calculated is the best average of all safety connec-
tions.

The following method is used for setting the calculated EPI as the EPI in
the parameters for all safety connections.

a.

» Method for batch setting the best EPI to devices

Click the Update Device Configuration Button.

The Update Device Configuration Dialog Box will be displayed.

Update Device Configuration @ 3
Pleaze zelect a baud rate that you would like to uze.

Baud rate

H 30 s
" 280K Bit/s 15 ms

" 800K Bit's 8 mz
User setup

" Custom EPI 10 e

Range : 1 - 500mz

Ok | Cancel |

b. Select the baud rate to be used and click the OK Button.

The calculated best average EPI value will be batch set as the EPI in
the safety connection parameters for all devices.

If required, adjust the EPI settings for the whole network, making the
EPI smaller for those connections that need a faster response time
(e.g., for safety curtain connections) and making the EPI larger for
those connections that do not need a fast response (e.g., for door
switches not used in hazardous areas).

Refer to the reaction time listed in the EPI field to check what the re-
action time will be for each safety connection EPI setting.

Note Set the EPI for each safety connection longer than Safety Network

Controller cycle time. If the EPI is shorter, errors will occur when the
safety connection parameters are downloaded and the download
will fail.

» Changing Standard Master Communications Cycle Times

The value calculated as the best average cycle time is the best communi-
cations cycle time for the Standard Master.
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10.

11.

Set the calculated value as the Standard Master communications cycle
time.

If you are using Network Configurator version 3.3[] or higher, you can use
the Update Device Configuration Button to set the communications cycle
time for all Standard Masters at the same time (in the same way as for the
EPIs for safety 1/0 connections).

Reconfirm the bandwidth usage rate.

If the EPI settings in the safety connection parameters or the Standard
Master communications cycle time setting has been changed based on the
calculation results, check that the network bandwidth usage when safety
connections are used, displayed at the bottom of the Network Configura-
tion Window, is less than the value input in the Calculate EPI Dialog Box.
It is particularly important to check the bandwidth usage rate if the best av-
erage EPI has been adjusted for each connection rather than applied as a
batch setting.

Note The EPIl is set in 1-ms units, so the network bandwidth usage rate
may be smaller than the input value if the calculation result is input
directly.

Perform a test to ensure that there are no problems with the set values.
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2-2-4 Example of EPI Calculations

The following network configuration is used for an example of calculating the
EPI.

Conditions

The baud rate is 500 Kbit/s.

File Edit Yiew HNetwork Device EDS File Tools Option  Help
Dl 2 =l
& k)
[E8] Network Corfiouator — S = = e i = 2 e
=8 DeviceNet Hardware
=@ Vendar 00 #0 02 03 04 5 405 07
= (8 OMRON Comporation DSTTID1Z5L1  DSTIIDI25L1  DSTHDT2SL1  DSTIADIZSLY  DSTTADIZSLY  DSTTIDIZSL1  DSTIMDIESLY DSTIMDIESLA
= 2 ACDives J TR JEER) 12/ #11 JEED JEE JEER) JEEE JEEE

) g Commurications Adapter
) g Discrete Safety 1/0
) % General Puiposs Discrete |7

2 Generic Device &2 (& &= @ @ @
) g Humantachine Interface =
- g Postion Controller

#08 409 #10 #11 2 #13 4 #15
= Sa Safely Network Contioler | DSTIMDIBSLT  DSTIMDIESL1 DSTTMDIESL1  NETASCPUDI  CUTw-DRM2! DRT2D16 DRT2ID16 DRTZID16
(2] NE1ASCPUDT J L J LKL 120 111 1 JLEIH JLLEIH JILEE
= (B DeviceType
o AC Diives
- 2 Communications Adapter

e 5 Disoite Safety 140 @ @ @ @ @ @ @ @
i General Pupose Discrete 1/0
#6 . #e 4 [ w1t 422 423

- Generic Device i a o0
# d HumanHachine Irterface DRT24D16 DRT2ID16 DRTZID1G DRT20D16 DRT20D1E DRT2OD16 DRT2OD16 DRT20D16
# i Position Controller JEaH T ETET L= a2 L JLiH |lesr2 a2 |2
- i Safety Network Conticller

Usage of Netwerk Bandwidih of Safety Cannections

125K Bit/s 250K Bit/s 500K Bit/s Calculate EP)

a ol 0% [q7mr 100% 0% [aax 100% 0 [ 100%
* [ Message Code [ Date | Description
Fieady LDeviceNsl |TUnknawn |[COM1:C5/C1 TOOLBUS _ UniNo000.000.00 [115200B/s | Offdine P

B Safety /O Communications
Example: The NE1A-series Controller sets safety connections between six
DST1-ID12SL-1 Input Terminals and five DST1-MD16SL-1 1/O Terminals. The
default set values are used for all the safety connections, and the EPI is
10 ms.

M Standard 1/O Communications

Example: The CJ1W-DRM21 sets the standard connections between six
DRT2-ID16 Input Terminals and five DRT2-OD16 Output Terminals. The
default set values are used, and the communications cycle of the CJ1W-
DRM21 is automatically set but it attempts to operate at a cycle time of about
3.2 ms.
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Calculations

EditDevice Parameters B
Local Ouiput | Local lnput/Test Output | Mode/Cycle Tme | Logic | Genesl | /0 MMocation@UT) | 1/0 Alocation(N) |
Safety Connections } Memary Info. | Safety Slave /0 | Shavels | Commurication Cycle Time Message Timer | Slave Function |
Unregister Devics List
# [ Praduct bame [ Communication Cycle Time =
SetupRange: 0: Auto[Defaul ], 1-500ms
Default Setup
* | ¥ Auo slacation
Register Device List
Product Hame EP| | Aeaction.. | Type | Size |~
#) HODST1D125L1
B Sefetylrputdss.. 10ms  40ms In 2Byte
£ 401 DSTHD125L1 Cammunication Cycle Time [ Auto Setting )
Safetylnputdss.. 10ms  d0ms In 2Byte Baud rate 125K Bis: 8024 ms
#5402 DSTHDI25L
B Sofeplnputes. 10ms  d0ms In 2Bye CerdEbaiR b A2
#) H03DST1D125L1 Baudrate SOOK Bit/s:  3176ms
A safetulnutds: 1Nms dme In shue 7]
Mew ‘ ‘ ‘ e ] |

Here, we allocate 70% network bandwidth usage rate to safety connections

and 20% to standard connections.

Click the Calculate Button and from the calculation results, you can see the
EPI for the safety connections can be set to 7 ms and the communications

cycle of the Standard Master can be set to 6 ms.

Calculate EPL @ 3 .
Safety Connections
Metwiork Bandwidth Best Average of EPI
125K Bitds 28 mz
IJze Rate )
= 280K Bitde : 13 ms

500K Bits - @

Update device configuration. . ‘

Standard Connections

Metwiork, B andwidth Best Average of Cycle Time
—_—— 125K Bitds 22 mz
Iz R ate )
280K, Bitds : 11 mz

500K Bit/s -

Calculate Cloze

Checking the Safety Network Controller Cycle Time

Changing Settings

If, for example, the Safety Network Controller cycle time was 6 ms, it is
shorter than the calculation result of 7 ms which means the result can be set

as the EPI.

Changing the EPI Settings for Each Safety I1/0 Connection
Set the EPI of all safety connections set in the NE1A-series Controller to 7 ms

28
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Click the Update Device Configuration Button to batch set the calculation
result of 7 ms as the EPI for all safety connections by selecting the baud rate

to be used.

Refer to 2-2-3 Allocating Network Bandwidth Usage Rates and Calculating

Best EPI.

Edit Device Parameters

Unregister Device List

Safety Connections l

Local Dutput ] Local Input/T est Output ] Mode/Cycle Time ] Logic ]
Memory Info. ] Safety Slave 1/0 ] Slave 140 ]

# | Product Name

Reqister Device List

* | ¥ futo slocation,

Product Name

I/E‘Ial\ | Reaction... | Type | Size

#) #00D5T140125L-

ﬁSafet}llnputA L. TS 28 ms In 2 Byte
@ﬂm DST1D12501

ﬁSafet}llnput F5.. TS 28 ms In 2 Byte
@nnz DET1D125L1

%Safet}llnput 5. 7 ME 8 ms In 2 Byte
@#03 DST14D1250-1

2 Caletulnnut Aks T s P8 m= In 2 Rute

=

| | Fieqister/Unregisterd |

Ok | Cancel |
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Changing Standard Master Communications Cycle Time Settings

30

Set the communications cycle of the CJ1W-DRM21 to 6 ms.

If you are using Network Configurator version 3.3[] or higher, you can click
the Update Device Configuration Button and select the baud rate to set the
communications cycle time for all Standard Masters to the calculated result of
6 ms.

(Refer to 2-2-3 Allocating Network Bandwidth Usage Rates and Calculating
Best EPI.)

General | 140 Alacation(DUT) | 140 Allacation(M)
Comnmunication Cycle Time l Message Timer ] Slave Function

Edit Device Parameters 3

Communication Cycle Time : q J;I ms

Setup Range: 0: Auto [Default ], 1 -500ms

Default Setup

Communication Cycle Time [ Auto Setting
Baud rate 125K Bit/s : 8.024 mz
Baud rate 250K Bit/s : 4.792 mz

Baud rate 500K, Bit/s : 3176 ms

0Ok | Cancel
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2-3 Calculating and Verifying the Reaction Time

The last step in designing the network is calculating the reaction time of safety
chains. The user must check that the reaction time in all the safety chains

meets the requirement specifications.

Concept of Reaction Time

Reaction time is the worst down time among the running devices considering
faults and failures in safety chains. The safety distance is calculated from

reaction time.

The reaction time is calculated for each safety chain. The typical combina-

tions of safety chains are as follows:

1. Standalone NE1A-series Controller (DeviceNet Communications Dis-

abled)

Safety
sensor/switch

__|NE1A-sCPUO1|_|

Actuator

2. Remote Input — NE1A-series Controller Output

Safety
sensor/switch

DST1-series
1/O Terminal

Network

__|NE1A-scPUO1|_|

3. NE1A-series Controller Input — Remote Output

Actuator

Safety __|NE1A-SCPUOT|_| Network DST1-series Actuator
sensor/switch I/0 Terminal
4. Remote Input — Remote Output
Safety ‘ DST1-series Network NE1A-SCPUO1 Network DST1-series Actuator
sensor/switch 1/0 Terminal | | | /O Terminal
Note Even if a fault or failure occurs in a safety chain, the output shutoff time is

ensured as the maximum reaction time.
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2-3-2 Calculating the Maximum Reaction Time

Reaction Time Components

Reaction time components are displayed for each safety chain.

1. Standalone NE1A-series Controller (DeviceNet Communications Dis-

abled)

Safety NE1A-SCPUO01 Actuator

sensor/switch

. Local input/local
Sensor/switch output Actuator

reaction time — reaction time

reaction time

(A)

2. Remote Input — NE1A-series Controller Output

Safety DST1-series NE1A-SCPUO1 Actuator
sensor/switch 1/0 Terminal
Remote
Sensor/switch I|:|put . Ne_twor_k input/local Actuator
reaction time —— "éactiontime — reaction time — output T reaction time
(E) (G) reaction time
(B)

3. NE1A-series Controller Input — Remote Output

Safety NE1A-SCPUO1 DST1-series Actuator
sensor/switch 1/0 Terminal
Local
Sensor/switch input/remote Network Output Actuator
reaction time T output — reaction time — feactiontime — ., 4i5n time
reaction time (G) (F)
©

4. Remote Input — Remote Output

Safety DST1-series NE1A-SCPUO1 DST1-series
EehsoneRicy I/O Terminal 1/O Terminal
) ) Remote input/
Sensor/switch Input reaction Network remote output Network Output
reaction time — time — reaction time — | oaction time — reaction time — reaction time —
(E) (S) (D) @) (F)
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Maximum Reaction Time Formula

Item Time formula
A | Local input/local output reaction time of the ON/OFF delay + I/O refresh cycle time
NE1A-series Controller (ms) + NE1A-series Controller cycle time x 2 + 2.5
B Remote input/local output reaction time of the NE1A-series Controller cycle time + 2.5
NE1A-series Controller (ms)
C |Local input/remote output reaction time of the ON/OFF delay time + 1/O refresh cycle time

+ NE1A-series Controller cycle time x 2
NE1A-series Controller cycle time

NE1A-series Controller (ms)

D | Remote input/remote output reaction time of the
NE1A-series Controller (ms)

E Input reaction time of the DST1-series I/O Termi-

ON/OFF delay time + 16.2

nal (ms)
F | Output reaction time of DST1-series I/0O Terminal |6.2 + Relay reaction time
(ms) (DST1-MRDO08SL-1 only)

G | Network reaction time (ms) Use the Network Configurator calculation result.

IMPORTANT In the SNC program, add the time for the NE1A-series Controller cycle time to
the reaction time of the safety chain when the output from a function block is
fed back to the input side of the function block.

Check the NE1A-series Controller cycle time, 1/O refresh cycle time, and net-
work reaction time in the Network Configurator.

Check the NE1A-series Controller cycle time and I/O refresh time in Mode/
Cycle Time Tab of the Edit Device Parameters Window.

Edit Device Parameters @ fi

Safety Connections ] temary Info. ] Safety Slave /0 ] Slave |/0 ]

Local Dutput ] Local Input/Test Output Mode/Cypcle Time ] Logic: ]

Automatic Execution Mode
* Momal Mode [Meed execution command)
™ Automatic Execution Mode [Automatically execute after power-up)

NOTE

Thiz parameter becomes effective when the device starts with
power-up after the download of this configuration.

DeviceMet Communication

" Digzable [Stand Alone Mode)

WARMING
If pou would like to dizable the DeviceM et communication, you can
canfigure it fram the USE connection only. If you don't use the USE
connection and you select "DISAELE", the download of this

configuration will fail.
Cicle Time O Refresh Cycle Time
9.0mg 4.5 mg

ok | Cancel
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Check the network reaction time in the Safety Connection Tab of the Edit
Device Parameters Window.

Edit Device Parameters ’_E' -i

Local Dutput ] Local InputsT est Output ] ModesCycle Time ] Logic ]
Safety Connections l Mermary Irfa. ] Safety Slave /0 ] Slave /0 ]

Unregister Device List
# | Product Name |

* | ¥ auto sllocation.

Reqister Device List

Froduct Mame EPI Reaction... | Tupe Size -
P #00D5T1-10125L-1
S Dafety Input dss.. 7 ms 28 ms In 2 Bute
@ #01 DST1-1D125L1
ﬁ Safety Input dzz... 7 ms 28 ms In 2 Byte
£ 020571012501
ﬁ Safety Input A3 7 ms 28 ms In 2 Bute
@ HO3DST1-D125L1
2 Gafetu lnnitbss T me PRmz In 7 Rute j
Mew.. | | | Reqister/| ) nreqgisterd |

ok | Cancel |
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Example of Maximum Reaction Time Calculation

Example 1: Remote Input — NE1A-series Controller Output

SNC cycle time =6 ms
1/0O refresh cycle = 6 ms

L~

NE1A-SCPUO1

Actuator

........

DeviceNet

DST1-series
I/O Terminal

Safety connection (EPI = 6 ms)
network reaction time = 24 ms

Switch

Maximum reaction time (ms)

= Switch reaction time

+ DST1-series I/O Terminal input reaction time

+ Network reaction time
+ NE1A-series Controller remote input/local output reaction time
+ Actuator reaction time

= Switch reaction time

+ ON/OFF delay (DST1-series I/O Terminal) + 16.2

+24
+6+25

+ Actuator reaction time

= 48.7 + ON/OFF delay + Switch reaction time + Actuator reaction time
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Example 2: Local Input — Remote Output

NE1A-series Controller cycle time = 6 ms NE1A-series Controller cycle time =7 ms
1/O refresh cycle time = 6 ms 1/O refresh cycle time = 3.5 ms
Switch NE1A-SCPUO1 NE1A-SCPUO1 Actuator
............... A B seseradunssnnap
DeviceNet

Safety connection (EPI =7 ms)
network reaction time = 28 ms

Maximum reaction time (ms)
= Switch reaction time
+ NE1A-series Controller-A local input/remote output reaction time
+ Network reaction time
+ NE1A-series Controller-B remote input/local output reaction time
+ Actuator reaction time
= Switch reaction time
+ ON/OFF delay (NE1A-series Controller) + 6 + 6 x 2
+ 28
+7+25
+ Actuator reaction time
= 55.5 + ON/OFF delay + Switch reaction time + Actuator reaction time

2-3-3 Verifying the Maximum Reaction Time

Check that the calculated maximum reaction time meets the required specifi-
cations in all safety chains. If the reaction time exceeds the required specifica-
tions, re-examine the network design, taking into consideration the following
points for the maximum reaction time to meet the requirement specifications:

+ Shortening the EPI will shorten the network reaction time. Shortening the
EPI, however, narrows the network bandwidth that can be used for other
connections.

» The NE1A-series Controller cycle time is automatically calculated based
on the program size, the number of connections, etc. It is also possible to
use different NE1A-series Controller Controllers for safety chains that
require a high-speed reaction time and other safety chains.
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3-1 Installation

3-1-1 Installing the Network Configurator

Preparing for Installation

Check the following items before beginning with the installation.

B Available Hard Disk Space

The Network Configurator can be installed on the hard disk only. At least 200
MB of hard disk space is required. Make sure that there is enough space
available.

H Windows Environment and Installation Folder

Note

Installation Precautions

Installation Procedure
1,2,3...

Note

The Network Configurator is a software application for a Windows operating
environment. The software is installed on top of Windows. Make sure that
Windows is installed and functioning correctly on the computer. Also, make
sure that you are logged onto the computer as a user with administrator
rights.

With version 3.3[] or higher, if Network Configurator version 3 has already
been installed from a different package, such as the CX-One, then the previ-
ous installation is updated.

* If Network Configurator version 3 has already been installed from a differ-
ent package, such as the CX-One, then the previous installation is
updated. Files will be installed in the same folder as the one used by the
previous package to upgrade functionality.

If you install the software again from the CX-One after installing the Net-
work Configurator, installation of Network Configurator for EtherNet/IP will
overwrite some of the files. As a result, some problems will occur, e.g.,
some devices will not be displayed in the Hardware List Pane.

These problems can be solved by applying a patch.

Execute the \Utility\CX-One_Update\Ntc****_****Setup_for_Safety.exe
files (where * indicates any number) in the Network Configurator Master
Disk and install the patch according the instructions from the installer.

1. Insert the Network Configurator Master Disk into the CD-ROM drive. Open
the CD-ROM drive from the Explorer and execute the setup.exe file.

2. Complete the installation process following the instructions provided on-
screen.

You can specify the installation folder for the Network Configurator during the
installation. However, with version 3.3[] or higher, if Network Configurator ver-
sion 3 has already been installed from a different package, such as the CX-
One, then the previous installation is updated and you cannot change the
installation folder.
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Update the Network Configurator

FileshOMROMYCE-OnetMetwork Configurator,

i) The Metwork Configurator is already installed on C:YProgram
S
' This setup pragram will install and update the Metwork Configurator o this Folder,

Uninstalling the Network Configurator

Uninstall the Network Configurator when it is no longer required. Use Pro-
grams and Features (Add or Remove Programs for Windows XP) from the
Windows Control Panel to uninstall the Network Configurator.

40



Installation Section 3-1

3-1-2 Installing the USB Driver

You must install the USB driver to go online with the NE1A-series or NEOA-
series Controller via USB.

Preparing for Installation

Check the following items before beginning with the installation.

M Connection to a Safety Network Controller

Turn ON the power supply to the Safety Network Controller (NE1A or NEOA)
and then use a USB cable to connect the USB port on the Safety Network
Controller to the USB port on a computer on which the Network Configurator
has already been installed.

B Windows Environment

Make sure that you are logged onto the computer as a user with administrator
rights.

Installing on Windows XP
Operating Procedure

1,2,3... 1. The computer will automatically detect the Safety Network Controller when
the cable is connected and display a message saying that new hardware
has been detected. The Found New Hardware Wizard will be displayed.

Found New Hardware Wizard

Welcome to the Found New
Hardware Wizard

Windows will zearch for curent and updated software by
looking on your computer, on the hardware installation CD, or on
the Windows pdate ‘Web site [with your permission)

Bead our privacy policy

Canwindows connect to Windows Update to search for
software?

(e, this time only
() ves, now and every time | connect a device

Click Next to continue.

In the Found New Hardware Wizard Dialog Box, select the No, not this
time Option and click the Next Button.
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2. Selectthe Install from a list or specific location (Advanced) Option and click
the Next Button.

Found New Hardware Wizard

Thiz wizard helps you install software for:

ME14 LISE Port

LN

&2 or floppy disk. insert it now.

“What do pou want the wizard to do?

{ ') If your hardware came with an installation CD

(O Install the software automatically [Fecommended)

@nstall rom a st or specific location [Advanced

Click Mext to continue.

[ < Back ” et »

]I Cancel ]

3. Select the Search the best driver in these locations Check Box and select
the Include this location in the search Option. Click the Browse Button, se-
lect the \SafetyDrivers\USB folder in the folder in which the Network Con-
figurator was installed or the \drivers\USB folder in the Network
Configurator Master Disk (CD-ROM), and the click the Next Button.

4.
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Found New Hardware Wizard

Usze the check boxes below to limit or expand the default search, which includes local
paths and remavable media. The best driver found will be installed.

Please choose your search and installation options.

() Search for the best driver in these locations.

[ 5earch removable media [floppy, CO-ROM...]
Include this location in the seach:

1 RV Browse

() Don't search. | will choose the driver to install.

Chooze this option to select the device driver from a lizt. *Windows does not guarantee that
the driver pou choose will be the best match for your hardware.

[ < Back ” Mext > ][ Cancel J

If a warning message appears saying that the driver has not passed the
Windows logo test, ignore it and click the Continue Anyway Button.

Hardware Installation
A
.

The software wou are installing for this hardware:

OMROM META Series

has not pazzed Windows Loga testing to verify its compatibility

with "windows #P. [Tel me why this testing is important.|

Continuing your i of this sof may impair
or destabilize the correct operation of pyour system
either immediately or in the future. Microsoft strongly
recommends that you stop this installation now and

the h vendor for sofl that has
passed Windows Logo testing.

| LContirue Anyway | [ STOP Installation
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5. When the driver installation is completed normally, the following dialog box
will be displayed. Click the Finish Button.

Found New Hardware Wizard

Completing the Found New
Hardware Wizard

The wizard has finished installing the software for:

g OMRON NE1A Series

Click Finish to cloge the wizard,

6. The Found New Hardware Wizard Dialog Box will be displayed again. Per-
form the installation using the procedure in steps 1 to 5.

Note If an NE1A-series or NEOA-series Controller is connected to a computer on
which the driver has been installed only once, the Found New Hardware Wiz-
ard Dialog Box will be displayed again. If it is displayed, select the Search for
a suitable driver for my device (recommended) Option and then continue with
the procedure.

Installing on Windows Vista

Operating Procedure

1,2,3... 1. When the computer detects the Safety Network Controller, the Found New
Hardware Dialog Box will be displayed. Select the Locate and install driver
software (recommended) Option.

-+-| Found Mew Hardware @

Windows needs to install driver software for your NELA USB
Paort

¥ Locate and install driver software (recommended)
Windows will guide you through the process of installing driver software
for your device.

* Ask me again later
Windews will ask again the next time you plug in your device or log on.

% Don't show this message again for this device
Your device will not function until you install driver software,

Cancel
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2. If the following dialog box is displayed, select the Don’t search online Op-

tion.
W Il Found Mew Hardware - NELA USBE Port
Allow Windows to search online for driver software for your NELA USB Port?
% Yes, always search online (recommended)
Windows will autematically search for the latest drivers and applications for your hardware and
download them to your computer,
% Yes, search online this time only
Windows will search for the latest drivers and applications for this device and download them to
your computer,
* Don't search online
Your device may not function properly until you get the latest software.
Please read Microsoft's privacy statement
| Cancel |

3. Select the following: I don’t have the disc. Show me other options.
s
@ [l Found Mew Hardware - NELA USB Port

Insert the disc that came with your NELA USB Port
If you have the disc that came with your device, insert it now, Windows will autematically
search the disc for driver software,

% Idon't have the disc. Show me other options.

Next | | Cancel
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4. Select the Browse my computer for driver software (advanced) Option.

==

@ [ Found New Hardware - NELA USB Port

Windows couldn't find driver software for your device

% Check for a solution
Windows will check to see if there are steps you can take to get your device
working.

% Browse my computer for driver software (advanced)
Locate and install driver software manually.

| Cancel |

5. Under Search for driver software in this location, click the Browse Button,

select the \SafetyDrivers\USB folder in the folder in which the Network
Configurator was installed or the \drivers\USB folder in the Network Con-

figurator Master Disk (CD-ROM), and the click the Next Button.
—=

@ [l Found New Hardware - NELA USB Port
Browse for driver software on your computer

Search for driver software in this location:
ogram Files\OMRON\Network Configurator v3\SafetyDrivers\USE g

[¥] Include subfolders

[amca |

ton.
[~7] Windows Security

Would you like to install this device software?

MName: CDM Driver Package
Publisher: Omren Corporation
2 B

Always trust software from "Omron Corporation”, Install | | Don't Install

# You should only install driver software from publishers you trust. How can[ decide
which device software is safe to install?

6. The Windows Security Dialog Box will be displayed. Click the Install But-
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7. When the driver installation is completed normally, the following dialog box
will be displayed. Click the Close Button.

b U Found Mew Hardware - OMROMN NELA Series
The software for this device has been successfully installed
Windows has finished installing the driver software for this device:

OMROM MELA Series

=

Close

8. The Found New Hardware Dialog Box will be displayed again. Perform the

installation using the procedure in steps 2 to 7.

Installing on Windows 7/8.1/10/11

Operating Procedure
1,2,3...
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1. Start up Device Manager in Windows.

then select Update Driver Software.

File Action View Help

= »EE HE

[ 8] 2 %8

Right-click NETA USB Port or NEOA USB Port under Other Devices, and

A Computer Management (Local

4 b System Tools
(D) Task Scheduler
2] Event Viewer
[] Shared Folders
& Local Users and Groups
(&) Performance
5 Device Manager

25 storage

=9 Disk Management

» Fy Services and Applications

< [0 3

4= omron-PC
b 18 Computer
= Disk drives
B Display adapters
\ﬂ DVD/CD-ROM drives
- Floppy disk drives
== Floppy drive controllers
> 4 Human Interface Devices
b @ IDE ATA/ATAPI controllers
=) Keyboards
b ¥l Mice and other pointing devices
& Monitors
EF Network adapters
Other devices

J NELA USB Port

o T Ports (COM & LPT|
2} Processors
48| System devices

Update Driver Software...
Disable

Uninstall

b - Universal Serial Bug

Scan for hardware changes

Properties

Launches the Update Driver Software Wizard for the selected device.

Ac
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3. The Update Driver Software Dialog Box will be displayed. Select the
Browse my computer for driver software Option.

[

&) L Update Driver Software - NELA USB Port

How do you want to search for driver software?

& Search automatically for updated driver software
Windows will search your computer and the Intemet for the latest driver software

for your device, unless you've disabled this feature in your device installation
settings.

< Browse my computer for driver software
Locate and install driver software manually.

| Cancel |

L

a

4. Under Search for driver software in this location, click the Browse button,
select the following folder, and click the Next button.

* Version 3.4[] or lower
[Folder in which Network Configurator is installed]\SafetyDrivers\USB

* Version 3.5[] or higher
Windows 7 SP1

[Folder in which Network Configurator is installed]\SafetyDrivers\USB\7
Windows 8.1

[Folder in which Network Configurator is installed\SafetyDrivers\USB\8
Windows 10/Windows 11

[Folder in which Network Configurator is installed\SafetyDrivers\USB\10
-

Q [0 Update Driver Software= NELA USB Port

Browse for driver software on your computer

Search for driver software in this location:

ogram Files\OMRON\Network Confi

Browse...

¥|Include subfelders

& Let me pick from a list of device drivers on my computer
This list will show installed driver software compatible with the device, and all driver
software in the same category as the device.

| Cancel

47



Installation

Section 3-1

5. The Windows Security Dialog Box will be displayed. Click the Install But-

ton.

5] Windows Security

e

Name: CDM Driver Package
-5 Publisher: Omren Corporation

Always trust software from "Omren Corporation”,

¥ You should only install driver software frem publishers
which device software is safe to install?

Would you like to install this device software?

| Don't Install

you trust. How canI decide

’

6. When the driver installation is completed normally, the following dialog box
will be displayed. Click the Close Button.

&) I Update Driver Software - OMROM MNELA Series

[

Windows has finished installing the driver software for

OMROM MNELA Series

&

Windows has successfully updated your driver software

this device:

Close

%

4

7. Repeat steps 1to 2. USB Serial Port will be displayed under Other Devic-
es. Perform the installation using the procedure in steps 2 to 6.
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3-2 Network Configurator Startup and Main Window

This section describes methods for starting and exiting the Network Configu-
rator, describes how to check the Network Configurator version and describes
the Main Window.

3-2-1 Starting and Exiting the Network Configurator

Starting

Select Program -OMRON Network Configurator for DeviceNet Safety -
Network Configurator from the Windows Start Menu (when using the default
program folder name).

The Network Configurator will start, and the following window will be dis-
played.

& Untitled - Network Configurator

File Edit View MNetwork Device EDSFile Toole Option Help

bzl 2

() DeviceNet 1
&) Network Configurator
=Y DeviceNet Hardware
= (@, vendor
= (&, Omron Corporation
¥ o A Drives
4 25, Communications Adapter
% 5, General Purpose Discrete /O
o=, Generic Device
4 2o, Human-Machine Interface
& 2, Position Controller
4 5, Safety Discrete /O Device
4 5, Safety Network Gontroller
= (@, DeviceType
+ o AC Drives
¥ &, Communications fidapter
¥ &, General Purpose Discrete 1O
¥ 5, Generic Device
# iy Human-Machine Interface
® g Position Controller
# iy Safety Discrete IO Device
® g Safety Network Controller
- EtherNet/IP Hardware

Usaze of Metwork Bandwidth of Safety Gonnections

125K Bit/s 260K Bit/s 500K Eit/s
< > 0% [ gx 1008 0% ok 1008 o o% 100%

* | Message Code Date Description

Ready LDeviceMet  TUnknown — USB-LOGATIONZZTOOLBUS — ME1A-SCFlboc 116200 Bit/s () Off-line

Exiting
Select File -Exit in the Main Window.
The Network Configurator will close.
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3-2-2 Checking the Version

The procedure to check the Network Configurator version is as follows:

Windows XP or Windows 2000

Windows Vista or a Later Version
1.

2.

50

1.

=loix]

For Windows XP, select Control Panel - Add or Remove Programs from
the Windows Start Menu.

For Windows 2000, select Setting - Control Panel - Add/Remove Pro-
grams from the Windows Start Menu.

Select the Network Configurator for DeviceNet Safety from the installed
program list, and then refer to the support information by following each
display.

Currently installed programs: ™ show updates Sort by: IName vl

-

ram or remove it From your computer, click

i) Opera 9.0l i hd

3. The version will be displayed as support information.
x|

Network Configurator for DeviceNet Safety

Use the following information ta get technical support For
Metwork, Configurator For DeviceMet Safety

Wersion: w2.0013219

Select Programs and Features from the Control Panel in Windows.

Select Network Configurator for DeviceNet Safety from the list of in-
stalled programs.
The version is displayed in the details pane.

Organize ~  Uninstall/Change =- @

Name Publisher Installed On ~ Size Version

[ Network Configurator for DeviceNet Safety v3 10/4/2023 3420928

_______ h)
g (EETEIEE]
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3-2-3 Main Window

The Main Window consists of the Hardware List, the Network Configuration
Pane, Maintenance Pane, and the Message Pane.

&) Untitled - Network Configurator,
Fle Edt View Metwork Device EDSFle Tools Option Help

Dl 2 =

B a#
b De Net_1
R Metwork Configurstor ) Doseie ]
= £3) DeviceNet Hardware
= (3, Vendor i i ?
= (3, Omron Corporation 5 5 5 ) )
400 401 02 .
/ﬁj—:ﬁgis NETASCPUOTEIP NETASCPUOTY DSTI-MDTESL Network Conflguratlon Pane:
ist: A | | | i i

&, Communications Adapter D| | Virtt | netw rk X
H_ardware LISt' . i Generl Pupose Discrete 1/0 splays ual networks
Displays the devices = g G Devke

® 5 Humar-Maching Interface
that can be added ‘to oy Posiion Contioler

= gy Safety Discrete 10 Device
the network. & o LT

3 Sgﬂ ng‘ﬁ;’l‘ Usage of Netwark Bandwidth
; Dgn.xpuguggh s s 250K Bit/s 500K Bit/s
= &, Safety Network Controller v 0% gz 100% 0% oz 100% 0% gy 100%
Comment Froduet Name # Voltage

PSS 4

Maintenance Pane:
Maintenance information
for the devices on the
network will be displayed.

Message Code Date Descrption

Ready / LiDevicellet  T:Unknown  USB-LOCATIONZZITOOLBUS  MEXA-SCPUxx -— Bitjs (2 Off-line

Message Report Pane:

Displays information such as
communications errors.
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3-3 Menu List

3-3-1

3-3-2

3-3-3

52

This section describes the function of each menu command of the Network
Configurator.
“Online” is the state in which the Network Configurator is connected to the

network. “Offline” is the state in which the Network Configurator is discon-
nected from the network.

File Menu
O: Supported x: Not supported
Submenu Description Offline | Online
New Creates a new network configuration. (0] (0]
Open Opens an existing network configuration file. (0] (0]
Save Saves the current network configuration to a file. (0] (6]
Save As Names and saves the current network configuration. You can also |O ¢]
use this command on version 3.3L] or higher to save a network con-
figuration file in a format that can be used on version 2.
External Data | Export Exports in CSV format a file with the contents displayed in the 0} o]
Device detailed display.
List Export
Export Exports a network configuration file that can be used with Network | O o]
Configurator version 2.
Import Imports a network configuration file created in DeviceNet Configura- | O (0]
tor version 1 or version 2.
Change Password Changes the password of the network configuration file. 0} 0]
Refer to 3-6-1 Password Protection of the Network Configuration
File.
Report Creates a report on a specified device. (0] (0]
Refer to 3-9 Parameter Verification.
Print Prints the device parameters and I/O comment list. (0] O
(Use the report function to print information for a safety device.)
Setup Printer Sets up the printer. (0] (0]
Exit Exits the Configurator. o o
Edit Menu
Submenu Description Offline | Online
Cut Deletes selected devices and copies them to the clipboard. (0] (0]
Copy Copies selected devices to the clipboard. (0] (0]
Paste Pastes a device on the clipboard to the cursor position. (0] O
Delete Deletes selected devices. o} O
Select All Selects all the devices. o O
Clear Message Report Clears a message in the Message Pane. (0] (6]
View Menu
Submenu Description Offline | Online
Toolbar Displays or hides the toolbar. (0] (6]
Status Bar Displays or hides the status bar. (0] (6]
Message Report Displays or hides the Message Pane. O (¢]
Maintenance Displays or hides the Maintenance Pane. (0] (0]
Large Icons Switches to network display. (0] (0]
Refer to 3-3-10 Main Window Display Modes.
Large Icons - Mainte- Displays or hides maintenance information. o} O
nance Mode Refer to 3-3-10 Main Window Display Modes.
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Submenu Description Offline | Online
Display Mode 1 Switches to the detailed display mode 1, which displays the configu- | O (0]
ration based on the master device.
Refer to 3-3-10 Main Window Display Modes.
Display Mode 2 Switches to the detailed display mode 2, which displays the configu- | O ¢}
ration based on the slave devices.
Refer to 3-3-10 Main Window Display Modes.
Open All Devices Displays all of the devices set for communications with the device (0] O

that the configuration is based on. This function can be used only in
Detailed Display Mode 1 or 2.

Close All Devices Hides all of the devices set for communications with the device that | O O
the configuration is based on. This function can be used only in
Detailed Display Mode 1 or 2.

Hardware List Displays or hides the Hardware List. (0] (0]

Network Structure Displays or hides the Network Configuration Window. (0] (0]
Refer to Network Structure in 3-3-10 Main Window Display Modes.

3-3-4 Network Menu

Submenu Description Offline | Online
Connect Connects the Network Configurator to the network. (0] x
Refer to 3-4 Connecting to the Network.
Disconnect Disconnects the Network Configurator from the network. x (0]
Refer to 3-4 Connecting to the Network.
Change Connect Network Port Changes the destination network port. x (0]
Refer to 3-4-5 Changing a Connected Network.
Move Network Switches the network to connect. x o]
(Not normally used for DeviceNet Safety.)
Wireless Net- | Move to Upper Net- | Displays the network one layer above the current network | x (0]
work work in the wireless networks.
(Not normally used for DeviceNet Safety.)
Move to Lower Net- | Displays the network one layer below the current network | x (0]
work in the wireless networks.
(Not normally used for DeviceNet Safety.)
Upload Uploads all the device parameters in the network to the x 0]

Network Configurator.

Refer to Uploading the Network Configuration from the
Actual Network (Network Upload) in 3-5 Creating a Virtual
Network.

Download Downloads all the device parameters in the Network Con- | x (0]
figurator to the devices in the network.

Refer to 3-8-3 Downloading Device Parameters.
Verify Structure Verifies the current network configuration in the Network x (0]

Configurator with the actual network configuration of the
destination online connection.

/0 Connec- | Start Establishes an 1/0 connection for the specified device. x (0]
tion (Can be used only with EtherNet/IP.)
Stop Stops the 1/0 connection for the specified device. (Can be | x (0]

used only with EtherNet/IP.)

Update Maintenance Information Updates the maintenance information of each device to x (0]
the latest information.

Update Device Status Updates the status information for each device to the most | x (0]
recently updated information.

View Device’s Connection Structure | Displays the connection configuration of the entire system. | O (6]

Tree Refer to Device’s Connection Structure Tree Display in 3-
3-10 Main Window Display Modes.

Check Connection Checks the consistency of all the connections. (0] (0]

Edit All Connections Makes batch settings for all connections in the system. (0] (0]

Refer to 5-1-4 Listing and Setting Connection Parameters.
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Submenu Description Offline | Online
Add DeviceNet Adds a DeviceNet network in the Network Configuration (0] (0]
Window.
EtherNet/IP Adds an EtherNet/IP network in the Network Configuration | O (0]
Window.
Copy Copies the selected network configuration. (0] (0]
Delete Deletes the selected network configuration. O (¢]
Change View Switches the displayed network. o O
Property Displays the network properties. The network name and (0] (0]
safety network number can be set.
This function can also get network numbers from actual
networks. This function is enabled only when on online.
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3-3-5 Device Menu

Submenu Description Offline | Online
Parameter Wizard Configures the device parameters in a wizard format. This func- | O ¢]
tion is not supported by all devices.
Edit Edits the device parameters. (0] (0]
Read Reads the parameters from the device parameter file. (0] (0]
Save As Saves the device parameters to a file. (0] (0]
Upload Uploads the device parameters from a device in the network.
Download Downloads the device parameters to a device in the network.
Verify Verifies the device and the device parameters in the network. x (0]
Lock Locks the configuration of a device in the network. x (0]
Refer to 3-10-1 Locking the Device Configuration.
Unlock Unlocks the locked configuration of a device in the network. x (0]
Refer to 3-10-2 Unlocking the Device Configuration.
Monitor Monitors the parameters and status of a device in the network. | x O
Not all devices support this function.
Reset Resets a device in the network. x ¢]
Refer to 3-11 Device Reset and Status Change.
Change Mode Changes the status of a device in the network. Not all devices | x O
support this function.
Refer to 3-11-4 Changing Device Status.
Change Password Changes the password of a device in the network. x O
Refer to 3-7 Device Password Protection.
Set TUNID Sets the TUNIDs for network devices. (Version 3.3[1 or higher) | x (0]
Maintenance Information Displ)(lays the maintenance information of a device in the net- x (0]
work.
This function is enabled only for devices that support it.

Register to Another Device Registers a device to another device. (0] (6]
External Data | Export Exports I/O comments or device parameters to another file for- | O ¢]
mat. Not all devices support this function.

Import Imports a device parameter file created with DeviceNet Config- | O (0]

ﬁcr)?]tor (version 1 or version 2). Not all devices support this func-

Change Node Address Changes a device node address. (0] (0]

Change Device Comment Changes a device name. (0] O

Change Device Converts the NE1A-series Controller models in a network con- | O (6]
figuration file to higher models.

Edit /O Comment Edits the I/O comment. o o]

Identity Synchronization Acquires identity information from a device and save it to a file. | x (0]

Register To Routing Network Creates a new network (or selects from existing networks) and | O (6]
specifies the routing destination network.

Display Routing Network Displays the routing network if a device that supports routing is | O (0]
selected (NE1A-SCPUO1-EIP, NE1A-SCPUO02-EIP, or NE1A-
EDRO1).

Property Displays the properties of a device. (0] (6]

Note

the Network Configuration Pane.

The Device Menu and Edit Menu can be patrtially displayed by right-clicking in
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3-3-6 EDS File Menu

Submenu Description Offline | Online

Install Installs an EDS file and adds a device to the Hardware (0] (0]
List.
(Normally there is no need to install the EDS files.)

Create Creates a new EDS file and adds a device to the Hard- (0] O
ware List.

Delete Deletes a device from the Hardware List. The installed (0] (0]
EDS file is also deleted.

Save As Names and saves the EDS file of a device on the Hard- (0] (0]
ware List.

Find Searches for a specified EDS file from the Hardware List. | O (0]

Add to Network Adds a device on the Hardware List to the virtual network. | O (0]

Property Displays the properties of an EDS file. (0] O

Create EDS Index File Recreates an EDS index file. If the devices are not cor- (0] (@]
rectly displayed in the Hardware List Pane, restart the Net-
work Configurator. (Version 3.3[1 or higher)

Note  Start the Network Configurator as a user with administrator rights to install,
create, or delete EDS files or create EDS index files.

* On Windows XP, the above operations cannot be performed by a user
that does not have administrator rights.

* On Windows Vista or a later version, operations that are performed when
the Network Configurator is started normally are not applied to other user
accounts (including the administrator).

The EDS File Menu can be displayed by right-clicking in the Hardware List

Window.
3-3-7 Tools Menu
Submenu Description Offline | Online

Setup Parameters Sets parameters by using explicit message communica- | % 6]
tions.

Setup Node Address/Baud Rate Sets the node address or baud rate of a device in the x (0]

(only when DeviceNet is selected) DeviceNet network.

Setup TCP/IP Configuration (only Makes TCP/IP settings, such as the IP address and sub- | x o]

when EtherNet/IP is selected) net mask of a device on the EtherNet/IP network.

3-3-8 Option Menu
Submenu Description Offline | Online

Select Interface Selects an interface for the Network Configurator to use (0] x
for the network connection.

Edit Configuration File Edits various configuration files. o 6]
(Normally not required.)

Setup Monitor Refresh Timer Sets the monitor refresh timer values (monitoring cycles in | O ¢]
device monitoring).

Install Extend Module Installs an Expansion Module. (0] (0]
(Normally not required.)

Install Interface Module Installs an Interface Module. o x
(Normally not required.)
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Parameter Auto Update when Con-
figuration Changed

The slave parameters registered in the Master will be (0] (0]
updated automatically when a slave parameter is
changed. The default is OFF (do not update). Under nor-
mal conditions, leave this option set to OFF. If slave infor-
mation registered in the Master does not match with the
slave information, an exclamation mark [!'] will be dis-
played below the device icon. (Refer to 2-1-2 Changing an
Established Safety Network.)

Device Status Auto Update When
Connected Online

When this option is ON, if the device is online, its status (0] x
will be automatically detected and displayed.

3-3-9

Note

Help Menu

Start the Network Configurator as a user with administrator rights to edit con-
figuration files, install expansion modules, or install interface modules.

* On Windows XP, the above operations cannot be performed by a user
that does not have administrator rights.

» On Windows Vista or a later version, operations that are performed when
the Network Configurator is started normally are not applied to other user
accounts (including the administrator).

Submenu

Description Offline | Online

Topic

Searches the help topics. (0] (0]

About

Displays the version information of the Network Configura- | O (0]
tor.

3-3-10

Communications Mode

Main Window Display Modes

The Main Window display can be changed. Any of the following display
modes can be selected: Communications Mode, Maintenance Mode, Detailed
Display 1, Detailed Display 2, Network Configuration Window, or Device’s
Connection Structure Tree.

This is the normal display mode. A device list, node addresses, and device
names are displayed.

&) Untitled - Network Confieurator
File Edit Wiew Newwork Deviee EDSFile Tools Option Help

LEzE 2 & %o /88 & )
* () DeviceNet_1
ER) Network Gonfigurator ~
= B DeviceNet Hardware
= [ Vendar =
= (8 Omron Gorporation
w0y w0l w2 w03 04
£ a AO Drives DSTI-IDI2SL-1 NE1A-SGPUN- NE1A-SCPUDI-. DSTI-MD16SL-1 DSTI-ID125L-1

oy Gommunications Adapter
- g General Purposs Discrete L0 =" =
+ g Generic Device
+ g Human-Machine Interface
g Position Gontroller
- g Safety Discrete 1O Device
o Safety Metwork Gontraller
= (B, DeviceType
4 S AG Drives
- o Gommunications Adapter
¥ gu General Pumase Discrete 10 Usagz of Hetwark Bandwidth of Safety Gennections
o Generic Device
- i Human-Machine Interface v 126K Bit/s 250K Bit/s 00K Eit/s
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Ready LDeviceNet  T:Unknown  USB-LOCATIOMZZTOOLEUS — NETA-SGPUxx 116200 Bit's ) Off-line
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Maintenance Mode

& Untitled — Network Gonfieurator

File Edit View Network Device EDSFile Tools Option Help
DEd 2 &
Download 1o Netwerk GirkDF

* ) DeviceNet 1
B} Metwork Gonfigurator ~

= B DeviceNet Hardware
= (8, Vendor
0 # #2 #3 04

= (8 Omron Gorporation

o G AC Drives DSTI-IDIZSL-1 META-SGPUDT-. NE1A-SCPUDT-. DSTI-MDIESL-1 DSTI-IDT25L-1
+ g Gommunications Adapler
-4 General Purpose Discrete 140 =" =

+ g Generic Device

+ o Human-Machine Interface

-4 Position Gontroller

+ oy Safety Discrete O Device

g Safety Metwork Gontroller
= (B, DeviceType

AC D : )
: E Commanmeations Adaper Usage of Netwark Bandwidth of Safety Gornections
% General Purpose Discrets /0 v 125K Bit/s: 250K Bit/s : 500K Bit/s
< > 0% 0% 100% 0% 0% 100% 0% 0% 100%
* | Message Code Date Deccription
* [ onmment " Prndirt Name ) Vatane

Download Gonfiguration to Net  LDeviceMet  T:Unknown  USBE-LOCATIOM22TOOLBUS — NETA-SGPLxx 116200 Bit/s (3 Off-line

In this mode, in addition to the information displayed in Communications
Mode, the devices required for maintenance can be checked at a glance and
device status can be displayed at the same time.

Detailed Display 1 (Based on Master Devices)

The following items are displayed in list format in this mode: Comments
added to devices, device names, node addresses, device node addresses
registered to master devices, header names, device types, product names,
and revisions.

&) Untitled - Network Confieurator
File Edit Wiew Newwork Deviee EDSFile Tools Option Help

DEed 2 =] % 58 i) B
a * () DeviceNet_1
Network Gonfigurator ~
= B Dovioohlet Hordmare Comment * W Vendor Deviee Typs R.Pr
= [ Vendar = ME1A-SGPUDT -1 a0 Omron Gorporation  Safaty Network Gontraller 201 NE
= (8 Omron Gorporation 5
g AC Drives DSTI-IDI25L-1  #00  #01  Omron Gorporation  Safety Discrete O Dev.. 101 DS
oy Gommunications Adapter 5,
¥4 General Purpose Discrete 140 = S ME1A-SGPUDT -1 # Ormron Gorporation  Safety Metnork Contraller 201 NE
+ g Generic Device
¥ i Humar-Machine Fterface DSTI-MDIGEL-1 #3 #12  Omron Gorporation  Safety Discrete /0 Dev.. 101 DS
g Position Gontroller 5,
# S Safety Discrete /0 Device BB DSTI-ID12SL-1 404  #02  Omron Gorporation  Safety Discrete 1O Dev.. 101 DS
- o Safety Network Gontrallsr 5,
= (B, DeviceType
2 AG Drives
- o Gommunications Adapter < FS

) iy Giensral Purpose Discrete 1O

+ r_‘u’i Generic Device Uzaee of Metwork Bandwidth of Satety Gonnections

- i Human-Machine Interface v 126K Bit/s 250K Bit/s 00K Eit/s E
< b3 0% 44% 100% % Do 100% 0% 1% 100%
* | Message Cods Date Description
Ready LDeviceNet  TUnknown  USB-LOCATIONZ2TOOLBUS  NETA-SCGPUxx 115200 Bit/s (0 Off-line

Detailed Display 2 (Based on Slave Devices)
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The following items are displayed in list format in this mode: Comments
attached to devices, device names, MAC IDs, device MAC IDs registered to
slave devices, header names, device types, product names, and revisions.
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Untitled = Network Configurator

Fi

bed 2

BB Network Configurator
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= ? DSTI-MOT6SL-1 #3 #0Z  Omron Garporation  Safety Discrete O Dev.. 101 DS
NETA-SOPUI - #02 Ortron Gorparstion  Safety Network Dortroller 201 NE
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Description

USB-LOCATIONZZTOOLBUS ~ NE1A-SGPUxx 116200 Bit's ) Off-line

Network Structure

Select View - Network Structure to display the following window.

Network Structure 3]

@

% %

Wi

B

@ Metwark Configurator
= néyi DeviceMet_1
= 5 EtheNetAP_1
néyi DeviceNet_2
= ﬁéyi DeviceNet_2
- Etheet/AP_1
+ Y EtheiNet/P_1

This window displays a list of virtual networks created with the Network Con-
figurator and the structure of those networks. Double-click the network name
to switch the Main Window display to the corresponding network.

The toolbar at the top of the Network Structure Window includes the following

g5

functions.
E R O
Icon

Description

Hide router devices.
Hides router devices in the network structure list.

Display router devices.
Displays router devices in the network structure list.

Open all.
Opens items displayed in trees and displays all items.

Close all.
Closes items displayed in trees and displays only the top net-
work.
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Note

An exclamation mark [!] may be displayed below the device icon on the Net-
work Configurator. This indicates that the information in the Slave and the
information in the Master do not match.

If an exclamation mark is displayed, update the information by opening the
Property Dialog Box of the Master that the Slave is registered with. (If the
Slave is registered with the Standard Master, check the Standard Master.)
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Device’s Connection Structure Tree Display

Select Network - Device’s Connection Structure Tree to display the follow-
ing window.

£ Device's Connection Structure Tree

Display Type

@on M aster Device [Originator] () Baged on Slave De@
Digplay Optior
Display Route Path [#]Display the detal 0@
Structure
@ N_gtwork Configurator
= 7_\71 DeviceMet_1

= & #00 NETA-SCPUOT-V1 =[R: 3/8.F : 074
&7 W01 DST1-MRDOBSL-1 [ R : 4/8.F: 174 ]
=& #02NETAEDROT [R: 512)
=% EtheNet/AP_1
= &P 192.168.250.2 NE1AEDRDT [ R : 0A12]
= ﬁ_Sf DeviceMet_2
&£» W01 DST1D125L-1 [R: 2/8.F: 174 ]
&7 102 DST1-MD16SL-1 [R : 4/8.F : 174

LCloze

This window displays a list of the networks. Under each network is displayed
a list of master devices in that network. The devices registered to a master
device and displayed under the master device. Registered devices can also
be displayed in the same way via the NE1A-EDRO1.

The display type can be switched between the master device-based mode
(displaying devices connected to master devices) and the slave device-based
mode (displaying devices connected to slave devices).

In addition, the Display Route Path and Display Connection Details are sup-
ported as display options.

Select the Display Route Path option to display a route (EtherNet/IP if regis-
tered via the NE1A-EDRO1).

If the Display Route Path option is not selected, only the networks on which
master devices and slave devices exist will be displayed, and not the route.

If the Display Connection Details option is selected, an asterisk (*) is dis-
played at the connected master device.

“R” and “F” indicate the number of resources required for communications.

‘R” indicates the number of communications resources required by each
device. “F” indicates the number of communications required by each device.
Users do not normally need to be aware of the these values because they are
calculated automatically by the Network Configurator.
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3-4 Connecting to the Network

The Network Configurator must be connected to the network to perform oper-
ations that are valid only when online, such as obtaining the network configu-
ration from an actual network or downloading the configured device
parameters to actual devices.

This section describes the procedure for connecting to the network via the
USB port on the NE1A-series Controller, a DeviceNet Interface Card installed
in a computer, and Ethernet (only when using the NE1A-SCPUO1-EIP, NE1A-
SCPUO02-EIP, or NE1A-EDRO1).

Refer to the Appendix for other network connection procedures.

3-4-1 Network Connection via USB Port

1. Turn ON the power supply to the NE1A-series Controller and connect it to
a USB port on the computer.

2. Select Option - Select Interface - NExA USB Port followed by the de-
sired mode from the menu bar.

3. Select Network - Connect from the menu bar.
The Select Connect Network Port Dialog Box will be displayed.

Select Gonnect Network Port

Select a network port that wou would like to connect.

Browse
el j DeviceMet:2

Device hformation

Wendor ID : Product Mame :
Device Tvpe : Revigion :
[ CK ] [ Cancel ]

When connecting to a network for the first time, this dialog box will be dis-
played and a network search will be performed automatically. Wait until the
search has been performed for all addresses. After the search, the net-
works that can be connected will be displayed.

From the second time onwards, the network search will not be performed
automatically.

4. Select the network to connect to and click the OK Button.

If an online connection is made normally, On-line will be displayed in the
status bar at the bottom of the window.
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3-4-2 Network Connection via DeviceNet Interface Card
The DeviceNet Interface Card is not compatible with 64-bit operating sys-
tems.
1. Select Option - Select Interface - DeviceNet I/F.

2. Select Network - Connect.
The Select Interface Dialog Box will be displayed.

Select Interface |_E1 o
Select Interface Card.
|OMRON 3G8F7-DRM21 |

................................

6] cancel |

3. Select the interface card, and click the OK Button.
The Setup Interface Dialog Box will be displayed.

This window varies depending on the type of interface card. In this exam-
ple, a DeviceNet PCMCIA Card (3G8E2-DRM21-V1) is used. If you use
another interface card, refer to the operation manual for the card.

=

Setup Interface |_E1 b
Board D
(v i i i
i i i i
kAL 1D
64 =
Baudrate
(+ 128K Bit's ¢ 280K Bit/s O 600K Bit's
ak. Cancel

4. Setthe MAC ID (node address) and baud rate, and click the OK Button.
The Select Connect Network Port Dialog Box will be displayed.
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Select Gonnect Hetwork Fort @

Select the network port which makes on-line connection.

Browze

B e ice et 2]

Fesponze wait time a000 ms

[ oF ] [ Cancel l

In the first network connection, a network search is performed automatical-
ly with this dialog box displayed. Wait until the search has been performed
for all addresses. After the search, the networks that can be connected will
be displayed.

Automatic searching for networks will not be performed the second time or
after.

5. Select the network to connect to, and click the OK Button.

If is online connection is made normally, On-line will be displayed in the
status bar at the bottom of the window.

3-4-3 Network Connection via Ethernet

This section describes the procedures for connecting to the network via Ether-
net (enabled only when using the NE1A-SCPUO1-EIP, NE1A-SCPUO02-EIP, or
NE1A-EDRO01).

1. Select Option - Select Interface.

2. Select Network - Connect.
The Select Interface Dialog Box will be displayed.

Select Interface

Select Interface Gard.

Broadoom MetXtreme Gigabit Ethernet [192168.280.254] V|

[oK | [ ocancel |

3. Click the OK Button.
The Select Connect Network Port Dialog Box will be displayed.
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Select Connect Network Port

X

Select a network port that you would like to connect.

Browse
= & TCP:2
= @ 1921682501 NE1A-EDRO
= (;yi DeviceNet:3
r 40 NETA-SCPLOT
= @ 1921682502 NE1A-EDROT
(;yi DeviceNet:3

Cancel

4. Select the network to be connected, and then click the OK Button.
The Select Connected Network Dialog Box will be displayed.

X

Select Connected Network
Pleaze select a network where the connected network was supported.
Target Metwork
() Create new netwark.
@U

DeviceMet 1 L

[ OK ] [ Gancel ]

5. Select the network to be connected, and then click the OK Button. If an on-
line connection is made normally, On-line will be displayed in the status bar
at the bottom of the window.

A tab for the network to be connected will be displayed in blue as in the
following figure.

@ DeviceMet 1 | () EtherMet/TP 1 | () DeviceNet 2

3-4-4 Connecting to a Network

This section describes the basic concept of connecting the Network Configu-
rator to an actual network.

As shown in the following figure, the description will use an example with mul-
tiple networks in a system. In the example in the figure, the networks are
DeviceNet_1, EtherNet_1, and DeviceNet_2.
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Note

NE1A-series Controller - NE1A-EDRO1

DeviceNet_1 DeviceNet_2

There are three ways to connect the Network Configurator to the network.
a. Connection via a USB port (connection to an NE1A-series Controller)
b. Connection via a DeviceNet Interface Card

c. Connection via Ethernet (NE1A-EDRO1: Network Configurator version
2.0C1 or higher, NE1A-SCPUO1-EIP or NE1A-SCPUO02-EIP: Network
Configurator version 2.2[ ] or higher)

With Network Configurator version 1.6[1 or earlier, operations (e.g., down-
loading and uploading) can be performed only for networks that have devices
connected. In the figure above, if a connection is made at network 1, only
devices on DeviceNet_1 can be accessed, and if connection is made at net-
work 2, only devices on DeviceNet_2 can be accessed.

When using Network Configurator version 2.0 or higher with a network that
contains the NE1A-EDRO1, CPU Units with unit version 2.0 (see note 1), and
CPU Units that support EtherNet/IP (see note 2), uploading, downloading,
and other online operations can be performed for networks other than the net-
work to which the connected device belongs. If a connection is made to the
NE1A-SCPUO1 Controller (pre-version 1.0) in network 1, operations can be
performed only for the DeviceNet_1 network.

(1) For CPU Units with unit version 1.0 or earlier, uploading and downloading
can be performed only for devices that are connected to the network to
which the CPU Unit belongs.

(2) CPU Units (with EtherNet/IP) support the Network Configurator of version
2.2[1 or higher.

When the Network Configurator is connected to the network, a blue icon will
be displayed on the tab of a destination network, and a green icon will be dis-
played on the tab of an operable network, as in the following figure.

@ DeviceMet_1 | @ EtherMet/TP_1 | G Devicelet_2

The tab may remain grey after a network has been set to online. This indi-
cates that the network is inoperable at the present online destination. The
connection destination must be changed to operate the network. Change the
connection destination using the procedure described in 3-4-5 Changing a
Connection Destination.
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3-4-5 Changing a Connected Network
This section describes how to change a connection destination.

Note This function is enabled only when connection is made to the NE1A-EDRO1
via Ethernet, connection is made to the NE1A-SCPUO2 (unit version 2.0) via
USB, or connection is made to the NE1A-SCPUO1-EIP or NE1A-SCPUO02-EIP
via USB or Ethernet.

1. Select Network - Select Connect Network Port. The Select Connect
Network Port Dialog Box will be displayed.

Select Connect Network Port §|

Select a network port that you would like to connect.

Browse
= & TCP:2
= @ 1921682501 NE1A-EDRO
= (;yi DeviceNet:3
0 NE1A-SCPLUM
= @ 1921682502 NE1A-EDROT
(;yi DeviceNet:3

Option...

Cancel

2. Select the network to be connected, and then click the OK Button. The Se-
lect Connected Network Dialog Box will be displayed.

Select Connected Network §|

Pleaze select a network where the connected network was supported.

Target Metwork

() Create new netwark.

@

DeviceMet 1 L

[ OK ] [ Gancel ]

3. Select the network to be connected, and then click the OK Button.
If an online connection is made normally, On-line will be displayed in the
status bar at the bottom of the window.

A tab for the network to be connected will be displayed in blue as in the
following figure.

3 DeviceMeat T O EtherMet/TP 1 O DeviceMet 2

Note Until Select Connect Network Port is used again to change the con-
nection destination, the network selected in step 3 (displaying a
blue icon) and related networks (displaying a green icon) will be op-
erable.
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3-5 Creating a Virtual Network

To set device parameters and to program NE1A-series Controllers, create a
virtual network in the Network Configurator, set the device parameters in the
virtual network, and then download the parameters to the actual devices.

This section describes how to create a virtual network.

3-5-1 Creating a New Virtual Network

When the Network Configurator is started, a new virtual network can be cre-
ated.

Use one of the following methods to create a new virtual network.
1. Select File - New from the menu bar.
2. Click the New Button on the toolbar.

Alternatively, select Network - Add from the menu bar to add another new vir-
tual network.

Note = When a new virtual network is created with unit version 1.6[1 or higher, the vir-
tual network information that was displayed until then will be deleted. If the
previous virtual network information is required, save the data before creating
a new virtual network.

3-5-2 Network Numbers

The DeviceNet Safety System can be used to build multiple networks. Net-
work numbers are used in combination with node addresses to specify unique
devices and confirm communicating nodes in this kind of multi-network con-
figuration. This value is called a TUNID (Target Unique Network Identifier) and
is stored in the non-volatile memory of each device.

Setting TUNIDs

The TUNID is automatically set when parameters are first downloaded from
the Network Configurator to a device in out-of-the-box configuration. (See
note.) With Network Configurator version 3.3[1 or higher, the Set TUNID com-
mand on the Device Menu can be used to specifically set TUNIDs.

Note  “Out-of-the-box configuration” indicates the status when a reset-type device is
returned to its default status and restarted.

Users do not normally need to be aware of the existence of network numbers
because they can visually identify a device on the Network Configurator.

The default network number is automatically generated based on the date
and time the Network Configurator created the network configuration, but it
can also be specified by the user.

Cases Where the User Needs to Specify Network Numbers
The automatically generated network numbers will be sufficient when the Net-
work Configurator is used to set all the devices on the network. In the follow-
ing cases, however, the user must set a different network number for each
network.

1. When multiple Network Configurators are used to set individual devices:
When more than one Network Configurator is used to make settings on the
same network, the same network number must be set for each device.
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2. When more than one type of setting software is used:
When setting software other than Network Configurator is used because
devices made by other manufacturers are being used, specify the same
network number with each type of setting software.

Precautions When Downloading to Existing Networks

Note

Parameters cannot be downloaded to devices if the new automatically gener-
ated TUNIDs that are sent are different from the TUNIDs that were previously
saved in the devices. Observe the following precautions.

Always use one of the four methods listed below when downloading parame-
ters to a device that has already had parameters downloaded to it.

If the download is executed without performing one of these, the download will
fail because the transmitted TUNIDs and the TUNIDs in the devices will be dif-
ferent. A “Different TUNID” error message will appear in the error history.

Method 1: Download the parameters using the previously created net-
work configuration file.

Method 2: Download the parameters based on the configuration
obtained from a network upload.

Method 3: If using a newly created network configuration file, get the

network number from the actual network (a function of Net-
work Configurator version 1.50 or higher; see note). Make the
virtual network number in Network Configurator the same as
the actual network number and then download the parame-
ters.

Note Use the following procedure to get the network number.

(a) Select Network — Property or right-click the Network Configura-
tion Window and select Property. Click the Get from the actual
network Button in the Network Number Area in the Network
Property Dialog Box.

(b) The network number of the real number that you want to down-
load will be read to the personal computer.

(c) Click the OK Button and update the network number, and then re-
execute the download.

Method 4: If using a device that has been used in another location, reset
the device to out-of-the-box configuration (see note) and
download using methods 1, 2, or 3.

Note Select Device — Reset or click the right mouse button and select
Reset to display the Reset Device Dialog Box. Set the reset type
to Return to the out-of-box configuration, and then emulate cy-
cling power and click the OK Button.

Generally, method 1 should be used, i.e., save the master network configura-
tion file and use it to make any network configuration or parameter changes.
Then download parameters using that master file.

When connecting a new device to the network, use method 4 and reset the
device to initial status before downloading.

When the parameters are downloaded to the devices, the network number is
transferred with the parameters as the UNID and saved in the devices. There-
fore, when using a device whose parameters have already been downloaded
to another domain, set the reset type to Return to the out-of-box configuration,
and then emulate cycling power and perform a reset to clear the UNID.
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Use the following procedure to set the network number.
1. Select Network - Property from the menu bar.
2. In the Network Number Field, select the Manual Option and enter the val-

ue.
' Network Property @1 3 .
G eneric l
Twpe : DeviceMet
— =

Camment : |

Metwork Mumber

& Auto 300102B4EE84
" Manual _Ij

et fram the actual netwark, |

]4 | Cancel

IMPORTANT Always allocate a unique network number when a network or subnetwork is
established.

If the network number is not set correctly, a connection may be opened to a
different device. A different network number must be set for each network
domain, and the same network number must be set for all the devices on the
same domain.

If the network number is set by the user, click the Get from the actual net-
work Button in the Network Number Field on the Network Property Dialog
Box to check the network number set for the target actual network. The net-
work number set to the target network will be read and displayed in the Man-
ual Field.
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3-5-3 Adding Devices
You can use the following methods to add devices to a virtual network.

1. Add from the Hardware List.
2. Upload the network configuration from the actual network.

Adding Devices from the Hardware List
There are three ways to add a device to the virtual network from the Hardware
List.

1. Double-click the selected device in the Hardware List.

2. Select the device from the Hardware List and drag it to the Network Con-
figuration Pane.

When a device has been registered, it will be displayed as follows:

3. Select the target device from the Hardware List, and then select EDS File
— Add to Network from the menu.

&) Untitled — Network Gonfigurator
File Edit Wiew Network Device EDSFile Tools Option Help

DEH B & ww & 5 & E)
x @ DeviceNet 1
= £ DeviceNet Hardware ~
= (@, endor
= (8 omron Gorparation
+- g AG Drives

+ g Communications Adapter
- g General Purpose Discrete L0
- g Generic Device & &
+ g Human-Machine Interface
-y Pasition Gontroller
- Safety Discrete 'O Device
+ g Safety Metwork Gontroller
=&, DeviceType
# iy AG Drives
iy Communications Adapler
- i Gensral Purposs Discrete 10
¥ o Generic Device
% Human-Machine Interface
% Position Gontraller
¥ o Safety Discrete O Devies

#1
NETA-SGPUOT-.

4 2% Safety Network Contraller Usage of Netwark Bandwidth of Safety Gonnections
& ER, EtherNet/IP Harduars w 1K Bits: 250K Bitfs : 500K it/
< > 0% om0 w0 % 0% ooy 100%
* | Messase Gode Date Description
Ry [Devicelet  TDevioshst  Brosdoom Metirme Gigobit Ethernst 192153250264 100M— @ Gn-lins
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Uploading the Network Configuration from the Actual Network (Network Upload)

The network configuration can be read from the actual network and to create
the same configuration in the virtual network. Connect the Network Configura-
tor to the network, and then upload the network configuration using any of the
following methods.

1. Select Network - Upload from the menu bar.

2. Click Upload from Network on the toolbar. Uploading will start, and the
detected devices will be displayed sequentially.

3. Right-click without selecting any device in the Network Configuration Pane
and select Upload.

A dialog box will be displayed to check if the configuration can be uploaded
with the current device configuration.

Network Configurator,

Uploading all devices parameters From network will start based
'
o on the current docurment,
QkF

IF vou select "Ma", it will start as new document,

[ es |[ Mo ][ Cancel ]

* Click the Yes Button to start uploading with the current device configura-
tion.

» Click the No Button to delete the current device configuration, and then
start uploading.

The following dialog box will be displayed if the currently displayed network is
different from the connection destination network.

Network Configurator,

[} The connected netwark differs from the present network,
L3 The connected netwark will be changed, OK?

» Uploading will be cancelled if the No Button is clicked.
» The following dialog box will be displayed if the Yes Button is clicked.

Select Connect Network Port §|

Select & netwark port that you would like to connect.

Browse

ER D cvicohor2

& BINE1AEDRO

[ [1]8 ][ Cancel ]

* Select the network port to be connected, and then click the OK Button.
Uploading will start.
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I, - [o]x]

D= 2 & e & &

Iz

[
Lo
=

* @ DeviceNet 1
= E3 DeviceNet Hardware ~
= @ Wendor
= Cmron Gorporation
+ o5 AC Drives
+ ﬁ Gommunications Adapter
+ o4 General Purpose Discrete 1D
+ ﬁ Generic Device " =
+- 55 Human-Machine Interface
+ g Position Cantraller Uploading Device Parameter {#01 )
+. =y, Safety Discrete YD Device [ ]
+ oy, Safety Netwark Gontroller
= @ DeviceType Uploading Local IO Parameters..
g AC Drives l ]
+ rh!i Communications Adapter
g General Purpose Discrete YD)
4 ok Generic Device
g Human-Machine Interface
¥ o Position Gontroller
) g Safety Discrete 10 Device
+ rh!i Satety Metwork Controller Usage of Network Bandwidth of Safety Connections

E3 @ EtherMet/IP Hardware 2 195K Bitds 50K Bit/s 500K Bitds -
< b3 0¥ 0% 100% 0% 0% 100% 0% 0% 100%

#0
NE1A-SGPUOT -

Message Code Date Description

* After uploading has been completed, the following dialog box will be dis-
played if there is a NE1A-SCPUO1-EIP, NE1A-SCPUO2-EIP, or NE1A-
EDRO1 in the network.

Network Configurator,

\i) Metwork upload was completed.,

This network has some connections to other networks, The uploading For other networks will skart,
QK?

» The following dialog box will be displayed if the Yes Button is clicked
here.

Network Configurator

Uploading all devices parameters From a new network that is connected
' via the device { #63 NE1A-EDROL Jin the network { DeviceMet_1 ) will skart.
QK?

* Uploading for the target network will start if the Yes Button is clicked here.

If there is another device that must be added after the upload has completed,
add the device following the same procedure as in Adding Devices from the
Hardware List, above.

IMPORTANT If there is a CS/CJ-series DeviceNet Unit in the network, disable the master
function of the CS/CJ-series DeviceNet Unit, or disable I/O communications
from the DeviceNet Unit monitor window, and then do the upload. If I/O com-
munications are enabled, uploading the device parameters may fail.

Note * When uploading the network configuration from a network, it can be
uploaded as the configuration or the current network or as a new network.

» When data is uploaded as a new network, the virtual network information
that was displayed until will be deleted. If the previous virtual network
information is required, save the data before the uploading the network.
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* When a network in which devices already have a set network number is
uploaded, the value that is already set in the devices will be used for the
network number.

Reusing Network Configurations

Network configurations can be reused starting from version 2.01. Use the fol-
lowing procedures.

1,2,3... 1. Open the project file from which the configuration information is to be re-
used.

2. Select File - Save As from the menu bar. The following dialog box will be
displayed.

Save As @@
Savejr: | (B} Desktop v aF e -

lDMv Documents
j My Computer
iy Metwark Places

File: narme: Sample. ncf
Save as type: | Mebwork Configuration File [ ncf) v
Option

Select target netwark,

3. A Select target network Check Box will be displayed in the Option Area. If
this check box is not selected, the configuration information for all networks
will be saved.

4. Select the check box and click the Save Button. The following dialog box
will be displayed.

Select Target Network §|

Tanget Metwork

DeviceMet_1
DeviceMet_2
EtherMet/IP_1
DeviceMet_3
DeviceMet_4

[ Ok l’ Cancel ]

5. Select the networks for which the configuration information is to be saved
and click the OK Button. The configuration information for the selected net-
works will be saved in afile.

The configuration information on devices on the selected networks in the vir-
tual networks has now been saved. Use the following procedure to reuse the
configuration information in the file.
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1,2,3... 1. Select File - Open from the menu bar. The Open Dialog Box will be dis-
played. (You can also select project files saved from the previous version
of the Network Configurator.)

Lack in: | (B} Desktop v O3 3 e E-

QMV Documents

-j My Camputer
WMy Metwork Places
() Image:

File: narme: Sample. ncf
Files of type: | Metwork Configuration File [*.ncf) v
Optinn

[] Select target network: [] &dd to current network:

2. Two check boxes will be displayed in the Option Area: Select target net-
work and Add to current network. If neither of these check boxes is select-
ed, a file can be selected using the same procedure as for version 2.0.

3. As an example, select the Select target network Check Box and click the
Open Button. The following dialog box will be displayed.

Select Target Network §|

Target Metwark

DeviceMet_1
DeviceMet_2
EtheMetAP_1
DeviceMet_3
DeviceMet_4

[ Ok, l’ Cancel ]

4. The networks with configuration information saved in the file will be dis-
played. Select the networks for which the configuration information is to be
reused and click the OK Button. The configuration information for only the
selected networks will be read.

5. Ifthe Add to current network Check Box is selected in the Open Dialog Box
before the Open Button is clicked, the configuration information read from
the file will be added to the current network.

Note  Starting from version 2.01, the network tabs that are displayed can be moved
by dragging and dropping them.

{ ) DeviceMet_t () Deviaﬂﬁ-@i@ermetﬂu
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3-5-4 Deleting Devices

There are three ways to delete a device from a virtual network.

1. Select a device, and then select Edit - Delete from the menu bar.

2. Select a device, and then click the Delete Button on the toolbar.

3. Select a device, and then right-click the selected device and select Delete.

A confirmation dialog box will be displayed before the deletion. Click the Yes
Button to delete the device.

3-5-5 Changing the Node Address or IP Address

When a device is added from the Device List, an unused node address or IP
address is automatically allocated sequentially in the order the device is
added.

There are two ways to change the allocated node address or IP address.

1. Select a device, and select Device - Change Node Address from the
menu bar.

2. Select a device, and then right-click the device and select Change Node
Address.

The following dialog box will be displayed. Change the node address or IP
address and click the OK Button.

M DeviceNet Device

x—l ;

Change Mode Address @

Mew Mode Address : (10 _|

Setup Range 0 - 63

OF. | Cancel ‘

B EtherNet/IP Device

Ghange IP Address

Hew IP Address : 168 260 260

[ 0K ] [ Gancel ]

Note (1) The above method is used to change the node address or IP address of
devices on a virtual network.

(2) For information on changing the node address or IP address of devices
that are online, refer to A-5-2 Setting the Node Addresses and Baud
Rates via the Network and A-5-3 Setting TCP/IP Over a Network.

3-5-6 Changing Device Comments

When a device is added from the Device List, the displayed comment is the
device type. Device comments can be set in the following two ways.

1. Select a device, and then select Device - Change Device Comment from
the menu bar.
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2. Select a device, and then right-click the device and select Change Device
Comment.

The following dialog box will be displayed. Enter the device name and click

the OK Button.

Change Device Comment

|Safety Contraller 1

3-5-7 Creating a Connected Network from a Device

When the NE1A-SCPUO1-EIP, NE1A-SCPUO02-EIP, or NE1A-EDRO01 is regis-

tered, either of the following methods can be used to create a new virtual net-

work.

1. Select the device, and then select Device - Register to Routing Network
from the menu.

2. Right-click the device and select Register to Routing Network from the
pop-up menu.

& ' Untitled = Network Conficurator
File Edit ¥iew Metwork Device EDSFile Tools Option Help

DEW =28 & B €5 L BEX N
Kb 46 ++0 B xF &L
B @

X @ Devicellet 1
% Sy Human-Machine Interface A

@ Position Contraller
= u Safety Discrete L/O Device ; 0
&) DsTI-ID125L-1 S = 5

[
%) DSTI-MD165L-1
%) DSTI-MRDOSL-1
%) DSTI-#D020BSL-1
= & Safety Netnork Controller
[Z] NEDA-sCPUOT
E] NE1A-SCPUOT
2| NE1A-SCPLD1-EIF
= (E) NETA-SCPUDT-VT
(3] Rev 1
Z| Rev2
= [£) NETA-SCPUD2
(3] Rev 1
[E] Rev2
(%) NET A-SCPUDR-EIP
# (@ Rockwell Automation/Allen-Brad
=8 QeviceType 3
< 3

Message Code Date
€3ERRD208 2009/02/09 11:2110
EIERROZ04 2008/02/09 11:2108

Reeister to Routing Network

@ Porameter s
2 Monitor. |

[ I
Reset |

Change Made »
Ghanee Password

) Maintenance hformation.
Register to other Device »

Extemal Data »

& cut
B3 Gopy

¥ Delete 0% | ox
Chanee Node Address.

Usaey
125 500K Bit/s
0% 0% [ ox  100%

Desoric  Change Device Comment.
#00 NET us. Please check the detail of al
#00 NE- 52 Edit VO Comment.. 3

Synchronize Hentity

Ghanee Device Type.

LDevme’\’g —— E]lELIS #00 NE1A-SCPUTT-VT 500K Bit/s @ On-line

The following dialog box will be displayed.

Network Configuraton

Mo

Click the Yes Button.
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A new connected network will be created as shown below.

Eile  Edit Miew Network Device EDS File

Tools  Option  Help

D& 2 & *w &S

&8 &

T o @ Devicellet 1 @ EtherNet P |
letmork Configuratar

# Y Contraliet Hardware
% E4] DeviceNet Hardware
B EtherNet/IP Hardware
= (B Vendor
(@ Omron Gorporation
& () Rockwell Automation/)
= (B DeviceType
@, Gommunications Adapter
® 2 Programmable Logic Gontraller
4 Safety Network Gontroller
) SmartGuard 600 ENIP
B NE2A Backplane Hardware

192.168.250.1
NE1A'SCPUOT EIP
|

Usage of Device Bandwidth

< >
Message Code Date Description
€HERRD208 2009/02/08 112110 #00 NETA-SGPUIDT-V1 : This device has alarm status. Please check the detail of al
€3ERRO204 2003/02/08 112108 #00 NETA-SGPLIDT-V1 : It was canceled by the user
Ready

LEtherNet/IP TiEtherNet/IP  USB-LOGATION11:TOOLBUS  #00 NETA-SCPUDI-I:— 500K Bit/s-— @ On-line
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3-6 Saving and Reading Network Configuration Files

The created network configuration of the virtual network can be saved in a file.
Also, you can open the saved file, modify it, or download it to the devices by
connecting to the network.

3-6-1 Password Protection of the Network Configuration File

A password can be set for the network configuration file. The set password is
encrypted and saved in the file. By setting the password for the network con-
figuration file, the file is protected from unintended or unauthorized access.

The network configuration file password must be entered when the following
operations are performed in the Network Configurator:

» Saving the network configuration file
» Reading the network configuration file
» Changing the network configuration file password

The passwords must match to save the file. If the password does not match
when opening a file, Protect Mode is started. In Protect Mode, some Network
Configurator operations are restricted.

The password for the network configuration file is set when the file is saved
for the first time. The password must be from 6 to 16 alphanumeric charac-
ters. If you do not want to set a password, enter nothing and click the OK But-
ton.

Assign Password E‘ I'i .
Please input a new pazsword for "Untitled".

Mew Pagzword

Confirm af the Mew Password

ak | Cancel

To change the password for a network configuration file, select File - Change
Password from the menu bar. After changing the password, however, the file
and the password must be saved.

IMPORTANT * For security purposes, it is recommended to set a password for network
for network configuration files.

* Do not forget the set password. You can open a network configuration file
only in read-only mode if the password is forgotten, i.e., the file cannot be
edited.
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3-6-2 Saving the Network Configuration File

The network configuration can be saved using either of the following methods.
1. Select File - Save or File - Save As from the menu bar.
2. Click the Save Button on the toolbar.

Either way, the dialog box for saving will be displayed. Select the saving loca-
tion, name the file, and then click the Save Button.

When saving the file for the first time, the Assign Password Dialog Box will be
displayed. Enter the password to set for the network configuration file.

When saving the second time or after, the Password Confirmation Dialog Box
will be displayed. Enter the password set when the network configuration file
was initially saved.

When saving has completed successfully, the following message will be dis-
played in the Message Pane:

x
Message Code | Date | D escription

0 MSG:0100 200603420 132417 Save file waz completed.

<

L:DeviceMet  |T:DeviceMet |USE-LOCATIO

There are two file formats: Network Configurator v2 files (ncf) for version 2.2 ]
or lower and Network Configurator v3 files (nvf) for version 3.3 or higher.

To save to the v2 format from version 3.3[1 or higher, select Save As and then
select Network Configurator v2 file before saving the file.

3-6-3 Reading a Network Configuration File

The saved network configuration file can be read for use by the Network Con-
figurator using either of the following methods.

1. Select File - Open from the menu bar.
2. Click the Open Button on the toolbar.

For either method, the Open File Dialog Box will be displayed. Select the file
to open, and click the Open Button.

Next, the Check Password Dialog Box will be displayed. Enter the password
set when the network configuration file was saved.

When reading has completed successfully, the following message will be dis-
played in the Message Pane:

X Meszage Code | D ate | D ezcription
0 MSG: 0100 2006/02/2012:26:13 Load file waz completed,
ol
Ready L:DeviceMet  T.DeviceMet USB-LOCATIONT

To read a v1/v2 format from version 3.3L1 or higher, select Network Configura-
tor v1/v2 file (ncf) as the file type in the Open File Dialog Box.
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IMPORTANT If there is a device in the Network Configurator version 1 or version 2 network

Note

configuration file (extension .ncf) for which the EDS file is not installed, the
Network Configurator will not be able to read the file normally. Install the EDS
files for all of the relevant devices in advance.

If the password does not match, the Network Configurator will open the file in
Protect Mode. In Protect Mode, operations such as saving the file and chang-

3-6-4 Protect Mode

ing device status are prohibited. Refer to 3-6-4 Protect Mode for details.

If the password does not match when opening the network configuration file,
the Network Configurator will open the file in Protect Mode.

If the password does not match, the following message will be displayed in a
dialog box and the Message Pane.

Network Configurator

& Since the password waz wiong, the specified file was opened az protection mode.

Message Code Date

Description

Iy WwSR:0100 2006/03/2013.26:52

el

Since the password was wiong, the specified file was opened as protection mode,

Ready

L:DeviceMst T:DeviceMet |USE-LOCATIONIT:TOOLEUS [#O0NE1A-SCPUD 115200Bi/s (@

The following table shows the functions that cannot be manipulated in Protect

Mode.
Function Version 2.1J or | Version 2.2[ ] or high
ersion 2.1L ] or lower ersion 2.2[ | or higher
Menu Submenu/Command 9
File Save Operation not supported | Operation not supported
Save as Operation not supported | Operation not supported
Change password Operation not supported | Operation not supported
Network Download Operation not supported | Operation supported
(Downloading is possible
if the network configura-
tion file has not been
edited.)
Device Parameter Save Operation not supported | Operation not supported
Download Operation not supported | Operation supported
(Downloading is possible
if the network configura-
tion file has not been
edited.)
Lock/Unlock Operation not supported | Operation supported
Change password Operation not supported | Operation not supported
Reset Operation not supported | Operation supported
Change mode Operation not supported | Operation supported
Tool General parameter settings Operation not supported | Operation not supported

Node address/baud rate settings

Operation not supported

Operation not supported

TCP/IP settings

Operation not supported

Operation not supported
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3-7 Device Password Protection

A safety device can save a password internally. Setting the password in the
device prevents an unauthorized person from changing the safety device
parameters and status.

3-7-1 Setting a Device Password

Entering a device password is required when the following operations are per-
formed on the Network Configurator. If the password does not match, the
operations cannot be performed.

Menu Submenu/Command
Network Download
Device Parameter Download
Lock/Unlock

Change password
Reset
Change mode

A password is set for each device using either of the following methods. This
function can be used only when the Network Configurator is online.

1. Select a device, and then select Device - Change Password from the
menu bar.

2. Select a device, and then right-click the device and select Change Pass-
word.

The Change Password Dialog Box will be displayed as shown in the following
figure. Enter the current password and a new password, and click the OK But-
ton.

A password can contain from 6 to 16 alphanumeric characters.

Change Passurord | for Untited

Current Pazsword

Mew Pazzword

Ok | Cancel

Device passwords are not stored in the Network Configuration File. There is
no password in the default settings. If the device is reset by setting the Reset
Type to Return to the out-of-box configuration, and then emulate cycling
power, it will return to the no-password setting. To reset the device, however,
entering the current password is required. Therefore, do not forget the device
password.

IMPORTANT For security purposes, it is recommended to set passwords for devices.
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Note If you set the same password for multiple devices and perform an operation
that requires entering a password, entering the password once can be treated
as entering the password for all the devices. Select the Use this password for
all device check box in the Password Input Dialog Box.

#00 NELA-SCRUT =3
Pleaze input the Device Pazsword,

Pazzword

v Uze this paszsword for all device

)4 | Cancel

3-7-2 Forgotten Device Passwords

If you forget a device password, contact your OMRON Support Center. If you
enter the recovery key obtained from the Support Center in the Password
Recovery Tool installed in the Network Configurator, you can return the device
to the no-password setting.

To obtain the recovery key, the following information is required. Use the
Password Recovery Tool to obtain the information from the device. For
details, refer to A-6 Using the Password Recovery Tool.

* Vendor ID
 Serial number
 Counter information
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3-8 Device Parameters and Properties

3-8

Registered device parameters can be edited on the virtual network without
restrictions. Also, for parameters saved as a network configuration file, you
can open the file later and download to a device or make modifications.

-1 Editing Device Parameters

Device parameters can be edited using any of the following methods.
1. Double-click a device icon.

2. Select a device, and then select Device - Parameter - Edit from the menu
bar.

3. Select a device, and then click the Edit Parameter Button on the toolbar.
4. Select a device, and then right-click the device and select Parameter - Ed-
it.
The edit window for device parameters varies depending on the device.
Refer to SECTION 5 Editing Safety Network Controller Parameters.
IMPORTANT Editing cannot be performed in the EtherNet/IP Window with the NE1A-

SCPUO1-EIP or NE1A-SCPUO2-EIP. Perform editing in the DeviceNet Net-
work Window.

@ Devicellet 1 Ib EtherNet/IP_1 @ Devicelet l/l @ Etherhlet/IP 1 I

=

3

#0
NE1A-SCPU0Z-. NE119A2'—15[.5§§ EIDD;—
%= -
o] .0 |
DeviceNet network EtherNet/IP network

Refer to A-7 Restrictions in Support Software Operations for the CPU Unit
with EtherNet/IP for information on functions that cannot be manipulated in
the EtherNet/IP Network Window.

3-8-2 Uploading Device Parameters
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Parameters of all the devices in the network that is currently displayed in the
Network Configuration Window can be uploaded from the network. Any of the
following methods enables uploading parameters from one or more selected
devices. This function is enabled only when the Network Configurator is
online.

1. Select one or more devices, and then select Device - Parameter - Upload
from the menu bar.

2. Select one or more devices, and then click the Upload from Device But-
ton on the toolbar.

3. Select one or more devices, and then, right-click each device and select
Parameter - Upload.

Whichever method is used, perform the operation according to the following
procedure.

This operation is supported for devices in a network that has a tab icon dis-
played in blue or green when the Network Configurator is connected to the
network (except when a USB connection is made to an NE1A-series Control-
ler).
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IMPORTANT If there is a CS/CJ-series DeviceNet Unit in the network, disable the master

Note

function of the CS/CJ-series DeviceNet Unit, or disable I/O communications
from the DeviceNet Unit monitor window, and then do the upload. If I/O com-
munications are enabled, uploading the device parameters may fail.

To upload the network configuration, refer to Uploading the Network Configu-
ration from the Actual Network (Network Upload) in 3-5-3 Adding Devices.

The following dialog box will be displayed when the above operation is per-
formed.

Network Configurator |X|

'f Uploading parameters from selected devices will start,
. QK

e J[ w ]

* Click the Yes Button to start uploading.

* Click the No Button to cancel uploading.

The following dialog box will be displayed when the parameters have been
uploaded.

Network Configurator,

.
\!4) Upload of device parameter was completed,

IMPORTANT Uploading cannot be performed in the EtherNet/IP Network Window for the

NE1A-SCPUO1-EIP and NE1A-SCPUO2-EIP. Perform uploading in the
DeviceNet Network Window.

@ DeviceNet 1 rb Etherhet/IP1 | @ Devicelet Vl @ Etherbet/TP_1 I

“EIP

#0
NE1 A-SCPLOZ-.. NEThSCRUB2-..
%
o] |
DeviceNet network EtherNet/IP network

Refer to A-7 Restrictions in Support Software Operations for the CPU Unit
with EtherNet/IP for information on functions that cannot be manipulated in
the EtherNet/IP Network Window.

3-8-3 Downloading Device Parameters

There are two ways to download parameters to a device: downloading to the
selected devices and downloading sequentially to all the devices in the net-
work. Either way is acceptable. Make sure, however, to download parameters
to all the devices.

This function is enabled only when the Network Configurator is online. Down-
loading parameters also requires entering the device passwords.

Downloading Parameters to a Selected Device

You can download parameters to selected devices using any of the following
methods.
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1. Select one or more devices, and then select Device - Parameter - Down-
load from the menu bar.

2. Select a device, and then click the Download to Device Button on the
toolbar.

3. Select one or more devices, and then right-click each device and select
Parameter - Download.

This operation is supported for devices in networks that have a tab icon dis-
played in blue or green when the Network Configurator is connected to the
network (except when a USB connection is made to an NE1A-series Control-
ler).

First, the password input window for the device will be displayed. Enter the
password for the selected devices and click the OK Button.

When selecting multiple devices and setting the same device password for all
the devices, select the Use this password for all device check box in the fol-
lowing dialog box, and then entering passwords will no longer be necessary
for each device.

#00 NELA-SCRIT = X :
Fleaze input the Device Pazsword.

Fazgword

v Use this password for all device

ak | Cancel

IMPORTANT Downloading cannot be performed in the EtherNet/IP Network Window for the

NE1A-SCPUO1-EIP or NE1A-SCPUO2-EIP. Perform downloading in the
DeviceNet Network Window.

@ DoviceNet 1 [’p EtherMet/IP1 | @ Devicelet J/[O EtherMet/IP_1 |

“EIP

#0
NE1 A-SCPLOZ-.. NETh SCAUB-..
%
ol |
DeviceNet network EtherNet/IP network

Refer to A-7 Restrictions in Support Software Operations for the CPU Unit
with EtherNet/IP for information on functions that cannot be manipulated in
the EtherNet/IP Network Window.

Downloading Parameters to All Devices in the Network (Network Download)
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You can download parameters to all the devices in the network that is cur-
rently displayed in the Network Configuration Window by using the following
procedure.

Downloading can be performed at the same time for those networks (except
when a USB connection is made to an NE1A-series Controller.

1. Select Network - Download from the menu bar.
2. Click the Download to Network Button on the toolbar.
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3. Inthe Network Configuration Pane, right-click without selecting any device
and select Download.

First, the system will check whether the network configuration held by the Net-
work Configurator and the actual network configuration match. The device
type, device name, and network number will be checked. The following dialog
box will be displayed if the configurations do not match.

Gomparigson Result of Network Structure E|
The network may be another network becauze the structure of network
! ‘: is not match.
iifould vou like to continue the download to the network™
Description Local MNetwark
0 'Wrone network number. 000500000002 315A0290A606
D Wrong device type. (#0013 ME1&-SCPUM ME1A-SCPU0Z-..
O Wrone device comment. { #0112 MNE1&-3GPUDT W,  WE1A-SCPUOT-.
O Wrone device type. (#02 ) MNE1A-SCPUDZ-. Mot present.
0 Wrone device type. {#03 ) DST1-10125L-1 Mot present.
O Wrone device type. (#04) DST1-MDMESL-1 Mot present.
[ Yes ] [ Mo 1

* Click the No Button to cancel the process.
* Click the Yes Button to start downloading to the network.

The password input window of the devices will be displayed. As described in
Downloading Parameters to a Selected Device, enter the password for the
selected devices and then click the OK Button.

Downloading will start.

After downloading has been completed for one network, the following dialog
box will be displayed if there are related networks.

Network Configurator

j) Metwork download was completed.

This netwark has some connections ta other networks, The downloading For other netwarks will start.
CIk?

* Click the Yes Button here to start downloading for those networks.

» Downloading can be performed at the same time for related networks
by repeating this procedure.

Errors while Downloading
When an error occurs while downloading to multiple devices sequentially, the
following dialog box will be displayed.

Specified device can not be acceszed, ar wiong device type o
pazgword. [ #0711

The process will be continuing after 15 zeconds.

Continue | Abort
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Downloading will continue to the next device if 15 seconds passes and neither
button is clicked. If you want to perform the next download immediately, how-
ever, click the Continue Button.

If you click the Abort Button, the download process will be cancelled (and
consequently, the parameters will not be downloaded to the subsequent
devices).

The error that occurred will be displayed in the Message Pane and the device
in which the error occurred will be displayed in the Error Device List.

fs 5 [=1E3

=y = 2B i & & L BOX
RE HEH ey E R &

x

@ DeviceMet 1 EtherMet/TP_1 EtherMet/TP_2
= B4 DeviceNet Hardware ~
= @ endor
= @ Omron Carporation
+ gy AC Drives

e CommUNications Adapter

S General Purpose Discrete LAO
S Generic Device !

+#00 #1 02 03 04
NETA-SCPUDT  NE1A-SCPUO.  NE1A-SCPUO0Z2-. DSTI-IDZSL-1 DSTI-MD165L-1

Ul

e Human-Machine Interfac

J:' Pasition Gontraller Walidation Error € #03 2

5. Safety Discrete [0 Dev | QK 1o continue?
E DETI-IDN25L-1 The process will be continuing after 15 seconds,
| DSTI-MD16SL-1
& psTi-mRDossL-1 | ( )

+ g Satety Network Gortroll
- (&, DeviceType [ Continue | [ fibort |

g BC Drives T
e Communications Adapter

S General Purpose Discrete L0

=

S Generic Device

g Humar-Machine Interface Usage of Network Bandwidth of Satety Gonnections

A2 S S e 3

e Position Dertraller w13k EiNs 250K Bitfs BOUK Eit/s :
< > 0¥ 0% 100% 0% 0% 100% 0% 0% 100%
X Messaee Code Date Description
€3 ERR0205 200612727 1850:36 #013 DET1-I0125L-1 : Walidation Error
QERRUZUS 2006/12/27 18:50:30 #03 DET1-IM25L-1 : Reason for Satety Iputl Alarm - Configuration invalid

The Error Device List displays by device the errors that occurred during
parameter download.

« If the Error Device List shows that a parameter error has been found and
if that error was caused by the I/O Terminal settings, the terminal with the
error will be displayed in the Message Pane. (Refer to the outlined section
in the above diagram.) No alarm will appear in the Error Device List if the
error is not caused by the 1/0 Terminal settings and the cause must be
found elsewhere.

If the Error Device List displays an error stating that the TUNID does not
match, click the Get from the actual network Button in the Network
Number Field on the Network Property Dialog Box (see note). The net-
work number for the actual network to be downloaded will be in the proj-
ect file data. Click the OK Button to update the network number. Then
execute the download again. Refer to 3-5-2 Network Numbers for details
on network numbers and TUNID.

Note  Select Network — Property or right-click in the Network Configuration Win-
dow and select Property to display the Network Property Dialog Box.

Note  Refer to 8-2 Errors When Downloading for Error Device List errors other than
those listed above, error details, and countermeasures.

Note  The download may take time if the NE1A-series Safety Master is in RUN
mode. The time required for downloads can be reduced by changing to IDLE
mode.
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3-8-4 Device Properties
The device information, types of safety /O and standard I/O, and safety sig-
natures can be checked in the Device Property Dialog Box.

The Device Property Dialog Box can be displayed using any of the following
methods.

1. Select a device, and then select Device - Property from the menu bar.
2. Select a device, and the click the Device Property Button on the toolbar.
3. Select a device, and then right-click the device and select Property.

DeviceNet Network Display Windows

General Tab Page
In this tab page, you can check the device information and change the device
icon displayed in the Network Configuration Pane.

ME1 A-SGPUD1-EIP Property g|

General | Safety 140 Information | L0 Infarmation | Sienature

§ ME1 A-SGPUOT-EP

Change [con.. ] [ Default Ioon
Descriptian :
Metwork, Mumber © 33EI0IET4A92
Mode Address #2
“endar : Cmron Sorporation
Device Type : Safety Metwork Controller
Froduct Code : 1411
Revizion : 1m
Serial No. : 00217740 S

Safety 1/0 Information Tab Page
In this tab page, you can check the safety I/O classification information of a

device.
NE1 A-SGPUOT-EIP Property X
General i| I/0 Information | Signature
Hame Out/Th Size
i@ Safety nput 1 I 5 Bytes
@ Safety Output 1 Out 2 Bytez
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1/0 Information Tab Page
In this tab page, you can check the standard 1/O classification information of a

device.
NE1 A-SGFPUDT-EIP Property ﬁ|
General | Safety 10 Information i Signature
This device's 170 data not allocated to other device.
Connection | Out/T Size Help e
@ Foll Cut 2 Bytes
In 2 Bytes
Bit-Strobe  Cut 0 Bytes
h 0 Bwtes
GOS Clut 0 Butes
In 0 Bwtes
Cwelic iyt 0 Bwtes
I 0 Bytes v

Signature Tab Page
In this tab page, you can check the safety signature that the Network Configu-
rator generated and the one that the actual device has.

NE1 A-SGPUD1-EIP Property X

General | Safety 10 Infarmation | 1O nformatian |;

Device

Local

Code © 67312433

Last Modified : 2008/05/29 21:09.09.444
[e33F2 0x0489F2C4

Cloze
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EtherNet/IP Network Display Windows (EtherNet/IP-compatible Units Only)

General Tab Page

1/0 Information Tab Page

In this tab page, you can check the device information and change the device

icon displayed in the Network Configuration Pane.

NE1A-SCPUDT-EIP Property

General | 1O Information |

ME1A-5CPUOT-EIP

Change Icon.. ] [ Default Icon

Dezcription :
Metwork, Mumber :  34F202744080
MNode fAddress : 1921682601

“endor COmron Gorporation
Device Tvpe : Safety Metwork Gontraller
Product Code : 141

Revision : 101

Setial Mo : 00303E2E

In this tab page, you can
devices.

check the EtherNet/IP standard 1/O types for

NE1A-SCPUDT-EIP Property

| General

Mame

4= Ether Met/TP Input 1
=) Ether Met /TP Input 2
%= Ether Net/TP Output 1
4= Ether Met/TP Output 2

Out/Tn
Ih
In
Out
CQut

Size
2Bwte
2Bwte
2Byte
2Bwte

Cloze
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3-9 Parameter Verification

After downloading the parameters to a device, the user must perform parame-
ter verification to check whether the parameters entered by the user were cor-
rectly downloaded to the device. The user must perform this verification for
safety devices.

3-9-1 Device Parameter Verification

Verify the parameters using any of the following methods after downloading
the parameters to devices. This function is enabled only when the Network
Configurator is online.

With Network Configurator Ver. 2.0L] or higher, multiple devices can be
selected and verified all at once.

1. Select a device, and then select Device - Parameter - Verify from the
menu bar.

2. Select a device, and then click the Verify Parameter Button on the toolbar.

3. Select a device, and then right-click the device and select Parameter -
Verify.
The device parameters will be uploaded.

ploading Parameter [ 0794 ]...

First, the Network Configurator itself checks if the uploaded parameters are
different from the parameters in the virtual network. If there are no differences,
the following dialog box will be displayed.

Metwror: Configurator

@ Mo configuration differences found.

If you click the OK Button, the uploaded parameters will be displayed.
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Note

Vendor:

Revision:

Configuration Report - #01 : DST1-MD16SI -1

Generated by Network Configurator

#01 : DST1-MD16S1.-1

General Information

Product Name: DST1-MDIASL-1
Description: Mo Data
Node Address: 01

OMRON Corporation

Device Type: Discrete Safety L0
Product Code: 1401

101

Parameters

Signature Code: 3CFAFDED
Last Modified: 200603720 1407:10.833

0:30D1 0:03079TF

5]

The user must check whether all the displayed parameters match the input
values. If the device is the NE1A-series Controller, the Logic Program will also
be displayed as in the following window. Check whether the Logic Program

matches.

&) configuration Report= #00: NE1A-SCPUDL =
Save. Frint Close.

Logic Image

T

€1 ]

T

£ =

£

<i|

* Verification results can be saved. Click the Save Button at the top left of
the window to save the results.

» The displayed parameters and logic can also be printed. To print, click the

Print Button.

* In some cases the printout may exceed the specified size. Save the file

and edit it using HTML editing software, then print the file.
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After completing the verification, click the Close Button in the upper left to
close the window.

The following window will be displayed.

Metwrork Configurator;

@ The configuration parameter of device is marked as "erfied configuration parameter''.
OK?

If the parameters match, click the Yes Button.

After the verification has been completed, the safety symbol attached to the
device icon in the virtual network will turn green, which indicates that verifica-
tion is done.

With Configurator Ver. 2.0L] or higher, the following dialog box will be dis-
played after the verification has been completed.

Hetwork Gonfigurator

\I) The device that was marked as “Verified configuration parameter” will be locked.
oK?

I ez () Il [T |

Click the Yes Button to automatically lock the device.

IMPORTANT After downloading the configuration data, verify the parameters and check

Note
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whether the parameters saved in the device and the safety signature are cor-
rect.

Note Click the Save Button to save the configuration parameter report in
HTML format. Click the Print Button to print the report.

* After verifying the parameters of all the devices, make sure to save the
network configuration file.

» The Verified configuration parameter symbol ensures that the device
parameters in the network configuration file are correct. This information
is saved in the network configuration file, but not in the device itself.
Therefore, the Verified configuration parameter symbol will not be
attached even though the network configuration is obtained by network
upload from a device that has been already verified.

* If you edit parameters that have been verified, the Verified configuration
parameter symbol will disappear. The device parameters must be verified
again.
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Parameter Mismatch
When the Network Configurator detects a mismatch in parameter verification,

the parameter with the mismatch will be displayed with the safety signature in
the window as in the following example.
Check the parameter values and perform the download again.

Save. Frint. Close
=
Verify Result - #01 : DST1-MD16SL-1

¢l d by Network C

Safety Signature
Description Local Device
Wrong Safety Signature. DI9CC5EB BCFAFD30
2006/03/20 14:19:40 922 2006/03/20 140710323
0:30D1 0:03130FF A 0x30D1 0:03079DF 1

Safety Parameters

Description Local Device
Wrong Patameter 0014 Dual Channel Safety Qutpull/] Mode. Single Channel Dual Channel

=

IMPORTANT Verification cannot be performed in the EtherNet/IP Network Window for the
NE1A-SCPUO1-EIP or NE1A-SCPUO2-EIP. Perform verification in the

DeviceNet Network Window.

@ DoviceNet 1 [’p EtherMet/IP1 | @ Devicelet J/[O EtherMet/IP_1 |

p
#0
NE1 A-SCPLOZ-.. NETh SCAUB-..
%
ol |
DeviceNet network EtherNet/IP network

Refer to A-7 Restrictions in Support Software Operations for the CPU Unit
with EtherNet/IP for information on functions that cannot be manipulated in

the EtherNet/IP Network Window.
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3-10 Configuration Lock

Perform user testing after verifying the device parameters. Checking all the
operations of the device using user testing indicates that the device parame-
ters have been verified by the user.

The configuration lock symbol indicates that the user test has completed.

3-10-1 Locking the Device Configuration

After the user testing, lock the configuration using either of the following meth-
ods. This function is enabled only when the Network Configurator is online.
Also, to lock the configuration, verification of the device must have been com-
pleted already.

1. Select one or more devices, and then select Device - Parameter - Lock
from the menu bar.

2. Select one or more devices, and then click each device and select Param-
eter - Lock.

Next, the password input window for the device will be displayed. Enter the
password of the selected devices and click the OK Button.

When selecting multiple devices and setting the same device password for all
the devices, select the Use this password for all device check box in the fol-
lowing dialog box, and then entering passwords will no longer be necessary
for each device.

#00 NELA-SCPU0L [=)(E3
Fleasze input the Device Password,

Password

[¥ Use thiz password for all device

Ok, | Cancel

After the configuration lock has completed, the safety symbol attached to the
device icon in the virtual network will change to a symbol of a lock, which indi-
cates that the configuration lock has completed.

NE1A-SCPUDL

............... frizitctet
IMPORTANT Operation of the device must be tested before lock the configuration.
Note  After performing a configuration lock for all the devices, make sure to

save the network configuration file.

» The symbol that indicates that the configuration lock has been done
ensures that the device has been tested. This information is saved in the
device itself as well as in the network configuration file.

» Once the configuration lock has been performed, you cannot download
the parameters to the device. To change the parameters, release the con-
figuration lock.
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* When verified device parameters are edited, the Verified configuration
parameter symbol will disappear. The device parameters must be verified
again.

3-10-2 Unlocking the Device Configuration

Note

The configuration must be unlocked to change device parameters for which a
configuration lock has been performed. Unlock the configuration for the
selected devices using any of the following methods. This function is enabled
only when the Network Configurator is online.

1. Select one or more devices, and then select Device - Parameter - Unlock
from the menu bar.

2. Select one or more devices, and then right-click each device and select
Parameter - Unlock.

Next, the password input window for the device will be displayed. As in 3-10-1
Locking the Device Configuration, enter the password for the selected
devices and click the OK Button.

When the configuration has been unlocked, the safety symbol attached to the
device icon in the virtual network will return to the Verified configuration
parameter symbol.

When changing the device parameters after a configuration unlock, lock the
configuration after verifying the parameters again.

IMPORTANT Locking and unlocking cannot be performed in the EtherNet/IP Network Win-

dow for the NE1A-SCPUO1-EIP or NE1A-SCPUOQ2-EIP. Perform locking and
unlocking in the DeviceNet Network Window.

@ DeviceNet 1 rb Etherhet/IP1 | @ Devicelet VI @ Etherhet/TF 1 I

EIP

#0
NET A-SCPUD2- . Ngﬁf;‘gg-& EI%;—
%
ol |
DeviceNet network EtherNet/IP network

Refer to A-7 Restrictions in Support Software Operations for the CPU Unit
with EtherNet/IP for information on functions that cannot be manipulated in
the EtherNet/IP Network Window
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3-11 Device Reset and Status Change

This section describes how to reset and change the status of safety devices.
For some device types, status changes may not be supported.

3-11-1 Reset Types

There are three ways to reset a safety device.

Reset type

Description

Emulate cycling power.

Resets in the same way as cycling the power.

Return to the out-of-box configuration,
and then emulate cycling power.

Returns the information stored in the device nonvolatile memory to the
default settings and restarts.

Return information except for specified
parameters to the out-of-box configura-
tion, and then emulate cycling power.

Returns all information stored in the device nonvolatile memory other than
specified data to the default settings, and then restarts.

The safety device stores the following information in the nonvolatile memory
of the device:

Type

Default setting

Setting timing

Description

Device parameter

Not configured

Parameter down-
load

Parameters and programs set by the user

Node address (soft-
ware setting)
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Node address
change

Node address at startup with software setting
enabled

Starting in mode
acquired from

TCP/IP settings

IP address setting mode at startup (for EtherNet/IP-
compatible Units only)

BOOTP server
Baud rate (software | 125 Kbit/s Baud rate change |Baud rate at startup with software setting enabled
setting) (NE1A Series only)
TUNID Not set First parameter The identifier of the local node in the Safety Network

(Target Unique Net-
work Identifier)

download

as well as the combined values of the network num-
ber and node address

Password No password Password change |Password that a device has

CFUNID Not set First parameter UNID of the configuration source

(Configuration Own- download

ing UNID)

OCPUNID Not set Start of first safety | UNID of the Safety Master that opens a safety out-

(Output Connection
Point Owning UNID)

communications

put connection.

The information above is stored in the nonvolatile memory of the device, and
so it is not cleared by cycling the power source once it is set. To clear the
information (to return to the default settings), select Return to the out-of-box
configuration, and then emulate cycling power or Return to the out-of-box
configuration except to preserve the following parameters, and then emulate

cycling power.

/\ WARNING

Failure to clear the previous configuration data before connecting the device to
the network may result in loss of safety functions, personal injury, or death.
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3-11-2 Resetting Devices

Reset devices using either of the following methods. This function is enabled
only when the Network Configurator is online.

1. Select one or more devices, and then select Device - Reset from the menu
bar.

2. Select one or more devices, and then right-click each device and select
Reset.

The reset window of the devices will be displayed as shown in the following
example. Enter a reset type and the password and then click the OK Button.

For example, to keep the current password setting for multiples devices with
the same password but return other information to the default, specify the set-
ting as follows:

Reset #00 NELA-SCRUNL =
Feset Type
" Emulate cycling power

Fetum to the out-of-box configuration, and then
emulate cycling power.

Fetum to the out-of-box configuration except to
* preserve the following parameters, and then
emulate cycling power.
™ Mode Address [Software Set)
[ Baud rate [Software Set)

[~ OPCUNID

Paszword

IMPORTANT With NE1A-SCPUO1-EIP and NE1A-SCPUO2-EIP, resetting to the defaults
will clear the IP address settings and the mode will be switched to the mode
acquired from the BOOTP server. To not clear the IP address, select the Node
Address (Software Set) Check Box to perform a reset so that the IP address
will not change.

IMPORTANT Resetting cannot be performed in the EtherNet/IP Network Window for the
NE1A-SCPUO1-EIP or NE1A-SCPUOQ2-EIP. Perform resetting in the
DeviceNet Network Window.

@ DeviceNet 1 rb EtherNet/IP1 | @ Devicelet VI @ Etheriet/TF 1 I

Eip EFID
#0
NET A-SCPUD2- . Ngﬁ,ﬁ;‘gg-&ﬁ,ﬂ-}_._.
=
ol a1
DeviceNet network EtherNet/IP network

Refer to A-7 Restrictions in Support Software Operations for the CPU Unit
with EtherNet/IP for information on functions that cannot be manipulated in
the EtherNet/IP Network Window.
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3-11-3 Reset Types and Device Status

Resetting may not be supported for some types of reset and device status.

Reset type

Device status

Safety connec-
tion being estab-
lished and
configuration
locked.

Safety connec-
tion being estab-
lished and
configuration
locked.

Safety connec-
tion not estab-
lished and
configuration
locked.

Safety connec-
tion not estab-
lished and
configuration
locked.

Emulate cycling
power

Unable to reset.

Unable to reset.

Able to reset.

Able to reset.

Return to the out-

Unable to reset.

Unable to reset.

Unable to reset.

Able to reset.

of-box configura-
tion, and then
emulate cycling
power.

Return informa- Unable to reset. | Unable to reset. | Unable to reset. | Able to reset.
tion except for

specified parame-
ters to the out-of-
box configuration,
and then emulate
cycling power.

3-11-4 Changing Device Status
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Changing the device status is not supported by all devices.

The NE1A-series Controller can switch between IDLE mode and RUN mode.
For details on NE1A-series Controller modes, refer to the Safety Network
Controller Operation Manual (Z906).

For DST1-series Safety I/O Terminals, there is no need to change modes.

Change the device mode using either of the following methods. This function
is enabled only when the Network Configurator is online.

With Network Configurator Ver. 2.0L1 or higher, modes can be changed all at
once by selecting multiple devices.

1. Select a device, and then select Device - Change Mode followed by the
desired mode.

2. Select a device, and then right-click the device and select Change Mode
followed by the desired mode.

Next, the password input window for the device will be displayed. Enter the
password for the selected devices and click the OK Button.

Change Device Mode @ 573

Pleaze input the Device Pazsword.

Fassword

(] | Cancel

IMPORTANT The mode cannot be changed in the EtherNet/IP Network Window for the
NE1A-SCPUO1-EIP or NE1A-SCPUO02-EIP. Change the mode in the
DeviceNet Network Window.
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@ Devicelet 1 m EtherNet/IP1 | @ DeviceNet 11 @ EtherNet/TP 1 |

EIP
#0
NET A-SGPUDZ- . NQFEJQE-EE,%—;___
ol |
DeviceNet network EtherNet/IP network

Refer to A-7 Restrictions in Support Software Operations for the CPU Unit
with EtherNet/IP for information on functions that cannot be manipulated in
the EtherNet/IP Network Window
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4-1 Editing Parameters

Device parameters can be edited using any of the following methods.
1. Double-click a device icon.

2. Select a device, and then select Device - Parameter - Edit from the menu
bar.

3. Select a device, and then click the Edit Parameter Button on the toolbar.
4. Right-click the device and select Parameter - Edit.
5. Select the device, and then select Device - Parameter - Wizard.

Note  With Network Configurator version 2.0[] or higher, basic parameters can be
set using a wizard. Using this parameter will reduce errors in the parameter
settings.

4-1-1 Setting Parameters Using the Wizard

With Configurator Ver. 2.0L1 or higher, I/O parameters for DST1-series Con-
trollers can be set using a wizard. This section explains the procedure.

1. Select a DST1-series Controller, and then select Device - Parameter -
Wizard. The following window will be displayed.
If there are no output terminals (DST1-ID12SL-1), the window for setting
input terminals will be displayed.

Safety 10 Wizard - Output Bits &

1 [5]G79A-1
1 [5] 57541
i [s]G73A-1
1 [5]G79A-1
1 [5] 57541
i [s]G73A-1
1 [5]G79A-1

2 Safety Relays with welding check -~
2 Safety Relays with welding checkigach)

2 Safety Relays w/o welding check

1 Safety Relay with welding check.

1 Safety Relay wio welding check

Cther 2 Safety Outputs

(Other Safety Cutput

Door S Lock

Cther 2 Safety Outputs wio pulse

(Other Safety Oukput w/o pulse -

[d]:Dual, [P1:Pulse Test, [s]:5 afety

2. In the window above, specify the type of device to be connected to each
terminal. The following types can be specified.
Type
2 Safety Relays with welding check

Description
Specify to connect to two Safety Relay

104

(See note 1.)

outputs (with welding check for each).

2 Safety Relays w/o welding check
(See note 1.)

Specify to connect to two Safety Relay
outputs (with no welding check).

1 Safety Relay with welding check

Specify to connect to one Safety Relay
output (with welding check).

1 Safety Relay w/o welding check

Specify to connect to one Safety Relay
output (with no welding check).

Other 2 Safety Outputs w/o welding
check (See note 1.)

Specify to connect to two outputs without
welding check.

Other Safety Output w/o welding check

Specify to connect to one output without
welding check.

Door SW Lock

Specify to connect to an electromagnetic
door switch.
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Type

Description

2 Safety Outputs w/o pulse check
(See note 1.)

Specify to connect to two outputs that do
not require pulse to be checked.

1 Safety Output w/o pulse check

Specify to connect to one output that
does not require pulse to be checked.

2 Contactors with welding check
(See note 1.)

Specify to connect to two contactor out-
puts (with welding check for each).

2 Contactors w/o welding check
(See note 1.)

Specify to connect to two contactor out-
puts (with no welding check).

1 Contactor with welding check

Specify to connect to one contactor out-
put (with welding check).

1 Contactor w/o welding check

Specify to connect to one contactor out-
put (with no welding check).

Other Standard Output

Specify to use the output for non-safety
applications.

Not Use

Specify to not use the output.

Can be selected only when the terminal number is an even number.

*» The following dialog box will be displayed if a type with welding check is
selected when the terminal is set.

Select Input Bit
Please select an Input bit for Feedback(00).

Input Bits

* In this dialog box, select the input for which welding is to be checked, and
then click the OK Button.

3. Click the Next Button.
The window for setting input terminals will be displayed.

Safety /D Wizard - Input Bits X

Please select a device type that pou waould like to connect with each bit.

Tupe

EMO 2b i~
Doar W 2NC

Door S INCING

Doar SW 1NC

Lirnit: S/ ZHC

LimitSh 1IMCILMO

Lirait St 1MC

Eniable S 2MN0

Enable N0 2NO v

[e):Dual Equiv, [c]:Cual Comp. [P]:Test Pulse, [s]:Safety, [ST]:Standard

[ < Back H MNext > 1[ Cancel ]

4. In the above window, specify the type of device to be connected to each
terminal. The following types can be specified.
Type
EMO 2b (DPST-NC, see note 1.)

Description

Specify to connect two inputs from an
emergency OFF button.

Specify to use one input from an emer-
gency OFF button.

EMO 1b (SPST-NC)
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Type

Description

Door SW 2NC (See note 1.)

Specify to use two inputs (both NC) from
a door switch.

Door SW 1NC/1NO (See note 1.)

Specify to use two inputs (NC and NO)
from a door switch.

Door SW 1NC

Specify to use one input from a door
switch.

Limit SW 2NC (See note 1.)

Specify to use two inputs (both NC) from
a limit switch.

Limit SW 1NC/1NO (See note 1.)

Specify to use two inputs (NC and NO)
from a limit switch.

Limit SW 1NC

Specify to use one input from a limit
switch.

Enable SW 2NO (See note 1.)

Specify to use two inputs from an enable
switch.

Enable SW 4NO (See note 2.)

Specify to use four inputs from an enable
switch.

Two Hand Switch (See note 1.)

Specify to use two inputs from a two hand
switch.

Other 2NC (See note 1.)

Specify to use input from other 2-NC
devices.

Other 2NO (See note 1.)

Specify to use input from other 2-NO
devices.

Other 1NC/1NO (See note 1.)

Specify to use input from other NC/NO
devices.

Other 1NO/1NC (See note 1.)

Specify to use input from other NO/NC
contacts.

Other 1INC

Specify to use other 1-NC devices.

SLC 2 outputs (See note 1.)

Specify to use two inputs from a light cur-
tain.

SLC 1 output

Specify to use one input from a light cur-
tain.

Other PNP 2 outputs (See note 1.)

Specify to use two inputs from other semi-
conductors.

Other PNP output Specify to use one input from other semi-
conductors.
Reset SW Specify to use inputs from a reset switch.

Welding check (EDM input)

Specify to use as feedback signal to
EDM.

Standard SW

Specify to use inputs from a switch for
non-safety applications.

Not Use

Specify to not use the input.

(1) Can be selected only when the terminal number is an even number.

(2) Can be selected only when the terminal number is an even number and
there are at least four remaining terminals.

5. Click the Next Button. If there are output terminals (e.g., DST1-MD12SSL-

1), the following dialog box will be displayed.
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Safety /0 Wizard - Qutput /0 Comment El

Qi_l’_lr‘- Oijflsase input an 1/0 comment for each bit.
it )
g Copnipigit Mol Commert
00 : [5] G75A-L
G75A-1
E7SA-1
GFSA-1
G75A-1
E7SA-1
GFSA-1
G75A-1

[d:Dual. [PLPulse Test, [s].5 afety

[ < Back ” Mest » I[ Cancel ]

Comments for each output terminal can be edited in this window.

6. After making the settings, click the Next Button. The following dialog box
will be displayed. Comments for each input terminal can be edited in this
dialog box.

Safety /0 Wizard - Input /0 Comment E|

g ’cr..put s

& input an /0 comment for each bit

Mode: Comment
i [s ALGE_L

: A16E_1

itnz : [s] A1BE_L

g it03 : [s] ALEE_L
04 : [s] ALEE_L
ﬁ @ it05 : [s] ALEE_L

[e]: Dual Equiv, [cfDual Comp, [P Test Pulse, [s]Satety. [ST]:Standard

[ < Back ” Mext » II Cancel ]

7. After making the setting, click the Next Button. As shown in the following
figure, the details set using the wizard will be listed.
Safety /0 Wizard - Configuration Result El

It was configured as follows. Please press "Finish” Button,
If you need ta change the configuration, please use the edit parameter in the device menu

Imput Qutput
No. Narme Test Source | Di.. No. Narme
@ 00[s] ATBE_T @ 00[s]  G7SA
@ 01[s] AIGE_T @ 01[s] G754
@ 02[5] ATBE_1 @ 02[s] G7SA
@ 03[s] ATBE_T @ 03[s]  G7SA
@ 04[] AIGE_T @ 04[s]  G75A
@ 05[5] ATBE_1 @ 05[s] G7SAA
@ 6] ATBE_T @ 0B[s]  G7SA1
@ 07[5] AIGE_T @ 07s]  G75A

[e}Equiv. [c]:Comp, [P]: Test Pulse, [s]:Safety. [ST]Standard [F]:Pulse Test, [s}Satety

[ < Back ” Finish I[ Cancel ]

8. After checking the settings, click the Finish Button. The following dialog
box will be displayed.
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Metwork Configurator

\i) “Would pou like to save the result of wizard az a report file?

[ Save ] ‘ Finish ‘

9. Click the Save Button. The items set with the wizard will be saved in HT-
ML. The file can be viewed using a web browser.
(After this, the Edit Logic Dialog Box will be displayed for the Logic Termi-
nal (DST1-XD0808SL-1). (Refer to 4-2 Editing Parameters for Logic Ter-
minals (DST1-XD0808SL-1).)

Note 1/O tag names and I/O comments (names) cannot consist of only spaces.
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4-1-2 Parameter Groups

Safety I/O Terminal parameters are classified into groups as shown in the fol-
lowing diagram.

Edit Device Parameters @ Edit Device Parameters @

Farameters Parameters
B3 B3
Parameter Mame Value Parameter Name Value
- General ~ + General -
000S[5] Safety Output Ervor Latch T 100 310ms + Safety Outputn
0018[3] Safety Input Error Latch Tin 100 x10ms + Safety Outputl
0144 Test Output Idle State Clear off + Safety Output2
0245 Unit Mame + Safety Dutput3
0250 Threshold Metwork Power Wolt: 11,0 + Safety Output4
0252 Threshold Run haurs 0 Hours + Safety Outputs
0301 Last Maintenance Date 1972{01/01 + Safety Output6
- Safety Output0o + Safety Output?
0006[5] Safety OutputD Channel Mo Safety + Safety Inputo
0014[5] Dual Channel Safiety Output Single Channel + Safety Input1
0165 Safety Qutputd I/ Comment  G734-1 + Safety Input2
D166 Safety OutputO Maintenance C Time - + Safety Input3 -
[ Erpand &l ] [ Lollapse Al ] [ LDefault Setup

» Double-click a group name or click the icon to display or hide that group.
» Parameter settings for a particular terminal can be batch copied to the

parameters for another terminal.

The Copy Group Button is enabled when a group name is selected and a
group with a different terminal number but similar parameters exists, e.g.,
when safety input 0 is selected and safety input 1 or safety input 2 exists.
Click the Copy Group Button to display the Group Copy Dialog Box shown

below.

Copy Group
Source Group

Safety Outputd

Destination Group

[ 5afety Output2
[ 5afety Dutputd
[ Safety Outputd
[ Safety Outputs
[ 5afety Outpute
[ 5afety Dutput?

aK | Cancel |

B,

The source and destination groups will be displayed. Select the desired desti-
nation groups and then click the OK Button. The parameters will be copied.

» Parameter names with [S] in front of them are related to the safety appli-

cation.

* The size of the Edit Device Parameters Window can be changed.
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4-1-3 General Parameter Group

This section describes parameters in the general parameter group.

Edit Device Parameters @

110

Farameters
B3
Parameter Mame
- Generat
000S[5] Safety Oukput Ervor Latch T 1
0018[3] Safety Input Error Latch Tin 1
0144 Test Output Idle State
0245 Unit Mame
0250 Threshold Network Power Yolt: 1
0252 Threshold Run hours
0301 Last Maintenance Date 1
+ Safety Output0
+ Safety Dutput1
+ Safety Dutputz
+ Safety Output3
+ Safety Dutputd

General

Drefaul Setup

Clear off

0 Hours

Value

00 x10ms
00 x10ms

1oy

a72/01j01

Erpand &l Lollapse Al
0K Cancel

Item

Settings

Description

Default

Safety Output Error
Latch Time

0 to 65,530 ms
(in 10-ms increments)

This parameter is common to all the safety
outputs.

It sets the time to latch the error state when
an error occurs in these outputs. Even when
the cause of the error has been removed,
the error state will remain latched for the
time set here.

1,000 ms

Safety Input Error Latch
Time

0 to 65,530 ms
(in 10-ms increments)

This parameter is common to all safety
inputs and test outputs.

It sets the time to latch the error state when
an error occurs in these inputs/outputs. Even
when the cause of the error has been
removed, the error state will remain latched
for the time set here.

1,000 ms

Test Output Idle State

Clear off

This parameter is common to all test outputs

Keep output data

for which the Test Output Channel Mode is
set to Standard Output.

It sets the output state of the test output
when idle data is received.

Clear off

Unit Name

32 characters max.

This parameter sets a user-chosen name for
the Safety I/O Terminal. The set name is
saved in the Safety I/0 Terminal and dis-
played in the network configuration.

None

Threshold Network
Power Voltage

8.0t0 30.0V

This parameter sets the threshold of the net-
work power voltage. When the voltage falls
below the set threshold voltage, the corre-
sponding bit in general status turns ON.

1MoV

Threshold Run Hours

0 to 429,496,729 hours

This parameter sets the threshold for unit
operating hours. When the operating hours
exceeds the set threshold, the correspond-
ing bit in general status will turn ON.

0 hours

Last Maintenance Date

January 1, 1972 to Jan-
uary 19, 2038

This parameter saves the maintenance date
in the Safety I/O Terminal.

January 1,
1972
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4-1-4 Safety Input Parameter Groups

This section describes parameters in the safety input parameter groups.
The safety input parameters are grouped by terminal number.

Edit Device Parameters E

Parameters
E=REE

Parameter Marne

0209 Safety Inputd Threshold Maint O
+ Safety Inputl
+ Safety Input2
+ Safety Input3

Safety Inputd

Walue

ty InputD OFf On Delay 0 x6ms

0020[5] Safety Inputl On OFF Delay 0 xéms

0021[35] Safety Inputd Channel Mod Used as safety input
0022[5] Safety Input Test Source Mot Used

0051[5] Dual Channel Safety Inputd Single Channel
0052[5] Dual Channel Safety Inputd 0 x10ms

0205 Safety InputD If0 Comment ALGE_1

0206 Safety InputD Maintenance Co Time

Detault Setup ] I Copy Group... J I Expand All J {;ollapseA\l J

Ok Cancel
Item Settings Description Default
S | Off On Delay 0to 126 ms Sets the OFF/ON delay time. 0ms
(in 6-ms increments)
S | Off On Delay 0to 126 ms Sets the OFF/ON delay time. 0O ms
(in 6-ms increments)
S | Safety Input Channel Not used. The safety input is not used. (External input Not used.
Mode device not connected.)
Test pulse from test out | Specifies connecting a device with a contact
output in combination with a test output.
When this mode is selected, select the test
output to use for the test source and then set
the test output mode to Pulse Test Output.
When these settings are made, contact
between the input signal line and the power
supply (plus) and short circuits with other input
signal lines can be detected.
Used as a safety input. | Specifies connecting a safety device with a
semiconductor output, such as a light curtain.
Used as a standard Specifies connecting a standard device (i.e., a
input. non-safety device).
S | Test Source Not used. If the channel mode of a safety input is set to | Not used.
Test Output 0 Test Pulse from Test Out, the test output is
uipu selected for use in combination with the safety
Test Output 1 input. Set the channel mode of the test output
Test Output 2 selected here to Pulse Test Output.
Test Output 3
S | Dual Channel Safety Single Channel Specifies using Single Channel Mode. Dual Chan-
Input Mode If Single Channel is selected, the safety input IneItEquwa-
en

that would be paired for the dual channel
parameter will also be set to Single Channel
Mode.

Dual Channel Equiva-
lent

Specifies using the Dual Channel Equivalent
Mode with a paired safety input.

Dual Channel Comple-
mentary

Specifies using Dual Channel Complementary
Mode with a paired safety input.
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Item Settings Description Default

S | Dual Channel Safety 0 to 65,530 ms Sets the time to monitor the logic discrepancy |0 ms
Input Discrepancy Time | (in 10-ms increments) | in the dual channel input logic.

1/0 Comment 32 characters max. Sets an I/O comment for the safety input. The | None
1/0 comment set here is used as the I/O tag in
the Logic Editor.

Maintenance Counter | Time (total ON time) Sets the operating mode for the maintenance | Time
Mode Choice Count (operation count) | ounter.

Threshold Mainte- 0 to 4,294,967,295 Sets the threshold value for the maintenance |0
nance Counter hours counter.

IMPORTANT When the Safety Input Channel Mode is set to Test Pulse from Test Out,
specify the test output to use for the test source and set the Test Output Chan-
nel Mode of the test output to Pulse Test Output.
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4-1-5 Test Output Parameter Groups

This section describes parameters in the test output groups.
The test output parameters are grouped by terminal number.

Edit Device Parameters E

Parameters
E=REE
Parameter Marne Walue
+ Safety Input6 ~
+ Safety Input?
= {Test tiutput
0001[35] Test Outputd Mode Pulse Test Qubput
0061 Test Outputd Fault Action Clear off
0145 Test Qutputd IfO Comment
0146 Test Outputd Maintenance Cou Time
0149 Test Outputd Threshald Mainte 0
+ Test Dutput1
+ Test Output2
+ Test Dutput3
+ Safety Input0d/Outputd Operation Time

+ Safety Inputl,/Outputl Operation Time o
Test Outputd
Detault Setup ] I Copy Group... J I Expand All J {;ollapseA\l J
Ok Cancel
Item Settings Description Default
S | Test Output Mode Not used. The corresponding test output is not used. Not used.
Standard Output Specifies connecting to the input for a muting
lamp or PLC. Used as a monitor output.
Pulse Test Output Specifies connecting a device with a contact

output in combination with the safety input.

Power Supply Output Specifies connecting to the power supply ter-
minal of a safety sensor.

The voltages supplied to the I/O power from
the test output are output.

Muting Lamp Output Specifies a muting lamp output.
(Setting supported only | When the output is ON, disconnection of the

for T3 terminal.) muting lamp can be detected.
Fault Action Clear off Sets the output state of the test output when | Clear off
Hold last data a communications error occurs.

This parameter is enabled when the Test
Output Channel Mode is set to Standard
Output or Muting Lamp Output.

1/0 Comment 32 characters max. Sets an I/0O comment for the test output. The | None
1/0 comment set here is used as the I/O tag
in the Logic Editor.

Maintenance Counter | Time (total ON time) Sets the operating mode for the mainte- Time
Mode Choice Count (operation count) nance counter.

Threshold Mainte- 0 to 4,294,967,295 Sets the threshold value for the maintenance |0
nance Counter hours counter.
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4-1-6 Safety Output Parameter Groups

This section describes parameters in the safety output groups.
The safety output parameters are grouped by terminal number.

Edit Device Parameters E

Parameters
E=REE
Parameter Marne Walue
+ General -~
- Safety Qutputdl
0006[5] Safety Cutputd Channel Mo Safety
0014[3] Dual Channel Safety Cutput Single Channel
0165 Safety OutputD I/O Comment  G7SA-1
0166 Safety Qukputd Maintenance C Time
0169 Safety Cutputd Threshold Mair 0
+ Safety Output1
+ Safety Output2
+ Safety Output3
+ Safety Output4
+ Safety Outputs
+ Safety Output6 -
Safety Outputo
Detault Setup ] I Copy Group... J I Expand All J { Collapse All J
0K Cancel
Item Settings Description Default
S | Safety Output Channel |Not used. The safety output is not used. (External out- | Not used.
Mode put device not connected.)
Safety Specifies not outputting the test pulse when

the output is ON. Contact between the out-
put signal line and the power supply (posi-
tive) when the output is OFF and ground
faults can be detected.

Safety Pulse Test Outputs the test pulse when the output is

(Setting supported only ON.
for the DST1-MD16SL- | Contact between the output signal line and

1.) the power supply, and short circuits with
other output signal lines can be detected.
S |Dual Channel Safety Single Channel Specifies using Single Channel Mode. Dual Channel
Output Mode When Single Channel is set, the safety out-

put that would be paired for the dual channel
parameter is also set to Single Channel
Mode.

Dual Channel Specifies using Dual Channel Mode.

When both of the safety outputs to be paired
are normal, the outputs can be turned ON.

I/O Comment 32 characters max. Sets an I/O comment for the safety output. | None
The 1/0 comment set here is used as the 1/O
tag in the Logic Editor.

Maintenance Counter | Time (total ON time) Sets the operating mode for the mainte- Time
Mode Choice Count (operation count) nance counter.

Threshold Mainte- 0 to 4,294,967,295 Sets the threshold value for the maintenance |0
nance Counter hours counter.
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4-1-7 Operation Time Parameter Groups

This section describes parameters in the safety input/output operation time
groups. The operation time parameters are grouped by the terminal numbers

Time

(in 1-ms increments) time.

to be paired.
[ ——)
Farameters
B3
Parameter Mame Value
+ Safety Input? -~
+ Test Dutputn
+ Test Outputl
+ Test Dutputz
+ Test Dutput3
- Salety Inputl/Outputd Operation Time:
0253 Safety InputD/Oukputd Equipm
0256 Safety InputD/Outputd Thresh 0 ms

+ Safety Inputl,/Outputl Operation Time
+ Safety Input2/Output? Operation Time
+ Safety Input3/Output3 Operation Time
+ Safety Input4,/Output4 Operation Time
+ Safety Input5/0utput5 Operation Time w
Safety InputD/OutputD Operation Tine

Drefaul Setup ] I Copy Group... J I Erpand &l J {Qullapse.t\\l J

0K Cancel
Item Settings Description Default
Equipment Name 32 characters max. Sets a comment for the operation time to None
monitor.
Threshold Response 0 to 65,535 ms Sets the threshold value for the operation 0O ms

4-1-8 Editing /0 Comments

I/0 comments can be edited by setting the safety input terminals and safety
output terminals. The edited comments here are used as I/O tags in the Logic

Editor.

In the following procedure, separate I/O tags for safety input terminals and

safety output terminals are edited in one window.

1. Select Device - Edit /0 Comments. The following window will be dis-

played.
Edit I/0 Comments
=) Salely Input | %) Test Dutput

Eit Comment
Bit0 E-STOP(1)
Bit01 E-STOR(Z)
Bit02 E-STOP(3)
BitD3 E-STOP(4)
Bit04 Reset
Bit0S FeedBack Signal
Eit0& Light Curtaing1)
Eito? Light Curtain(Z)
Bit0g Light Curtaing3)
Eit09 Light Curtaing4)
Muting Sigrki 1)
Bit11 IMuting Signal(2)
Beplace All

3
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2. Edit each terminal comment, and then click the OK Button.
The following window will be displayed.
WIth Configurator Ver. 2.0L1 or higher, the following procedure can be used to
replace 1/0O comments.
1. Click the Replace All Button in the window above. The following window
will be displayed.
Replace All
Find what:
Replace with
[ Match caze
2. Input the character string to be searched for and the characters it is to be
replaced with, and then click the OK Button. The comments will be re-
placed.
Note  With Network Configurator version 2.0[1 or higher, the following toolbar icons
will be displayed at the top of the Edit Device Parameters Window.
] ]
: Standard Mode
. : Expansion Mode
These buttons can be used to switch between displaying or hiding expansion
parameters. Normally, device settings are made using only parameters dis-
played in Standard Mode.
Note 1/O tag names and I/O comments (names) cannot consist of only spaces.
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4-2 Editing Parameters for Logic Terminals
(DST1-XD0808SL-1)

4-2-1

Outline

Logic Terminals (DST1-XD808SL-1) can be used with Network Configurator
version 2.0 1 or higher.

A Logic Terminal provides built-in logic operations. This feature enables local
outputs to be controlled directly by local inputs, shortening the reaction time.

Network
Configurator

L1

Standard PLC
DeviceNet
Master Unit

Safety Network
|:| Controller

|:| |:| DeviceNet |:| |:| i |:|

|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
|
1
|
|
|
|
|
4

|
i
]
|
!
|
Safety 1/O Terminal v

Safety I/0 Safety /O

communications communications Standard 1/O

communications

4_________

Safety I/0 Terminal

Input Terminal

- | /0 Terminal
I

Logic Terminal
A T

-

Emergency Stop
Switch

A
l l
=] ]
| [eee] [eee]
Contactor

Contactor

Safety Door Switch Valve

Safety Light Curtain

One of the following methods can be used to edit parameters for a Logic Ter-
minal.

1,2,3... 1.

Select a device, and select Device - Parameter - Wizard from the menu
bar.

Select a device, and click the Parameter Wizard Button on the toolbar.

Right-click the device and select Parameter - Wizard from the pop-up
menu.
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4-2-2 Setting Parameters Using the Wizard

1,2,3... 1. Select the Logic Terminal (DST1-XD0808SL-1), and select Device - Pa-
rameter - Wizard from the menu bar. The following dialog box will be dis-
played.

Safety Wizard - Application Template le

() Mo use an application template,

(& Use an application template.

Uzing device
EMO[Dual. Manual)
SLC(Dual, Manual)
SLEC[Dwal, Auta)

< Back ( Hext = )) Cancel

2. Select the No use an application template Option and click the Next
Button. (Refer to 4-2-5 Using Application Templates for information on us-
ing application templates.) The following dialog box will be displayed.

Safety 1/0 Wizard - Output Bits

Please select a device tupe that you would like to connect with each bit.

Bit : Mode Comment Type
[d][P] Safety Relay v

Eit01 : [d][P] Safety Relay

Eit0Z : [P] Safety RelayiMonitor S|
Eit03 : [P] Safety RelayiMonitor S|
Eit04 : [s] Remote If0 without tes
Eit05 : [s] Remote IO without tes
Eit06 : [s] Additional Qutput{RIUM @
Eit07 : [s] Additional Output{Marm

[dlDual, [PTPulze Test, [s]:5 afety

[ < Back ” Hext = ][ Cancel ]

3. Select all the output devices to connect (the parameter options are the
same as for the DST1-MD169SL-1) and click the Next Button.

» Each time you click the Next Button after this, the Input Bits, Output 1/0
Comment, and Input I/O Comment Dialog Boxes will be displayed. Select
the parameters in each dialog box.
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* When the Next Button is clicked in the Input I/O Comment Dialog Box, the
Configuration Result Dialog Box will be displayed.

&

Safety 1/0 Wizard - Configuration Result

It was configured as follows.
If you need to change the configuration, please use the [parameter]-[edit] in the device menu.

Inpt Clutput
Ma. M ame Test Source Diz... Mo. M ame
@| 00[=][F]  EMOMC Test Dutputl RO0... C| 00[F]  Safety Relay
ﬂ 0[e][F]  EMOMC Test Dutputl RO0... g 01[P]  Safety Relay
@| 02fells]  SLCT A00... @ 02[P] Safety Relap{Moritar SLC1)
g 03[e]s] SLCA RO0... @ 03[P] Safety RelayMonitar SLC2)
@ 04e]ls]  SLC2 500... @ 04z] Remote |/0 without test pulse
@ 5[ells] SLC2 BO0... @ 05[z]  Remote |0 without test pulse
@ 05[F)] Feset Test Output2 @ 0B[z]  Additional DutputiRUN Status)
@ 07[F] Feedbackiw... Test Dutput3 @ 07z]  Additional Qutput{Mormal Stat...

[elEquiv. [c]:Comp, [F]: Test Pulse, [g]:Safety, [ST]Standard [PIPulze Test, [s]Safety

[ < Back ” Mext = I[ Cancel ]

4. Check the configuration results and click the Next Button. The Safety Log-
ic Wizard Input Dialog Box (Edit Safety Logic Dialog Box for inputs) will be
displayed.

4-2-3 Editing Safety Logic: Inputs

Click the Next Button at the Configuration Result Dialog Box shown in step 4
in 4-2-2 Setting Parameters Using the Wizard to display the Safety Logic Wiz-
ard - Input Dialog Box (the dialog box to edit safety logic for input).

£ Safety Logic Wizard - Input

Pleaze configure the input condition and reset condition.
(1) N A
Input Condition Rezet
N IHOAY ©- » = INDA]
3 ¥ ¥
\\ E‘MD NCF— L4 = EMONC
[IM2/3 | [IN243]
ﬂ] ] ©- Jr v| © - ¥
P SLC— L4 = SLCT
|~ [/ [N45] ]] [IN4/5]
SLC — m : K N SLE2
_# /A A A &
7] TINE: 6
7 7 “ ®) )
PR
@ V wil_a
Configuration /
()
[ < Back ] I Mext > J [ Cancel

The Safety Logic can be edited in this dialog box.
Each item has the following meaning.
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1. Terminal No.
Displays the terminal number being used. If a device with two inputs is se-
lected at the Input Bits Dialog Box, the corresponding two inputs will be dis-
played (e.g., INO/IN1).

2. Terminal Name

The comment that was set in the Input I/O Comment Dialog box will be dis-
played.

3. Input Function Block
The function block selected in the Input Bits Dialog Box will be displayed
automatically. If a device with two inputs is selected, two inputs will be used
for the function block (e.g., If EMO 2b is selected, INO/IN1 will be used).
4. Input Conditions
(Refer to Selecting Input Conditions)

5. Reset Conditions
(Refer to Selecting Reset Conditions)

6. Safety Input Logic Configuration Results
These are the terminal names that are used for the output logic.
The terminal names are automatically set by the wizard.

To change them, set the Safety Logic Comments in the Parameters Dialog
Box.

Use the following procedure for the Input Dialog Box for the Safety Logic Wiz-
ard.

Selecting Input Conditions

Use the following procedure to select the input conditions.

1,2,3... 1. Click the selection button shown in the following figure.

Input Condition

The following options will be displayed.

M

o | ©- =B

o o Df 2>
o

2. Select the desired input condition.
The options are as follows:

(1) No Input Condition
Input condition is not specified.
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(2) Specify Input Condition with Logical OR Only
When this option is selected, the input condition can be selected from
the options shown in the following figure.

Select Input Conditions g|
Please select input conditions.
AND OR
] Remote 140
Mo
[IN4/5]
| ak. | [ Cancel ]

(3) Specify Input Condition with Logical AND or OR
When this option is selected, the input condition can be selected from
the options shown in the following figure.

Select Input Conditions g|
Fleaze select input conditions.
AND 0OR
[JRemate 140 ] Remote 140
CI0NoA] [CI0MoA]
[I0Nz43] [CI0Nz431
QK | [ Cancel

Selecting Reset Conditions

The procedure for selecting the reset conditions is given below.

1,2,3... 1. Click the selection button shown in the following figure.

Feset

The following options will be displayed.

M

©-» -

—} 4

@

2. Select a reset condition. The options are as follows:
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(1) No Reset Signal
Reset signal is not specified.

(2) Reset Signal
A reset signal is specified. The following dialog box will be displayed
and the reset signal can be specified.

Select Reset Condition

Fleaze select a reset condition.

INE Low-High-Low

* Inputs that can be set as the reset signal are as follows.
Remote 1/O Signal Low-High-Low
Remote 1/O Signal Rising Edge
IN6 Low-High-Low
IN6 Rising Edge
IN7 Low-High-Low
IN7 Rising Edge
» The following dialog box will be displayed when setting is completed.

+ If modification is required after completing the settings, click the Dis-
able Input or Reset Button to enable making changes.

£ Safety Logic Wizard - Input

Please configure the input condition and reset condition.

Input Condition Reset
i e e
EMONC vl | |
EMO NE— M 3 v=™ EMonc
e 1 (e > J[lie = [
SLC1— - — M———»  H s
[ ; [IN4/5]
= I v v
= sLC2

Configuration
Feset Condition : INE Low-High-Low

[ < Back H Mest » ][ Cancel

Displays settings.

|

3. When the settings have been completed, click the Next Button.
The Safety Logic Wizard - Output Dialog Box (the dialog box to edit safety
logic for outputs) will be displayed.

4-2-4 Editing Safety Logic: Outputs

Click the Next Button in the Configuration Result Dialog Box in step 3 in 4-2-3
Editing Safety Logic: Inputs to display the following Safety Logic Wizard - Out-
put Dialog Box (the dialog box to edit safety logic for output).

You can set the output conditions, welding check (EDM), and the terminal
modes in this dialog box.
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£ Safety Logic Wizard - Output

Please zelect the mode.
And please configure the output condition and welding check, if necessary.
Output Condition ‘whelding Check(EDM] Mode ~
e [0UTOA]
©— D ©— &3 ¥| Loeic | Safety Relay
©— Safety Relay
[0UTZ2]
» I_ 1 »
© S ¥ safety RelayMornitor SLCT)
[OUT3]
b I_ 1 »
© Y—= | Satety RelayMariter SLC2)
[0UT4]
b >
| RBI'}'OME N Femate 1/0 without test pulse
[0UTS] v
Configuration
< Back H Mest > J [ Cancel
Selecting the Mode
1,2,3... 1. Click the selection button shown in the following figure.
Mode
L~
Logic ¥
Logic ¥
I~
Logic ¥

Corresponding output terminals are used as a dual output (e.g., 2 Safety

Relays).

The following options will be displayed.

Remote
/0

M Remote
| Fv]

2) Logic

2. Select the output condition.
The options are as follows:

(1) Remote 1/0O Output
Outputs the signal that the logic terminal received from the Safety Mas-

ter.

When this option is selected, the result of the internal logic is ignored.
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(2) Output from Logic
The result of the internal logic is output to the local output terminal.
The output condition can be selected from the following list.
(The condition depends on the input settings. For example, if Input0

and Input1 are used as a single input, Input0/1 becomes Input0,
Input1.)

Select Output Conditions g

Flease select output conditions.

AND
[JRemate 140
[CJINOATEMD NC
[IN2¢3] 5LC1
[J[N4/5) 5LC2

[ [1]:8 |[ Cancel ]

Corresponding output terminal is used as single output (e.g., 1 Safety
Relay).

The following options will be displayed.

(1) Remote
/0
@) Logic
3) Additional

3. Select the logic condition from the following options.
(1) Output from the Network

Outputs the signal that the logic terminal received from Safety Master.
When this option is selected, the result of the internal logic is ignored.
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(2) Output from the Logic
The result of the internal logic is output to the local output terminal. The
output condition can be selected from the following list. (The condition
depends on the input settings. For example, if INO and IN1 are used as
a single input, INO/1 becomes INO, IN1.)

Select Output Conditions E

Fleaze select output conditions.

AND
[¥] Remate 1/0
[7][INOA] EMO NC
[IN2/3] 5LC1
[CliNa/s s0LE2

[ 0K |[ Cancel ]

(3) Auxiliary Output
The safety output is used as an auxiliary output. Select the data to out-
put as the auxiliary output. The data can be selected from the following.

ouTo Output the same value as OUTO.
OUTO (NOT) Output the inverted value of OUTO.
ouT2 Output the same value as OUT2.
OUT2 (NOT) Output the inverted value of OUT2.
ouT4 Output the same value as OUT4.
OUT4 (NOT) Output the inverted value of OUT4.
ouT6 Output the same value as OUT6.
OuUT6 (NOT) Output the inverted value of OUT6.

Reset Required Indication | Outputs a signal flashing at 1 Hz to prompt for a
reset input. The signal is output when more than
one terminal can be reset from all the safety input
terminal reset operations.

RUN Status Outputs the operating mode.
0: Other than RUN

1: RUN

Normal Status Outputs normal status.

0: Error

1: Normal

Setting the Welding Check (EDM)

1,2,3... 1. Click the selection button shown in the following figure.

‘wielding Check(EDik]

—
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The following options will be displayed. (Valid only when the terminal mode
is set to output from logic.)

2. Select whether to enable or disable the EDM function.
The options are as follows:

(1) Disable EDM Function
The EDM function is not used.

(2) Enable EDM Function
The EDM function is used. Select a terminal to receive the feedback
signal from an external device. It can be any terminal from IN4 to IN7.

Setting Output Conditions

When output from logic is selected as the terminal mode, the following figure
will be displayed for the output condition.

Output Condition

(If a mode other than output from logic is selected, the following figure will be
displayed.)

Click the selection button when the above figure is displayed to enable select-
ing the output condition.

Set an AND operation of the safety input logic configuration result and the
value received from the network (interlock signal).

If multiple AND conditions (e.g., INO and IN1) are selected, the following dia-
log box will be displayed.

o— D
B

When the settings have been completed, press the Next Button to display the
following dialog box.
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£ Safety Logic Wizard - Input

Pleasze configure the input condition and rezet condition.
-
Input Condition Reset —
[IMOA _, [IN0A]
EMO NC ¥ ©O-r ¥
EMONC—— 4 M EMONC
[IN2/3] ; i e [IN2/3]
sLCT ﬂ] ] ©- J> ol 9 v
5L —— el L4 = SLCT
[IN4/5 { [IN4/5]
SLE2]_ m ]] ¥ R
SLE2Z—— | SLC2
[INE] B
Resg————"""—
[INF] v
Configuration
[ < Back ] [ Mest > ] [ Cancel ]

This completes the settings. Click the OK Button. The dialog box will close.

4-2-5 Using Application Templates

Application templates have preset parameters for each application, making it
easier to set the Logic Terminal parameters. This section describes how to
use the application templates.

1,2,3... 1. Select the Logic Terminal (DST1-XD0808SL-1), and select Device - Pa-
rameter - Wizard from the menu bar. The following dialog box will be dis-
played.

Safety Wizard - Application Template ['5_<|

(O No use an application template.

| Application] v

Uszing device
EO[Dual, tanual]
SLE[Dual, Manual)
SLCIDual, Auta)

Mest > l[ Cancel

{+ lze an application template.

U Bpplication
EMOLDual, Manuall
SLC{Dual, Manual!
SLCIDual, Autal
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the type of application template to use.
Click the Detail Button to display a file with the details of the selected ap-

plication.

Click the Next Button.
The following Output Bits Dialog Box will be displayed.

Safety 1/0 Wizard - Output Bits

2. Select the Use an application template Option shown above, and select

Output

G

Please select a device type that vou would like to connect with each bit,

Eit : Mode Comment

: [d][P] Safety Relay

: [P] Safety RelayiMonitor SI
: [F] Safety Relay(Manitar 5I
1 [5] Remote If0 without tes
: [s] Remote [fO without tes
: [5] Additional QutputiRIN @
1 [5] Additional QutputiMorm

Tupe

[dlDual, [PTPulze Test, [s]:5 afety

[ < Back ][

Hext = ][ Cancel ]

This dialog box displays the preset parameters for the chosen application

template.

the Next Button.

4. You can make changes to the parameters as required. When finished, click

» Each time you click the Next Button after this, the Input Bits Dialog Box,
Output I/O Comment Dialog Box, and Input /O Comment Dialog Box will
be displayed. Check the parameters in each dialog box and make any

changes that are required.

* Click the Next Button on the Input I/O Comment Dialog Box to display the

following Configuration Result Dialog Box.

Safety /0 Wizard - Configuration Result E'
It was configured as follows.
If you need to change the configuration, please use the [parameter]-[edit] in the device menu.
Input Output
Ma. M ame Test Source Diz... Mo. M ame
0| 00[e]lF]  EMONC Test Outputd BO0... C| O0[F]  Safety Relay
g MeF]  EMONC Test Output] 500... g O1[F]  Safety Relay
@| 02[e]s] SLCA RO0... @ 02[P] Safety RelayMonitar SLC1)
ﬂ 03[e]s] SLCA RO0... @ O3[P]  Safety Relap(Moritor SLC2)
@ 0d[e]ls]  SLC2 500... @ 04[z] Remote |0 without test pulse
g 05[e]s] SLCZ2 RO0... @ 05z]  Remote |/0 without test pulse
@ 05[] Feset Test Dutput2 @ 06[z]  Additional Dutput{RUMN Status)
@ 07[F] Feedbackw...  Test Dutput3 @ 07[z]  Additional Qutput{Mormal Stat..
[elEquiv. [c]}:Comp, [P]: Test Pulse, [s]:Safety, [ST]:Standand [PL:Pulze Test, [s]:Safety
[ < Back ][ Hext = ] [ Cancel
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5. Check the settings and click the Next Button.
The following Safety Logic Wizard - Input Dialog Box (the dialog box to edit
safety logic for inputs) will be displayed.

£ Safety Logic Wizard - Input

Pleasze configure the input condition and rezet condition.
-
Input Condition Reset
[IMNOA i [INOA]
EMO NC ¥ ©O-r ¥
EMONC—— | 4 M EMONC
[IN2/3 { | _, = [IN243]
SLCT ﬂ] ] ©- J> ol 9 v
S0 —— el L4 = SLCT
[IN4/5 { [IN4/5]
SLE2]_ m ]] ¥ R
SLE2—— | SLC2
[INE]
Resgt————"—
[IN7] v
Configuration
[ < Back ] I Mest > J [ Cancel ]

6. Check the logic and make any changes as required. Click the Next Button.
The Safety Logic Wizard - Output Dialog Box (the dialog box to edit safety

logic for output) will be displayed.

£ Safety Logic Wizard - Output

Please select the mode.
And please configure the output condition and welding check, if necessary.
Output Condition ‘welding Check(EDM] Made 2
CH— D c— ig kv lige ¥ [SDaLfle-[EQtlla}'
©— Safety Relay
[0UTZ2]
© e ¥ Safety RelapiMoniar SLCT)
[OUT3]
© ¥| Losic Y| Sately RelsyiMonior SLC2)
[0UT4]
¥ Rell}loote i Femate 1/0 without test pulse
[0UTS] v
Configuration
[ < Back H Mext > J [ Cancel ]

7. Check the logic and make any changes as required. Click the Next Button.
A confirmation dialog box will be displayed.

8. Check that the settings are correct, and then click the OK Button. This

completes the settings.
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5-1 Safety Connection Settings

Open the Edit Device Parameter Window of the NE1A-series Controller and
click the Safety Connections Tab to display the Safety Connection Setting
Window. In this window, you can register the Safety Slaves, such as the
DST1-series Safety I/O Terminals, that perform the safety communications
and set the communications parameters.

Note  Setting parameters in this window is not necessary when the NE1A-series
Controller is used with DeviceNet communications disabled (standalone).

5-1-1 Registering Safety Slaves

Use the following procedure to register Safety Slaves as communications
destinations.

1. Unregistered devices are listed in the upper pane, and registered devices
are listed in the lower pane.

Edit Device Parameters

Slave 140 ] Local Output ] Local Input/Test Qutput ]
Mode/Cycle Time ] Error Mode ] Maintenance ] Logic ]
Safety Connections l Mermary |rfo. ] Safety Slave 1/0 ]

Unregister Device List
# | Product Name |
@#D'I DST1-D125L-1
@nuz DST1-D125L-1
#£o 103 DET1-MDIESLA
@ #04  DST1-MD1BSLA
@ #05  DST1-MRDOBSLA

Connections : 0/32 - I:l v Auto allocation,

Regizter Device List

Product Mamne | EFI | Reaction... | Type | Size |

QK | Cancel |

2. Select a Safety Slave to register in the Unregister Device List and click the
4 | Button.

3. The Safety Slave selected in step 2 will be registered.
If the Auto Allocation Check Box is selected at this point, the default con-
nections and the parameters are will be automatically allocated as shown
in the following figure.
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Edit Device Parameters

Slave 140 ] Local Output ] Local Input/Test Output ]
Mode/Cyclz Time ] Errar Maode ] Maintenance ] Lagic ]
Safety Cannections l Memary Info. ] Safety Slave 1/0 ]

Unregister Device List

# Product Narne |

Connections : 8/32

| kil | [ Ao sllocation.

Regizter Device List

Product Name | EPI | Reaction... | Type | Size &
&5 #01 DST14D125L-1
rh!i Safety Input bz 10ms 40 mz In 2 Byte
&5 #02 DET1D1 2501
ﬁ Safety Input Azz.. 10 ms 40 iz In 2Byte —
&P 03 D5STT-MDES .
ﬁ Safety Input Az, 10ms 40 me In 1 Byte
ﬁ Safety Output & 10 ms 40 iz Out 1 Byte
£ N4 NSTT-MNIRS =
Mew.. | | | Register/Unregisterd |

ak. | Cancel |

Note With Configurator Ver. 2.0[1 or higher, the following procedure can
be used to register to a Safety Slave to more than one Safety Mas-

ter all at once.

a. Selectthe safety Slave to be registered, and then select Device - Reg-

ister to Another Device - Multi device . . . .

The following dialog box will be displayed.

Select Reeister Device

Pleaze zelect device that vou would like to regist.

Target Device

#00 HE1A
[ #01 NETA-SCFUDT Ver2
#12 NE1 A-SCPLDZ-VT

[ 0K ] ’ Cancel ]

b. Select the device to be registered, and then click the OK Button.
The Safety Slave will be registered to the selected Safety Master.

133



Safety Connection Settings Section 5-1

After registration, the number of connections used and the number of connec-
tions that can be used are displayed in the center of the dialog box.

The following information is displayed in the Register Device List.

Item

Information displayed

Product Name

The name of the registered Safety Slave (£ icon) or I/O assembly used in the safety con-
nection ( & icon) is displayed.

EPI

The EPI for the safety connection is displayed. For details on EPI, refer to 5-1-2 Setting
Safety Connection Parameters.

Reaction Time

The network reaction time for the safety connection is displayed.

Type

The type of the I/0O assembly used in the safety connection is displayed.

Size

The data size of the 1/0 assembly used in the safety connection is displayed.
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4. In the Register Device List, you can add and delete connections and edit
the connection parameters.

» To add a connection, select the Safety Slave that you want to add the
connection to and click the New Button. Refer to 5-1-2 Setting Safety
Connection Parameters to set the parameters.

* To delete a connection, select the connection you want to delete and click
the Delete Button.

+ To edit connection parameters, select the connection you want to edit and
click the Edit Button. The parameters of the selected connection will be
displayed. Refer to 5-1-2 Setting Safety Connection Parameters to
change the parameters.

+ Select the Safety Slave and click the Register/Unregister Button. If con-
nections are already set, the button cancels all the connections and if not,
it allocates the default connection and parameters.

Note » To delete a Safety Slave from the Register Device List, select the Safety
Slave you want to delete and click the | « Button.

* Also, when either of the following operations is performed in the Network
Configuration Window, the Safety Slave will be registered using auto-allo-
cation.

a. Dragging a slave device to the NE1A-series Controller.

b. Selecting a slave device and specifying the destination as the NE1A-
series Controller by selecting Device and then Register to Other De-
vice from the menu bar.

IMPORTANT Changing safety connection settings may affect the program. After changing
any setting, always open the Logic Editor and check the program.
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5-1-2 Setting Safety Connection Parameters

This section describes how to set safety connection parameters.

I/0O Connections

Note

#01 D5T1-1D1 25L-1/ Edit Connection

120 Connection

Mame : |EEETIEE
10 Tupe: In
1/0 Size : 2Byte
Open Type

() Configure the safety slave  (8) Check the Safety Signature () Open only

Connection Type

(*) Multi-cast connection () Single-cast connection

D ata Expected Packet Interval [EF1]

3

B mz Walue 10 ms B00 mz

Reaction Time 40 ms

QK. ] [ Cancel

Select the assembly to use from the I/O assemblies that the destination
Safety Slave supports. Click the Detail Button to display detailed information

on I/O assemblies.

Detail of I/0 Connection gl

MName Offset Type Size
=) Safety Input #0 poo.o BOOL 1 Bit
Y= Safety Input #1 0ooA BOOL 1 Bit
=) Safety Input #2 0oo.2 BOOL 1 Bit
Y= Safety Input #3 0003 BOOL 1 Bit
=) Safety Input #4 0004 BOOL 1 Bit
Y= Safety Input #5 000.5 BOOL 1 Bit
=] Safety Input #B 0006 BOOL 1 Bit
Y= Safety Input #7 0007 BOOL 1 Bit
=) Safety Input #8 0o1.0 BOOL 1 Bit
Y= Safety Input #9 001 BOOL 1 Bit
%=l Safety Input #10 - 001.2 BOOL 1 Bit
=) Safety Input #11 001.3 BOOL 1 Bit

* Refer to the DST1-Series Safety I/O Terminals Operation Manual (3-2
Remote I/0O Allocations) for 1/0O assemblies that the DST1-series Safety I/

O Terminals support.

» When the Safety Slave function of the NE1A-series Controller is used, the
I/0 assembly must be set in the Safety Slave 1/0 Window. Refer to 5-2

Safety Slave Settings.
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Output Connection Owner
To prevent safety outputs from an unintended Safety Master, the Safety Slave
stores data in non-volatile memory to show that the Safety Master that last
established an output connection (see note 1) is the owner of the output con-
nection. The Safety Master data that is stored is the TUNID (see note 2).
Other Safety Masters cannot open that output connection while the Safety
Slave has an output connection owner TUNID stored.

If an attempt is made, the 7-segment display on the NE1A-series Safety Mas-
ter will show “d6” and the status code (see note 3)(error code) shown on the
Safety Connection Tab of the Device Monitor Window will be “01:0106”.
Reset the Safety Slave to the default settings to clear the output connection
owner data.

Note 1. The DST1 is displayed as “Safety Output Assembly” and the NE1A-series
Controller is displayed as “Safety Output.”
2. Refer to 3-5-2 Network Numbers for information on TUNIDs.
3. Refer to 7-1-2 Monitoring Safety Connections for information on status
codes.
Note * Reset the Safety Slave to default settings before opening an output con-
nection from another Safety Master.

» The error referred to earlier will occur if the Safety Master TUNID changes
as a result of node address or network number changes and the output
connection owner no longer matches.

Open Type
Select the type of open processing to be performed when the NE1A-series
Controller establishes a connection with the Safety Slave.
Open Type Description
Configure the Safety Slave The Safety Slave is configured when the connection is established. The parame-

ters that can be set are limited to the parameters relevant to the safety application.
Do not use this open type under normal conditions.

Check the safety signature The NE1A-series Controller sends the safety signature of the slave when the con-
nection is established. The safety signature is checked in the Safety Slave that
receives a connection is established. Specify this open type when establishing a
connection with DST1-series Safety 1/O Terminals.

Open only The NE1A-series Controller does not send the safety signature of the slave when
a connection is established. The Safety Slave establishes the connection without
checking the safety signature. To use the slave function of the NE1A-series Con-
troller, it is necessary to configure the Safety Slave correctly from the Network
Configurator. If it is not correctly configured, a connection will not be established,
so there is no need to send the safety signature from the Safety Master for check-

ing.

IMPORTANT Check that the Safety Master and the Safety Slave are configured correctly
when selecting Open only as the safety connection open type.

Note If the Safety Slave is not configured when Configure the Safety Slave is spec-
ified, the NE1A-series Controller configures the Safety Slave and then estab-
lishes a connection. Therefore, the communications can be started again just
by connecting the slave to the network without the Network Configurator when
the Safety Slave is replaced. In the current version, however, the parameters
to be set are only those related to the safety application. When standard
parameters do not need to be set, this open type can be specified. The ability
to set standard parameters is planned for future development.
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Configuration Owner

To prevent configuration from an unintended source, Safety Slaves store data
in non-volatile memory to show that the node that performed configuration last
time is the configuration owner. The Safety Slave stores data in memory to
show if the configuration was performed by the Network Configurator or a
similar software tool (see note 1) and, if the configuration was performed by a
Safety Master, the Safety Slave stores the TUNID (see note 2). The Safety
Slave cannot be configured from another source while it has data on the con-
figuration owner.

If the configuration owner does not match, the following will occur.

A) If a download is attempted using the Network Configurator, an error
message will be displayed to indicate that configuration is not possible
until the Safety Slave is reset because the Safety Slave has been con-
figured by another device.

B) If Configure Target Device is specified, the NE1A-series Safety Mas-
ter 7-segment display will show “d6” and the status code (see note 3)
(error code) shown on the Safety Connection Tab in the Monitor Device
Window will be “01:0105".

The configuration owner is cleared when the Safety Slave is reset to
default settings.

Note (1) No distinction is made between Support Software, so other Network Con-
figurators can be used to configure the Safety Slave.

(2) Refer to 3-5-2 Network Numbers for information on TUNIDs.

(3) Refer to 7-1-2 Monitoring Safety Connections for information on status
codes.

Note * Reset the Safety Slave to default settings to configure from a differ-
ent configuration owner.

* The configuration owner will not match and the error listed above
will occur if the Safety Master TUNID changes because the node
address or network number has changed.

Connection Type

Select the connection type to use between the NE1A-series Controller and
Safety Slave.

Connection Type Description

Multi-cast connection This connection type can be selected only with a Safety Input Slave. When a multi-
cast connection is selected, a Safety Input Slave can transmit the input data to a
maximum of 15 NE1A-series Controllers via a multi-cast connection.

These NE1A-series Controllers are classified as the same multi-cast group when
multiple NE1A-series Controllers establish a multi-cast connection with one Safety
Slave and the I/O assembly and EPI values specified in I/0O Connection are the
same.

This connection type can be selected even for one NE1A-series Controller.

Single-cast connection This connection type can be selected for an input connection or output connection.
The NE1A-series Controller and the Safety Slave establish a 1:1 connection and
send safety data.

EPI (Expected Packet Interval

The EPI is the interval at which the Safety Controller and Safety Slave com-
municate safety data. The minimum set value is the greater of the destination
Safety Slave cycle time and Safety Controller cycle time.

a. The cycle time of DST1-series Safety Slaves is always 6 ms.
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b. The Safety Controller cycle time will be one of the following values if
no default programming has been created.

* NE1A-SCPUO1 (pre-version 1.0) and
NE1A-SCPUO01-V1 (with unit version 1.0 or 2.0): 4 ms

* NE1A-SCPUO02 (with unit version 1.0 or 2.0): 7 ms
* NE1A-SCPUO1-EIP: 8 ms
* NE1A-SCPUO02-EIP: 11 ms

The cycle time will be longer if safety logic programming has been cre-
ated and will depend on the size of the programming. (Refer to the 11-
2 Operational Flow and Cycle Times in the Safety Network Controller
Operation Manual (Cat. No. Z906-E1-07 or higher).

The Safety Controller cycle time can be checked under Cycle Time on
the Mode/Cycle Time Tab in the Edit Device Parameters Dialog Box,
once all parameters have been set and programming completed. (Re-
fer to 5-6 Setting the Operating Mode and Confirming the Cycle Time.)

The EPI set here affects the network bandwidth usage rate and the network
reaction time.

* Network Reaction Time:

Displayed under Reaction Time in the Data Expected Packet Interval
(EPI) Field. Refer to 2-3 Calculating and Verifying the Reaction Time and
11-5 Reaction Time in the Safety Network Controller Operation Manual
(Cat. No. Z906-E1-07 or higher) for information on the network reaction
time.

* Network Bandwidth Usage Rate:
Displayed at the bottom of the Network Configuration Window.

The network configuration may need to be reconsidered if the acceptable net-
work bandwidth usage rate (must be 90% or less overall) cannot be obtained
with the EPI setting required to achieve the required network reaction time.
Refer to 2-2 Allocating Network Bandwidth Usage and Calculating the Best
EPI for details.

IMPORTANT Set the EPI for each safety connection longer than the Safety Network Con-

Note

troller cycle time. An error will occur when the safety connection parameters
are downloaded if the EPI is shorter, and the download will fail.

Calculate the best average EPI for all connections using the following
procedure and batch set the EPI to all devices.

1. Click the Calculate EPI Button for the Usage of Network Bandwidth at the
bottom of the Network Configuration Window.

2. Input the network bandwidth to be used in the Safety Connections Field
and click the Calculate Button.

3. The best average EPI for all connections will be displayed under Best Av-
erage EPI.

4. Click the Update Device Configuration Button.

5. Select the baud rate to be used in the Update Device Configuration Dialog
Box and click the OK Button.

The best average EPI for all connections will be batch set as the EPI in the
safety connection parameters for all devices.

Configurator version 1.6 ] has an automatic EPI adjustment function. The EPI
that is set in the device parameters is compared to the actual cycle time. If the
EPI setting is shorter, it will be automatically updated. If the EPI is shorter than
the device parameters, the following warning will be displayed.
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Netvrork Configurator.

The connections to which EPl outside the support range of this device iz configured exist.
The EPI that theze connections have will be updated.
oK

Click the Yes Button in the above dialog box. The EPI for the applicable con-
nection will be automatically changed to the device cycle time.

It can prevent errors from occurring during downloads.

Note If the communications partner is an NE1A-series Controller in slave
operation, the cycle time of the communications partner is not checked.
Confirm that the EPI setting is greater than the cycle time of the commu-
nications partner.

Advanced Settings

The Advanced Button enables changing the settings of the following parame-
ters. Normally it is not necessary to change the settings of these parameters.

Timeout Multiplier:

This parameter is used to set the number of timeouts used to determine if
an error has occurred in communications. The default is two timeouts (i.e.,
only one timeout is allowed).

Network Delay Multiplier:

This parameter is used when calculating the reaction time. Set the network
delay as a percentage of the EPI. The default is 100% (i.e., the same as
the EPI).

ID Allocation:

This parameter is used to set whether the master or the slave will allocate
an ID for the safety connection. Normally, this parameter is automatically
set by the Network Configurator.
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5-1-3 Stopping/Restarting Communications after an Error

With Ver. 1.0 and later Controllers (including NE1A-SCPUO1-EIP and NE1A-
SCPUOQ2-EIP), the user can specify whether to stop or continue 1/O communi-
cations after the connection times out during safety 1/O communications with
the safety slave. If /O communications are stopped because of a timeout
error, the communications can be restarted from the logic program or a Pro-
gramming Device.

Setting the Operating Mode after a Communications Error
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One of the following modes can be selected on the Extend Mode Tab Page to
specify the Controller's operation when there is a connection timeout during
safety I/O communications with the safety slave.

(For other settings refer to 5-7 Extend Mode Settings.)

Edit Device Parameters @

Slave [/0 Local Output Local Inputd/Test Output
Safety Connections M emary Info. Safety Slave 1/0
Mode/Cycle Time Extend Mode M aintenance Logic

Caonnection Erar Mode

() Stop Enar Connections
() Stop All Connections

Frogram Execution Delay

(%) Disable [ Execute the program without waiting for the Safety 120, )

() Enable [ Execute the program after waiting for the Safety 10, ]

Ok ] [ Cancel

Mode after
communications error

Description

Automatic reset

Specify this mode to re-establish the safety /0O connection with a safety slave
after a safety I/O communications error has occurred with the slave.

If the cause of the communications error is eliminated, safety /O communica-
tions will restart automatically.
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Mode after
communications error

Description

Stop only the connection where
the error occurred.

Specify this mode to keep safety I/O communications with a safety slave stopped
after a safety I/O communications error has occurred with the slave.

To restart safety /O communications with the safety slave after /O communica-
tions have been stopped, use the Network Configurator to send a command to
restart communications. It is also possible to write a logic routine in the logic pro-
gram in advance to turn ON the Safety I/O Communications Restart Flag and
restart communications with a specified trigger bit.

Stop all connections

Specify this mode to stop safety I/O communications with all safety slaves
stopped after a safety /O communications error has occurred.

To restart safety I/O communications with the safety slaves after /O communica-
tions have been stopped, use the Network Configurator to send a command to
restart communications. It is also possible to write a logic routine in the logic pro-
gram in advance to turn ON the Safety I/O Communications Restart Flag and
restart communications with a specified trigger bit.

This function is enabled when normal safety /O communications are established
with all Safety Slaves.
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5-1-4 Listing and Setting Connection Parameters

The connection data currently set for all devices can be displayed in the Edit
All Connection Window and parameters can be changed. New connections,
however, cannot be created and existing connections cannot be deleted.
Connection parameters can be efficiently changed from the Edit All Connec-
tion Window.
1. Select Network — Edit All Connection.

The Edit All Connection Window will be displayed.

~ Edit All Connections (=3
Product Mame Open Type Con. Type EFI Reactio 140 Type | Size
SRy I I I S
& 801 DST1IDT25L-1
ﬁ Salety Input Aszembly 1 Check the Safety Sign Multi-cast Con. 10 ms 40 ms In 2 Byte
£ H02 DST1D125L-1
ﬁ Salety Input Azzembly 1 Check the Safety Sign...  Multircast Con.. 10 ms 40 mg In 2 Byte
£ H03DST1-MD165L
ﬁ Salety Input Assembly 1 Check the Safety Sign...  Multircast Con..  10ms 40 ms In 1 Byte
ﬁ Salety Output Assembly 1 Check the Safety Sign. Single-cast Co. 10 ms 40 ms Out 1 Byte
£ H04 DST1-MD165L
ﬁ Salety Input Azzembly 1 Check the Safety Sign...  Multircast Con.. 10 ms 40 mg In 1 Byte
ﬁ Salety Output Assembly 1 Check the Safety Sign...  Singlecast Co..  10ms 40 me Ot 1 Byte
#5405 DST1-MADOESLA
ﬁ Salety Input Aszembly 1 Check the Safety Sign Multi-cast Con. 10 ms 40 ms In 1 Byte
ﬁ Salety Output Assembly 1 Check the Safety Sign...  Singlecast Co..  10ms 40 mg Out 1 Byte
£ H06 DST1D125L-1
ﬁ Salety Input Azzembly 1 Check the Safety Sign...  Multircast Con.. 10 ms 40 me In 2 Byte
#3807 DST1ID125L-1
ﬁ Salety Input Aszembly 1 Check the Safety Sign Multi-cast Con. 10 ms 40 ms In 2 Byte
£ H03DST1D125L-1
ﬁ Salety Input Azzembly 1 Check the Safety Sign...  Multircast Con.. 10 ms 40 mg In 2 Byte
£ H03DST1D125L-1
ﬁ Salety Input Assembly 1 Check the Safety Sign...  Multircast Con..  10ms 40 ms In 2 Byte
Cancel

2. Double-click the connection in the list for which the settings are to be
changed.
The Edit Connection Dialog Box will be displayed.

#04 D5T1-MD165L -1 Edit Connection

120 Connection

Mame :

10 Tupe: In
10 Size: 1 Buyte
Open Type

() Configure the safety slave  (8) Check the Safety Signature () Open only

Connection Type

(*) Multi-cast connection () Single-cast connection

D ata Expected Packet Interval [EF1]

3

B mz Walue 10 ms B00 mz

Reaction Time 40 ms

[ 1]8 ][ Cancel ]

Refer to 5-1-2 Setting Safety Connection Parameters for information on how
to use the Allocate Connections Dialog Box.
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5-2 Safety Slave Settings

Clicking the Safety I/O Target Tab displays the setting window of the I/O
assembly for the Safety Slave that is necessary to operate the NE1A-series
Controller as a Safety Slave. The I/O assembly set here is displayed and can
be selected in the Connection Setting Window of the NE1A-series Controller
that is functioning as a Safety Master.

The 1/0O tags can be used in the Logic Editor.

Note When the NE1A-series Controller is not used as a Safety Slave, it is not
necessary to set the parameters in this window.

5-2-1 Registering I/O Assemblies for Safety Slaves

Register the I/O assemblies for the Safety Slave to be used when the NE1A-
series Controller functions as a Safety Slave.

Edit Device Parameters [=IES .
Slave 170 ] Local Output ] Local Input/Test Output I
tode/Cycle Time ] Error Mode ] b airtenance I Logic I
Safety Connections 1 Memary Infa. Safety Slave 1/0
Mame | Type ‘ Size ‘
J-3-‘_ISafet31 Input] BOOL 1 Bute
¥ 5 afety Inpuz BOOL 1 Bute
:_Salet_u Input 2 Safety Slave 2 Bute
$=11M Datal WORD 2 Byte
S Salety Output 1 Safety Slave ... 3 Bute
K21 S afety Output] BooL 1 Bute
K21 S afety Output2 BooL 1 Buyte
¥=1 S afety Dutput3 BOOL 1 Byte
S Safety Output 2 Safety Slave ... B Byte
$E10UT Datal WORD 2 Byte
=10UT Data2 DwiORD 4 Byte
Hew Edit Delete
The following information is displayed in this window.
Item Information Displayed
Name The registered 1/0 assembly name ( & icon) and the I/O tags name defined in the assembly
( %=icon) are displayed.
Type The input/output type for the 1/0 assembly and the data types for the 1/O tags are displayed.
Size The 1/0 assembly size and the sizes of the I/O tags are displayed.

You can add, change, and delete 1/0 assemblies for the Safety Slave in this
window. Up to four I/O assemblies can be registered.

» To add an I/O assembly, click the New Button. The 1/0O Assembly Setting
Window will be displayed. Define the 1/0 assembly data referring to 5-2-2
Setting Assembly Data.

» To change the data of the 1/0 assembly, select the 1/0 assembly you want
to change and click the Edit Button. The I/0O Assembly Setting Window
will be displayed. Change the I/O assembly data referring to 5-2-2 Setting
Assembly Data.
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» To delete the /O assembly, select the 1/0 assembly you want to delete
and click the Delete Button.

5-2-2 Setting Assembly Data

This section describes how to define I/O assembly data.

Edit Safety Slave I/0

10 Type
* 55 ™ Safety Slave Dutput

1/0 Tag

Mame Type Size |

o | i | _or|
Statuz
™ General Status ™ Local Input Stahus
™ Local Output Status [ Test Output / Muting Lamp Status

ok | Cancel

/0 Type

Select the data type to set. The transmission directions for the safety data are
as follows:

Safety Slave Input: NE1A-series Controller (Safety Slave) — Safety Master

Safety Slave Output: Safety Master — NE1A-series Controller (Safety
Slave)
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/O Ta
Multiple I/O tags can be defined in an 1/0O assembly. The I/O tags defined here
can be used in the Logic Editor.

+ Click the New Button and set a tag name and data type when defining a
new /O tag. I/O tags for up to 16 bytes can be defined in each 1/O assem-
bly.

Edit1/0 Tag = &= .

Name;|5ahwlnmﬂ

Type
f« BOOL © BYTE ¢ wWORD ¢ DWORD

Ok, | Cancel

» To change an /O tag that has already been defined, select the 1/0 tag you
want to change and click the Edit I/O Tag Button.

 To delete an 1/O tag that has already been defined, select the 1/O tag you
want to delete and click the Delete Button.
Note (1) BOOL (Boolean) data is 1 byte.
(2) I/0 tag names and I/O comments (names) cannot consist of only spaces.

Setting Tag Names by Bit
A tag can be set for each bit with an NE1A-series Controller with unit version
1.0 or higher (including NE1A-SCPUO01-EIP and NE1A-SCPUO02-EIP).

1. Select the applicable assembly in the I/O Assembly Setting Window.

Edit Safety Slave I/0

1/0 Type
+ Safety Slave Input " Safety Slave Output
140 Tag
Mame Type Size

= B/ TE DATA

[+
3

Hew... Edi... | Qelete| Edit Comment...

Statug
[ General Status

™ Local Input Status
™ Local Output Status
[ Test Output / Muting Lamp Status

Local 1/0 Manitor
™ Input

[~ Output

ok Cancel
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2. Click the Edit Comment Button.

Edit Safety Slave I/00

170 Type

&+ Safety Slave Input " Safety Slave Output

1/0 Tag
N ame | Type | Size |
Y BYTE DATA BYTE 1 Byte
HNew... | Edit.. | Delete
Status

[ General Status
™ Local Input Status
™ Local Output Status

™ Test Output # Muting Lamp Status

Local 1/0 Monitar
™ Irput

[~ Output

0K | Cancel |

3. Edit the I/O Tag.

T Tr— B X .
Bit | Comment
BitD E-STOM
Bit1 E-STOP2
Bit2 Light Curtaini
Eit3 Light Curtaing
Eit4 FeedBack
Bits Resetl
Bite Reset Condition

_ Reset Condition2

ok | Cancel |

I/0 Tags created in this way will be displayed as follows by the Logic Editor:

e [HO4FMETA-SCPUOTAA
-

fety Dutput
BYTE.E-STOP1
BYTE.E-STOPZ

B TE . Light Curtaini
BTE Light CurtainZ
BYTE.Feed Back
BYTE.Resetl

B TE.Feszet Condition
B TE.Reset Condition2
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Status

Local I/O Monitor

When the I/O type is Target Input, the NE1A-series Controller status informa-
tion can be included in the 1/O assembly. The following tag names are auto-
matically used for the status information:

Status Tag name
General Status General Status
Safety Input Status Safety Input Status
Safety Output Status Safety Output Status

Test Output/Muting Lamp Status

Test Output/Muting Lamp Status

Refer to 4-3-3 Remote I/O Area Data Configuration in the DeviceNet Safety
Network Controller Operation Manual (Cat No. Z906).

When the 1/O type is Input, the local I/O information of an NE1A-series Con-
troller with unit version 1.0 or later (including NE1A-SCPUO1-EIP and NE1A-
SCPUOQ2-EIP) can be included in the 1/O assembly.

Use the following procedure.

Check Box in the Local I/0O Monitor Area.

Edit Safety Slave I/00

140 Type

140 Tag

* Safety Slave Input " Safety Slave Output

Mame | Type

Hew... | |

Status
[™ General Status

™ Local Output Status

tcal (M8, Monitar
W Input Ko [ BitDA15 ]
v Output

oK

™ Local Input Status

[T Test Output / Muting Lamp Status

=
|
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A button will be displayed next to the Input Check Box. The button will be
labeled according to the number of input points ("Bit0-15" in the example dis-
play). Click this button. The following dialog box will be displayed.

Detail Setup =3 '
Diata

W Input 11 BitD - Bit7 )
W Input 2 [ Bitd - BiG )

Cancel

The check boxes that are displayed can be used to specify the data to include
in the assembly data.

The local I/O data that has been specified to be included in the assembly data
is displayed as shown below.

Edit Device Parameters

ModesCycle Time ] Ermor Mode ] Maintenance ] Logic ]

Slave 1/0 ] Local Output ] Local Input/Test Output ]
Safety Connections ] Memary Info. Gafety Slave 110
Name | Type | Size |
r.‘u!i S afety Input 1 Safety Slave ... 1Byte

¥=l Local Input Monitar]
#= Local Input Monitor2
¥=! Local Dutput Monitar

Hew... Edit... Delete

ok | Cancel
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-l [HO4ENE1A-SCPUOTV

8] Local Input Monitar #0
8] Local Input Manitar #1
5] Local Input Moritar #2
5] Local Input Maoritor #3
5] Local Input Moritar #4
5] Local Input Moritor #5
5] Local Input Moritor #5
5] Local Input Moritar #7
|5 Local Input Monitar #8
|5 Local Input Monitar #9
|5 Local Input Monitar #10
|51 Local Input Monitar #11
|5 Local Input Monitar #12
|5 Local Input Monitor #13
5] Local Input Monitor #14
5] Local Input Monitar #15
5] Local Dutput Monitar #0
5] Local Output Monitar #1
5] Local Dutput Monitar #2
(8] Local Dutput Manitar #3
(8] Local Dutput Manitar #4
(8] Local Dutput Manitar #5
(8] Local Dutput Manitar #5
8] Local Dutput Manitar #7

The local I/O data is displayed in the Program Window as shown below.
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5-3 Standard Slave Settings

Note

5-3

Clicking the Slave I/O Tab displays the window for setting a Standard Slave
I/O assembly that is necessary for operating the NE1A-series Controller as a
Standard Slave. The I/O assembly set here is displayed and can be selected
in the Connection Setting Window of, for example, the DeviceNet Unit for a
CS/CJ-series PLC that is a Standard Master.

The 1/O tags defined in the I/O assembly can be used in the Logic Editor.

When the NE1A-series Controller is not used as a Standard Slave, it is
not necessary to set the parameters in this window.

1 Registering I/O Assemblies for Standard Slaves

Register the /O assemblies for the Standard Slave to be used when the
NE1A-series Controller functions as a Standard Slave.

Edit Device Parameters: @ ')_('
tode/Cycle Time ] Error Mode ] M aintenance ] Logic ]
Safety Connections ] Mermam [nfo. ] Safety Slawe 170 ]
Slave 1/0 Local Output ] Local lhput/Test Output ]

Slave Input data in Idle mode

% Clear off " Hold last data
Mame Type Size
5‘; Fall Connection Cut I Byte
¥=1 Poll Output] WORD 2 Byte
¥=1 Poll Output2 BY'TE 1 Byte
ﬁ Bit-Strobe Connection In 4 Byte
$=IBit Strobe Input 0w ORD 4 Bpte

Edi... Delete

Ok, | Cancel |

The following information is displayed in this window.

Item

Information Displayed

Name The registered I/O assembly name ( &, icon) and I/O tags name defined in the assembly

( ¥=icon) are displayed.

Type

The input/output type for the 1/0 assembly and data types for the 1/O tags are displayed.

Size

I/O assembly size and the sizes of I/O tags are displayed.
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You can add, change, and delete 1/0O assemblies for a Standard Slave in this
window. Input assemblies and output assemblies can be registered for each
standard connection.

» To add an I/O assembly, click the New Button. The I1/O Assembly Setting
Window will be displayed. Refer to 5-3-3 Setting Assembly Data to define
the 1/O assembly data.

» To change the I/O assembly data, select the I/O assembly you want to
change and click the Edit Button. The 1/0 Assembly Setting Window will
be displayed. Refer to 5-3-3 Setting Assembly Data to define the 1/O
assembly data.

* To delete the 1/0 assembly, select the I1/O assembly you want to delete
and click the Delete Button.

5-3-2 Setting Slave Input Data in Idle State

Set to hold or clear the last data for an input assembly that the NE1A-series
Controller transmits to the Standard Master in either of the following condi-
tions:

» When changing the NE1A-series Controller from the RUN state to the
IDLE state.

» When detecting an error, such as a communications error in a safety
chain, that sets the data to an I/O tag in an input assembly.

5-3-3 Setting Assembly Data

This section describes how to define I/O assembly data.

Edit slave 1/0 =
1#0 Type
& ot  BitStobe 005 Cyclic
ot v |
1/0 Tag
Mame Type Size |

[ [+

Ok | Cancel

/0 Type
Select the connection type to use for the I/O assembly. Input assemblies and
output assemblies can be registered for each connection. Output assembles
cannot be registered, however, when Bit-Strobe is selected as the connection
type, because the data cannot be output by the Standard Master.
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1/0 Tag

Multiple 1/0 tags can be defined in an 1/0 assembly. The I/O tags defined here
can be used in the Logic Editor.

+ Click the New Button and set a tag name and data type when defining a
new /O tag. I/O tags for up to 16 bytes can be defined in each 1/O assem-
bly. If Bit-Strobe is selected, however, the maximum is limited to 8 bytes.

Edit1/0 Tag =

Marne : |PCI|| Dutpuli

Tupe
(" BOOL &+ BYTE ¢ wWORD ¢ DWORD

ok | Cancel

» To change an /O tag that has already been defined, select the 1/0 tag you
want to change and click the Edit I/O Tag Button.

 To delete an 1/O tag that has already been defined, select the 1/O tag you
want to delete and click the Delete Button.

Note 1/O tag names and I/O comments (names) cannot consist of only spaces.
Setting Bit Tags
With NE1A-series Controllers with unit version 1.0 or later (including NE1A-
SCPUO1-EIP and NE1A-SCPUO02-EIP), tags can be set for each bit in the
standard assembly, just as they can be for the safety assembly.
Status
When the I/O type is Input, the NE1A-series Controller status information can
be included in the I/O assembly. The following tag names are automatically
used for the status information:
Status Tag Name
General Status General Status
Safety Input Status Safety Input Status
Safety Output Status Safety Output Status
Test Output/Muting Lamp Status Test Output/Muting Lamp Status

Local I/O Data

152

When the 1/O type is Input, local /O data for the NE1A-series Controller can
be included in the I1/0 assembly, just as it can be in the safety I/O assembly.
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5-4 Setting the Controller as an EtherNet/IP Standard Target

Click the EtherNet/IP Target I/O Tab to display the setting window for the Stan-
dard Target I/O assembly that is required to operate an NE1A-series Control-
ler that supports EtherNet/IP as a standard target. The 1/0 assembly set here
is displayed in and can be selected from the Connection Setting Window of
Units such as CS/CJ-series EtherNet/IP Units (i.e., standard originators). In
addition, the 1/O tags can be used in the Logic Editor.

Set the Standard Target I/O assembly, and then set the communications for
the EtherNet/IP originator.

For details on the setup method when connecting to an OMRON CS/CJ-
series EtherNet/IP Communications Unit, refer to Appendix C Editing Param-
eters for CS/CJ-series EtherNet/IP Units.

Note = When an NE1A-series Controller that supports EtherNet/IP is not used as a
Standard Target, it is not necessary to make the settings in this window.

IMPORTANT When connecting to an OMRON CS/CJ-series EtherNet/IP Communications
Unit, the EtherNet/IP I/O communications will be set in 2-byte units. Make the
Standard Target settings in even numbers of bytes.

5-4-1 Registering /0 Assemblies for Standard Targets

Register the I/O assemblies for Standard Targets to be used when NE1A-
series Controllers that support EtherNet/IP function as Standard Targets.

Edit Device Parameters E

Made/Cvele Time Extend Made Maintenance Logic
Safety Connections Memary Info, Safety Slave IO Slave /O
EtherNet/TP Tareet 1O Local Output Lozal Input/Test Output
MName Type Size 2

e EtherNet/ TP Tnput 1 EtherMet/IP Tar.. 24 Byte
%= General Status BEYTE 1 Byte
%= Lacal Input Statusl BYTE 1 Byte
%= Local Input Status2 BYTE 1 Byte
%= Local Input Status3 BYTE 1 Byte
%=l Local Input Statusd BYTE 1 Byte
%= Local Input Statush BYTE 1 Byte
%=l Local Output Status BYTE 1 Byte
%= Test Qutput/Muting Lamp Stat. BYTE 1 Byte
%= Test Output/Muting Lamp Stat. BYTE 1 Byte
%= Local Input Monitarl BYTE 1 Byte
%= Local Input Monitor2 BYTE 1 Byte
%=l Local Input Monitor3 BYTE 1 Byte
%= Local Input Monitord BYTE 1 Byte
%=l Local Input Monitarb BYTE 1 Byte W
[ Mew. ][ Edit. ][ Deete |
[ ok | [ Fetn |

The following information is displayed in this window.

Item Display
Name The names of the registered I/O assembly ( & icon) and the I/O
tags (%= icon) defined in the assembly are displayed.
Type The 1/O type of the I/0O assembly and the data types for the 1/0
tags are displayed.
Size The sizes of the /O assembly and I/O tags are displayed.
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You can add, change, or delete Standard Target I/O assemblies in this win-
dow. Input and output assemblies can be registered for each standard con-
nection.

» To add an I/O assembly, click the New Button. The I1/O Assembly Setting
Window will be displayed. Define the 1/O assembly data while referring to
5-3-3 Setting Assembly Data.

» To change the 1/0 assembly data, select the 1/0O assembly that you want
to change and click the Edit Button. The /0O Assembly Setting Window
will be displayed. Change the I/O assembly data while referring to 5-3-3
Setting Assembly Data.

» To delete the I/O assembly, select the /0O assembly that you want to
delete and click the Delete Button.

5-4-2 Setting Assembly Data

This section describes how to define I/O assembly data.

Edit EtherNet/IP Tareet /O X
A0 Twpe Routing LD
(&) Target Input # MHame
=401 | Safety Input_Assembly 1.BYTELD]

10 Tag =1#0 Safety Output_fssembly 1.BYTE[D]
Y1403 Safety Input_Assembly_1.BYTE[D]

Name R Siee ¥=1#03 Safety_Output_f: bly_1.BYTE[D]
afety Output_fszembly 1.
=i BYTE | b W0 Safety nput_Assembly 1.BYTE[]
Y1401 Safety Output_fzsembly_1.BYTED]
Y1303 Satety_Input_fssembly_1.BYTE[D]
YE=1H03 Safety Output_fzsembly_1.BYTED]
=
[ Mew.. ] [ Edit... ] [ Delete ] [ Edit Comment...

Status
General Status

[“]Local Iput Status [ [Bit0-391]

Local Qutput Status

[#] Test Cutput / Muting Lamp Status [:] [ Bitd-15]

Lacal LD Monitar

Flput [ [Bit0-20]

[¥] Output [ Mew... ] [ Edit.. ] [ Delete ]

0]8 ] [ Gancel ]

/0 Types
Select the connection type to be used for the 1/0 assembly. Input assemblies
and output assemblies can be set for each connection.

I/0O Tags

Multiple 1/0 tags can be defined in an I/0O assembly. The I/O tags defined here
can be used by the Logic Editor.
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* To define a new I/O tag, click the New Button and set the tag name and
data type. I/O tags for up to 16 bytes can be defined in each 1/0 assembly.

Edit IO Tae X

Name : | IGENE
Twpe

(QBOOL  @BYTE (OWORD O DWORD

[ 0K ] [ Gancel ]

» To change an I/O tag that has already been defined, select the I/O tag that
you want to change and click the Edit Button.

* To delete an 1/O tag that has already been defined, select the I/O tag that
you want to delete and click the Delete Button.

Note 1/O tag names and I/O comment names cannot consist of only spaces.
Setting Bit Tags

With NE1A-series Controllers with unit version 1.0 or later (including NE1A-
SCPUO1-EIP and NE1A-SCPUO02-EIP), tags can be set for each bit in the
standard assembly just as they can be for the safety assembly.

Status
When the I/O type is Input, the NE1A-series Controller status information can
be included in the I/O assembly. The following tag names are automatically
used for the status information.

Status

Tag name

General status

General Status

Local input status

Local Input Status

Local output status

Local Output Status

Test output/muting lamp status

Test Output/Muting Lamp Status

Local I/0O Data

When the 1/O type is Input, the NE1A-series Controller local I/O information
can be included in the I/O assembly just as it can be for the safety 1/0 assem-
bly.

Routing /O
When the 1/O type is Input, 1/0 information set for safety connections using
DeviceNet Safety can be included in the 1/0 assembly.

» To define new routing I/O, click the New Button and select the applicable
connection information.

Select Routineg /O

Routing L'C

1) ot

) Cutput_ v 1.BYTELD]
#03 Safety_Tnput_Assembly_1.BYTE[D]
#032 Safety Output_Assembly 1.BYTE[D]

» To change an I/O tag that has already been defined, select the I/O tag that
you want to change and click the Edit Button.

» To delete an 1/O tag that has already been defined, select the I/O tag that
you want to delete and click the Delete Button.
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5-5 Local I/O Settings

Click the Local OUT Tab or Local IN/Test Output Tab to display the NE1A-
series Controller’s I/O Setting Window.

Note (1) All I/O are in the Not Used state in the default settings. If you do not use
the I/O of the NE1A-series Controller, it is not necessary to set the param-
eters in this window.

(2) With Network Configurator version 2.0[J or higher, standard parameters
can be set using a wizard. Errors in parameter settings can be reduced
by using the wizard.

5-5-1 Setting Parameters Using the Wizard

With Configurator Ver. 2.0C1 or higher, 1/0 parameters for NE1A-series Con-

trollers can be set using a wizard. This section explains the procedure.

1. Select a NE1A-series Controller, and then select Device - Parameter -
Wizard. The following window will be displayed.

Safely /0 Wizard - Qutput Bits X

575
1 [5] 57541 2 Safety Relays with welding check. ~
i [s]G75A-1 2 Safety Relays with welding check{each)
1 [5] @75A-1 2 Safety Relays w/o welding check.
: [s] G7SA-1 1 Safety Relay with welding check
 [s] G75A-1 1 Safety Relay wio welding check
| (5167541 (Other 2 Safety Outputs
| [s]575A1 Cther Safety Output
Door S Lack
(Other 2 Safety Oubputs wio pulse
Cther Safety Output wio pulse ~

[d]:Cual, [P1:Pulse Test, [s]:Safety

2. In the window above, specify the type of device to be connected to each
terminal. The following types can be specified.

Type Description

2 Safety Relays with welding check Specify to connect to two Safety Relay
outputs (with welding check for each).

2 Safety Relays w/o welding check Specify to connect to two Safety Relay
outputs (with no welding check).

1 Safety Relay with welding check Specify to connect to one Safety Relay
output (with welding check).

1 Safety Relay w/o welding check Specify to connect to one Safety Relay
output (with no welding check).

Other 2 Safety Outputs Specify to connect to two outputs without
welding check.

Other Safety Output Specify to connect to one output without
welding check.

Door SW Lock Specify to connect to an electromagnetic
door switch.

2 Safety Outputs w/o pulse check Specify to connect to two outputs that do
not require pulse to be checked.

1 Safety Output w/o pulse check Specify to connect to one output that
does not require pulse to be checked.
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Type Description
Other Standard Output Specify to use the output for non-safety
applications.
Not Use Specify to not use the output.

Note  Can be selected only when the terminal number is an even number.

» The following dialog box will be displayed if a type with welding check is
selected when the terminal is set.

Select Input Bit
Please select an Input bit for Feedback(D0).

Input Bits

* In this dialog box, select the input for which welding is to be checked, and
then click the OK Button.

3. Click the Next Button.
The window for setting input terminals will be displayed.

Safety /0 Wizard - Input Bits ]

Please select a device type that you would like to connect with each bit

Type

EMO zb -~
EMO 1b

Doar SW 2NC

Door S INCING

Cioor S 1NC

Lirait St 2MC

LimitShd LNCILNO

Limit S 1HC

Eniable: S ZN0

Eniable 2M0 2NO a

[e]:Dual Equiv, [c]:Dual Comp, [P]:Test Pulse, [z]:Safety, [ST]:Standard

[ < Back ” MNest > 1[ Cancel l

4. In the above window, specify the type of device to be connected to each
terminal. The following types can be specified.

Type Description
EMO 2b (DPST-NC, see note 1.) | Specify to connect two inputs from an emergency OFF button.
EMO 1b (SPST-NC) Specify to use one input from an emergency OFF button.
Door SW 2NC (See note 1.) Specify to use two inputs (NC) from a door switch.
Door SW 1NC/1NO (See note 1.) | Specify to use two inputs (NC and NO) from a door switch.
Door SW 1INC Specify to use one input from a door switch.
Limit SW 2NC (See note 1.) Specify to use two inputs (both NC) from a limit switch.
Limit SW 1NC/1NO (See note 1.) | Specify to use two inputs (NC and NO) from a limit switch.
Limit SW 1NC Specify to use one input from a limit switch.
Enable SW 2NO (See note 1.) Specify to use two inputs from an enable switch.
Er;able 2NO/1NC/1NC (See note | Specify to use four inputs from an enable switch.
2.
Two Hand Switch (See note 1.) Specify to use two inputs from a two hand switch.
Other 2NC (See note 1.) Specify to use two inputs from other 2-NC devices.
Other 2NO (See note 1.) Specify to use two inputs from other 2-NO devices.
Other 1NC/1NO (See note 1.) Specify to use two inputs from other NC/NO devices.
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Type Description

Other 1INO/1NC (See note 1.) Specify to use two inputs form other NO/NC devices.
Single Contact Specify to use one input from other devices.
SLC 2 outputs (See note 1.) Specify to use two inputs from a light curtain.
SLC 1 output Specify to use one input from a light curtain.
Other PNP 2 outputs (See note 1.) | Specify to use two inputs from other semiconductors.
Other PNP output Specify to use one input from other semiconductors.
Reset SW Specify to use input from a reset switch.
Welding Check (EDM input) Specify to use as EDM feedback signal.
Standard SW Specify to use inputs from a switch for non-safety applications.
Not Use Specify to not use the input.

Note (1) Can be selected only when the terminal number is an even number.

(2) Can be selected only when the terminal number is an even number and
there are at least four remaining terminals.

5. Click the Next Button. The following dialog box will be displayed.

Safety |/0 Wizard - Configuration Result

Start @ @ @ Firish
Edit Edit Confirmn
Output Bits Input Bits Configuration
It wag configured as follows. Please press “Finizh'" Button,
I pou reed to change the configuration, please use the [Advanced Edit] or the [parameter]-[edit] in the device menu.
IpLt Output
M. Marne Test Source Dis.... | 2% Na. Name
@ 00[F] Feedback(00)  Test OutputD @ O0[F]  Safety Relay
@ 0[P Feedback(02]  Test Outputl @ D1P]  Safety Relay
@ 02[F] Feedback(D6]  Test Outputd @ 02[P] Safety Relay
03 @ 03P] Safety Relay
@ 04[e]F] EMOMNC Test Quiputd  500... @ 04[s]  standard
@ 05(e]P]  EMONC Test Output] 500, 05
0& @ 0B[F] Safety Relay
o7 @ 07[F]  Safety Relay
0g
03
1o
1
‘\E &
[e}Equiv, [cl:Comp, [P]:Test Pulse, [s]:5afety, [ST]Standard [PIPulse Test, [s]5 afety
[ < Back ][ Finish ] [ Cancel ]

6. Check the settings and then click the Finish Button.

Setting I/0 Terminal Comments
In the window for setting input and output terminals, click the Edit /O Com-
ments Button. The following dialog box will be displayed.
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Error Latch Time

Note

Edit 10 Comments @

Bit : Mode
: [d][F]

Bit01

- [dICP]
Bitd2 :
Bitd3 :
Bit04 :
Bitd5 :
BitdG
Bitd7 :

[d1[P]
[d10P]
[=]

[41(F]
[41(F]

Comment
Séfety If{éiéy
Safety Relay
Safety Relay
Safety Relay
standard

Safety Relay
Safety Relay

[ oK

] [ Cancel

I

The comments for the I/O terminals can be edited in this dialog box.

5-5-2 Setting Safety Inputs

Click the Local IN/Test Output Tab and then click the General Tab in the win-
dow. To configure the safety inputs.

Edit Device Parameters

Local Output

Errar Latch Time

000 s (0-85530ms defaul: 1000 ms)

General l On0ff Delay/Discrepancy Time] Test Dutput]

Safety Connections ] Memary Info. 1 Safety Slave [/0 ] Slave 110 ]

Local Input/Test Output l Mode/Cycle Time 1 Logic ]

Mo Mame Mode Test Source o
@ m— Mot Used Not Used
@0 Mot Used Mot Used
@02 Mat Uszed Nat Uszed
@ 03 Mot Used Mot Used
@04 Mat Uszed Nat Uszed
@05 Mot Used Mot Used
@ 05 Mat Uszed Nat Uszed
@ 07 Mot Used Mat Used
@ 03 Mat Uszed Nat Uszed
@03 Mot Used Mat Used
@10 Mat Uszed Nat Uszed ﬂ
Edit...
’Tl Cancel |

There are many settings for safety inputs. The display window is thus
separated into the General Tab Page and On-Off Delay/Discrepancy
Time Tab Page. Safety input scan are set from both tab pages.

This parameter applies to all safety inputs and test outputs. It sets the time to

latch the error state when an error occurs in an input or output.

Even if cause of the cause of the error has been removed, the error state is
always latched for this time. It can be set between 0 and 65,530 ms in 10-ms
increments.
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Settings for Individual Safety Inputs

Terminal Name

Channel Mode

Double-click the row of the safety input to set or select the row and click the
Edit Button.

Edit Local Input Terminal @ 53

140 Camnmet : |E-Stop.&

Channel Mode : |Test pulze from test out j
Test Source : |TestEIut|:|utD ﬂ
Off On Delay : i _%' me | Fvcle Time

4.0z
On Off Delay : D_I;I e
Cual Channel
Channel Mode : |Dual Chatnnel Equivalent j

Discrepancy Time | 300 58

t.

i

k. Cancel ‘

A terminal name can be set for a safety input. The terminal name set here is
used as the I/O tag in the Logic Editor.

Set the Channel Mode for the safety input.

Channel Mode

Description

Not Used

The corresponding safety input will not be used. (It does not connect to an exter-
nal input device.)

Test pulse from test out

Specifies connecting a device with a contact output in combination with a test out-
put.

When this mode is selected, select the test output to use for the Test Source and
then set the test output mode to Pulse Test Output.

When these settings are made, contact between the input signal line and the
power supply (plus) and short circuits with other input signal lines can be detected.

Used as safety input

Specifies connecting a safety device with a semiconductor output, such as a light
curtain.

Used as standard input

Specifies connecting a standard device (i.e., a non-safety device).
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Test Source

When the channel mode of a safety input is set to Test pulse from test out,
select the test output to use in combination with the safety input.

The channel mode for the test output selected here is automatically set to
Pulse Test Output.

Note The channel mode of the test output selected here automatically
becomes Pulse Test Output.

ON Delay Time and OFF Delay Time
These parameters set the ON delay time and OFF delay time for the safety
input. The setting range is 0 to 128 ms, but it must be a multiple of the NE1A-
series Controller cycle time. Check the displayed NE1A-series Controller
cycle time and determine the set value.

IMPORTANT » The optimum value for the NE1A-series Controller cycle time is automati-
cally calculated based on the parameter settings and the programs.
Therefore, the ON delay time and OFF delay time must be set last.

» Set integral multiples of the cycle time for the ON delay time and OFF
delay time. Otherwise, an error will be displayed when the Edit Device
Parameters Window is closed.

» Automatic adjustment of ON and OFF delay times can be used with Net-
work Configurator version 1.6[] or higher, as described below.

Automatic Adjustment of ON and OFF Delay Times
If parameters that affect the cycle time are changed after the ON and OFF
delays have been set, it may become impossible to close the Edit Device
Parameters Dialog Box due to an error in the parameter settings. If this
occurs, the ON and OFF delay times can be readjusted based on the cycle
time.

As shown in the illustration below, there is a button on the Local Input/Test
Output Tab Page for adjusting the effective ON/OFF delay time based on the
cycle time. Pressing this button sets all values to be automatically adjusted as
a multiple of the cycle time.

Edit Device Parameters [=IES
Safety Connections } tdemary Info ] Safety Slave [/0 I

tode/Cycle Time ] Error Mode ] b aintenance I Logic I
Slave 1/0 ] Local Qutput Local Input/Test Output

Error Latch Time

g me [ 0-B5530ms default: 1000 ms |

General ] On0f Delap/Discrepancy Time] Test Output I

N ‘ Name | Mode | Test Source ‘ o

@ Mot Used Mat Used

@0l Mot Used Mat Used

@0z Mot Uged Mat Used

@03 Mot Uged Mat Used

@0 Mot Uged Mat Used

@05 Mot Uged Mat Used

@ 05 Mot Used Mat Used |

@ 07 Mot Used Mat Used

@ 03 Mot Used Mat Used

@0 Hot Used Hot Used

@10 Hot Used Hot Used j
Edit... |[ Adjust the walid ON/OFF delays with cycle time walue. U
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Dual Channel Safety Input Mode

Set the Dual Channel Safety Input Mode and the discrepancy time. The com-
binations that can be used in Dual Channel Mode are pre-defined.

The discrepancy time can be set between 0 and 65,530 ms in 10-ms incre-
ments.

Channel Mode

Description

Single Channel

Specifies using Single Channel Mode.

If Single Channel is selected, the Safety Input Terminal to be paired in the Dual
Channel setting will also be set to Single Channel Mode.

Dual Channel Equivalent

Specifies using the Dual Channel Equivalent Mode with a paired Safety Input Ter-
minal.

Dual Channel Complementary

Specifies using the Dual Channel Complementary Mode with a paired Safety Input
Terminal.

5-5-3 Setting Test Outputs

Error Latch Time
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Click the Local IN/Test Output Tab and then Test Output Tab in the window

to set the test outputs.

Safety Connectionz } tdemary Info, ] Safety Slave /0 I
tode/Cycle Time ] Error Mode ] b airtenance I Logic I
Slavel/D | Local Output Local Inputy Test Dutput
Error Latch Time
g me [ 0-B5530ms default: 1000 ms |
General] OniFf Delay/Discrepancy Time  Test Output l
No. ‘ Name | Mode |
oo Mot Used
m Not Used
02 Not Used
[ix] Nt Used
Edit... Adjust the valid ON/OFF delays with cycle time value.

The test output is used in combination with a safety input. The same error
latch time setting is thus used for all safety inputs. Refer to Error Latch Time in
5-5-2 Setting Safety Inputs.
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Settings for Individual Test Outputs
Double-click the row of the test output number to set, or select the row and
click the Edit Button.

Edit Test Output Terminal I_E1 53

140 Comment : |TESt Pulse 0

Test Output Mode : [RREEE L B

Terminal Name

Set the terminal name for the test output. The terminal name set here is
used as the I/O tag in the Logic Editor.

Test Output Mode
Set the Channel Mode for the test output.

Channel Mode Description

Not Used The corresponding Test Output is not used.

Standard Output Specifies connecting to the input for a muting lamp or PLC. Used as a Monitor
Output.

Pulse Test Output Specifies connecting a device with a contact output in combination with a safety
input.

Muting Lamp Output Specifies a muting lamp output. (Setting supported only for T3 Terminal.) When
the output is ON, disconnection of the muting lamp can be detected.

Note 1/O tag names and I/O comments (names) cannot consist of only spaces.

5-5-4 Setting Safety Outputs
Click the Local OUT Tab to set the safety outputs.

Edit Device Parameters

Mode/Cycle Time ] Error Mode ] Maintenance ] Logic ]
S afety Cannections ] Memary Infa. ] Safety Slave [/0 ]
Slave 140 Local Output l Local Input/Test Qutput ]

Errar Latch Time

1000+ e [0-85530ms default: 1000 ms |

General l

Mo. Mame tode

o | [Naued

@ o Mot Used

@0z Mat Used

@03 Mot Used

@04 Mat Used

@05 Mot Used

@ 05 Mat Used

@l o7 Mot Used

Edit...

Ok | Cancel
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Error Latch Time

This parameter applies to all the safety outputs. It sets the time to latch the
error state if an error occurs in a safety output.

Even if the cause of the error is removed, the error state will be latched for the
time set here. It can be set between 0 and 65,530 ms in 10-ms increments.

Settings for Individual Safety Outputs

Double-click the row of the safety output number to set, or select the row and
click the Edit Button.

Edit Local Dutpuk Terminal @ £3

140 Comment : |."1'u:tuat|:|r L

Channel Mode : |Safet}l Pulse Test j
Dual Channel
Charnel Mode : |f |ﬂ

Ok | Cancel |

Terminal Name
Set a terminal name for a safety output. The terminal name set here is used
as the 1/O tag in the Logic Editor.

Safety Output Channel Mode
Set the Channel Mode for the safety output.

Channel Mode Description
Not Used The Safety Output Terminal is not used. (External output device not connected.)
Safety Specifies not outputting the test pulse when the output is ON. Contact between

the output signal line and the power supply (positive) when the output is OFF and
ground faults can be detected.

Safety Pulse Test Outputs the test pulse when the output is ON.

Contact between the output signal line and the power supply, and short circuits
with other output signal lines can be detected.

Dual Channel Safety Output Mode

Set the Dual Channel Safety Output Mode. The combinations that can be
used in the Dual Channel Mode are pre-defined.

Channel Mode Description
Single Channel Specifies using Single Channel Mode.

When Single Channel is set, the Safety Output to be paired in the Dual Channel
Mode is also set to Single Channel Mode.

Dual Channel Specifies using Dual Channel Mode.

When both of the Safety Outputs to be paired are normal, the outputs can be
turned ON.

Note 1/O tag names and I/O comments (names) cannot consist of only spaces.
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5-6 Setting the Operating Mode and Confirming the Cycle
Time

Click the Mode/Cycle Time Tab to display the NE1A-series Controller operat-
ing mode settings and the cycle time.

Edit Device Parameters @ 23
Safety Connections ] Memary Info. ] Safety Slave [/0 ]
Slave 1/0 ] Local Output ] Local Input/Test Output ]

Mode/Cycle Time l Error Mode ] Maintenance ] Logic ]

Automatic Execution Mode

& MNomal Mode (Need execution commandf

" Automatic Execution Mode [Automatically execute after power-up)

NOTE

This parameter becomes effective when the device starts with
power-up after the download of this configuration.

DeviceM et Commurication

* Enable [Mormal Mode] ¢ Dizable [Stand Alone Mode)
WBRNING

If wou would like to dizable the DeviceNet communication, you can
configure it from the JSE connection only. If you don't use the USB
connection and you select "DISABLE", the download of this
configuration will fail.

Cycle Time 1/0 Refresh Cycle Time

F0ms 35ms

ok | Cancel |

5-6-1 Setting the NE1A-series Controller Operating Mode

Automatic Execution Mode

Set the NE1A-series Controller automatic execution mode only after the sys-
tem has been configured (i.e., after downloading device parameters).

Automatic Description
Execution Mode
Normal Mode The Controller starts in IDLE Mode after the power supply is turned
ON.

To change to RUN Mode, the operating mode must be changed from
the Network Configurator.

Use this mode until device parameters have been verified.

Automatic Execution | If this mode is selected and the following conditions exist, the Con-
Mode troller will start in RUN Mode after the power supply is turned ON:
* The configuration has been locked.

* The operating mode before the power was turned OFF was RUN
Mode.

IMPORTANT Even when Automatic Execution Mode is selected and the configuration has
been locked, the next startup will not be performed in RUN Mode if the power
is turned OFF in IDLE Mode. Turn OFF the power in RUN Mode to use auto-
matic execution.

Setting DeviceNet Communications
Disabling DeviceNet communications (Standalone Mode) shortens the NE1A-
series Controller cycle time. If you disable DeviceNet communications, you
will no longer be able to use any of the DeviceNet communications functions.
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IMPORTANT e When disabling DeviceNet communications, connect the Network Configu-

rator via the NE1A-series Controller's USB port. If the parameters that dis-
abled DeviceNet communications are downloaded while connected via a
DeviceNet Interface Card, an error will occur in the Network Configurator
because the DeviceNet communications of the NE1A-series Controller will
stopped.

¢ With NE1A-series Controllers that support EtherNet/IP, it is possible to con-
nect via EtherNet/IP.

5-6-2 Confirming the Cycle Time

Cycle Time

/0 Refresh Cycle

166

The NE1A-series Controller cycle time is automatically calculated and dis-
played based on the set parameters and programs created in the Logic Editor.

The cycle time is used in calculating the reaction time and the ON/OFF delay
time settings. Check the value after all the parameters and programs have
been set.

The 1/O refresh cycle is used to refresh local I/O. It is automatically calculated
with the cycle time and displayed.

The 1/O refresh cycle time is used in calculating the reaction time.
Check the value after all the parameters and programs have been set.
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5-6-3 Restarting a Connection Stopped due to a Communications Error

When I/O communications have stopped in a connection due to a connection
timeout, I/O communications can be restarted in the stopped connection by
turning ON the Communications Restart Flag from the logic program or send-
ing a Communications Restart command from the Network Configurator. If the
Controller communications mode is set to stop all connections after a commu-
nications error, communications cannot be restarted in a specified stopped
connection. In this case, restart communications in all connections.

1. Restarting /0 Communications from the Network Configurator
After connecting online with the Network Configurator, select the Safety
Master, right-click to display the popup menu, and select Monitor to dis-
play the Monitor Device Window. The following window will appear when
the safety connection is selected.

Monitor Device @ '?C-

Status  Safety Connection l Parameter] Errar Histor_l,l] Maintenance]

Device Status

- I 17 I [ololoalaleiaiaiaioionannio]
00 01 02 03 04 05 05 07 08 091011 121314 151617 1819

COCCOCCOBCoBLTecTad

2021222324 2526 27 28233031 323334 35 36 37 38 39

COCCOTTOBCLTLTecTRd

40 41 42 43 44 45 46 47 43 43 50 51 52 53 54 55 56 57 58 53

SQS@

B0 61 B2 63

Connection Status

Connection Mame Type Statuz
@ #00 Safety Input 1 Safety .. 000001
@ #0 Safety Input Azsembly 1 Ih o0:0001
@ #01 Safety Output Assembly 1 Ot Q000
@ #02 Safety Input Azsembly 1 In 0000
@ #03 Safety Input 1 In 0100

Close

Communications can be restarted in a connection where an error occurred
(evident from the connection status) by selecting that connection and clicking
the Resume Button. If the Resume All Button is clicked, I/O communications
will restart in all Slaves with which communications were stopped. Retries will
be made until communications are restarted.
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2. Restarting I/O Communications from the Logic Program
When the safety connection is set, the following logic program output tags
will be displayed for the connection.

i FunctiunBIuck] Sa IMput
g [HOOLME1A-SCPUOT
+ Safety Output
=[] Standard Dutput
|:| [02](M Mo Mame
|:| [D9](M Mo Mame
|:| [10](M Mo Mame
|:| [T1]M Mo Mame
|| Resume Emor Connction - #02 S afety Input Aszembly 1
|:| Rezume Enor Connction - #02 S afety Output Aszembly 1
|:| Rezume Enor Connction - #0323 5 afety Input Aszembly 1
[] Resume Emor Connction - #04 5 afsty Input 1
(| Resume All Eror Connections ]4— Communications restart tag for all connections

Communications restart tags for specific connections

When these tags have been set in the logic program in advance as 1/O com-
munications restart conditions, I/0 communications can be restarted with

these tags by turning ON (OFF — ON) the specified condition.
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5-7 Extend Mode Settings

The Extend Mode settings can be set when using the NE1A-SCPU01-V1 or
NE1A-SCPUO2 Controllers (including NE1A-SCPUO1-EIP and NE1A-
SCPUO2-EIP). The Extend Mode Tab Page includes the Connection Error
Mode and Program Execution Delay. The Program Execution Delay can be
set only when using version 2.0 or higher (including NE1A-SCPUO1-EIP and
NE1A-SCPUO02-EIP).

5-7-1 Setting the Operating Mode after a Communications Error

An operating mode can be selected on the Extend Mode Tab Page of the Edit
Device Parameters Dialog Box to specify the Controller's operation when
there is a connection timeout during safety I/O communications with a safety

slave.
Edit Device Parameters g
Slave [/0 Local Output Local Inputd/Test Output
Safety Connections M emary Info. Safety Slave /0
Mode/Cycle Time Extend Mode Maintenance Logic

Connection Eror Mode

() Stop Enar Connections
() Stop &l Connections

Frogram Execution Delay

(%) Disable [ Execute the program without waiting for the Safety 1/0. )

() Enable [ Execute the program after waiting for the S afety 10, ]

Ok ] [ Cancel

Connection error mode

Description

Automatic Recovery

Specify this mode to re-establish the safety I/0O connection with a Safety Slave after a safety
1/0 communications error has occurred with the Slave. If the cause of the communications
error is eliminated, safety I/0O communications will restart automatically.

Stop Error Connections

Specify this mode to keep safety /O communications with a safety slave stopped after a safety
1/0 communications error has occurred with the slave. To restart safety I/O communications
with the safety slave after I/O communications have been stopped, use the Network Configura-
tor to send a command to restart communications. It is also possible to write a logic routine in
the logic program in advance to turn ON the Safety /O Communications Restart Flag and
restart communications with a specified trigger.

Stop All Connections

Specify this mode to stop safety I/O communications with all safety slaves stopped after a
safety I/O communications error has occurred. To restart safety /O communications with the
safety slaves after I/O communications have been stopped, use the Network Configurator to
send a command to restart communications. It is also possible to write a logic routine in the
logic program in advance to turn ON the Safety I/O Communications Restart Flag and restart
communications with a specified trigger.

This function is enabled when safety I/O communications are normally established with all
Safety Slaves.
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5-7-2 Setting the Program Execution Delay

Program Execution Delay

Description

Disable (Execute the pro-
gram without waiting for the
Safety 1/0.)

The program will be executed without waiting for communications to begin. The Slave input
signals will not be updated in the program until communications begins. (Input values will be
0.) Program operation results will not be output to the Slaves.

Enable (Execute the pro-
gram after waiting for the
Safety 1/0.)

Executes the program after waiting for all safety I/O communications to begin. Program exe-
cution is delayed in comparison to when Disable is selected.Ilf communications never begins,
the program will be executed but the Slave input signals will not be updated in the program.
(Input values will be 0.)

Note = When the Program Execution Delay is disabled, the Slave input signals will
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not be updated in the program until communications begins. (Input values will
be 0.)Because of this, errors will occur in programs that use a Slave input as
the feedback signal to the EDM, or as the input to a function block with dual
channel equivalent inputs. If this happens, enable the Program Execution
Delay.



Setting Maintenance Information Section 5-8

5-8 Setting Maintenance Information

The Maintenance Information can be set when using the NE1A-SCPU01-V1
or NE1A-SCPUO0O2 Controller (including NE1A-SCPUO1-EIP and NE1A-
SCPUO02-EIP). For details, refer to 7-2 Maintenance Functions (Unit Version
1.0 or Later).

Edit Device Parameters El
Slave [/0 Local Output Local Inputd/Test Output
Safety Connections Memary Infa. Safety Slave |/0

Maode/Cycle Time Extend Mode Maintenance Laogic
Local Input | Local Output | Test Output
Mo M ame Detection ... Threshald V...
oo | [Tive | 0]
o1 Time 1]
02 Time 1]
03 Time 0
04 Time a
05 Time 1]
06 Time 0
07 Time 0
1S ] [ Cancel
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5-9 Displaying Memory Information
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Information about the memory allocated to the NE1A-series Controller can be
displayed by clicking the Memory Info. Tab in the Edit Device Parameter Dia-
log Box.

Users do not normally need to be aware of the memory addresses because
the Network Configurator automatically sets them.

Edit Device Parameters EI
Slave 10 Laocal Qutput Lacal Input/Test Output
Mode/Cycle Time Extend Mode Maintenance Logic
Safety Connections Memory Info. Safety Slave 1/0

Safety | Standard
OUT Memary IM M emary
Adr. 140 M arme N Adr. 1/0 Narne N

L Ruili] W 000

oo oo

W 00z W 002

003 W 003

W 004 W 004

W 005 W 005

W 005 W 006

W 007 LB

W 0oz W 00s

W 009 W 009

Mmoo Mmoo

o moon

oz o012

o3 o3

mootd 014

o5 W 015

moie M 016

I 117 & W 17 &

Ok ] [ Cancel
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6-1 Starting and Exiting the Logic Editor

6-1-1 Starting the Logic Editor

Use the Logic Editor to program the NE1A-series Controller.
Use the following procedure to start the Logic Editor.

1. Click the Logic Tab in the Edit Device Parameters Window of the NE1A-
series Controller.

Edit Device Parameters

Slave /0 ] Laocal Qutput ] Local Inputd T est Qutput ]
Satety Connections ] Mernary [nfo. ] Safety Slave |/0 ]
M ode/Cycle Time ] Error Mode ] Maintenance Logic

Password

[ Enable Passwaord

Eofeseresir]

(1] Cancel
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2. Click the Edit Button.
The Logic Editor will start, as shown in the following figure.

The Logic Editor consists of the Object List and the Workspace, as shown in
the following figure.

51 - L#001NELA-SCPUDI-V - Page 1(207mm s 210mm) |

File Edit ¥iew Function Page FunctionBlock

& 100% - | = A

[ Paget |

x
(7Y FiinctionBiok | 2 nput| 5 ouput|

1} EnableSuitch

i} EsTOP

2} Light Curtsin Moritaring

1} Muting

2} Safety Gate Moritoring

1} TwoHand Contioller

1} User Mode Switch -
Restart

USED /MAX = (0/254] ErecutionTime = 273 [micro sec] ]

6-1-2 Exiting the Logic Editor
Use the following procedure to exit the Logic Editor.

1. Select Exit from the File Menu of the Logic Editor.
The Logic Editor will close

2. Click the OK Button in the Edit Device Parameters Window.
IMPORTANT » To save the program and exit, the user must click the OK Button in the
Edit Device Parameters Dialog Box when exiting the Logic Editor.

* If the user clicks the Cancel Button, none of the parameters entered until
then, including the program, will be saved. Any programming saved tem-
porarily by selecting File - Apply will also be deleted.

175



Menu Commands

Section 6-2

6-2 Menu Commands

The following tables describe the commands in the Logic Editor menus.

6-2-1 File Menu
Command Description Online | Offline
Apply Temporarily saves the current program in the Config- | OK OK
urator.
Refer to 6-3-6 Saving the Program.
Import Reads a file saved using the Export Command. OK OK
Export Saves the current program to a file. The user can OK OK
use the saved file by importing it via another NE1A-
series Controller. Connections between I/O tags and
function blocks, however, are not saved.
Print Prints the program. OK OK
Refer to Printing Programs in 6-3-9 Monitoring the
Program.
Page Setup Sets the page. OK OK
Refer to Page Settings in 6-3-1 Workspace.
Program Title Sets the title and creator of the program. This infor- | OK OK
mation is added when the program is printed.
Exit Exits the Logic Editor. OK OK
6-2-2 Edit Menu
Command Description Online | Offline
Cut Cuts the selected function block and copies it to the | OK OK
clipboard.
Copy Copies the selected function block to the clipboard. | OK OK
Paste Pastes the function block on the clipboard to the OK OK
Workspace.
Undo Undoes the previous operation. OK OK
Redo Redoes the undone operation. OK OK
Select All Selects all items. OK OK
Delete Deletes the selected item. OK OK
Properties Displays the property window of the selected func- | OK OK
tion block.
Create Comment | Used to create any size text box by dragging the OK OK
mouse.
Search Open Con- | Lists function blocks that are have open connections. | OK OK
nection Double-click a function block to display and edit it
with the list still displayed.
Note If an error occurs when a program created
using version 1.3[] is opened or edited with
version 1.50] or higher, use this function to
check and make corrections.
Refer to Finding Function Blocks with Open Con-
nections in 6-3-3 Programming Using Function
Blocks.
Set Time Parame- | Used to globally change time parameters in the func- | OK OK
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tion blocks that are currently used in the program.
(Version 3.3[1 or higher)

Refer to Globally changing time parameters for func-
tion block 6-3-3 Programming Using Function
Blocks.
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6-2-3 View Menu
Command Description Online | Offline
Function List Displays or hides the Function List. OK OK
Status Displays or hides the status bar. OK OK
Tool Bar Displays or hides the toolbar. OK OK
Grid Used to make grid settings such as display/hide grid, | OK OK
enable/disable grid alignment, and grid width set-
tings. If grid display and alignment are enabled, a
grid will appear on the Workspace and function
blocks and 1/O tags will be grid-aligned when pasted
to the Workspace.
6-2-4 Function Menu
Command Description Online | Offline
Transmission Sets the explicit message send function. OK OK
Message Setting Refer to Sending Explicit Messages in 6-3-3 Pro-
gramming Using Function Blocks.
Monitoring Monitors 1/O tag values and signal states of all the | OK ---
connection lines in the Logic Editor.
Refer to 6-3-9 Monitoring the Program.
Jump Make Creates a new jump address (jump source). OK OK
Address | New Refer to Jump Addresses in 6-3-3 Programming
Jump Using Function Blocks.
Address
Select Pastes the destination of the jump address in the OK OK
Jump Workspace.
Address | Refer to Jump Addresses in 6-3-3 Programming
Using Function Blocks.
6-2-5 Page Menu
Command Description Online | Offline
Add Page Adds a new page after the last page. OK OK
Refer to Adding and Deleting a Page in 6-3-3 Pro-
gramming Using Function Blocks.
Insert Page Inserts a new page immediately after the currently | OK OK
displayed page.
Refer to Adding and Deleting a Page in 6-3-3 Pro-
gramming Using Function Blocks.
Delete Current Deletes the currently displayed page. OK OK
Page Refer to Adding and Deleting a Page in 6-3-3 Pro-
gramming Using Function Blocks.
Change Page Title | Changes the title of the currently displayed page. OK OK
Refer to Adding and Deleting a Page in 6-3-3 Pro-
gramming Using Function Blocks.
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6-2-6 Function Block Menu

Command Description Online | Offline

Import Imports a user-defined function block from a function | OK OK
block file (*.fbd).

Refer to Creating User-defined Function Blocks in 6-
3-4 Programming User-defined Function Blocks.
Export Exports a user-defined function block to a function | OK OK
block file (*.fbd).

Refer to Reusing User-defined Function Block Files
in 6-3-4 Programming User-defined Function Blocks.

Export All Function | Groups all user-defined function blocks and exports | OK OK
Blocks to multiple function block files (*.fbd).
Create Creates a new user-defined function block. OK OK
Refer to 6-3-4 Programming User-defined Function
Blocks.
Edit Edits user-defined function blocks. OK OK
Refer to 6-3-4 Programming User-defined Function
Blocks.
Delete Deletes imported user-defined function blocks. OK OK
Validate Checks user-defined function blocks. OK OK

Refer to Reusing User-defined Function Block Files
in 6-3-4 Programming User-defined Function Blocks.

Property Displays/edits user-defined function blocks. OK OK
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6-3 Programming
6-3-1 Workspace
Page Settings

First, set the size of the Workspace. Select File - Page Setup from the menu
bar.

The Workspace will consist of pages of the specified size. Pages can be
added or deleted as required. When printing the program, each page will be
printed at the specified size.

IMPORTANT The page setup cannot be changed if there are any items in the Workspace.
Set the size of the Workspace first using Page Setup.

Programming Restrictions
ltems, such as I/O tags and function blocks can be used on each page. The
following restrictions apply.

* The same input tag can be placed on more than one page. The same
input tag, however, can be used only once on each page.

» Each output tag can be used only once, even on different pages.

* When a function block is pasted, it is placed in the same position as the
function block that was copied. When pasting a function block on the
same page, move the source function block.

» Up to 128 function blocks can be used with Pre-Ver. 1.0 NE1A-SCPUO01
Controllers and up to 254 function blocks can be used with NE1A-series
Controllers with unit version 1.0 or later (including NE1A-SCPUO1-EIP
and NE1A-SCPUOQ2-EIP).

* Up to 128 number jump addresses can be used.

* A maximum of 8 characters can be used for the tag name of the jump
address.

» Up to 32 pages can be added.
» Up to 128 text boxes (comments) can be created.
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6-3-2 Function Blocks

The Network Configurator can create Safety Logic by combining any logic
functions and function blocks supported by the NE1A-series Safety Network
Controller. These are listed below.

Function Blocks

180

Name Notation on Display on the Network Details
Function List Configurator Logic Editor
Screen
Routing Routing £ | Allocates an input signal to up to 8 sig-
bl Outputt nals. Used for signal outputs to multi-
ple physical addresses (output I/O
tags).
Exclusive NOR | EXNOR T Outputs the exclusive NOR of the input
rput Output conditions.
Exclusive OR | EXOR ™ Outputs the exclusive OR of the input
et Oup conditions.
Tnput?
OR OR D | Outputs the logical OR of the input
Tnputl Outputl conditions.
Tnput?
AND AND o | Outputs the logical AND of the input
Toput! Output conditions.
Tnput?
NOT NOT I ‘ Outputs the logical complement of the
bputl Outputl input condition.
Two Hand Two Hand 1 | Monitors two hand switch status.
Controller Controller Tnput! (Pairl-NO) M- ’ Cutput Enable
Tnput2 (Pair1-NG) Bl
Input3 (Pair2-NO} B
Inputd (Pair2—NG) Q
Light Curtain | Light Curtain = | Monitors Type 4 Safety Light Curtains.
Monitoring Monitoring Fputt (NG ] P Output Enble
Tnput2 (NC) B
Safety Gate Safety Gate (| Monitors the safety gate status.
Monitoring Monitoring Tout! pair-NGY BA- | PI Qutput Ensble The safety gate status is monitored
Dot a1k J using input signals from safety door
i switches, safety limit switches, and
other switches mounted to the gate.
Off-Delay Off-Delay & | Operates an OFF-delay timer set in
Timer Timer B O M Outgun Ensble 10-ms units.
On-Delay On-Delay & | Operates an ON-delay timer set in 10-
Timer Timer put WP P Gutput Encble ms units.
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Name Notation on Display on the Network Details
Function List Configurator Logic Editor
Screen

Emergency E-STOP 2 ‘ Monitors the status of the emergency
Stop Switch Dol 00 B | P Gt B stop switch.
Monitoring J

Tnput2 (NG} Bl
Reset Reset o@ﬂ‘ Turns ON the Output Enable signal

Recet =™ b Gt nasle Enabk when the reset signal is correctly input
erored Tt B while the input condition for the Reset
function block is ON.
Restart Restart M.;f2ﬂ| Turns ON the Output Enable signal
Rectort 892 b0 Outpt Enale when the restart signal is correctly
ot vt B input while the input condition for the
Restart function block is ON.
User Mode User Mode @ ‘ Monitors the operating mode switch for
Switch Moni- | Switch Tnputi Outputl the user system or device.
toring ‘
Input2 Cutput2
External EDM ] Evaluates the input signal and external
Device Moni- EDM Fecd Back WF device status and sends a safety out-
toring e put to the external device.
M Outputz

Function Blocks Su

orted by NE1A-series Controllers with Unit Version 1.0 or Later

Including NE1A-SCPUO01-EIP and NE1A-SCPU02-EIP

Notation on Display on the Network Details
Name Function List Configurator Logic Editor
Screen
Reset Set Flip- | RS-FF m— When Input 1 turns ON, RS-FF holds
Flop i the ON status in the function block and
Reset M) b ouputEnsble | connects to Output 1 for output.
Because the ON status is held in the
Monitared Input B_F~ function block, the ON status contin-
ues to be output even when Input 1
turns from ON to OFF.
When Input 2 is turns ON, the signal
held in the function block turns OFF.
Muting Muting Temporarily disables the light curtain
il detection operation when the muting
AOPD Input1 (NC) B Ae ] "= »ymouutEnable | sensor is detected.
AOPD Input 20N C) o
biuting Signal 11 msn Muting Status
Miuting Signal 12 msia
Enable Switch | Enable Switch Monitors enable switch device inputs.

=

Enable

It (RO e » 1 Cutput Enable
Input 200 B
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Notation on Display on the Network Details
Name Function List Configurator Logic Editor
Screen
Pulse Genera- | Pulse Genera- 3 Outputs ON/OFF pulses on Output 1
tor tor I while Input 1 is ON.
IrpLt By %SETEE,.; Output Enable
Counter Counter = Counts the number of input signals
P and turns ON Output 1 hen the count
Irput W ¥ B Output Enable reaches the number set in the configu-
ration data.
Rezet W_$
Comparator Comparator Compares input signals (8 max.) with
the comparison value set in the config-
Inputt = Ot uration, and turns ON Output 1 when
all the input signals match the set val-
ues.
Multi Connec- | Multi Connec- Outputs input signals (8 max.) to out-
tor tor — put signals (8 max.). The input and
Input! M M Output! output signals correspond 1:1 from 1
to 8 respectively, and are not affected
by the status of other input signals.
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6-3-3 Programming Using Function Blocks

Improved Operability with Version Upgrade (Version 1.5L] or Higher)

Note

The following operations are possible with Network Configurator version 1.5[]
or higher.

Undo/Redo (Edit Menu)

Copying and Pasting 1/O tags, connections, and text boxes (comments)
(only function block copying and pasting was possible with earlier ver-
sions).

Cutting I/O tags, connections, text boxes, and jump addresses (only func-
tion blocks could be cut with earlier versions).

Copying function blocks to a location by selecting the function block, hold-
ing the Ctrl Key, and drag-and-dropping the function block to that location.

Select All command added to the Edit Menu.

Searching I/O tags being used

I/0O tags being used in programs can be searched. Double-click the high-
lighted item in the 1/O list in the Object List to display the page in the pro-
gram where the 1/O tag is being used and the I/O tag will appear flashing
in red.

Linking jump addresses
Double-click a jump address to change the display to the corresponding
jump address.

Adding pages after the currently displayed page (pages could be added
only after the last page with earlier versions). (Use the Page Menu or
right-click the Page Tab.)

Deleting pages other than the last page (only the last page could be
deleted with earlier versions). (Use the Page Menu or right-click the Page
Tab.)

Aligning function blocks, I/O tags, and other object on a grid when past-
ing. (Select View — Grid.)

Placing text boxes (comments) in the Workspace. (Select Edit — Create
Text Box then drag the mouse to create the text box area. Double-click
the created text box to display the Edit Text Box Dialog Box. Input the
comment and click the OK Button to write a comment in the text box. To
change the comment, double-click the text box to display the Edit Text
Box Dialog Box and change the comment in the text box.)

Displaying function block help. (Right-click the function block in the Object
List or the Workspace and select Help.)
Changing the 1/O tag color.

Right-click the 1/0O tag in the Obiject List or Workspace to display the pop-
up menu. Select Change Color to change the color.

The Undo command can be used to undo up to the last 5 operations.
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Input Tag Placement

Function Block Placement
1.

2. Select the Function Block to use, drag it to the Workspace, and drop it

184

Note

File Edit Yiew Function Page Functionlock

fur=1 (s 1007 +|| & L] @ A

1 Fumoi
St |2 owpw | =

Click the Input Tab in the Object List.

Select the input tag to be used and drag-and-drop it to the desired location
in the Workspace. More than one I/O tag can be selected and drag-and-
dropped to the Workspace.

+ - I[#00] NEIA-SCPUBY- Dage 11(297mm s 210mm), ]

x| Page |

= [HDOJNE1A-SCRUOT

= [8] Safety Input [#001:00) [5] No Name *

[5] [00](N:):No Name
[01](N:):Mo Name

[00]:00) [5] No Name [ ]

[#00]:02) [5] No Name *

141N ¥ Nams
[15](N: [N Name

USEDMAR = (0/128) ExecutionTime = 273 [micro sec]

Click the Function Block Tab in the Object List.

where you want to position it.

%4 - I[#00] NELA-SCRUB1-¥2 - Page 1,(207mm 5 210mm)) ]

File Edit View Funcion Page FunclionBlock

=] - 100% - hal @A

4 FunctiorBlock | &, input | 2 Duput| =

*[ Paget |

= i Logic |
0

14 NoT ;
om oG ane
4 ReFF

= o Timer/Counter

1§ Of-Delay Timer
1} OnDelay Timer

Saewoun ST I
= A Salety Device [¥OOJ:(0 1) [5]
i} eom

1} EnableSwitch
£} EsTOP

4 Light Curtain Moritoring
11 Muting

1§ Safety Gate Monitoring
14 Two Hand Controller
£} User Made Swich

= A Resst/Restart

ggzin Right click a function block in the Object List or in the
Y S"ﬁﬂmm Workspace and select Help to display help for function
. ﬁ_iiu] Rt blocks.

Counter

There is no help available for user defined function blocks

< o

USED/MAX = (2/254) ExecutionTime = 413 [micro sec]

Help can be displayed for function blocks. (Right-click a function block in the
Object List or in the Workspace and select Help.).
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Output Tag Placement
1. Click the Output Tab in the Object List.

2. Select the output tag to use, drag it to the Workspace, and then drop it
where you want to position it.
The user can select multiple output tags and position them at the same
time.

01 NELA-SCPUDY = Rage 1.(297mm 5 210mm)|]

t Miew Function Page FunctionBlock

a& L} 100% 1| 2 L] EQ

*[ Page1 |

) | =
2 Input 2 Ouput 1=
=l o [HOOLNETA-SCPUOT
= Safety Output [#O00J:00) (5] No Name *
[00](M:d):No Name
[01)N:d):No Name.
[02]N:d):No Name.

13-l No Name: OOL:011 [S] Mo Name *

M:d}Ma Name
0]} o Narms:
[07](N:d):No Name

=[] Standard Qutput
] [D8JN}Na Name
] [D3JN}No Name [#00]:02) [5] No Name *

] NN} Hame
1) [N} No Name {> )

H#00JD0) [5] Ho Name

W #O0J07) [5] Mo Name

‘ o

USED /MAx = (2/128) EreculionTime = 413 [micro sec]

Note  With Network Configurator version 2.0[] or higher, the mouse cursor will
change as shown in the following figure when the user attempts to place or
move function blocks or I/O tags if placement is prohibited. This change indi-
cates that placement and moving are not possible in the current cursor posi-
tion.
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Connections

186

Note

Connect the I/O tags and the function block.

1. Click the source connector (H) and drag it to the destination connector.

1 [[#00] NE1A-50PUDA - Page 11(2

File Edit Yiew Function Page FunctionBlock

& © 100z <] 22 ) @ a
* [ Paget |
D -
2 Input 2 Output -]
= S [HOOPNETASCPUDT
= Safety Dutput [#00]400) [S] No Name
[00]{N:d):No Name 5
[01](N:lfHo Name E
FOOLOD (S o tame
[D6](M:dlfHo Name MRFO0](00) [5] No Name
[07](N:d}:Ne Name
=[] Standard Dutput
(] [08]{N:Na Name
[_] [03]M}No Namme: [#00]:02) [5] No Name *
1 N0]NENo Name
(] [H1INEN Name: I ©)

FO007) [£] No Name

il

USEDMAX =(2128)

ExecutionTime = 413 [micro sec]

The position of connections can be moved and saved after they are con-
nected. Connection position data, however, cannot be saved to an NE1A-
series Controller. Therefore, if the programming is uploaded from the device,
connection position data will be lost, and the system will return to automatic

connections.

2. Repeat this operation to create the program.

fo -] & x| EX

<[ Page1 |

R
2 Input } 2 Output

= S HOOENE1ASCPUDT
8s

51 Mo Name:
[OBJM:):No Name:
[07]M::Mo Name
B](N:)Ha Name:
9IM:: Mo Name
QMo Name:
1IN Mo Name
2 Na Name
3N Ne Name
[1414:: Mo Mame:
[15](M:):Na Name:

#0000 [5] No Name

.

2" 00100 5] Ho Name
U010 [5] Ho Name =
~
HO0}03) ] Ne Name *—l—.
00109 [5] Ho Name
#061,67) 51 No Name

2
poncnEnanme b 1

USED /M = (2/128) ExecutionTime = 413 [micio sec]
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/O Tags
This section describes the I/O tags in the Object List.

M Icons
The icons in the Object List have the following meanings.

Icon Meaning

5] Safety 1/0O data for the local Safety Network Controller or data
for another device on the network that was received through
safety I/0 communications.

] Non-safety I/O data for the local Safety Network Controller or
data for another device on the network that was received
through standard 1/0 communications.

IMPORTANT 1/O tags for which the |5]| icon is displayed are for non-safety data in the fol-
lowing cases. Do not use this data to build a safety system.

* I/O tags connected to standard devices

* I/O tags for data that is non-safety data at the safety /O communications
partner

* I/O tags for data that was input or output with standard I/O communica-
tions at the safety I/O communications partner

Refer to the user’s manual for the communications partner device to see if
data is safety data or non-safety data.

Note 1/O tags in the work area have an “S” symbol instead of the icon.

M /0 Configuration Information Display

| Page 1 |

X

ﬂ FunctionBlock

:- Input l :_ Output ]
' [HO0](15) [5] FeedBack
= [#OORNE14-5CRUOT
= Safety Input
[DO](N:):G atel

[01](N:):Gate2
[02](N:): THC_R_NC
[03](N:):THC_R_ND

[D4](M:):THC_L_MC [#00]:(07) [S] Reset

[05](M:): THC_L_MD =
[D6](M:):FeedBack g
[07](N:):Reset £t »
5]

[08](M:):E-5TOP1

[09](N:):Ex§TOP2
[10][N:]:N0§\\ [#00]:08) [S] E-STOP1 N

[11]IN::No Name
[12](M:: Mo Mame
[15]H:]:Ho Nams

| I/O settings data is displayed with symbols. | [#00]402) [5] Reset Re:
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Symbols are displayed in the 1/O tags in the Object List for the 1/0O configura-
tion information.
The meanings of the symbols are given in the following tables.

Display Input mode Display Channel mode
N Not Used None Single Channel
P Test pulse from Test out e Dual Channel Equivalent
S Used as safety input c Dual Channel Complementary
ST Used as standard input
Display Output mode Display Channel mode
N Not Used None Single Channel
S Safety d Dual Channel
P Safety Pulse Test
Display Test Output mode
N Not Used
ST Standard input
P Pulse Test
PW Power Supply Output
ML Muting Lamp Output

Note 1/O configuration information is not displayed for 1/0 tags in the work area.

M Searching for I/O Tags

I/0O tags that are being used in the program are displayed in bold text in the
Object List, as shown below. If you double-click a bold 1/O tag, the location in
the program where the 1/O tag is used is displayed.

xl Page 1 ]

B FunctionBlock

e Input S Dutput ]

= aa [HOONE1A-SCPUOT

= Safety Output
[OO](N-d]-0utputl
[01](N:d):0 utput2
[02](N:d):Emor
[03](N:d):Beset Requil

[#00]:(06) [3] FeedBack

[#00]:(07) [S] Reset b
® -
 PEET 5 I

01

?
v *_| -
[#00]:(08) [3] E-STOP1 A re —aF

] (11YH)MHo Mame

[#00]:(09) [] E-$TOPZ

Double-click.

[#00]:(03) [$] Reset Required

| Flashing in red '/v

Note If an input tag is being used on more than one page, keep double-clicking to
change the display to the next page. Click the Workspace or perform any
another operation to return to the first page.

188



Programming
L _

Section 6-3

Deleting Items

Use any of the following methods to delete 1/O tags, function blocks, or con-
nections.

1. Select the item to delete and then select Edit - Delete from the menu bar.
2. Select the item to delete and then click the Delete Button on the toolbar.

3. Right-click the item to delete and then select Delete form the pop-up
menu.

4. Select the item to delete and then press the Delete Key or Backspace
Key.

Adding and Deleting a Page

Adding a Page

Deleting a Page

Page Title

Inserting a Page (Adding a New Page between Pages)

Pages can be inserted using either of the following methods. A new page will
be added between other pages.

1. Select Page — Insert Page from the menu bar.
2. Right-click the Page Tab and select Insert Page.

To add a page, use either of the following methods. A new page will be added
after the last page.

1. Select Page - Add Page from the menu bar.
2. Click the Add Page Button on the toolbar.

To delete a page, use either of the following methods. The currently displayed
page will be deleted.

1. Select Page - Delete Last Page from the menu bar.
2. Click the Delete Page Button on the toolbar.
3. Right-click the Page Tab and select Delete Page.

The user can enter a title for each page. The title can be entered when adding
a page, or it can also be entered using either of the following methods:

1. Display the page for which the title is to be changed and select Page -
Change Page Title from the menu bar.

2. Display the page for which the title is to be changed and right-click the
Page Tab and select Change Page Title.

189



Programming Section 6-3

Jump Addresses

The Jump Address menu commands can be used when the program is com-
plex or when it spans multiple pages.

1. First, set the source jump address using either of the following methods:
a. Select Function - Jump Address - New from the menu bar.
b. Right-click in Workspace and select Jump Address.

JumpAddress

Pleaze enter a Label of Jurmp address

Jump 1 |
]4 | Cancel |

2. Enter a name for the jump address and click the OK Button.
The jump address will be displayed as follows:

1 - I[#0D3NE1A-SIPUDL-Y2 - Page 1.(297mm s 2A0mm) |

Fle Edit view Function Page Funchion@look

DG BE L X0 T00% s f 2 a

*[ Paget |
£ FunctiorBlock | 2, input| 2 output | 3
= o Logic 1

Comparator
EXNOR
EXOR
NOT

o Name *_‘ %
oR 000D [5] No N, 2
RSFF »

~
er/Counter

Courter r—ih—
0 Delay Tinver

OnDelay Timer

Pulse Generator [#O0L@1) 5] No Name

fety D evics

T

g
il o = e = e o
g

EnableSwitch
ESTOP
Light Cutain Moritoring
Muting
Safety Giate Moritoing
Tuo Hand Controller
User Mode Switch p
=) % Reset/Restart
{4 Reset
11 Restart
=) Connector
{4 Muli Connector
14 Routing
) User define

< o

USED /MaX = (1/254) ExecutionT ime = 324 [micio sec]

3. Enter the jump destination using either of the following methods:
a. Select Menu - Jump Address - Select from the menu bar.
b. Right-click in the Workspace and select Select Jump Address.

Select JumpAddress
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4. Select the name of the jump source and click the OK Button.
The jump address will be displayed as follows:

View Eunchion_Page =
Bai § X | 100% v 0 @ a

Paqe1 Page2 |

£} FunctionBlock | 2 1nput| 2 ouput|
= o

T

i

b b
g 5 o o o
TEif grgnToiroegs g

o

e

e

USED /MéX = (1/254) ExecutionT ime = 324 [micio sec]

Note Double-click a jump address to change the display to the corresponding jump
address.

Function Block I/O Information

The input and output descriptions for a function block are displayed when the
mouse cursor is placed on the corresponding I/O point on the screen.

e P
-.s.E:ﬂ »

COutput Enable

Editing Function Block Parameters

To edit the parameters of a function block, use any of the following methods to
display the Parameter Edit Window.

1. Double-click the function block.

2. Select the function block and then select Edit - Properties from the menu
bar.

3. Right-click the function block and the select Edit from the pop-up menu.

4. Select the function block and then click 4 Property on the toolbar.

Note  The parameters that can be edited depend on the function block. For details,
refer to the Safety Network Controller Operation Manual (Z906).
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Parameters

Input/Output Settings
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Click the Parameter Tab to set the parameters of the function block.

ID:[#02] Safety Gate Monitoring

Parameter l Out point] Comment]

Parameter Mame

| Valug |

Reset Condition

Input Type

Function Test
Dizcrepancy Time [pairl ]
Dizcrepancy Time [pair?)
Syncronization Time

Auto Reset

DualChannel Equivalent(1pair)
nio Function Test

3w 10 ms)

3 10 ms)

30 [x 10 ms)

0K | Cancel |

Click the In/Out Setting Tab to set the number of inputs or outputs and the

Fault Present Option.

ID:[#03] UserMode Switch

Option

Parameter  In/0ut Setting l Comment]

Input 7/ Dutput
Mumber of [nputs: _ hd
MHumber of Outputs: 2 -

™ Use Fault Present

0K | Cancel
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Setting Output Points

Setting Comments

Note

Click the Set Output Point Tab and set whether or not to use the different
output point functions for function blocks.

ID:[#04] Tero Hand Controller:

Parameter  Out point l Camment

Usze / Mot Uze

[T Discrepancy Emor [Pair2)

[ Fault Prezent

=]

Cancel |

Click the Comment Tab to enter names for the function block or 1/O signals.
The names of I/0O signals are not displayed in the window, but the name of the
function block is displayed under the function block in the window. The user
can select to display or hide all the names entered in this window when the
program is printed.

=

ID:[#05] Restart

Parameter] Im'UutSetling] Out point ~ Comment l

Text for FB: | |

In2:

o]

Cancel |

With Network Configurator 1.6L] or lower, the number of inputs cannot be
deleted if a connection is made as shown in the following figure (i.e., if a con-
nection is made at the bottom of the inputs and some inputs are not con-
nected.) WIth Ver. 2.00] or higher, however, the number of inputs can be
deleted up to the number of connections made.
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[#000:0000 [S] Mo Marme *_ D []

[#00]:001 3 [S] Mo Mame *—

NE1A Cycle Time

Set Value

Present Value

New Value

Set Parameters

194

Of the function block parameters, any time parameters must be set to values
that are equal to or longer than the cycle time of the NE1A-series Controller. If
the cycle time of the NE1A-series Controller is changed, you can globally
change the settings of these parameters.

Select Edit - Set Time Parameters from the menu bar.

Set Time Parameters E|
ME14 Cycle Time: 4| ms SetValue: 4| mg
Parameters should be greater than ME14 Cucle Time.

Function Block Parameter Present Yalus Mew Value
HE-STOF Discrepancy Time | 30 | 10 (ms)
1 [2106-Delay Timer Delay Time 0 [rns) 0 [mz)
[ [3Pulze Generator On Pulze time 500 [ms) 500 [mz)
[ [3Pulze Generator Qff Pulze time 500 [mz) 500 [mz)
1 4EDM Max. Feedback Time 300 [mg) 300 [ms)

Set Parameters ] ’ Select/Clear All ][ Cloze

The cycle time of the NE1A -series Controller is calculated automatically and
displayed.

Set the value to which to globally change the time parameters.
The current value of the parameter is displayed.

This is the actual value that was set with the Set Parameters Button. This
value is calculated based on the maximum value, minimum value, and setting
unit of the parameters for the Set Values.

The Set Parameters button changes the value of all parameters that are
selected to the New Value.
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Select/Clear All
This Select/Clear All button selects or clear the selection of all of the parame-
ters in the list.

Close
This button closes the dialog box.

Sending Explicit Messages

An explicit message can be set in advance and then sent when an output tag
turns ON as a trigger. One explicit message can be set for the entire program.

(A response is not received to indicate the results of sending the message.)
Select Function - User EM from the menu bar.

Trigger Address
Select the output tag to function as the trigger for sending the explicit mes-
sage. Every time the specified output tag changes from OFF to ON, the
explicit message set as the send message will be sent.

Retry Count

Set the number times sending will be retried if explicit message transmission
fails.

Set to 0 for no retries.

Send Message
» Target Node
Set in hexadecimal the destination node address to which to send the
explicit message.
+ Service Code
Set the service code of the explicit message in hexadecimal.
» Class ID
Set the class ID of the explicit message in hexadecimal.
* Instance ID
Set the instance ID of the explicit message in hexadecimal.
* Service Data
Set any service data in hexadecimal.
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Finding Function Blocks with Open Connections

Newly created programs containing function blocks with open inputs or out-
puts (see diagram) cannot be downloaded. For this reason, all I/O must be
used.

I_MC —— =i [#00]

O

Input with open _.-E-J

connection

S

Select Edit - Search Open Connection. The following dialog box will be dis-
played.

Open Conneclion @ ’3(_ .

Fallawing FunctionBlack has open connection.

H | FunctionBlock, |

[#01]  Two Hand Controller : Input Side
[#02]  NOT : Output Side

(]S | Cancel | pdate

As shown in the diagram, function blocks with open I/O connections will be
listed. Double-click the list to display the corresponding function block (with
the open connection).

Note  Open I/O connections are displayed in red. If a jump address is used for the
I/0 and the corresponding jump address is not used, however, the 1/0O will not
be displayed in red and will appear to be connected.
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6-3-4 Programming User-defined Function Blocks

User-defined function blocks are created and used using the following steps.
* Create a user-defined function block.
* Create a program that uses the user-defined function block.

» Check operation of the program that includes the user-defined function
block.

User-defined function blocks can be imported and exported and used by other
users by following these steps.

» Export/import the user-defined function block.
* Re-use the user-defined function block.
The procedure is described in detail below.

Creating User-defined Function Blocks

Creating a New User-defined Function Block
1. Select Function Block — Create from the Logic Editor Function Block
Menu.
The Logic Editor for creating a function block and the 10 Property Dialog
Box will be displayed.

& - [=2]x]
= f E)
*[Paget
~
10Property 3]

10 Number

Input EZ Dutput 83

Input | Dutput

#  Taghame

#1 Iputl

HZ Input2

B3 Inpud

He Inputd

#5  Inputs

HE  InputB

W7 Input?

HE  InpuB

14 Uniitled
v
< >
USEDMAX = (0/254) ExecutionTime = 273 [microsec]
e W s | e T s 8o

2. The number of inputs and outputs and the tag name are set in the 10 Prop-
erty Dialog Box. The tag name can also be set later.

The Logic Editor for creating a function block will be displayed.
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23 Mo <BD 2@ A

*[Page1 |
£} FunctionBlock | %, rput| 2, Ouput| -

£} RSFF
=l Timet/Counter
Counter
£} OifDelay Timer
£} OnDelay Timer
£} Pulss Generator
) Safely Device
£} EDM
£} EnableSmitch
i} EsTOP
£} Light Curtain Moritering
£} Muting
£} Safety Gate Moritoring
Tino Hand Cartroller
£} User Mode Swich —
=l o Reset/Restart
i} Reset
I} Restart
I Connector
£} Muli Connector

£} Routing

‘ o

USED A = (0/64)

3. Create the program by placing and connecting function blocks, input tags,
and output tags.

Refer to 6-3-3 Programming Using Function Blocks for information on how
to use the Logic Editor.

Example Programming a User-defined Function Block:

‘ Page 1 1
0] =)
Bl D
'""“”4# L 3 s Output 1
Input2 3 -
+ 10
e
Input3 ?—-_._\_ »
Input 4 *—I e A
"
L=
Input 5 *—
Outputz
Input 6

4. Save the user-defined function block.

* Select File — Apply from the Logic Editor menu for creating a user-
defined function block.

» Set the user-defined function block name in the Function Block Name
Dialog Box and click the OK Button.

The saved user-defined function block will appear on the Logic Editor Ob-
ject List.

Example screen:
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{1 FunctionBlock lﬁ Inputl =1 Dutput]
- ﬁ Laogic

| } 4HD
Comparator

} 1 EXNOR

| | ExOR

L { NOT

OR

} t RS-FF
imerACaLmker

| } Caunter

|} Of-Delay Timer
B On-Delay Timer
| 1 Pulse Generatar
| o Safety Device

e

} t EDM

| | EnableSwitch

,_t E-STOF User defined function blocks are displayed.
} t Light Curtain Manitoring Right click a user defined function block and
L | Muting select Editto enable editing the user defined

S afety Gate Monitoring function block. ]
Two Hand Cortraller User defined function blocks cannot be edited

1 Lser Made Switch once they have been placed in a program.

=N} Reset/Restart

{1 Reset
D Restart
| &5 Cornector
£} Multi Cannectar
{ } Routing
| g User define
{} PressEnable

Note The following characters cannot be used in user-defined function block

names.
¥/, ?7<>&""

Creating Programs Using User-defined Function Blocks

Importing User-defined Function Blocks
User-defined function blocks must be imported before they can be used in a
program. (They do not need to be imported if they are already present.)

1. Use the Network Configurator to allocate a new NE1A-series Controller to
the network and open the Logic Editor.

2. Select Function Block — Import from the main Logic Editor menu.
The Open Dialog Box will be displayed.

Look jr: | — ncf ﬂ "= £ B

i testl fbd
Press_Enable.fbd

File: pamne: | | | Open |

Files of type: | FunctionBlack file [* fbd] ] Cancel
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3. Select the file and click the Open Button.

The imported user-defined function block will be displayed in the Logic Ed-
itor Object List.

Example Screen:

{1 FunctionBlock ]ﬁ Input | 2, Output |

=& Logic

T} AND

Comparator

ExXMOR

EX0OR

NOT

oR

RS-FF

rmer/ Counter
Counter
Qff-Delay Tirmer
On-Delay Timer
Pulze Generator

fety Device
EDM
EnableS witch
E-STOP

i

Muting

e
IEICICICICIEIET & CACACAET

Two Hand Control

S-S Reset/Restart
£} Reset
i} Restart

- Connector
£} Multi Connector
{ |} Rauting

- oy User define
£} PressEnatle

Allocating User-defined Function Blocks
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Imported user-defined function blocks can, like normal function blocks, be
selected from the Logic Editor Object List and drag-and-dropped to the Work-

space and used.

ller

Uszer Mode Switch

Light Curtain Monitaring

Safety Gate Monitoring

User defined function blocks are displayed.
Right click a user defined function block and
select Editto enable editing the user defined
function block.

User defined function blocks cannot be edited
once they have been placed in a program.

Example of Using User-defined Function Block:

[Page1

[#00k07) [S] Reset

[#00l:t08) [5] ESTOR1 +—-—IJ’-

[#00]:(08) [5] ESTOFZ

[#001:00) [5] Gatel *—|

]

OO (3] Fasdback.
tel
1] [#00100) [5] Dutputt
i8] '
U ¥ s (3] Outputz
A
—a
2

[[4000]:(00) [5] Resst Required

Fress Ensble 1]

[HOLo0) (5] Gistel [ S—

ITHC.
Fo0kc2) [5] THERMG e
J—.TH:}RJ\E
[#00k(5) (8] THERUND *_HTH: 5D

'

STHo LMD

Fault

I S[H00}(e) [S] Emce

[#00}04) [S] THE LMD L4

[#o0l:(08) [5] THE LMD

User-defined Function Block

checked by right-clicking the function
block and selecting Monitoring (see
next diagram).

User-defined function blocks cannot be
edited once they have been allocated in

\ a program, but the contents can be
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Editing Function Block Parameters Used in User-defined Function Blocks
This section describes how to change function block parameters used in user-
defined function blocks.
1. As shown in the following figure, right-click the function block or right-click
the function block list and select Edit parameter of a User defined Func-
tion Block when the menu is displayed.

Sample [t ]|

Input 1 Output 1 !
Output 2 '

Output 3 !

Cutput 4

Edit..
————  Delete

Cut
Copy

Monitorineg...

Edit parameter of a User defined FunctionBlock...

Property of Uszer defined FunctionBlock...

The following Function Block List Window will be displayed.

FunctionBlock List &|
# FunctionBlock CGomment
[#01] AND
i all
[#03] E-STOF
[#04] Reset
[ Edit | [ Glose |

2. In the Function Block List Window, select the function block to be edited,
and click the Edit Button. The menu for editing the parameters of the cor-
responding function block will be displayed.

ID:[#01], ESTOP X
Parameter |
Parameter Name Walue
Reset Condition Auto Reset
Input Tupe [iual Channel Equivalent
Dizcrepancy Time 3% 10msz]
l 0k ] [ Cancel
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3. Edit the parameters, and then click the OK Button. The parameter will be
changed, and then the filter will be updated.

Note (1) Parameter changes are performed for the file.
If a user-defined function block is edited, the changes will be applied to
all instances of that user-defined function block.

(2) Parameters that change the number of inputs or outputs of a function
block cannot be edited (e.g., setting the number of 1/O, setting to use or
not use Fault Preset, and changing from Dual Channel to Single Chan-
nel).

Precautions When Using User-defined Function Blocks

User-defined function blocks cannot be edited once they have been allocated
in a program. Editing must be performed while the function block is not being
used in a program. To check the contents after allocation, right-click the user-
defined function block in the program and select Monitoring or Edit (see next
diagram).

Example Screen Display When User-defined Function Block Is Right-clicked
and Monitoring |s Selected:

e 1] =)
mputt  E—————mi [ S

i) ]

i
o A )
Inputs
—_— Output 2
Inputs

< o

USED/MAR = [4/64)

Note  The values for I/O tags in function blocks and the status of signal connections
with function blocks can be monitored online if the Network Configurator is
online and the NE1A-series Controller is in RUN mode.

The following diagram shows how /O that are not used in user-defined func-
tion blocks are displayed on screen. Used outputs are indicated in red and
unused outputs are indicated in gray. Unused I/O connections cannot be con-
nected.

202



Programming Section 6-3

fb_testD1
Output being used

.Input1 Outpu

Qutput 7 '\r Unused outputs ‘

Checking Operation of Programs with User-defined Function Blocks

Always download programs with user-defined function blocks to the NE1A-
series Controller and check operation before using them in an application.

Reusing User-defined Function Block Files
Project files (*.ncf/*.nvf files) and user-defined function block files (*.fbd files)
exist as separate files. This allows a user to reuse user-defined function
blocks created by a different user when creating programs. The procedure to
reuse user-defined function blocks is described below.

Creating User-defined Function Blocks
Refer to 6-3-3 Programming Using Function Blocks.

Checking User-defined Function Blocks
Before distributing user-defined function blocks, check the operation and
change the user-defined function block status to Validated.

1. Right-click the imported user-defined function block in the Logic Editor Ob-
ject List and select Edit.
The Logic Editor for creating function blocks will start and the user-defined
function block will be displayed.

2. Check the user-defined function block program and, if there are no prob-
lems, close the Logic Editor (File — Close).

3. Right-click the imported user-defined function block in the Logic Editor Ob-
ject List and select Validate.
The following dialog box will be displayed.

Logic Editor.

& The specified FunctionBlock will be marked as Valid “FunctionBlock ™.
okK?

Cancel |

4. Click the OK Button.
The icon for the checked user-defined function block will change from
white to yellow.

[ WEEL MIUUE e
= ,
” =g Uzer define H|

D Press_Enable
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Exporting User-defined Function Blocks
A user-defined function block can be exported (i.e., saved as a user-defined
function block file).

1. Click the saved user-defined function block in the Logic Editor Object List
to select it.

2. Select Function Block — Export from the Logic Editor main menu.
The Save As Dialog Box will be displayed.

Save | 2 fbd j £F E-
fh_test01.ibd

File hame: || | | Save |
Save a5 bype: | FunctionBlock file (% fod) =l Eancel

3. Enter the file name and click the Save Button.

The user-defined function block will be saved in a user-defined function
block file (*.fbd).

Note  Select Function Block — Batch Export to export all user-defined function
blocks in a group.

Distributing User-defined Function Block Files
Once the file has been exported, move the saved file to the personal comput-
ers on which it is to be reused.

Importing User-defined Function Blocks
A user-defined function block must first be imported before it can be used in a
program.

1. Use the Network Configurator to allocate a new NE1A-series Controller to
the network and open the Logic Editor.

2. Select Function Block — Import from the Logic Editor main menu.
The Open File Dialog Box will be displayed.

Look jr: | — ncf j & ek Ed-

=l testl. fbd.
@ Press_Enable.fbd

File: parne: | | | Open |

Files of type:  |FunctionBlack file [ fbd) ] Cancel

Note  Multiple files can be imported simultaneously by selecting them in the Open
File Dialog Box.
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Note

3. Select the file and click the Open Button.
The imported user-defined function block will be displayed in the Logic Ed-

itor Object List.

£ FunctionBliock | % Input| 22, Output |
= e Logic
{} A4ND
{ } Comparator
[} ExNOR
{ } ExOR
{§ nOT
{}OR
[} RSFF
oo Timer/Counter
[} Counter
{ } OffDelay Timer
{ { OnDelay Timer
{ } Pulse Generator
. Safety Device
{} EDM
{ } EnableSwitch
{ } ESTOP
j Light Curtain Manitoring
j tuting
j Salety Gate Monitaring
j Two Hand Contraller
] User Mode Switch
— 5a Reset/Restart
Reset
{} Restat
I 5@ Connector
{7} Multi Connectar
{'} Routing
= gy User define
{4 PressEnable

User-defined function blocks that are no longer required can be deleted.

User-defined function blocks are displayed.
A user-defined function block can be edited
by right-clicking it and selecting Edit from
the pop-up menu.

User-defined function blocks cannot be
edited, however, once they have been
allocated in a program.

1. Click the user-defined function block to be deleted on the Logic Editor Ob-

ject List.

2. Select Function Block — Delete from the Logic Editor main menu.

Deleted user-defined function blocks cannot be restored. Be sure you do not
need the function block before deleting it.

Precautions When Using User-defined Function Block Files
Project files (*.ncf/*.nvf files) and user-defined function block files (*.fbd files)
exist as separate files. This section describes the relationship between project
files and user-defined function block files.

Saving Programs

Note

Reading Project Files

Downloading Programs

Uploading Programs

Apply the program (select File — Apply) in Logic Editor to temporarily save
data for all function blocks used in a program (including those used inside
user-defined function blocks) (see note). This data will include all data
required for NE1A-series Controller operation.

Once you exit Logic Editor and click the OK Button in the NE1A-series Con-
trollers’ Edit Device Parameters Dialog Box, the data will be saved to a project

file.

Project files can still be read normally even if there are no user-defined func-

tion block files.

Configurator data can still be downloaded normally even if there are no user-

defined function block files.

Once programs that include user-defined function blocks have been down-
loaded to the NE1A-series Controller, they can still be uploaded normally
even if there are no user-defined function block files.
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Displaying Program Reports

Verifying Programs

Editing Programs

206

Always import the user-defined function block file before displaying reports.

The reports can still be displayed without the user-defined function blocks, but
the user-defined function block for that report will appear as a question mark
(?), as shown below, and the contents cannot be checked.

E Network Report - Untitled

Single Channel Oms B
Single Channel Oms

14 Mot Used Hot Used Oms Oms
13 Mot Used Not Used Oms Oms

Logic Image

T

| \
I \
| |
| |
I \
| \
| \
e — |

FunctionBlock Parameter

FunctionBlock Name: Press_Fnable
ID: 1

Press_Enable

Lo

Always import the user-defined function block file before verification.

Program verification can be completed even without user-defined function
blocks once the program with user-defined function blocks is downloaded to
the NE1A-series Controller, but the user-defined function block for that report
will appear as a question mark (?) and the contents cannot be checked.

Programs cannot be edited without the user-defined function block file.
Always import the user-defined function blocks before editing.

A warning message like the one shown below will appear if the Logic Editor is
started without the user-defined function block file.

I [ ogic Editor
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The following diagram shows how the program will appear if the Logic Editor
is started in this status.

32 - H#D0INELA SOPUOLY - Page 1 (207mm s 2Limm) |

=

3 FunctiorBlock | &, input] 2 oupt |
= & Logic

Flle Edt Wiew Function Pags FunctionBlock

1007

0 @A

Page 1 |

il

UISE D/AMAX = [4/254)] EvectionTime = 418 [micra sec]

A user-defined function block without a file will appear as a question mark (?)
and the connections will be deleted. Editing operations (copy, paste, undo,
redo, etc.) cannot be used for the user-defined function block. Also, the pro-
gram cannot be saved or downloaded after editing.

If the user-defined function block file is missing, import the user-defined func-
tion block. The program will not be automatically updated, however, if the
user-defined function block is imported with the program open. Close the pro-
gram and open it again to correctly display the user-defined function block.

The following table shows which functions require user-defined function block
files and what will happen if the function is executed without the file.

Function File Operation
Download Not required Operates normally.
Upload Not required Operates normally.

Save project
file

Not required

Operates normally.

Load project
file

Not required

Operates normally.

Verify device Required The corresponding user-defined function block image will
appear as a question mark (?).

Display report | Required The corresponding user-defined function block image will
appear as a question mark (?).

Edit program Required The Edit Program Screen will be displayed but the editing
operations (copy, paste, undo, redo, etc.) cannot be exe-
cuted.

Apply program | Required Cannot be executed.

Editing User-defined Function Blocks After Creating a Program
This section describes how to edit user-defined function blocks after creating
a program.
1. As shown in the following figure, right-click the function block or click the
function block, and then right click. Select Edit when the menu is dis-
played.
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Sampls [ ]|
Input 1 Qutput 1/
Qutput 2 ]

Output 3 ]
Mikrart 4

Delete

Cut
Copy

Monitaring...

Edit parameter of a Uzer defined FunctionBlock...
Property of User defined FunctionBlock. .

The window for editing the user-defined function blocks will be displayed.
2. Perform the editing in the window for editing user-defined function blocks.

The following numbers of inputs and outputs cannot be changed when editing

user-defined function blocks used in programming.

Numbers of I/O before Numbers that can be Numbers that cannot be
editing used used
1t08 1t08 9to 32
9to 16 1to0 16 17 to 32
17 to 24 1to 24 2510 32
25 to 32 1to 32

Programming User-defined Function Blocks
After editing a user-defined function block in other programming, the user can
select whether to reflect the changes if programming that uses the same user-
defined function block is started. The following section describes the proce-
dure.

1. Click the Edit Button in the Logic Tab of the Edit Device Parameters Win-
dow of the NE1A-series Controller to start the Logic Controller. The follow-
ing message will be displayed.

M Logic Editor,

L] E "Sample" has been modified. Wil you update?
L

= % ]

2. Click the No Button to no reflect the change. The corresponding user-de-
fined function block will be indicated with a question mark (the same as if
there is no file).

Click the Yes Button to reflect the change. The following message will be
displayed.

M |.ogic Editor %]
'E "Sample" is updated,
< In the case that the number of FunctionBlock is changed,

aor the order of FunctionBlock is changed,
May the "connected line” is deleted or modified.

‘Will you continue the update 7
(if vou chose "MNo", the line that is connected with output of this FunctionBlock will be deleted. )
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» When the No Button is clicked, the function blocks and connections con-
nected to the outputs of the corresponding user-defined function block will
be deleted, as in the following figure (output tags and connections to jump
addresses will not be affected).

5]

¥
o

input 1 Output 18—

linput 2
Output 2§

I 1= »

Input 4 Output 38—

ach

#0081 ) [S] Mo —Es ()

« If the Yes Button is clicked, changes to the user-defined function block file
will be updated in the programming.
If changes to the user-defined function block affect the function block exe-
cution sequence (e.g., newly adding or deleting parts of the function
block), the user-defined function block outputs and the sequence of con-
nections connected to function block inputs may be changed.

The following figure shows an example of the above. The figure at the left
shows the condition before the changes.

User-defined Function Block User-defined Function Block

(1 (4) (1) (4)

@) 6 [ = ) j 5) |

©) (6)

Note (1) Thoroughly check performance using the actual system after changing a
user-defined function block that is used multiple times in the program.

(2) Start the Network Configurator as a user with administrator rights to im-
port, save, delete, check, or edit user-defined function blocks.
* On Windows XP, the above operations cannot be performed by a user
that does not have administrator rights.

* On Windows Vista or a later version, operations that are performed
when the Network Configurator is started normally are not applied to
other user accounts (including the administrator).

209



Programming

Section 6-3

6-3-5 Password Protection for User-defined Function Blocks

210

Note

Passwords can be set for user-defined function block files. The password pro-
tection applies to editing and deleting of user-defined function block files. Ver-
ify, Report, and Print operations are not password protected.

1. Select File — Change Password.
The Change Password Dialog Box will be displayed.

Change Password @ '?(_

Current Password

Mew Password

Canfirm Pazzword

[].4 | Cancel |

2. Enter the password in the New Password field (up to 16 alphanumeric
characters).

3. Re-enter the password in the Confirm Password field.

4. Click the OK Button.

The program password is now set.

From now on a dialog box requesting the password will be displayed when-
ever Function Block — Edit is selected from the function block list. Unless the

set password is entered, the screen for creating user-defined function blocks
will not be displayed and the function blocks cannot be edited.

The contents of user-defined function blocks can, however, be browsed. The
program must be password protected to prevent browsing of user-defined
function blocks (refer to 6-3-7 Password Protection for Programs).

It is recommended that passwords be set for user-defined function blocks for
which user tests have been completed so that unintentional changes are not
made after the function block has been allocated in a program.
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6-3-6 Saving the Program

Use the following procedure to save the program.

1. Select File - Apply.
The program is saved temporarily in the Network Configurator. The data is
also saved temporarily in the same way when the user exits the Logic Ed-
itor.

2. After exiting the Logic Editor, click the OK Button in the Edit Device Param-
eters Dialog Box.

S afety Connections 1 Memoary Info. 1 Safety Slave 1/0 1 Slave /0 ]
Local Output I Local Input/Test Dutput 1 Mode/Cycle Time Logic

Password

[ Enable Password

[Dfsras Pasrd |

Ok Cancel

3. To save the file, select File and Save or Save As in the Main Window of the
Network Configurator.

IMPORTANT » To save the program and exit, the user must click the OK Button in the
Edit Device Parameters Dialog Box when exiting the Logic Editor.

« If the user clicks the Cancel Button, none of the parameters entered until
then, including the program, will be saved. Any programming saved tem-
porarily by applying the program (selecting File — Apply) will also be
deleted.
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6-3-7 Password Protection for Programs
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Note

Note

Passwords can be registered to protect editing, verification, and printing of
programs.

There is no recovery mechanism if the program password is forgotten.

When password-protecting programs, keep two copies of the network config-
uration file, one with a password and one without a password.

Download the file with the password to the Safety Network Controller.

1. Select Enable Password on the Logic Tab Page of the Edit Device Param-
eters Dialog Box shown below.

Edit Device Parameters @1 '3(

Safety Connections ] kemary Info. ] Safety Slave 1/0 ] Slave I/0 ]
Local Output ] Lacal [nput/T est Output ] Mode/Cycle Time  Logic

Pazzword

[ Enable Pazsword

[ERTE

The Change Password Dialog Box will be displayed.
Change Password @1 '?_ .

Curent Pazzwaord

Mew Password

Confirm Password

)4 | Cancel |

2. Enter the password in the New Password Field (up to 16 alphanumeric
characters).

3. Re-enter the password in the Confirm Password Field.
4. Click the OK Button.

The program password is now set. A dialog box requesting the password will
be displayed whenever the Edit Button is clicked to start the Logic Editor. Pro-
gram edit/verification and report/print functions will not be available if the set
password is not entered. Program can be uploaded and downloaded but the
program contents cannot be displayed.

To change the password, click the Change Password Button on the Logic
Tab in the Edit Device Parameters Dialog Box.

Passwords can be set only for programs created using version 1.3L] by click-
ing the Edit Button to start the Logic Editor first.
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6-3-8 Updating the Program

If the I/O tags of the Safety Slaves that configure the NE1A-series Controller’s
local I/O and connections are changed (e.g., by adding or deleting I/O tags),
the user must start the Logic Editor and check the program.

If the user downloads the parameters to the NE1A-series Controller without
starting the Logic Editor, a download error will occur in the Logic Editor
because of data inconsistency. If this error occurs, start the Logic Editor and
check the program, making any required modifications.

6-3-9 Monitoring the Program

The I/O tag values and signal states of connections with function blocks can
be monitored online in the Logic Editor Window. Make sure that the Network
Configurator is connected to the network and that the NE1A-series Controller
being monitored is in RUN state before starting online program monitoring.

Starting Online Monitoring

Start online monitoring using either of the following methods:
1. Select Function - Monitoring from the menu bar.
2. Click the Monitoring Button on the toolbar.

During monitoring, the 1/O tags or connections that are ON will be displayed in
a darker green color.

[#00J-01) [] No Hame

e

[#001:01) [5] Ho Name

Al FunctionstNE1A-SE (23]

G |22

Snld
Bk Pulza tink

500 (ma)

R

Muiingl16)

USED/MAX = [40/254] ExecutionTime = 2534 [micio sec]

User-defined function block contents can be monitored.
Use the following procedure to start online monitoring.
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1. Right-click the user-defined function block displayed on the screen and se-
lect Monitoring from the pop-up menu.

TestFB 2]

—Hinput 1 Dutput 1
_.Input2

Dutput2._‘
_.Input3

—E[#0

Delete

Cut

Copy

2. The Monitoring Screen will be displayed.

3. Click the Monitoring Button on the toolbar.
During monitoring, the I/O tags or connections that are ON will be dis-
played in dark green.

=0utput 1
Input3 (]

DB]_ _E =l

Output 2 =

Input2 *—‘

< ‘ o

USED/MAX = [3/64]

Stopping Online Monitoring
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Click the Stop Monitoring Button on the toolbar to stop online monitoring.
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Printing Programs
Programs can be printed.

1. Use one of the following methods to print the program
a. Select File — Print from the menu bar.
b. Click the Print Button on the toolbar.
The following dialog box will be displayed.

Logic Editor;

& Wwfould o like o print “lnputA0utput Comment™ 7

2. Click the Yes Button to also print the function block I/O comments when
printing the program.

A Print Dialog Box like the one shown below will be displayed.
(The screen may differ depending on the printer set for the personal com-
puter being used.)

 print E BEX .

Frirter

Mame: EPSON LP-5300 Properties...
Status: R eady

Type: EPSOM LP-9300
Where:  LP-3300

Camment: [ Print to file
Prirt range Copies

O | Mumber of copies; 1 :
s T3 (I

. DLl
Ok | Cancel

3. Click the OK Button.
The program will start printing.

Note  The diagram frames will be printed with version 1.5[1.
Function blocks at the edges of program screens in data created using ver-
sion 1.3[1 may overlap with diagram frames when the program is printed. Do
not place function blocks at the edges of the program screen.
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Program Execution Sequence

The order of execution of function blocks is automatically set by the Logic Edi-
tor and displayed in the upper right corner of each function block. The execu-
tion order would be as follows in the following example:

1: E-STOP
2: Reset
3: EDM

[#01 10031 [5] Mo Mame

[#01 1001 1 [S] Mo Mame

[#01 102 [5] Mo Mame

[#31 10000 [S] Mo Mame *—

[#01 1001 3 [S] Mo Marme: |

Execution Sequence of Programs with Loopbacks
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Jump addresses can be used in programs to create loopbacks. If a program
contains more than one loopback (e.g., Jump 1 to Jump 1 and Jump 2 to
Jump 2 in the following example), the sequence of execution will be in the
order that the function blocks are positioned. Carefully test all programs con-
taining more than one loopback in the actual application to be sure they exe-
cute properly.

Jurmpl
humpe

[5]
-b [2]
[5] -D
{= B

D [4]

[1] [2]
> I .
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7-1 Monitoring Functions

Devices supporting DeviceNet Safety hold a variety of status information
internally. This information can be monitored using the Network Configurator.

7-1-1  Monitoring Status

Description
The status of NE1A-series or NEOA-series Controllers and DST1-series
Safety 1/0 Terminals can be monitored using the Network Configurator. If an
error occurs in a device, detailed information about the error can be
accessed.

Monitoring Status Using the Network Configurator
The user can monitor the status using any of the following methods:

1. Select a device and select Device - Monitor from the menu bar. Click the
Status Tab in the displayed window.

2. Select a device and click the Monitor Device Button on the toolbar. Click
the Status Tab in the displayed window.

3. Right-click a device and select Monitor from the pop-up menu. Click the
Status Tab in the displayed window.

‘ Monitor Device @1 'R_ .

Status l Safety Ennnectiun] Parameter] Errar Histu:ur_l,l]

Device Status

-
-
[v Executing

-
~

17171

Alarm M arming

N ™
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Device Status

Alarm/Warning

The device status is displayed.

Errors and warning that have occurred in the device are displayed.

Click the Detail Button to identify the error. The @ icon will be displayed for
alarms and the 1y icon for warnings.

Detail of Alarm/Warning E|

General | Safety Output | Safety Input || Test Dutput

Dezcription
O Input PS Yaoltage Low
O Manufacturer-specific ALARM exception detail [ 7 1: 0203

The Detail of Alarm/Warning Dialog Box has the following tab pages: General,
Safety Output, Safety Input, and Test Output.

The General Tab Page displays the current Unit errors.

The other tab pages display errors occurring at the output terminal, the input
terminal, and the test output terminal respectively. (The items displayed are
outlined in 7-1-3 Monitoring Parameters.)

If there is an alarm, the device will stop operation. Therefore the problem must
be resolved.

If there is a warning, the device will continue to operate but the incident may
develop into a problem. Therefore it is recommended that the cause of the
warning is removed.
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7-1-2 Monitoring Safety Connections

Description

The safety connection status of the NE1A-series Controller can be monitored
using the Network Configurator. This enables the user to specify with which
device an error is occurring in the safety communications and in which safety
connection the error is occurring. Connection information of the DST1-series
Safety I/O Terminals cannot be monitored.

Monitoring Using the Network Configurator
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The user can monitor the safety connection status using any of the following
methods:

1. Select the NE1A-series Controller and select Device - Monitor from the
menu bar. Click the Safety Connection Tab in the displayed window.

2. Select the NE1A-series Controller and click the Monitor Device Button on
the toolbar. Click the Safety Connection Tab in the displayed window.

3. Right-click the NE1A-series Controller and select Monitor from the pop-up
menu. Click the Safety Connection Tab in the displayed window.

The connection status of the Safety Slave is displayed for the local node
address. For the other node addresses, the status of the safety connections
configured for the device parameters is displayed.

Monitor Device @

Status | Safety Connection | Parameter | Errar Histary | Maintenance
Device Status
@ 504
Status codes can be
Bt Ses monitored (Ver. 1.5[] or
; higher).
Contection Mame Type Status
0 #04 Safety Input Azzembly 1 In 00.0001
i H04 Standard Output Azzembly Clut 000001
Resume ] [ Rezume All

Status codes (error codes) can be monitored (version 1.5[] or higher).

This is useful when a connection cannot be established, because the status
code returned by the target device can be used to check the cause of the
error. Refer to 8-1 Connection Status Tables for details of status codes.

The connection status of the Safety Slave is displayed for the local node
address. For the other node addresses, the status of the safety connections
configured for the device parameters is displayed.
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Device Status

Connection Status

The connection status can be checked for each node address in the Device

Status Field. The connection status is indicated by the following colors.

Color Status
Gray Unregistered device.
Green All the connections are sending idle data.
Blue All the connections are communicating normally.
Yellow At least one connection is not connected or sending idle data. (An error has
occurred and there is no connection.)
Red An error has occurred in at least one connection.

For the local node address (i.e., the node address of the Safety Slave), the
color gray indicates that there are no connections or that an error has
occurred in a connection. The color blue indicates that normal communica-

tions are being performed in one or more connections.

The status can be checked for each safety connection in the Connection Sta-

tus Field. The connection status is indicated by the following colors.

Color Status
Gray Connection is not connected.
Green Idle data is being transmitted.
Blue Normal communications are being performed.
Red Connection error has occurred.

For the local node address (i.e., the node address of the Safety Slave), the
color gray indicates that there is no connection or that an error has occurred

in the connection. The color blue indicates normal communications.
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7-1-3 Monitoring Parameters

Description
The I/O status of an NE1A-series or NEOA-series Controller or DST1-series
Safety I1/O Terminal can be monitored using the Network Configurator. If the
configuration fails or if an error occurs in any 1/O, monitoring this information
enables the user to determine the cause of the error.

Monitoring Using the Network Configurator

The user can monitor the parameters using any of the following methods:

1. Select a device and select Device — Monitor from the menu bar. Click the
Parameters Tab in the displayed window.

2. Select a device and click the Monitor Device Button on the toolbar. Click
the Parameters Tab in the displayed window.

3. Right-click a device and select Monitor from the pop-up menu. Click the
Parameters Tab in the displayed window.

Monitor Device E‘ 'T(_
Status] Safety Connection  Pararmeter l Errar Histor_l,l]

Pararneter Mame | W alue | -

& Test OutputD Yalue OFF

& Test OutputD Status QK

& Reason for Test DutputD Alarm Mo alarm —

& Test Output] Value OFF

& Test Output] Status 0k,

& Feazon for Test Output] &lam Mo alarm

& Test Output? Walue QOFF

& Test Output? Status QK

& Reason for Test Dutput? Alarm Mo alarm

& Test Output3 Value OFF

& Test Outputd Status 0k,

& Feason for Test Dutput3 Alarm Mo alarm

& Safety [nputd VYalue QOFF

& Safety lnputd Status QK

& Safety lnputl Logical Values OFF

& Reaszon for Safety [nputd Alarm Ma alarm

& Safety Inputl Value OFF

& Safety lnput] Status 0k

& Satetu lnno | Anical Valie MNFF j

Cloze
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Test Output Terminal Status

Safety Input Terminal

Item Description
Test Output Value Output value of the test output.
Test Output Status Evaluation result of the test output. “Alarm” is displayed if an error

occurs.

Reason for Test Output
Alarm

The cause of the error is displayed.

Status

Item

Description

Safety Input Value

Input value to the safety input.

Safety Input Status

Evaluation result of the single-channel safety input. “Alarm” is dis-
played if an error occurs.

Safety Input Logical
Value

This is the input value after the safety input terminal evaluation. “Off”’
is displayed if an error occurs.

Reason for Safety Input
Alarm

The cause of the error is displayed.

Safety Output Terminal Status

Item Description
Safety Output Value Output value of the safety output.
Safety Output Monitor Monitoring value of the output for the safety output.
Value
Safety Output Status Evaluation result of the single-channel safety output. “Alarm” is dis-

played if an error occurs.

Reason for Safety Out-

put Alarm

The cause of the error is displayed.

For DST1-series Safety I/0 Terminals, the following items will be displayed in
addition to the above items.

Dual Channel Safety Input Status

Item

Description

Dual Channel Safety
Input Evaluation

Evaluation result of the dual-channel safety input. “Alarm” is dis-
played if an error occurs.
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7-1-4  Monitoring the Error History

Description

The error history of an NE1A-series or NEOA-series Controller or DST1-series
Safety I/O Terminal can be monitored using the Network Configurator.

Twenty error history records can be saved internally in a Pre-Ver. 1.0 NE1A-
series Controller, 100 records if the unit version is 1.0 or higher (including
CPU Units that support EtherNet/IP), and ten records in a DST1-series Safety
I/O Terminal. When the number of errors exceeds the number of records, the
oldest records will be deleted.

Depending on the error type, some errors are saved in non-volatile memory
and not cleared when the power is turned OFF. Other errors are saved in
RAM and cleared when the power is turned OFF. Refer to the relevant opera-
tion manual for details.

Monitoring Using the Network Configurator
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The user can monitor the error history using any of the following methods:

1. Select a device and select Device — Monitor from the menu bar. Click the
Error History Tab in the displayed window.

2. Select a device and click the Monitor Device Button on the toolbar. Click
the Error History Tab in the displayed window.

3. Right-click a device and select Monitor from the pop-up menu. Click the
Error History Tab in the displayed window.

Monitor Device

| Status | Safety Cannection | Parameter| Emor Histow | Maintenance

Drezcription Time

© Metwork PS5 Yoltage Low 0 days 12 hours 43 minutes 57 26,
D Manufacturer-specific ALARM . 0 days 12 howrs 43 minutes 57.26...
© Metwork PS Valtage Low 0 dayz 12 hours 43 minutes 53.52...

0 Manutacturer-specific ALARM . 0 days 12 howrs 43 minutes 53.52...

Update ][ Clzar l[ Save..
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Error History Display Items

Item

Description

Description

Provides error details.

Time

The total device operation time when the error occurred.

Saving the Error History

Clearing the Error History

Updating the Error History

The error history information can be saved in CSV format. Click the Save But-
ton to save the information.

Click the Clear Button to clear the error history saved internally in the NE1A-
series or DST1-series Safety I/0 Terminal.

Click the Update Button to access the most recent error history.

Displaying Countermeasures for Errors

It is possible to display countermeasures for errors. To display the counter-
measures, double-click the error, or select the error and click the Help Button.

* Example of Countermeasure Display

Using the Network Confi

compatible Units Only)

E? Errors and Countermeasures

Netevork PS Voltage Low

sU

re a cable

the specified range.

Force Mode Timeout

e durati
Contreler.

ion time for For

€ Safety Network Controller or

Switch Setting Mismatch

Check the following
- Configure the swits

Invalid Configuration

System Failure

er corrective actions
problem recurs the NE14

Safety U0 Connection Timeout

ame baud ra

rslack?

th allocation suitable?

trunk lines and branch lines}?

ance only on both end

s of the main line?

Safetv V0 Connection Estaklishment Failure

Check the slave

urator to Monitor EtherNet/IP Error Histo

EtherNet/IP-

You can use any of the following methods to monitor the EtherNet/IP error his-
tory.

1.

Select a device and then select Device - Monitor from the menu bar. Click

the EtherNet/IP Error History Tab in the displayed window.

Select a device and then click the Monitor Device Button on the toolbar.

Click the EtherNet/IP Error History Tab in the displayed window.

Right-click a device and select Monitor from the pop-up menu. Click the

EtherNet/IP Error History Tab in the displayed window.
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Status Safety Connection i Parameter
Error History EtherNet/IP Ermor History  Maintenance
| Time of Enor ErmorInfo... | Detalled ... | Content
© 60 days 10 hours 36 m... 021 nam IP address d...
9 &0 dayz 3 hours 54 mi... 03C4 a0 Server conn...
) £0 days 9 hours 54 mi... 03c4 040 Server conn...
© B0 days 9 hours 54 mi... 03c4 040 Server cohn...

Update ][ Clear l[ Save..

Error History Display Items

Item Description
Time The total device operation time when the error occurred.
Error information Gives the error code.
Detailed information Gives the detailed error code.
Contents Displays the error contents.

Saving the Error History
The error history information can be saved in CSV format. Click the Save But-

ton to save the information.

Clearing the Error History
Click the Clear Button to clear the error history saved internally in the NE1A-

series or DST1-series Safety I/0 Terminal.

Updating the Error History
Click the Update Button to access the most recent error history.

Displaying Countermeasures for Errors

It is possible to display countermeasures for errors. To display the counter-
measures, double-click the error, or select the error and click the Help Button.
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7-2 Maintenance Functions (Unit Version 1.0 or Later)

This section describes the maintenance functions of NE1A-series Controllers
with version 1.0 or higher (including CPU Units that support EtherNet/IP).

7-2-1 Total ON Time Monitor Function

Overview

In NE1A-series Controllers with unit version 1.0 or later (including CPU Units
that support EtherNet/IP), this function times how long a local input, test out-
put, or local output is ON and stores that total ON time internally in non-vola-
tile memory.

» Count range: 0 to 4,294,967,295 s
(stored as 00000000 to FFFFFFFF hex)

» Count units: Seconds

Total ON time

T
{ L‘,,.._ 1/0 power supply

L]
’A_

Sensor
Total ON time l

Connected device | l | | ON
‘ OFF

This information can be monitored using the Network Configurator or explicit
messaging.

Note (1) The Total ON Time Monitor function (Time) and Contact Operation Coun-
ter function (Count) cannot be used simultaneously on one bit. Select one
of these functions with the Maintenance Counter Mode Choice setting.

(2) When the Maintenance Counter Mode Choice setting is changed, the col-
lected data (operations count or total ON time) will be cleared.

(3) These functions do not operate when the I/O power supply is OFF.

(4) The Total ON Time Monitor function checks whether the connected de-
vice is ON at about 1-s intervals. This function may not count the total ON
time precisely if the device is ON for intervals of less than 1 second.

H Calculating the Total ON Time with 0.5-s ON Pulses

In figure A, the bit is actually ON for 0.5 s x 3 = 1.5 s, but the bit is ON just
once when the status is checked, so the total ON time is measured as 1 s.
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Measured about 1 time/second

ON
OFF

05s

Figure A

In figure B, the bit is actually ON for 0.5 s x 3 = 1.5 s, but the bit is ON twice
when the status is checked, so the total ON time is measured as 2 s.

Measured about 1 time/second

ON
OFF

05s

Figure B

M Calculating the Total ON Time with 1.5-s ON Pulses

In figure C, the bit is actually ON for 1.5 s x 2 = 3 s, but the bit is ON four times
when the status is checked, so the total ON time is measured as 4 s.

Measured about 1 time/second

ON
OFF

15s

Figure C
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Setting the Total ON Time Alarm Threshold with the Network Configurator
The maintenance mode (Maintenance Counter Mode Choice) and alarm
threshold (Threshold Maintenance Counter) can be set for each local input,
test output, and local output terminal.

Edit Device Parameters

Slave 1/0 ] Local Output ] Local Input/Test Qutput ]
Safety Connections ] temary Info. ] Safety Slave /0 ]
Made/Cycle Time ] Errar Mode Maintenance ] Laagic: ]

Local Input l Local Qutput | Test Qutput |

No. | Narne | D etection M... | Threshold Va... | o
@0 Time
@m Time

a

1]

I .
Edit Maintenance Config 'i_
Dretection Mode

* Time " Court

[ 0- 4234367295 Times |
[0- 4234367295 Seconds |

Ok | Cancel

@13 Time
@14 Time

Walue u

[ R e

oK | Cancel |

If the alarm threshold (Threshold Maintenance Counter) is set to 0, the Con-
troller will not compare the count or time PV to the alarm threshold SV.

Monitoring the Total ON Time from the Network Configurator

Any of the following methods can be used to monitor the total ON time in the
local inputs, test outputs, or local outputs.

1. Select the device and select Device — Maintenance information from the
menu bar.

2. Select the device and click the toolbar’s Maintenance Button.

3. Select the device, right-click that device, and select Maintenance infor-
mation from the popup menu.

4. Select the device, select Device — Monitor from the menu bar, and click
the Maintenance Tab in the displayed window.

5. Select the device, click the toolbar’s Device Monitor Button, and click the
Maintenance Tab in the displayed window.

6. Select the device, right-click that device, select Monitor from the popup
menu, and click the Maintenance Tab in the displayed window.
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x-' ’

Monitor Device E‘

Status] Parameters Maintenance lError Hist-:-r_l,J]

I I

I I

I I

-

Paramater MNarne | Walue | *l

0145 Test Output] Maintenance Counter 0
0150 Test Dutput? Maintenance Counter 0
0155 Test Outputd Maintenance Counter 0
0227 Safety InputD/E Dperation Time 0ms

0230 Safety InputD/E Operation Time [Peak]  Oms
0256 Safety InputD/E Operation Time Excee.. 0K
0232 Safety Inputl /7 Dperation Time 0ms
0235 Safety Inputl /7 Operation Time [Peak]  Oms
0257 Safety Inputl /7 Operation Time Excee.. 0K

0237 Safety Input2/8 Dperation Time 0ms

0240 Safety Input2/8 Operation Time [Peak] Oms

0258 5afety Inputz /8 Operation Time Excee.. 0K

MIAD C abmbi hemmt M0 M mmr mbimim, T i, Mo ﬂ

oo |

Claze

Each I/O point’'s accumulated total ON time can be cleared. To clear the time,
select the total ON time to be cleared and click the Clear Value Button.

7-2-2 Contact Operation Counter

Overview

In Ver. 1.0 and later NE1A-series Controllers (including CPU Units that sup-
port EtherNet/IP), this function counts the number of OFF — ON operations at
a local input, test output, or local output and stores the count internally in non-
volatile memory.

» Count range: 0 to 4,294,967,295 operations (stored as 00000000 to
FFFFFFFF Hex)

* Count units: Operations
» Resolution: Depends on the cycle time.

EOpera(ions -
OFF s ON L [_||_l 1/0 power supply

I
| Output device Counting the output’s OFF JM—

(such as a relay) — ON operations:

1 2 3

This information can be monitored using the Network Configurator or explicit
messaging.

Note (1) The Contact Operation Counter function (Count) and Total ON Time Mon-
itor function (Time) cannot be used simultaneously on one bit. Select one
of these functions with the Maintenance Counter Mode Choice setting.

(2) When the Maintenance Counter Mode Choice setting is changed, the col-
lected data (operations count or total ON time) will be cleared.

(3) These functions do not operate when the I/O power supply is OFF.

230



Maintenance Functions (Unit Version 1.0 or Later) Section 7-2

Setting the Contact Operations Alarm Threshold with the Network Configurator
The maintenance mode (Maintenance Counter Mode Choice) and alarm
threshold (Threshold Maintenance Counter) can be set for each local input,
test output, and local output terminal.

Edit Device Parameters

S afety Connections ] Memony Info. ] Safety Slave |/0 ]
Slave 1/0 ] Local Output ] Local Input/Test Output ]
Mode/Cycle Time ] Error Mode Maintenance l Logic ]
Local [nput l Local Dutput] Test Dutput]
Mo, | Mame | Detection M... | Threshold Va... | -
@ 0o Time 0
@ Time 0
@ _: ime [
@ 0
@0 .
@0 Detection Mode
@ 0 " Time
@0
- . 0 [ 0-4294967295 Times |
@1 Value : [ D - 4234357296 Seconds )
" |
@1 ok, | Cancel
@1 s
@13 Time 0] &
@14 Time 0 -
Edi...
Ok | Cancel |

If the alarm threshold (Threshold Maintenance Counter) is set to 0, the Con-
troller will not compare the count or time PV to the alarm threshold SV.
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Monitoring Operations from the Network Configurator

Any of the following methods can be used to monitor the number of contact
operations in the local inputs, test outputs, or local outputs.

1. Select the device and select Device — Maintenance information from the

menu bar.
2. Select the device and click the toolbar’s Maintenance Button.
3. Select the device, right-click that device, and select Maintenance infor-

mation from the popup menu.

4. Select the device, select Device — Monitor from the menu bar, and click
the Maintenance Tab in the displayed window.

5. Select the device, click the toolbar’s Device Monitor Button, and click the
Maintenance Tab in the displayed window.

6. Select the device, right-click that device, select Monitor from the popup
menu, and click the Maintenance Tab in the displayed window.

Monitor Device @ 'T('

Status] Parameters  Maintenance IEHDI Histor_l,.l]

r r

r r

r r

-

Parameter Name | Walue | A|

0145 Test Dutput! Maintenance Counter 0
0150 Test Output? M aintenance Counter 0
0155 Test Dutput3 Maintenance Counter 0
0227 Safety InputD/E Dperation Time Oms

0230 Safety InputD/E Operation Time [Peak] Oms
0256 Safety Inputl/E Operation Time Excee.. 0K
0232 Safety Inputl /7 Operation Time Oms
0235 Safety Inputl /7 Operation Time [Peak] Oms
0267 Safety Inputl /7 Operation Time Excee.. 0K

0237 Safety Input2/8 Operation Time Oms

0240 Safety Input2/8 Operation Time [Peak] Oms

0258 Safety Inputz /2 Operation Time Exces.. 0K

A7 C Feb Lma F2 M0 Mlmmr=Hmn Tirn [gRery j

[

Cloge

Each I/O point's accumulated contact operations count can be cleared. To
clear the count, select the contact operations count to be cleared and click the
Clear Value Button.
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7-3 Displaying Safety Device Status

Device Status Display
Safety information for safety devices (NE1A-SCPU and DST1 Series) can be
displayed in Maintenance Mode. An example is shown below.

L) urtitled - Net:ork Configzrator

File

it Mew Netvork D

EOSFile Tools Optien  Help

=y =

2 w ¢S %32
el #
B8 Network Configurator
= %) DeviceNet Hardware
=g Vendar o 01 102

(= OMRON Corporation
DeviceType

S AC Diives

) g Communications Adapter

- g Discrete Safety 1/0

# S General Puiposs Discrete 140

NETA-SCPUO2Y1  NE1A-SCPU NE1A:SCPUOT

- g Humanachine Interface
) g Posiion Controller
- g Safety Network Controller

Usage of Network Bandwidth of S afety Connections
125K Bit/s 250K Bités :
0% [ % 100%

500K Bitss
0% [ iy 100% 0%

Calculats EFI
5 100%

| Product Name [
NE1ASCPUD2Y
NET4SCPUDN Yer2
NE1&-5CPUOT

> | _Comment
NE18SCPU02YT
NET4SCPUDT Vei2
NET&-5CPUOT

| Volage |

oo

Messans Code | Dats [ Description

Feady LDeviceNet T.DeviceNet USB-LOCATIONIZTOOLEUS [HODNETA-SCPUOT [115200B/s | @ Ondine

Moving to Maintenance Mode

The icons that appear in the Maintenance Mode display indicate the status
shown in the following table.

Icon (diagram) Status

Gray with white border

Offline

Gray with green border

Default status (Not set in configuration.)

Green Idle state

Blue Normal execution
Yellow Warning

Red Alarm

Updating Device Status Displays

Device status displays are automatically updated when the following opera-
tions are executed using the Network Configurator.

* Uploading networks

» Downloading networks

» Downloading parameters

» Updating maintenance information

» Uploading device modes (RUN/IDLE)
* Resetting devices

In addition, while online, the display can be updated at any time by selecting
Network —Update Device Status.
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Automatic Updates of Device Status Displays

234

When the Network Configurator is connected to the system and online, device
information can be automatically acquired and the status displayed. To have
device status updated and displayed automatically when an online connection
is made, select Options — Update Device Status automatically, when it
was connected on Network.

Select |nterface 4
Edit Canfiguration File 4

Setup Maonitar Refresh Timer

Install Plugin Module

Update Parameter automatically, when Configuration was changed
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8-1
8-1-1

Connection Status Tables

Outline

If an error occurs when the NE1A-series Controller tries to establish a safety
connection with an NEOA-series Controller, DST1-series Safety 1/0 Terminal
or an NE1A-series Controller set as a Slave, the 7-segment display will dis-
play the error codes d6, dA, or d5.

Check the status code (error code) shown on the Safety Connection Tab
Page in the Monitor Device Window and take the corresponding countermea-

sure.

8-1-2 Connection Status for DST1 Series

Status Countermeasure
00:0001 Normal communications The Safety 1/0 connection status is normal.
01:0001 Safety I/0O Connection The Safety I/O connection has timed out. Check the following items.
Timeout + Do all nodes have the same baud rate?

* Is the cable length correct (trunk lines and branch lines)?
* Is the cable disconnected or slack?
* Is the terminating resistance only on both ends of the main line?
* Is there a lot of noise?
* Is the network bandwidth allocation suitable?

01:0105 Configuration Owner Error | The Safety Slave was configured from a configuration tool or Safety Master at
a different node address last time. Reset the Safety Slave to the default set-
tings and download the device parameters again.

Refer to 5-1-2 Setting Safety Connection Parameters for information on config-
uration owners.

01:0106 Output Connection Owner | The Safety Slave established output safety I/o connections with a Safety Mas-

Error ter at a different node address last time.
Reset the Safety Slave to the default settings and download the device param-
eters again.
Refer to 5-1-2 Setting Safety Connection Parameters for information on output
connection owners.

01:0110 Device Not Configurated | The Safety Slave has not been configured. Download the device parameters to
the Safety Slave.

01:0113 No. of Connections Error | The setting for the number of safety I1/0 connections exceeds the upper limit
supported by the Safety Slave. Adjust the Safety Connection setting for the rel-
evant Safety Master.

01:0114 Vendor ID or Program The device data (vendor ID or product code) for the device on the Configurator

Code Error and the device used in the actual system does not match.
» Use Safety Slave Verification (Device - Parameter - Verify) to check that the
device in the system and the device registered to the Safety Master match.
« If they do match, delete then re-register the connections registered to the
Safety Master.

01:0115 Device Type Error The device data (device type) for the device on the Configurator and the device

used in the actual system does not match.
*» Use Safety Slave Verification (Device - Parameter - Verify) to check that the
device in the system and the device registered to the Safety Master match.
« If they do match, delete then re-register the connections registered to the
Safety Master.
01:0116 Revision Error The device data (revision) for the device on the Configurator and the device

used in the actual system does not match.
» Use Safety Slave Verification (Device - Parameter - Verify) to check that the
device in the system and the device registered to the Safety Master match.

« If they do match, delete then re-register the connections registered to the
Safety Master.
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Status

Countermeasure

01:0117

Connection Path Error

1. Two or more output safety /0O connections have been set for the Safety
Slave.
» Change the Safety Connection setting for the Safety Master so there is only
one connection. Then reset the Safety Slave to default settings and download
the device parameters to the Safety Slave again.

2. The same output assembly number for a Safety Slave has been used for both
a Safety Master and a Standard Master.

* Input assembly numbers can be duplicated but output assembly numbers
cannot. Check the Safety Connection setting for both the Safety Master and
the Standard Master then return the Safety Slave to default settings and
download the device parameters to the Safety Slave again.

« If the error remains even after the above countermeasure has been per-
formed, delete and re-register the connections registered to the Safety Mas-
ter.

01:0119

Unable to communicate
with Safety I/O

The DST1-XDL ] Safety Slave is set to Auto Execution Mode. In this mode,
the Controller cannot establish Safety /O communications with the Safety
Slave. Change the mode to After Establishing Safety I/O Connection.

01:0204

Communications with
Safety Slave timed out

It may not be possible to communicate with the Safety Slave.

Check the status of the Safety Slave to see if it is online (the NS indicator
should be flashing or lit green). If the Safety Slave is online, check the following
items.

* Make sure that the Safety Slave's node address is correct.

* Make sure that all nodes are set to the same baud rate.

» Make sure that all cable lengths (main and branch lines) are suitable.

» Make sure that the cable is not broken or loose between the Safety Master
and Safety Slave.

» Make sure that terminating resistance has been connected only at the ends of
the main line.

» Make sure that there is not excessive noise affecting communications.

01:031E

No. of Connections Error

The setting for the number of safety I/O connections exceeds the upper limit
supported by the Safety Slave. Adjust the Safety Connection setting for the rel-
evant Safety Master. In particular, check that no more than 15 Safety Masters
are set for each Multi-cast connection, with a maximum total of 30.

01:031F

Connection ID Resource
Error

The maximum number of connection IDs for one Safety Master (12) has been
exceeded.

Change the ID allocation under Edit Safety Connection — Expansion Con-
nection Setting to “Check Produced IDs in the Safety Slave” in the corre-
sponding Safety /0O Connection (Safety Input Assembly) setting, then
download the device parameters to the Safety Master again.

01:07FF

Non-existent Safety Slave

The Safety Slave may not have been added to the network correctly. Check
that the corresponding Safety Slave is online (i.e., the NS indicator is flashing
green or lit green.) If the Safety Slave is not online, check the following items.
* Is the node address for the Safety Slave correct?

* Do all nodes have the same baud rate?

+ Is the cable length correct (trunk lines and branch lines)?

* Is the cable disconnected or slack?

* Is the terminating resistance only on both ends of the main line?

* Is there a lot of noise?

01:080C

Safety Signature Mismatch

The safety signature for the Safety Slave monitored by the Safety Master does

not match the safety signature of the Safety Slave itself.

* Reset the Safety Slave to default settings then download the device parame-
ters again.

« If the above remedy does not work, delete then re-register the connections
registered to the Safety Master.
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Status

Countermeasure

01:080E

TUNID Mismatch

The TUNID for the Safety Slave monitored by the Safety Master does not
match the TUNID of the Safety Slave itself.

* Reset the Safety Slave to default settings then download the correct device
parameters.

« If the above remedy does not work, delete then re-register the connections
registered to the Safety Master.

Refer to 3-5-2 Network Numbers for information on TUNIDs.

01:080F

Safety Configuration not
possible

1. The Safety Slave is configuration locked and Configure the target device is
selected for the Open Type setting for the Safety Master connection.

* Release the configuration lock on the Safety Slave to configure the Safety

Slave from the Safety Master.

« To configure the Safety Slave from a configuration tool, set the Safety Master
connection to Check the safety signature under Open Type. Then reset the
Safety Slave to default settings and download the device parameters to the
Safety Slave again.

2. The Open Type of the Safety Master connection is set to Configure the Safe-
ty Slave when the execution mode of the DST1-XDLI[] Safety Slave is set to
Auto Execution mode.

* When the DST1-XDUI is set to Auto Execution mode, it cannot establish

Safety /0O communications. Change the setting to After Establishing Safety
I/0 Connection.

D0:0001

IDLE mode

The NE1A-series Safety Master is in IDLE mode, and has not started safety 1/0
communications.
Change the operating mode to RUN mode.

8-1-3

Connection Status for the NE1A-series Controller (Safety Slave

Function)

Status

Countermeasure

00:0001

Normal communications

The Safety I/0 connection status is normal.

01:0001

Safety I/O Connection
Timeout

The Safety I/O connection has timed out. Check the following items.
* Do all nodes have the same baud rate?

* Is the cable length correct (trunk lines and branch lines)?

* Is the cable disconnected or slack?

* Is the terminating resistance only on both ends of the main line?

* Is there a lot of noise?

* Is the network bandwidth allocation suitable?

01:0106

Output Connection Owner
Error

The Safety Slave established an output safety I/0O connection with a Safety
Master with a different node address last time.

Reset the Safety Slave to the default settings and download the device param-
eters again.

Refer to 5-1-2 Setting Safety Connection Parameters for information on output
connection owners.

01:0109

Data Size Error

The Safety Slave 1/O size set to the NE1A-series Controller Safety Slave and
the size set under the Safety Master safety connection setting does not match.
The Safety Slave I/O setting may have been changed, so delete then re-regis-
ter the connections registered to the Safety Master.

01:0110

Unconfigurated Device

The Safety Slave has not been configured. Download the device parameters
to the Safety Slave.

01:0111

EPI Error

The EPI set under the Safety Master safety connection setting is smaller than
the Safety Slave cycle time. The EPI must be longer than both the Safety Mas-
ter and the Safety Slave cycle times. Check the Safety Master safety connec-
tion setting.

01:0113

No. of Connections Error

The setting exceeds the maximum number of safety 1/0 connections sup-
ported by the Safety Slave. Check the relevant Safety Master safety connec-
tion settings.
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Status

Countermeasure

01:0114

Vendor ID or Product Code
Error

The device data (vendor ID or product code) for the device on the Configurator

and the device used in the actual system does not match.

» Use Safety Slave Verification (Device - Parameter - Verify) to check that the
device in the system and the device registered to the Safety Master match.

« If they do match, delete then re-register the connections registered to the
Safety Master.

01:0115

Device Type Error

The device data (device type) for the device on the Configurator and the
device used in the actual system does not match.

» Use Safety Slave Verification (Device - Parameter - Verify) to check that the
device in the system and the device registered to the Safety Master match.

01:0116

Firmware Revision Error

The device data (firmware revision) for the device on the Configurator and the

device used in the actual system does not match.

» Use Safety Slave Verification (Device - Parameter - Verify) to check that the
device in the system and the device registered to the Safety Master match.

« If they do match, delete then re-register the connections registered to the
Safety Master.

01:0117

Connection Path Error

Two ore more single-cast safety 1/0 connections or a multi-cast safety 1/0 con-

nection with a different EP| has been set for a safety slave I/O.

* To share one safety slave I/O on a Safety Slave with more than one Safety
Master, make the EPI all the same and set the connection type to Multi-cast.

* NE1A-series Controller Safety Slaves cannot have more than one single-cast
safety 1/0 connection for each Safety Slave 1/O. Set multiple connection
paths for the NE1A-series Safety Slave Safety Slave I/O.

« If the connection is not restored with the above remedy, delete then re-regis-
ter the connections registered to the Safety Master.

01:031E

No. of Connections Error

The setting for the number of safety /O connections exceeds the upper limit
supported by the Safety Slave. Adjust the Safety Connection setting for the rel-
evant Safety Master. In particular, check that no more than 15 Safety Masters
are set for each Multi-cast connection, with a maximum total of 60.

01:031F

Connection ID Resource
Error

The maximum number of connection IDs for one Safety Master (12) has been
exceeded.

Change the ID allocation under Edit Safety Connection — Expansion Con-
nection Setting to “Check Produced IDs in the Safety Slave” in the corre-
sponding Safety /0 Connection (Safety Input Assembly) setting, then
download the device parameters to the Safety Master again.

01:07FF

Non-existent Safety Slave

The Safety Slave may not have been added to the network correctly. Check
that the corresponding Safety Slave is online (i.e., the NS indicator is flashing
green or lit green.) If the Safety Slave is not online, check the following items.
* Is the node address for the Safety Slave correct?

* Do all nodes have the same baud rate?

* Is the cable length correct (trunk lines and branch lines)?

* Is the cable disconnected or slack?

* Is the terminating resistance only on both ends of the main line?

* Is there a lot of noise?

01:080C

Safety Signature Mismatch

The safety signature for the Safety Slave monitored by the Safety Master does

not match the safety signature of the Safety Slave itself.

» Reset the Safety Slave to default settings then download the device parame-
ters again.

« If the above remedy does not work, delete then re-register the connections
registered to the Safety Master.

01:080E

TUNID Mismatch

The TUNID for the Safety Slave monitored by the Safety Master does not
match the TUNID of the Safety Slave itself.

* Reset the Safety Slave to default settings then download the correct device
parameters.

« If the above remedy does not work, delete then re-register the connections
registered to the Safety Master.

Refer to 3-5-2 Network Numbers for information on TUNIDs.
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Status Countermeasure
0C:0002 The Safety Slave is in The NE1A-series Controller operating as a Safety Slave is in IDLE mode, and
IDLE mode safety I/O connection cannot be established. Change the operating mode to
RUN mode.
D0:0001 IDLE Mode The NE1A-series Controller that is the Safety Master (d6/b6 is displayed) is in
IDLE mode, and has not started a safety I/O connection.
Change the NE1A-series Safety Master operating mode to RUN mode.
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8-2 Errors When Downloading

8-2-1 Outline

The NE1A-series Controller, NEOA-series Controller, or DST1-series or other
Safety Devices may return an error when configuration data is downloaded to
them. The cause of the error can be determined from the error information
displayed on the Network Configurator.

8-2-2 Error Messages and Countermeasures

Message displayed on the Network
Configurator

Countermeasure

Object state conflict.

A fatal error (Abort) (MS indicator flashes red) has occurred. Set the
switches correctly or execute reset (return to default settings and restart)
to clear the configuration data.

The device is locked.

The configuration data is locked. (LOCK indicator is lit.) Release the lock.

The TUNID not matched.

The device is waiting for a TUNID setting after being reset (NS indicator is
flashing green/red) or the TUNID of the Network Configurator is different
from the device when downloading. Use the following steps to check the
setting.

1. Reset the device to default settings then download the parameters
again. The network number may, however, be different from other devic-
es. If the NE1A-series Controller 7-segment display shows “d6” (A Safe-
ty I/O Connection Establishment Failure message appears on the Error
History Tab Page in the Network Configurator Monitor Device Window)
after the operating mode has been changed, use steps (2) or (3) to cor-
rect the error.

2. Select Network — Upload in the Network Configurator. Unify the network
numbers and reset all devices to the default settings. Once reset, down-
load the parameters to all devices again.

3. Select Network — Property to display the Network Property Dialog Box
in Network Configurator then click the Get from Network Button in the
Network Number Field. If there are multiple network numbers, select one
of these numbers to unify all to that network number.

Privilege violation.

The password used does not provide authority to change configurations.
Check that the correct password is being used.

An attempt was made to disable the DeviceNet communications (stand-
alone) via DeviceNet. Connect the Network Configurator by USB and
download the data again. (With Controllers that support EtherNet/IP, this is
also possible via EtherNet/IP.)

Device state conflict.

Downloading from more than one Network Configurator at the same time.
Wait until other downloads have been completed.
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Message displayed on the Network
Configurator

Countermeasure

The error occurred in the validation of a
device parameter.

There is a non-alignment between configuration parameters. Check the
following items and change the parameters.

* The time parameters (e.g., Discrepancy Time) set for function blocks in
the NE1A-series Controller settings are shorter than the NE1A-series
Controller cycle time.

* The safety connection EPI is shorter than the cycle time.

» The safety inputs are set to Test pulse from test out but the test source
has not been set.

*» One of the safety inputs in a dual channel setting is set as a standard
input and the other has a different setting.

» One of the safety inputs in a dual channel setting is set to Not Use and
the other has a different setting.

* One of the safety outputs in a dual channel setting is set to Not Use and
the other has a different setting.

» The maximum number of connection IDs for one Safety Master (12) has
been exceeded in the safety I/O configuration. Change the ID allocation
under Edit Safety Connection - Expansion Connection Setting to
“Check Produced IDs in the Safety Slave” in the corresponding Safety I/
O Connection (Safety Input Assembly) setting, then download the device
parameters to the Safety Master again.

The program may have been created with an earlier Network Configurator
than version 1.5[]. The checks for safety functions have been improved in
version 1.50] so programs created in an earlier version of the NE1A-series
Controller cannot be downloaded as is. Use the following procedure to
convert the program and then download the program again.

1. Click the Edit Button on the Logic Tab page in the Edit Device Parame-
ters Window of the NE1A-series Controller to open the Logic Editor.

2. Select Edit — Find Function Blocks with Open Connections to check
all function block I/O are connected. For information on open function
block connections, refer to Precautions Updating from Network Configu-
rator Version 1.3@ to a Higher Version on page xxxi.

3. Select File — Apply to save the logic program then close the Logic Edi-
tor.

4. Return to the NE1A-series Controller’s Edit Device Parameters Window
and click the OK Button.

The hardware may be malfunctioning. Cycle the NE1A-series Controller
power and execute self-diagnosis. If the MS indicator is lit red, replace the
hardware.

Logic Editor: Consistency Error.

The network configuration has changed, which has resulted in a non-align-
ment between the logic program data and other data. Start Logic Editor
and check changed I/O locations and make the settings again.

Device can not be accessed.

Device is waiting for a TUNID setting (NS indicator is flashing green/red)
after reset was executed from another node during download. Set the
TUNID and download again.

Refer to 3-5-2 Network Numbers for information on TUNIDs.

With Controllers that support EtherNet/IP, use the DeviceNet Network
Window for downloads. Downloads cannot be executed from the Ether-
Net/IP Network Window.
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Message displayed on the Network
Configurator

Countermeasure

Connection can not be opened.

1. Could not establish connection with device when downloading to the de-
vice via DeviceNet. Check that the power is ON to the device and down-
load again.

2. The connection resources available for the device are being used to es-
tablish safety 1/0 connections with the Safety Master, so a connection
cannot be established with the Network Configurator. Change the oper-
ating mode of the Safety Master to which the safety connections are reg-
istered to IDLE mode.

3. If the above causes do not apply, noise or other factors may be making
communications unstable. Check the following items.

* Do all nodes have the same baud rate?

* Is the cable length correct (trunk lines and branch lines)?

* Is the cable disconnected or slack?

* Is the terminating resistance only on both ends of the main line?
* Is there a lot of noise?

Sending message failed.

Downloaded via USB to the device but could not connect to the device.
Check that the power is turned ON to the device and download again.

Connection failed.

Tried to configure a device on the DeviceNet network via the NE1A-series
Controller USB port, but connection failed. Check that power is turned ON
to the device and download again.

If the above cause does not apply, noise or other factors may be making
communications unstable. Check the following items.

* Do all nodes have the same baud rate?

* Is the cable length correct (trunk lines and branch lines)?

* Is the cable disconnected or slack?

* Is the terminating resistance only on both ends of the main line?
* Is there a lot of noise?

In order to configure the device, the device
needs to be reset. Because, the device is
configured by another device.

The Safety Slave was configured from a Safety Master last time (see
note). Reset the Safety Slave to default settings and download the device
parameters again.

Note: 5-1-2 Setting Safety Connection Parameters for information on con-
figuration from Safety Masters.

Logic is incomplete. Please confirm logic.

There are open inputs or outputs in a function block used in the logic pro-
gram. Click the Edit Button on the Logic Tab Page to open the logic and
perform the following measures.

» Connect the open inputs or outputs.

» Change the number of 1/O setting for the function block to delete the
open input or output.

Function blocks with open inputs or outputs can be searched by using Edit
— Find Function Blocks with Open Connections. For details, refer to
Finding Function Block with Open Connections in 6-3-3 Programming
Using Function Blocks and Precautions Updating from Network Configura-
tor Version 1.3//to a Higher Version on page xxxi.
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8-3 Errors When Resetting

8-3-1 Outline

When the NE1A-series Controller or a DST1-series or other Safety Device is
reset, the device may return an error response. The cause of the error can be
determined from the error information shown in the Network Configurator.

8-3-2 Error Messages and Countermeasures

Message displayed on the Network
Configurator

Countermeasures

Object state conflict.

The specified reset cannot be executed in the current device status. Refer
to 9-2-2 Reset Type and NE1A-series Controller Status in the Safety Net-
work Controller Operation Manual (Z906-E1-07 or higher) and change the
operating mode or configuration lock status of the NE1A-series Controller.
Then execute the reset again.

Invalid TUNID of Device (%s). Device will be
reset by Device’s TUNID. OK?

The TUNID saved to the device and the TUNID specified by Network Con-
figurator do not match. Check that the device node address matches and
execute the reset if it is OK to use the device TUNID.

Privilege violation.

The password used does not provide authority to change configurations.
Check that the correct password is being used.

Specified device can not be accessed, or
wrong device type or password.

The device has just been reset or the power cycled and the device is not
ready for communications (i.e., not online with the NS indicator flashing or
lit green.) Check that the device is communications ready then reset.

The device specified for reset may not support that service. Check that the
device node address is correct.

The configuration data is locked. (The LOCK indicator is lit.) Remove the
lock then execute the specified reset.

The device is performing safety I/O communications and cannot, there-
fore, execute the specified reset. Change the operating mode of the rele-
vant Safety Master to IDLE mode. Then execute the specified reset.

Connection failed.

Tried to reset a device on the DeviceNet network via the NE1A-series
Controller USB port, but connection failed. Check that power is turned ON
to the device and reset again.

If the above cause does not apply, noise or other factors may be making
communications unstable. Check the following items.

* Do all nodes have the same baud rate?

* Is the cable length correct (trunk lines and branch lines)?

* Is the cable disconnected or slack?

* Is the terminating resistance only on both ends of the main line?

* Is there a lot of noise?

The specified operation cannot be performed
on this network. Use the DeviceNet network.
(Only for Controllers that support EtherNet/
IP.)

This will always be displayed when a Controller that supports EtherNet/IP
is reset from the EtherNet/IP Network Window. If there is no problem with
executing a reset using the device TUNID, execute the reset from the
DeviceNet Network Window.
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8-4 Errors When Changing Modes
8-4-1 Outline

When the operating mode of the NE1A-series Controller or DST1-series or
other Safety Device is changed, the device may return an error response. The
cause of the error can be determined from the error information shown in the
Network Configurator.

8-4-2 Error Messages and Countermeasures

Message Displayed on the Network Countermeasures
Configurator
Object state conflict. A fatal error (Abort) (MS indicator flashes red) has occurred. Set the
switches correctly or execute reset (Out-of-Reset) to clear the configura-
tion data.
Object state conflict. 1. The device has not been configured (Configuration Mode). Download

the device parameters.

2. Afatal error (Abort) has occurred. Set the switches correctly or execute
reset (return to default settings and restart) to clear the configuration da-
ta. Once the configuration data is cleared, download the device param-

eters again.
Already set to the specified mode. The device is already in the specified operating mode.
The TUNID is not matched. The TUNID saved to the device and the TUNID specified by the Network

Configurator do not match. Check that the device node address matches.
If it does, it means that the device network number and the network num-
ber in the Network Configurator do not match. Select Network — Upload
in the Network Configurator to match the network numbers.

Privilege violation. The password used does not provide authority to change the operating
mode. Check that the correct password is being used.

Specified device can not be accessed, or The device has just been reset or the power cycled and the device is not

wrong device type or password. ready for communications (i.e., not online with the NS indicator flashing or

lit green.) Check that the device is communications ready then reset.
The device for which the operating mode change request was made may
not support that service. Check that the device node address is correct.

Connection failed. Tried to change the operating ode of a device on the DeviceNet network
via the NE1A-series Controller USB port, but connection failed. Check that
power is turned ON to the device and reset again.

If the above cause does not apply, noise or other factors may be making
communications unstable. Check the following items.

* Do all nodes have the same baud rate?

* Is the cable length correct (trunk lines and branch lines)?

* Is the cable disconnected or slack?

* Is the terminating resistance only on both ends of the main line?
* Is there a lot of noise?
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8-5 Errors That Can Be Found Using the Connection Check

Function

8-5-1 Outline

Communications errors that are likely to occur can be detected prior to down-
loading to the system the network configuration files created by the Network
Configurator. The Connection Check function can be accessed by selecting
Network - Check Connection from the Network Configurator.

8-5-2 Display Messages and Countermeasures

When the connection check function is activated and a communications error
is likely to occur, the following dialog box will appear and the problem will be

displayed.

£ Connection Check Result E

#

O #03DST1-MD1B5L1 DewiceMet_1

MNetwark. Description

The rumber of OUT connections which can be us...

Cloze

The messages that may be displayed and the countermeasures are given in
the following table.

Message displayed on the
Network Configurator

Countermeasure

The Safety Slave (node address) does not exist.

Check the Register Device List of the corresponding NE1A-series
Controller, and remove the items listed as “Unknown Device”.

The device type of the Safety Slave (node address)
is incorrect.

Look at the Register Device List of the corresponding NE1A-series
Controller, and check the device types of the registered node
addresses and devices in the virtual network.

The Safety Slave (node address) TUNID is incorrect.

Go to Network - Property and make sure that the network num-
bers are unified.

The connection point of the Safety Slave (node
address) for a connection (connection name) does
not exist.

Look at the Register Device List of the corresponding NE1A-series
Controller, and check the device types of the registered node
addresses and devices in the virtual network.

The configuration data of a connection (connection
name) and its corresponding Safety Slave (node
address) do not match.

Check the Register Device List of the corresponding NE1A-series
Controller, and click the OK Button.

The Safety Slave (node address and device name)
does not exist, or the route bus is incorrect.

Check the Register Device List of the corresponding NE1A-series
Controller, and remove the items listed as “Unknown Device.”

The connection point of the Safety Slave (node
address and device name) corresponding to a con-
nection (connection name) does not exist.

Check the Register Device List of the corresponding NE1A-series
Controller, and remove the items listed as “Unknown Device.”

The configuration data of a connection (connection
name) and the corresponding Safety Slave (node
address) do not match.

Check the Register Device List of the corresponding NE1A-series
Controller, and click the OK Button.
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Message displayed on the
Network Configurator

Countermeasure

The EPI of the connection (node address: connec-
tion name) is outside the supported range.

Check the Register Device List of the corresponding NE1A-series
Controller, and adjust the EPI of the connection to within supported
range.

The EPI of the connection (node address: network
name: connection name) is outside the supported
range.

Check the Register Device List of the corresponding NE1A-series
Controller, and adjust the EPI of the connection to within the sup-
ported range.

The number of OUT connections has exceeded the
limit.

Check the number of Masters the corresponding device is regis-
tered to.

The connection (connection name) is registered as
connections to multiple nodes.

Check the Register Device List of the corresponding NE1A-series
Controller, and check its connections.

The number of IN connections has exceeded the
limit.

Check the Register Device List of the corresponding NE1A-series
Controller.

The number of connections has exceeded the limit.

Check the Register Device List of the corresponding NE1A-series
Controller.

There is no usable connection ID resource.

Set the Expansion Connection Setting to Check Produced IDs in
the Safety Slave in the Connection Settings Window.

There is no usable target connection ID resource.
Change the Safety Master ID allocation setting.

Set the Expansion Connection Setting to Check Produced IDs in
the Safety Slave in the Connection Settings Window.
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SECTION 9
Maintenance Tool

The section provides an overview of the Maintenance Tool, describes its parts and functions, describes basic operating
procedures, and provides hardware handling procedures. Read this section before you attempt to use the Maintenance Tool.
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9-1 Overview of Maintenance Tool

This section gives an overview of the Maintenance Tool.

9-1-1 Maintenance Tool

The Maintenance Tool is a special software application used to perform main-
tenance for DeviceNet Safety Networks.

The Maintenance Tool can be connected to Safety Devices on the DeviceNet
Safety Network using a USB cable to monitor individual devices. It also
enables replacing devices or backing up and downloading parameters for an
entire network at the same time.

Application Range of Maintenance Tool on the DeviceNet Safety Network

Application Range of Maintenance Tool
Devices in the following range can be maintained with the Maintenance Tool
when it is connected to a Safety Network Controller.

Application Range of Maintenance Tool
— —_— L} _— _— _— L} _— _— L ]

DeviceNet Safety Network to which the Maintenance Tool Bevi
’ eviceNet Network connect-
Safety Network Controller is connected S \ ed to a Standard PLC
’ / T \
Safety Network Controller '\\ |
I o NE1A Series <
EtherNet/IP- « NEOA Series I
DeviceNet Router , USB cable Standard PLC and Master
« NE1A-EDRO1 P |
« Monitoring operation of individual devices
I ¢ Downloading data to an entire network I
* Replacing device
| safetyio
Terminals gafeity lfl\‘etWOTK ' Standard Slave
N i ontroller
\ - DsT1 series « NE1A Series /
\ » NEOA Series /

\———————————’
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Connectable DeviceNet Safety Devices

The following devices can be maintained by using the Maintenance Tool.

Series

Model

NE1A Series

NE1A-SCPUO1

NE1A-SCPUO01-V1 (unit version 1.0 or 2.0)

NE1A-SCPUO02 (unit version 1.0 or 2.0)

NE1A-SCPUO1-EIP (unit version 1.0 or 1.1)

NE1A-SCPUO02-EIP (unit version 1.0 or 1.1)

NEOA Series

NEOA-SCPUO1

DST1 Series

DST1-ID12SL-1

DST1-MD16SL-1

DST1-MRDO08SL-1

DST1-XD0808SL-1

Features of the Maintenance Tool

Compatible with DeviceNet Safety Devices

The Maintenance Tool is compatible with NEOA/NE1A Safety Network Con-
trollers as well as DST1-series Safety /0 Terminals.

Affinity with the Network Configurator

Network configuration files (*.ncf) and device parameter files (*.dvf) are cre-
ated with the Network Configurator and used with the Maintenance Tool.

Display of Errors and Countermeasures

The status of and countermeasures for errors are displayed in a dialog box.
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9-1-2 Differences with Network Configurator Functions

The differences between the Maintenance Tool and Network Configurator
functions are outlined in the following table.

OK: Possible, ---: Not possible

Item Maintenance Tool Network Configurator
Controllable DeviceNet Safety Devices | * NE1A Series * NE1A Series
* NEOA Series * NEOA Series
*DST1 Series *DST1 Series
Parameters Upload OK OK
Download OK OK
Verification executed at the same time.
Compare - OK
Lock, Unlock OK OK
Verification executed at the same time.
Edit OK
Read OK OK
Save OK OK
Creating and editing programs -—- OK
Monitoring (Monitor, Device Status, OK OK
Device Property)
Device replacement (Automatic OK ---
upload/download function)
Resetting OK OK
Changing the mode OK OK
Changing passwords OK OK
Displaying countermeasures for errors | OK OK
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9-2 Starting and Exiting the Maintenance Tool and Version
Information

This section describes how to start and exit the Maintenance Tool and how to
check the version.

9-2-1 Starting and Exiting the Maintenance Tool
Start Procedure

1,2,3... 1. Select Programs — OMRON Network Configurator for DeviceNet Safe-
ty - Maintenance Tool from the Windows Start Menu.

The Maintenance Tool will start, and the following Main Window will be dis-
played.

. Maintenance Tool
Exit About..,

Deevice Information

@ %
L i o
Status Oftine: .@ ] g 3
Device Mame : Re-Cannect Monitor Settings
Vendor - &Ry &Bn <Ry LY
Device Type: - ] <8 D
Node Address : -
Product Name : -
- < &# ey L9
evision : -

Signature

Code: -

Last Modified -- B

Message Raport

Message Cade Date Description

Ready USB-LOCATION21: TOOLBUS  MExA-SCPUxx ---- Bitfs ) OFf-line

Closing Procedure

1,2,3... 1. Select Exit in the Main Window.
The Maintenance Tool will close.
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9-2-2 Displaying the Version Information

Version information for the Maintenance Tool can be displayed.

1,2,3... 1. Select About from the menu bar.
The version information of the Maintenance Tool will be displayed.

Maintenance Tool Yersion 1.00

[C] Capyright OMRAON Corporation 2009 Al Rights Reserved.

Module Yersion | Company Deseription |
SafetyMainteT ool exe 1.0.0.0 OMRON Co.. Maintenance Tool

NetworkManager. dil 1.0.20 OMROMSO..  Metwork Configurator Network Man...
CIP_InterfaceManager. dil 1.0.20 OMRON SO..  CIP Interface Manager DLL
CIP_Virtuallnterface. dil 1.2.30 OMRONSO..  CIP Virtual Interface DLL
CIP_InterfaceCommon.dll 1.5.0.0 OMRONSO.. CIP Commaon Library DLL

Netlcont anager.dil 1.0.30 OMROM S0, Metwork Configurator lcon Manager.
MetPluglnh anager. di 1.0.30 OMROMSO..  Metwork Configurator Plugln Manag

Met5 afetyCornmon. dil 16225 OMROMNS50.. Network Configurator Safety Commo,
NetirtualN etwork. di 1.20135 OMRON 50..  Network Configurator Virtual Networ,
NetVitualDevice.di 1.41.1 OMRONSO..  Metwork Configurator Virtual Device...
NetDevicel dentity. di 1.1.43 OMRONSO..  Metwork Configurator Device Identit...
NetDeviceCammon. dil 1.27.2 OMROM SO..  Metwork Configurator Comman Clas...

This product is protected by copyright law and interational treaties.
Unautherized reproduction or distibution of this product, or any partion of i, may 1esult in ssvers civil and
criminal penalties, and will be prosecuted to the masimum extent possible under law.

2. Click the OK Button.
The display will return to the Main Window.
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9-3 Screen Names and Functions

9-3-1 Main Window

Function Menu Display

Device Information
Status

Other Information

Safety Signature

When the Maintenance Tool power supply is turned ON, the Main Window will
be displayed on the screen. Icons for functions supported by the Maintenance
Tool and information about connected DeviceNet Safety Devices will be dis-
played.

. Maintenance Tool

Exit  About, .
--------------------- 1
Device Infarmation 1 . '
4
o -
Status 0 Marmal 1 .@ P |
1 & % 3 !
1
Device Mame : ME1A-SCPUDZEIP 1 Re-Cannect Device Status Monitor Settings
1 1
1
Wendor : Drmron Corporation 1 &8y &8, Ry L '
Device Type : Safely Netwark Cantraler 1 $ L= 1
1
Node Address : #01 1 Change Target Fieplace Device Error History Monitor 1
PFroduct Name : ME1A-5CPUOZ-EIP 1 1
o <&
Revigion: 1.01 1 % a ':'!*’ ﬁ!*ﬂ !
| e | ‘e | ‘e | ‘e |
1
Signature 1 | Dowrload (Restore] | | Upload (Backup) Metwork. Download Metwork Upload 1
Code: G7FBCO7DF 1 1
1
Last Modified 2009/05/22 ﬁ a’; & ﬁ 1
16:2511.203 1 7o) 3}3
] ﬁ 1
@ Unlocked 1 1
1 Lock / Unlock: Change Mode Fieset Change Password
L e e e e e e
Message Report
Message Code Date Description T
Menu Display
Ready USB-LOCATIONZ1: TOOLBUS | #01 NE1A-SCPUO2-EIP | 500K Bit/s @ Online

Click the function icon to execute a function. The icons of the functions that
cannot be used offline will be displayed in gray and cannot be selected.

The status of the connected device is displayed. The status is automatically
updated.

The device status is indicated by the following colors.

Color Status
Blue RUN
Green IDLE
Yellow Warning
Red Alarm
Gray with white outline Disconnected
Gray with green outline | Default status (not configured)

The node address, vendor ID, model number, product name, and revision of
the connected DeviceNet Safety Device are displayed.

The safety signature and lock status of the connected DeviceNet Safety
Device are displayed.
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Message Report Pane

Information on errors that occur during communications (e.g., downloading or
uploading) with devices is displayed.

9-3-2 Function Icons

Function name Icon Description Reference

Reconnect = Connects a device online when the Maintenance Tool and a device are not | 9-5-1
L) connected.

ReConnect

Device Status Displays the device status as well as details of alarms and warnings. Mainte- | 9-6-3
N nance information for the connected device will be displayed on the Mainte-

Davics Stais nance Tab Page.

Monitor Refresh Sets the interval for refreshing the timing of data obtained with the monitor 9-4

2

Timer Settings 5 function.
Change Target =5 This function is used to change the connected device. 9-5-3
L

Change Terget

Replace Device Device parameters uploaded from the connected device are downloaded 9-7

after replacing the device.

Error History Displays the error history of the connected device. Maintenance information | 9-6-4
for the connected device will be displayed on the Maintenance Tab Page.
Monitor > Displays the connected device's I/O terminal status. Maintenance information | 9-6-2
& for the connected device will be displayed on the Maintenance Tab Page.
Download Py Downloads the specified *.dvf file (i.e., device parameter file) to the con- 9-9
(Restore) ‘s nected device.

Dowrload (Restorel

Upload (Backup) Uploads the device parameters of the connected device and saves them on |9-8

-
‘e the computer as a *.dvf file (i.e., device parameter file).

Upload (Backup)

Download Net- e The specified network configuration files (*.ncf) will be downloaded to the 9-11
work h") safety devices connected to the network to which the connected device

Network Download belongs_
Upload Network Ao The network configurations will be uploaded as network configuration files 9-10

‘e (*.ncf) from the safety devices connected to the network to which the con-
wnaked | NEected device belongs. The files will be saved on the computer.

Lock o Locks or unlocks the configuration of the connected devices. 9-14

Unlock ’

Change Mode - Changes the operating mode of the connected device. 9-13
i

Reset = Resets the connected device. 9-12
6;_}

Change Pass- 7= Changes a device password. 9-15

word [

Change Password
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9-4 Setting the Monitor Refresh Time

Set the monitor refresh timer value for the data acquired by the monitor func-
tion.

1,2,3... 1. Click the Monitor Settings Icon in the Main Window.

Exit  About...

Device Intormation 3
| %
&0 o
Status 0 Mormal @ |
Ly \3; 2
Device Mame . ME1A-SCPUDZEIP Re-Cannect Device Status Monitor Settings
Wendor : Orron Carporation &Ry &8, El!i"
Device Type : Safety Metwork Controller @ @
Node Address : #01 Change Target Fieplace Device Error History Monitor
PFroduct Name : ME1A-5CPUOZ-EIP
o o<
Fiewision: 1.0 % a‘ ':'!*’ ﬁ‘*&
Signature Dowrload (Restore) | | Upload [Backup] Network Download Metwork Upload
Code: G7FBCO7DF
Last Modified 2009/05/22
= & 2 <
16:25:11.203 re @Q g@
' (-
|8  Urlocked
Lock / Unlock. Change Mode Fieset Change Password

Message Report

Message Cade Date Description

Ready USB-LOCATIONZ1:TOOLEUS | #01 NE1A-SCPUDZ-EIR 500K Bitjs @ Online

The following dialog box will be displayed.

Sei:up Monitor, Refresh Timer,

Mew Refresh Timer : IE ois
Ranege : 1 - Az

[ oK ][ Cancel ]

2. Set the new refresh timer value and click the OK Button.

The new setting will be applied and the display will return to the Main Win-
dow.
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9-5 Basic Online Operations

This section describes the procedure for online operations. Make sure that
you read through the material before performing online operations.

9-5-1 Connecting the Maintenance Tool

Device Status
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Note

The Maintenance Tool can be used by connecting it to the USB port on an
NEOA/NE1A-series Controller.

When the Maintenance Tool is connected to the USB port of an NEOA/NE1A-
series Controller, the following Main Window will be displayed. The device
status will be displayed in the Main Window.

Re-connect Button
Click the Re-Connect Button to connect the
Maintenance Tool to the USB port of a
difference NEOA/NE1A-series Controller.

5} Maintenance Tool @
Exit About...
----- [}
Demie Information - o i 1 1 =
. s
Device status > s @ voma % . ?@ &
- om o 1 1 @
Device Name : NE14-SCPUO2EIP 1 Re-Connect Device Status Monitor Settings
L Ao | |
Vendor : Omvon Corporation By &on @y 5
Device Type : Safety Network Controller s <2
Node Address : #01 Change Target Replace Device Error Histary Monitar
Product Name : NE1A-SCPUO2-EIP
L &
Revision: 1.01 % a; c'!i' 5‘
Signature Download (Restore] | | Upload (Backup) Network Download Network Upload
Code: E7BCD7DF
Last Modified 2003/05/28
16:25:11.203 e ?” a“:) <%
L ' <5 C
& Unlocked
Lock / Unlock. Change Mode Reset Change Password
Message Report
Message Code Date Description
Ready USB-LOCATION21:TOOLBUS ~ #01 NE1A-SCPUO2-EIP  S00K Bit/s @ On-line

Click the Re-Connect Button if the USB cable is disconnected and connected
to the USB port of another NEOA/NE1A-series Controller after the Mainte-
nance Tool has been connected online.

The device status is indicated by the following colors.

Color Status
Blue RUN
Green IDLE
Yellow Warning
Red Alarm
Gray with white outline Disconnected
Gray with green outline Default status (not configured)
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9-5-2 Specifying the Network Number

DeviceNet Safety enables building systems using multiple networks, and so it
is necessary to specify the network number even if the user system has only
one network.

Specify the network number with the Maintenance Tool in the following cases.

» Connecting to a device in its default status, such as for device replace-
ment

* Resetting devices using the Maintenance Tool (returning to default set-
tings and selecting restart)

Use the following procedure to specify the network number when connecting
to a device in its default status.

1,2,3... 1. Connect to the device in its default status and click the Re-connect Button.
Exit About...
Device Information =
Status Oitdine @ 'E,? §
Device Mame : - Re-Connect 5 Monitor Settings
Wendar: - L 28 <Ry ms
Diice Typesc . &F D
Node Address : - o
Product Name : -
H 0 ) |
evision : - 0 *g ’ 00
Sigrature e
Code: -~
Last Modified - @ Fe ]
“ | % | 9% || B
Messzage Repart
Meszage Céde Date Description
Ready USE-LOCATIONZL:TOOLEUS  #01 NELA-SCPUOZ-EIP 500K Bit/s @ Ondine

The following dialog box will be displayed.

Maintenance Tool

L] The device being connected has no network number configured.
(3 Set up the number on the next windaw,

2. Click the OK Button. The following dialog box will be displayed.

Edit Network Number

Fleaze input a nebwork, number.

M etwark Murnber

() Manual

[ Get from the actual netwark...
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3. Click the Get from the actual network Button.

The network number will be displayed as shown in the following figure
when it is successfully obtained.

Edit Network Number

Fleaze input a nebwork, number.

Metwark Number

(%) From Metwork,

() Manual

| Get from the actual netwark... |

4. Click the OK Button.

After the network number has been specified, the Main Window will be dis-
played.

Note To obtain the network number from the network, turn ON the DeviceNet net-
work power supply. If there is more than one network number on the same
network, be sure to select the correct network number.

IMPORTANT If the network number is specified manually, it will be displayed with zeros
inserted between the fifth to eighth digits from the right when the network
number is obtained from a network. (Example: 000500000001)

IMPORTANT If you know that the network number has been specified manually, you select
the Manual Option to specify it manually rather than obtaining it from the net-
work.

Checking the Network Number with the Network Configurator
You can use the following procedure to check the network number that is set
for the user system.

1,2,3... 1. Open the network configuration file that was downloaded to the system
from the Network Configurator.
2. Select Network - Property from the menu bar.
The following dialog box will be displayed.

Network Property @
Generic
= Type . DeviceMet
— =

Comment : [Devicenet 1

Metwork Mumber

@) Auto 35E4027ECDAS |

() Manual

Ok l ’ Cancel
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3. Check the displayed network number.

9-5-3 Changing the Connected Device

1,2,3...

This section describes how to change the connected device. The Mainte-
nance Tool can be connected to devices that are on the same DeviceNet net-
work as the NEOA/NE1A-series Controller connected with the USB cable.

1. Click the Change Target Icon in the Main Window.

Exit  About...

Deevice Information

Status 0 Marmal

Device Mame : META-SCPUOZEIP

Yendor : Orron Carporation
Device Type : Safety Metwork Controller

Node Address : #01

PFroduct Name : ME1A-5CPUOZ-EIP

Fiewision: 1.0

Signature

Code: G7BCDYDF

‘e

Download [Restore)

‘e

Upload [Backup)

»

Network Dowinload

?| 5
F R
7 @ 3

Re-Connect Desvics Status Moritor Settings
L &Fn = s

@ | % | &

Change Target || Fieplace Device Evror History Maritor
<2 <8 S Ed

‘e

Metwork Upload

Last Modiied 2003405428 & & & &R
16:25:11.203 ropts @% g@
v &5
|8  Urlocked
Lack / Unlock Change Mode Fieset Change Password
Mssssae Fepot
Messane Cods: Dats Description
Ready USB-LOCATIONZ1:TOOLBUS  #01 ME1A-SCPUOZ-EIP 500K Bitjs O Onrline

The following dialog box will be displayed.

Select 5 device that you would like ta cannect.

Browse

e Gl
w Y TCP4

Device Information

Wendor D :
Device Type :

Product Name :
Revision :

When you click the plus sign or Refresh Button, the network will be
scanned and the devices that are on the same DeviceNet network as the
NEOA/NE1A-series Controller that is connected with a USB cable will be
displayed.
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Browse Network @

Select a device that you would ke to connect.

Browse

= 7
& 1 NETA-SCPUOZEIP
€ 5NE1A-SCPUDT-V1

w Y TOPa

Device Information

Wendar D - Praduct Marme
Device Type : Revision :

For information on the Option Button
refer to Option Dialog Box in the

following section.

2. Select the connected device and click the OK Button.

The connected device will be updated, and the system will return to the
Main Window.

Option Settings Browse Network Dialog Box

Browse Response Monitor
Timer

Browse Status

Inputting User Address
after Automatic Ethernet
Scan
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Click the Option Button in the Browse Network Dialog Box. The following dia-
log box will be displayed.

Option @
Browse responze wait time
EIE | s
Browse data
O Clear (@) Save

Input address after auto-scan on ethemet

@ Disable (O Enable

The browse response monitor timer specifies the communications timeout
value when the device information is updated in the Browse Network Dialog
Box. The default is 5,000 ms.

You can specify whether to save the status of updated devices in the Browse
Network Dialog Box. If the browse status is set to Save, the status of updated
devices will be held even if the Browse Network Dialog Box is opened again.
The default setting is to not save the status.

You can specify whether to manually input missing IP addresses after the Eth-
erNet/IP network has been scanned. By default, this option is not selected.
(The Maintenance Tool does not support EtherNet/IP networks, and so this
function cannot be used.)
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9-6 Reading Device Information

9-6-1 Overview

The following three types of device information can be read with the Mainte-

nance Tool.
Icon Function name Description
Monitor Displays the connected device's I/O terminal status.
Ll Errors occurring at the connected device will be dis-
played on the Maintenance Tab Page. (See note 1.)
Device Status Displays the device status as well as information on
?% alarms and warnings. Errors occurring at the con-
(6]

nected device will be displayed on the Maintenance
Tab Page. (See note 1.)

Error History Displays the error history of the connected device.
Errors occurring at the connected device will be dis-
played on the Maintenance Tab Page. (See note 1.)

Note (1) The contents of the Maintenance Tab for the Monitor, Device Status, and
Error History functions are the same. The items displayed will depend on
the connected device.

(2) The device status will be displayed as an icon in the Main Window when
a device is online. (Refer to 9-5-1 Connecting the Maintenance Tool.)
Procedure
1,2,3... 1. Connect the Maintenance Tool to the USB port of the NEOA/NE1A-series
Controller.
2. Click the Change Target Icon and specify the device to be monitored.
3. Click the Monitor, Device Status, or Error History Icon to read the device
information.

Note The device information (parameters and errors) depends on the device that is
connected. Refer to the device manual for details on parameters and errors.

9-6-2 Monitoring I/O Terminals

The status of the 1/0 terminals on an NEOA/NE1A-series or DST1-series Con-
troller can be monitored. Monitoring the status can help in troubleshooting
errors occurring at the 1/0 terminals. The displayed parameters will depend on
the device that is connected. Refer to the device manual for details on param-
eters.

1,2,3... 1. Click the Monitor Icon in the Main Window.
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Maintenance Tool

Exit About...

Device Information

Status o Nommal

Device Name : META-SCPUDZEIP

Wendor - Omron Corporation
Device Type : Safety Network, Controller
Node Address : #01
Product Name : META-SCPUOZEIP

Revision: 1.01

Sighature
Code: EFBCO7DF

L]

‘yO:

Re-Connect Device Status tonitor Settings
-} &£8n @y s
T o
Change Target Replace Device Emor History Maritor
<2 E

Daownload (Restors)

(4

Upload [Backup)

Network Dowirload

Metwork Upload

Last Modified 2009/05/28 s a &

16:25:11.203 repta &F-

' <R =)
@  Unlacked
Lack / Unlocl, Change Mode Reset Change Pazsword
essage Report
Message Code Date Description
Ready USE-LOCATIONZL:TODLEUS | #01 NELA-SCPUOZ-EIP | 500K Bit/s @ Online

The current status of the I/O terminals will be displayed on the Parameters

Tab Page.

Parameter | Mainterance |

| Parameter Name
@ Test Output Value
& Test Output0 Status
| & Reason for Test Output0 Alam
| @ Test Output] Value
| @ Test Output] Status
| & Reason for Test Output] Alaim
| @ Test Dutput2 Value
| G Test Dutpui2 Status
& Rieason for Test Output? Alaim
| G Test Dutput3 alue
@ Test Output3 Status
& Reason for Test Qutput? Alaim
& Test Outputd Value
& Test Outputd Status
@ Reason for Test Outputd Alam
& Test Output5 Value
& Test Outputs Status
@ Reason for Test OutputS Alaim
L@ Toct Nutnitf Viahie

Value
OFF

aK

Mo alarm
aFF

0K

Mo alam
OFF

0K

Mo alam
OFF

aK

Mo alarmn
OFF

0K

Mo alarm
OFF

0K

Mo alam
NEE

2. Click the Maintenance Tab.
If an error exists in the connected device, the following will be displayed.
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Parameter | Maintenance

Unit Canduction Time : 59 days 13 hours 2 minutes 11.100000 seconds

Input Power Supply Enar

Loeallnput | Local Output | Test Output |

[T} Mame Maintenance Countsr | A
a0 25886
o1 0
0z 13533
0z 20497
04 20710
[1is} 20742
06 20550
a7 20677 o

Clase

 Click the Clear Value Button to reset the terminal maintenance counters
to 0.
9-6-3 Reading Device Status, Alarms, and Warning Information

The status of the connected device as well as information on alarms and
warnings can be displayed. The displayed parameters depend on the device
that is connected.

1,2,3... 1. Click the Device Status Icon in the Main Window.

Exit About...

Device Information f

Status O Alarm @ ?E lj!i"fj

Device Mame: NETA-SCPUDZEIP FRe-Connect Device Status Maritor Sedtings
“endar : Omion Corporation &Ry é’gr; E\!i“
Device Type - Safety Network Controller @ <&

Node Address : #01 Change Target Replace Device Enor History Maritor

Product Mame : ME1A-SCPUNZEIP

- < O St
Fesision: 1.0 > ‘ » ‘
) (4 ( 4 4 4
ignature

Download [Restore] | | Upload [Backup] Network Download Metwork Upload

Code: G7BCDYDF

Last Modified 2003/05/28 P & & &2
16:25:11.203 repts @F:; &@
' <5
B Ublocked
Lock / Unlack Change Mods Feset Change Password
Message Repart
Message Code Date Description
Ready USB-LOCATIONZ1:TOOLBUS  #01 NELA-SCPUOZ-EIP | 500K Bitfs @ Online

The device status, as well as current alarms and warnings, will be dis-
played.
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Status | Maintenance |

Device Status

Executing

Blam " arning

* Click the Detail Button to display details on current alarms and warn-
ings as shown below.

Detail of Alarm/Warning @

General _Salely Elulput___ _Safety Input. I Test Elulput_

| Desaription
© Input PS Yalkage Law }

© Manuiscurer-speciic ALYAM exception detai [ 7 Error information will be displayed in pairs.

Address of node with error or
error response value.

» The @ icon will be displayed for alarms and the s icon for warnings.

» The Detail of Alarm/Warning Dialog Box has the following tab pages:
General, Safety Output, Safety Input, and Test Output.
The General Tab Page displays the current errors.
The other tab pages display errors occurring at the output terminals,
the input terminals, and the test output terminals.

2. Click the Maintenance Tab.
Current errors in the device will be displayed as shown below.

Status | Maintenance

Unit Conduction Time : 59 daps 13 hours & minutes 17530000 seconds

Input Power Supply Enor

Local Input | Local Output | Test Output |

Ma. Mame Maintenance Cour

m 1}
oz 19538
03 20497
04 20710
05 20742
0E 20550
07 20677 o
Clear Value

* Refer to 9-6-2 Monitoring I/O Terminals for details on the Maintenance
Tab Page.
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9-6-4 Reading the Error History

The error history of the NEOA/NE1A-series or DST1-series Controller can be
displayed. The number of records that can be saved depends on the device.
Some errors are not deleted even if power supply is interrupted because they
are saved in nonvolatile memory. Other errors are deleted when the power

supply is interrupted because they are saved in the RAM. Refer to the device
manual for details.

1,2,3... 1. Click the Error History Icon in the Main Window.

%% Maintenance Tool gj
Exit About,.,

Drevice Information

Status 0 Alarm @ ?E ﬁ!"igj

Device Name | NETA-SCPUDZEIR Fie-Connect Device Status Monitor Seftings
Wendor : Drron Corporation &Ry &E R m!i"
Device Type : Safety Metwark Contraller a L=
Node Address : #01 Change Targel Fieplace Device Ennor History Maritor

Product Mame : ME14-5CPUNZ-EIP

- -] <2 Sl e
Fiewision: 1.0 » ‘ - 6
4 [ 4 £ 4 ( 4

Download [Restore) Upload [Backup) Network, Download Metwork Upload

Signature

Code: G7BCDYDF

Last Modiied 2003405428 & & & &R
16:25:11.203 ropts @% g@
v &5
|8  Urlocked
Lack / Unlock Change Mode Fieset Change Password
Mssssae Fepot
Messane Cods: Dats Description
Ready USB-LOCATIONZ1:TOOLBUS  #01 ME1A-SCPUOZ-EIP 500K Bitjs O Onrline

The following dialog box with the device error history will be displayed.

The EtherNet/IP Error History Tab is
displayed only if the NE1A-SCPUO1-EIP or
NE1A-SCPUO02-EIP Controller is connected
online.

Manitor, Device

Ertor Historl| EtherMetIP Enor History B Maintenance
- - e momom ol
Description Time
© Input PS Yaltage Low s dus 131 e Error information is displayed
© Manufacturer-specific ALARM exception detail [ 7 ]: Ox01 a9 days13l}< A H p y
Trans oLt 59 days 12 n pall'S.
| @ Manufacturer-specific ALARM exception detail [ 7 N: 0x01 59 days 12| . .
| -‘14 \The following dialog box for
countermeasures will be
displayed when you double-click
the error history item or select
the error history item and then
click the Help Button.
] ¥
[ Upte | [ Cea ][ sawe

Node address of error occurrence or
error response value
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Click the EtherNet/IP Error History Tab.

(This function is supported only for NE1A-SCPUO1-EIP or NE1A-
SCPUO2-EIP.)

The following dialog box will be displayed.

| Enor History | EtherNet/IP Enor History | Maintenance

Time of Eror Errar Infor... | Detailed Infor... Content

© 59daps 14... 03C4 04 Server connection enol. <@ The fO”OWing dlalog box for
countermeasures will be displayed
when you double-click the error
history item or select the error history
item and then click the Help Button.

[ Update ] [ Clear ] [ Save..

Example of Countermeasures:

E? Errors and Countermeasures

Server connection error

cted correctly.
ure the BOOTP server is operating normally.

Ethernet basic setting error

setings

Link Off error

e communications settings are used for ach nodes
are not discennected or bent,
ia supplied to the hub.

Tag data link error

Check the follevring points

A ure the same communications szttings are used for each nodes
not disconnected or bent.
upplied to the Criginator.

System errer

ViEr sUpp
M oCCurs again, replace the Controller.

Memory access error

- supply

¥ L SUpply.
Ifthe problem occurs again, replace the Controlier.

Item or Button Description
Description Gives the error.
Content
Time Displays the total ON time of the device when the error

Time of Error

occurred.
The display will always be 0 for a DST1-series Controller.

Error Information

Code number for error that occurred.
For details, refer to the manual for the device.

Detailed Information

Detailed code number for error that occurred.
For details, refer to the manual for the device.

Update Button

Updates the error history.

Clear Button

Deletes the error history saved in the device.

Save Button

Saves the error history information in CSV format.

Help Button

Select an error and click the Help Button to display the coun-
termeasures.

2. Click the Maintenance Tab.
Current errors in the connected device will be displayed as shown below.
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X

Monitor Device

| Enor History | EtherNetyIP Enor History | Maintensnce |

Unit Conduction Time : 44 daps 5 hours 26 minutes 48.950000 seconds

Input Power Supply Error

| Local Input | Local Output | Test Output|

|

| No. Mame Maintenance Counts

Clear Value

Close:

* Refer to 9-6-2 Monitoring I/0O Terminals for details on the Maintenance
Tab Page.
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9-7 Replacing a Device
Devices can be easily replaced using the Replace Device function.

Note (1) Use the Replace Device function with safety devices in the user system
with the configuration verified or locked. If the Device Replacement func-
tion is used for a device that does not have its configuration verified or
locked, the system may not operate correctly after replacement. For in-
formation on verifying and locking configurations, referred to 9-9-1 Creat-
ing Device Parameter Files.

(2) If a system error occurs because of a fatal hardware error in the device
to be replaced, it will not be possible to use the Device Replacement func-
tion (on an NE1A-series Controller, the left side of the seven-segment
display will show “H”, and on an NEOA-SCPUO1 or DST1-series Control-
lers, the MS indicator will light red.) In these cases, use the download
function to download the device parameters to the new device. For infor-
mation on downloading device parameters, refer to 9-9 Downloading for
Individual Devices.

1,2,3... 1. Connect the computer running the Maintenance Tool online to the device
to be replaced.

2. Click the Replace Device Icon in the Main Window.

Spyp—
“ Maintenance Tool

Exit About...

Device Information

@2 4
Status O Alarm @ ] \3; lj!'»fj
Device Mame : ME1A-SCPUDZEIP Fie-Connect Device Status Honitor Settings
Vendor - Cimion Comporatian &By £ @ s
Device Type : Safety Network, Controller g ﬁ
MNode Address - #01 Change Target Replace Device Emor Histary Manitor
Product Name : META-SCPUOZEIF
Fievision: 1.01 =@ <@ < g

o
0 | %o || T | %o
Signature Download [Festors] Upload [Backup] Netwark Download Network Upload

Code : E7BCDTDF

Last Modified 2009/05/28 s &5 @ e
16:2511.203 reptid &F- r
@ Unlocked
Laock / Unlock, Change Mode Rezet Change Pazsword
essage Report
Message Code Date Description
Ready USE-LOCATIONZL:TOOLEUS | #01 NELA-SCPUDZ-EIP 500K Bit/s @ Ondine

The following dialog box will be displayed.

Maintenance Tool

L] #01{NE1A-SCPUDZ-EIP) will be replaced with a new device.
. Are you sure to upload parameters From the device being connected?

3. Click the Yes Button.
Parameters will be uploaded from the connected device.

« If the No Button is clicked, the operation will be stopped and the dis-
play will return to the Main Window.
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The following message will be displayed when upload has been complet-
ed.

Maintenance Tool

.
\]‘:) Uplaad of device parameter was completed,

4. Click the OK Button.

Maintenance Tool

! Replace #01 (NE1A-SCPUOZ-EIP)
. with a new device, and click the "ves" button.

Note  When replacing a device with a new device, the new device must be in default
status. If a device is replaced with a configured device, the correct network
number may not be set, which would prevent establishing connections for
Safety 1/0. Refer to 9-5-2 Specifying the Network Number for information on
network numbers.

5. After replacing the device, click the Yes Button.

* If the Maintenance Tool is connected directly to a device via a USB ca-
ble, remove the USB cable and replace the device. Connect the USB
cable to the new device and click the Yes Button.

£l Configuration Report - 01 : NETA-SCPLIOZ-EIP

l Save.. H Prirt... ][ Close ]

Configuration Report - 01 : NE1A-SCPUO02-EIP

Generated by Maintenance Tool

#01 : NE1A-SCPUO2-EIP

General Information

Product Name: NE1A-SCPUQZER
Description: | NoData

Node Address: =01

Vendor Omron Comporation
Device Type: Safety Network Controfler
Product Code: |1+12

Revision: 1o

vy

6. Confirm the device parameters to be downloaded, and then click the Close
Button.

Maintenance Tool

Downloading parameters to the device will skart,
. OK?

7. Click the Yes Button.
» The following dialog box will be displayed if the configuration is locked.
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Maintenance Tool

The device configuration is locked.
! It will download the parameters after unlocked device.

OK?

8. Click the Yes Button.
The password input dialog box will be displayed.

#01 NE1A-SCPLIOZ-EIP

Fleaze input the Device Pazsword.

Pazswond

[ Ok ][ Cancel ]

9. Enter the device password of the device connected online and then click
the OK Button to start downloading. The following dialog box will be dis-
played after downloading has been completed.

£ Configuration Report - 01 : NE1A-SCPLIOZ-EIP

[ save. J[ Pt ][ ol |

Configuration Report - 01 : NE1A-SCPUO02-EIP

Generated by Maintenance Tool

#01 : NE1A-SCPUO02-EIP
General Information

Product Name: NE1A-SCPUQZER
Description: | NeData

Node Address: =01

Vendor: Omron Corporation
Device Type: Safety Network Controller
Product Code: |1-12

Revision: 101

~

10. Confirm the report information, and then click the Close Button.

A dialog box asking whether to lock the device configuration will be dis-
played.

Maintenance Tool

1 Are you sure to lock the configuration of the device?
LY

| Yes | [ Mo ]

11. To lock the configuration, click the OK Button.

The following dialog box will be the displayed if the device before replace-
ment was in RUN mode.
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Maintenance Tool

1 The mode of device will be changed to execute mode.
. OK?

12. Click the Yes Button or the No Button.
* Click the Yes Button will set the device to RUN mode.
* Click the No Button will keep the device in IDLE mode.

Maintenance Tool

L3

\14) Download of device parameter was completed.

This completes replacing the device.
14. Click the OK Button.
The display will return to the Main Window.
Note The Maintenance Tool cannot be used to set the node address or IP address

of a device. Set the node address and IP address of the replacement device
in advance.

IMPORTANT Devices can also be replaced by using the following procedure: Upload the
parameters and save them to a file, replace the device, download the param-
eters, and then lock/unlock the configuration.

/\ WARNING
Serious personal injury may possibly occur due to loss of safety functions.
Observe the following precautions.
After replacing a device, check to make sure that the replacement device is in
the appropriate configuration and is operating correctly

o
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9-8 Uploading to Individual Devices

It is possible to obtain and save parameters of the device that is connected
online.
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1,2,3...

1.

Click the Upload (Backup) Icon in the Main Window.

Exit  About...

Deevice Information

Status 0 Marmal

Device Mame : META-SCPUOZEIP

Yendor : Orron Carporation
Device Type : Safety Metwork Controller

Node Address : #01

PFroduct Name : ME1A-5CPUOZ-EIP

Fiewision: 1.0

Signature

Code: G7BCDYDF

8

aE@
s (8l

Re-Corect Device Status Moritor Sattings
&Ry &8, L% L
L <
Change Target | | FRieplace Device Erton History Manitcr
<2 <8 Sl Ed

‘e

Download [Restore)

‘e

Upload [Backup)

Yo

Network Dowinload

‘e

Metwork Upload

Last Modiied 2003405428 & & & &R
16:25:11.203 ropts @% g@
v &5
|8  Urlocked
Lack / Unlock Change Mode Fieset Change Password
Mssssae Fepot
Messane Cods: Dats Description
Ready USB-LOCATIONZ1:TOOLBUS  #01 ME1A-SCPUOZ-EIP 500K Bitjs O Onrline

The following dialog box will be displayed.

Maintenance Tool

'E Uploading parameters Fram the device will start.
*

OK?

2. Click the Yes Button.

* Click the No Button will cancel uploading.

The following dialog box will be displayed after uploading the device pa-

rameters has been completed.
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< Configuration Report - 01 : NE1A SCPUOZEIP

[[save. J[ P ][ Clse |

Configuration Report - 01 : NE1A-SCPUO02-EIP

Generated by Maintenance Tool

#01 : NE1A-SCPUO2-EIP

General Information

Product Name: |NE1A-SCPUIZER
Deseription: | NoData

Node Address: =01

Vendor: Omron Corporation
Device Type: |Safety Nerwork Controller
Product Code: 1412

Revision: 101

v

3. Confirm the report information, and then click the Close Button.

The Save device parameters Dialog Box will be displayed. The file name
will be automatically entered as shown in the following figure.

Save device parameters E]
Save jn: l_‘} BackupFiles v: (¢ 5 il A
Filename:  [W0_NE14-SCPUDZ-EIP. dvt | [ gawe |
Save az twpe: | Configuratar Devic;i:'arameters Fl|é ["_d\-'f]; : Cancel

4. Confirm the file save location and file name, and then click the Save But-
ton.

Maintenance Tool

J) Upload of device parameter was completed,

This completes the uploading procedure.
5. Click the Click the OK Button.
The display will return to the Main Window.
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9-9 Downloading for Individual Devices

9-9-1

1,2,3...

Note

You can download parameter information to the device that is connected
online.

Creating Device Parameter Files

Use the Network Configurator to create a device parameter file (*.dvf) to
download or restore the parameters from the Maintenance Tool to the device.

1. Start the Network Configurator and open the network configuration file
(*.ncf).

2. Confirm that the configuration of the device has been verified (as shown in
the following figure with a green S mark) or locked (with a padlock mark).

@ DeviceNet 1

L

INETA-SCPUOT-WE

@ Devicelet 1

o

iNE1 A*S?PUUW W

Create the device parameter file to be used for downloading or restoring
parameters from the Maintenance Tool from a network configuration file
(*.ncf) for which the configuration data has been verified or locked. The sys-
tem may not operate correctly the file that is used has not been verified or
locked.

3. Select the device, and then select Device - Parameter - Save As from the
menu bar.

5 20090603 _NetworkConfigFile - Network Configurator
File Edit Wiew Metwork [BS EDSFile Tools Option Help

DEezd 2 i oN wizard. .. E

<2 £ Edt... Alt+E |[
NE HH

& open.. A0 r

BB Netwark Canfigurator k% [|5ave 5. F

=-E8 DeviceNet Hardy £hifige Mode 8

= (= Yendar

#- (= Omran Carg o "
% () Rockwsl A A\ Maintenance Information...

= (8 DaviceType Register ta other Device »
e ﬁ AL Drives S
% Communica  External Data »
e ﬁ General Pur
e ﬁ Generic De!
£ ﬁ Hurman-Mac
= ﬁ Pasition Cot|
- o Safety Discl 5 Edit 1/0 Comment, .
- Safety Netw

(&) MEQ4S
Z) nE1AS
Z) NE1AS

=[] NETA-5
|| Red
(@] Rey Create Simulator File. ..
=[] NETA-5
a ey 42" Property...

o osaus o e saradth

Change Mode Address...
Change Device Comment... Alb+C

Reegister ko Routing Metwark, .,

4. A device parameter file (*.dvf) will be created at the save location.

9-9-2 Downloading or Restoring Parameters

1,2,3...
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Download the created device parameter file (*.dvf) from the Maintenance Tool
to the device.

1. Click the Download (Restore) Icon in the Main Window.
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iaintenance Tool

Exit About...

Device Informat

o

‘e

‘e

Status O Deefault % ?E ﬁﬁ
Device Mame : ME1A-SCPUDZEIP Re-Connect Device Status tonitor Settings
Vendor - Cimon Comporation &py & L g L

Device Type : Safety Network, Controller 8 a
MNode Address : #01 Change Target Replace Device Emor History Maritor
Product Name : META-SCPUOZEIP
Revision: 1.01 <« a o ﬁ“ﬂ’

»

‘e

Signature Download (Restore) |[§ Upload (Backup) | | Network Download Metwark Upload

Code: —
Last Modified - -] & & =]

i >
. o )
@  Unlacked
Lack / Unlocl, Change Mode Reset Change Pazsword

essage Report
| Messane Code Date Desoription
|

Ready USB-LOCATIONZ1: TOOLEUS | #01 NE1A-SCPUOZ-EIP 500K Bitjs @ Onrline

The Open device parameters Dialog Box will be displayed.

Open device parameters @@

Laok in: | ) BackupFiles Yoo
#D1,wJE1n-5-:PL|Dz-EIF-.d~.»F

Fiename: | #01_NE1A-SCPUQZ-EIP. dvt B o=
Files of type: | Corfigurater Device Parameters File [*.dvf] :; [ Cancel ]

2. Confirm the file save location and file name, and then click the Open But-
ton.

The following dialog box will be displayed.

=k Configuration Report - 01 : NE1A-SCPUOZ-EIP ..—

l Save.. H Prirt... ][ Close ]

Configuration Report - 01 : NE1A-SCPUO02-EIP

Generated by Maintenance Tool

#01 : NE1A-SCPUO2-EIP

General Information

Product Name: NE1A-SCPUQZER
Description: | NoData

Node Address: 70!

Vendor Omron Corporation
Device Type: Safety Network Controfler
Product Code:

Revision:

1412
101

3. Confirm the report information, and then click the Close Button.
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Maintenance Tool

N

Metwark Mo, : 0005 0001
Make sure this number is carrect,
(Incorrect numbers may cause "Safety I/C Connection Establishment Failure™)

Downloading parameters to the device will skart,
OK?

Note  Be sure to confirm that the network number is correct. Safety 1/0 connections
may not be established if the device is configured with the wrong network
number. Refer to 9-5-2 Specifying the Network Number for information on net-
work numbers.

4. Confirm the network number, and then click the Yes Button.

Maintenance Tool

The device configuration is locked.
! It will dowenload the parameters after unlocked device,
OK?

5. Click the Yes Button.
A dialog box for entering the password will be displayed.

#01 NETA-SCPLIOZ-EIP

Flease input the Device Password.

Paszword

[ 0K ][ Cancel ]

6. Enter the device password of the device connected online and then click
the OK Button to start downloading. The following dialog box will be dis-
played after downloading has been completed.

= Configuration Report - 01 : NE1A-SCPUOZ-EIP : 7

l Save.. H Pirt.. ][ Clase l

Configuration Report - 01 : NE1A-SCPUO02-EIP

Generated by Maintenance Tool

#01 : NE1A-SCPUO2-EIP

General Information

Product Name: NE1A-SCPUOZER
Description: Mo Data

Node Address: =01

Vendor: Omron Cotporation
Device Type: |Safery Nerwork Controller
Product Code: 1412

Revision: 1o

7. Confirm the report information, and then click the Close Button.
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A dialog box will be displayed to confirm whether the device configuration

is locked.

Maintenance Tool

8. To lock the configuration, click the Yes Button.

The following dialog box will be displayed if the device before replacement

was in RUN mode.

Maintenance Tool

'E The mode of device will be changed to execute mode.
[ OK?

9. Click the Yes Button or No Button.

* If you click the Yes Button, the device will enter RUN mode.

* If you click the No Button, the device will enter IDLE mode.

Maintenance Tool

\14) Download of device parameter was completed.

This completes the downloading procedure.
10. Click the OK Button.
The display will return to the Main Window.

Serious personal injury may possibly occur due to loss of safety functions.
Observe the following precautions.

all the device configuration data and operations are correct.

the appropriate configuration and is operating correctly

Perform a user test before operating the system, and check to make sure that

After replacing a device, check to make sure that the replacement device is in

o
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9-10 Uploading (Network)

It is possible to obtain and save parameters of devices that are connected

280

online for an entire network.

1,2,3... 1. Click Network Upload Icon in the Main Window.

2 Maintenance Tool @

Exit  About...
Device Intormation 3
| %
s g X
Status 0 Idle @ |
¥ \; &)
Device Mame . ME1A-SCPUDZEIP Re-Cannect Device Status Monitor Settings
Wendor : Orron Carporation &Ry &E R El!i"
Device Type : Safety Metwork Controller a a .
Node Address : #01 Change Target Fieplace Device Error History Monitor
PFroduct Name : ME1A-5CPUOZ-EIP
o o<
Fiewision: 1.0 % a‘ ':'!*’ ﬁ‘*&
Signature Dowrload (Restore) | | Upload [Backup] Network Download Metwork Upload
Code: G7FBCO7DF
Last Modified 2009/05/22
16:25:11.203 @_ ?" @"3 <
, e 1 &
1B  Looked
Lock / Unlock. Change Mode Fieset Change Password
Message Report
Message Code Date Description
Ready USB-LOCATIONZ1:TOOLBUS | #01 NE1A-SCPUO2-EIP | 500K Bitfs @ Online

The following dialog box will be displayed.

Select a network port that you would ke to connect
Browse

P 0ovicotion |

Y TCP4

Device Information

Wendor D : Product Name :
Device Type : Revision :

2. Specify the network to connect online and click the OK Button.

IMPORTANT To obtain the network number from the network, turn ON the DeviceNet net-
work power supply. (EtherNet/IP networks are not supported.)

Maintenance Tool

1 Uploading devices paramekers From network will start.
e Yy Ok?
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Click the Yes Button.
» If you click the No Button, uploading will be canceled.

The Save Network Configuration Dialog Box will be displayed after upload-
ing has been completed.

Save network configuration
Save in: | () BackupFiles MO X e M-
File name: _2_DDSDBDSN etworkU ploadFile I [ Save ]
Save as type: i"r:l;work Configurator w142 Fillnlan[-’:.-ncf] I . [ Cancel ]

4. Confirm the file save location and file name, and then click the Save But-

ton.
The Assign Password Dialog Box will be displayed.

Assign Password

Flease input a new password
for "20030603Metwork U ploadFile".

Mew Pazsword

Confirm of the New Pagssword

[ ok ][ Cancel ]

Assign the file password and click the OK Button.

Maintenance Tool

\5) Metwork upload was completed.

This completes the uploading procedure.
Click the OK Button.
The display will return to the Main Window.
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9-11 Downloading (Network)

It is possible to obtain and download parameters of devices that are con-
nected online for an entire network.

1,2,3... 1. Click Network Download Icon in the Main Window.

=, Maintenance Tool gj

Exit  About...
Device Intormation 3
| %
s g X
Status 0 Idle @ |
¥ \; &)
Device Mame . ME1A-SCPUDZEIP Re-Cannect Device Status Monitor Settings
Wendor : Orron Carporation &Ry &E R El!i"
Device Type : Safety Metwork Controller @ @ .
Node Address : #01 Change Target Fieplace Device Error History Monitor
PFroduct Name : ME1A-5CPUOZ-EIP \
o o<
Fiewision: 1.0 % a‘ ':'!*’ ﬁ‘*&
Signature Dowrload (Restore) | | Upload [Backup] Network Download Metwork Upload
Code: G7FBCO7DF 4
Last Modified 2009/05/22
16:25:11.203 <> ?" @"3 <
, e 1 &
1B  Looked
Lock / Unlock. Change Mode Fieset Change Password
Message Report
Message Code Date Description
Ready USB-LOCATIONZ1:TOOLBUS | #01 NE1A-SCPUO2-EIP | 500K Bitfs @ Online

The following dialog box will be displayed.

Maintenance Tool

Metwork Mo, : 0005 0001
T\ Wake sure this number is correct.
(Incarrect numbers may cause "Safaty /0 Connection Establishment Failurs")

In order to enable new configuration, downloading parameters to all devices wil start.

Note Be sure to confirm that the network number is correct. The system may not
operate correctly if the devices are configured without the correct network
number. Refer to 9-5-2 Specifying the Network Number for information on net-
work numbers.

2. Confirm the network number, and then click the Yes Button.
The following dialog box will be displayed.
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Ed

Select Connect Network Port

Select a nebwork port that pou would like to connect.

Browse

w- ¥ TCP:4

Device Information

Vendor D : Product Mame :
Device Type : Revizion :

[ ok l[ Cancel ]

3. Specify the network to connect online and click the OK Button.

IMPORTANT The network download function is supported only for DeviceNet networks.

(EtherNet/IP networks are not supported.)

The Open Dialog Box will be displayed.

Look jn: [ﬂ B ackupFiles vl ) ? s M-

:@ R

File name: :_2_D_DSDETDB_N etworkﬁ;ﬁ-ﬁﬂle.ncf I [ Open ]

Files of type: | Metwark Canfiguratar +14v2 Fil.é“[".ncf] Vi [ Cancel ]

ton.

The Confirm Password Dialog Box will be displayed.

Confirm Password

Fleaze input the pazsword
for "20090603 MetworkConfiaFile".

Pazawond

[ i) ][ Cancel ]

5. Assign the file password and click the OK Button.

The following dialog box will be displayed.

4. Confirm the file save location and file name, and then click the Open But-
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Select Target Network

Target Metwork
£} Deviceet 1

[ ok l[ Cancel ]

6. Select the network to which to download the parameters and click the OK

Button.

The Input the Device Password Dialog Box will be displayed.

#01 NE1A-SCPUO2-EIP EI
Fleaze input the Device Pazaword.

Pazawond

[ 0K ][ Cancel ]

7. Enter the device password for the device and then click the OK Button to
start downloading. The following dialog box will be displayed after down-
loading has been completed.

Maintenance Tool

\i{) Metwork download was completed.

After reconnecting, the device name displaved in the main window will be updated,

This completes the downloading procedure.
8. Click the OK Button.
The display will return to the Main Window.

Note  The device names displayed in the Main Window will not be updated when
network downloading has been completed. To update the displayed device

names, click the Re-Connect Button.

Serious personal injury may possibly occur due to loss of safety functions.
Observe the following precautions.

all the device configuration data and operations are correct.

the appropriate configuration and is operating correctly

Perform a user test before operating the system, and check to make sure that

After replacing a device, check to make sure that the replacement device is in

o
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9-12-1 Reset Types

9-12 Resetting a Device

This section describes how to reset a Safety Device.

The following three methods can be used to reset a Safety Device.

will be restarted.

Reset type Description
Reboot This is the same as turning the power OFF and ON.
Reboot and reset All configuration information saved in the device's nonvolatile
configuration memory will be returned to the default values and the device

Reboot and reset
configuration with-
out specified items

All configuration information in the device's nonvolatile mem-
ory other than specified items will be returned to the default
values and the device will be restarted.

The Safety Device saves the following configuration information in nonvolatile

memory.
Type Default Set when Description
setting

Node address 63 Node address is The node address at startup

(software setting) changed. when software settings are
enabled.

Baud rate (soft- 125 Kbit/s | Baud rate is The baud rate at startup when

ware setting) changed the software settings are
enabled (NE1A-series Con-
troller only).

TUNID (Target Not set First time parame- | The identifier of the local node

Unique Node Iden- ters are down- in the Safety Network consist-

tifier) loaded. ing of the network number
and node address.

Password No pass- Password is The password for the device.

word changed.

CFUNID (Configu- | Not set First time parame- | The UNID of the configuration

ration Owning ters are down- source.

UNID) loaded.

OCPUNID (Qutput | Not set First time safety The UNID of the Safety Mas-

Connection Point
Owning UNID)

communications
are started.

ter that opens a safety output
connection.

The information above is saved in nonvolatile memory in the device. It will not
be cleared by restarting the power supply. To clear the information (to return
to the default settings), select the Reboot and reset configuration or Reboot
and reset configuration without ... Option when resetting.
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9-12-2 Resetting a Device

1,2,3... 1. Click the Reset Icon in the Main Window.

Exit  About...
Device Intormation 3
| %
@ .
Status 0 Idle @ |
¥ \; &)
Device Mame . ME1A-SCPUDZEIP Re-Cannect Device Status Monitor Settings
Wendor : Orron Carporation &Ry &E R El!i"
Device Type : Safety Metwork Controller 3 a
Node Address : #01 Change Target Fieplace Device Error History Monitor
PFroduct Name : ME1A-5CPUOZ-EIP
o o<
Fiewision: 1.0 % % ':'!*’ ﬁ‘*&
Signature Dowrload (Restore) | | Upload [Backup] Network Download Metwork Upload
Code: EFBCO7DF
Last Modified 2009/05/22
16:25:11.203 @__ ?" @"3 <
, e 1 &
1B  Looked
Lock / Unlock. Change Mode Fieset Change Password
Message Report
Message Code Date Description
Ready USB-LOCATIONZ1:TOOLBUS | #01 NE1A-SCPUO2-EIP | 500K Bitfs @ Online

The following dialog box will be displayed.

Reset #01 NE1A-SCPUD2-EIP X

Feset Type
(%) Emulate cycling power

o Feturm to the out-of-box configuration, and then
emulate cycling power.

Feturm to the out-of-box configuration except to
(D) preserve the following parameters, and then
emulate cycling power.

Pagsword

[ Ok l’ Cancel ]

2. Select the reset type and click the OK Button.

Maintenance Tool

\‘5{) Reset of device was completed.

This completes the resetting procedure.
3. Click the OK Button.
After resetting, the display will return to the Main Window.
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Note

Note

With the Maintenance Tool, it is not possible to set device node addresses
with software. It is also not possible to set IP addresses. To reset node
addresses or |IP addresses that have already been set for devices, select the
Return to the out-of-box configuration, and then emulate cycling power
Option, and then select Node Address (Software) Settings.

The device names displayed in the Main Window will not be updated when
resetting has been completed. To update the displayed device names, click
the Re-Connect Button.

IMPORTANT The network number must be specified when restarting after returning to the

Note

default settings. For information on specifying the network number, refer to 9-
5-2 Specifying the Network Number.

Depending on the reset type and device status, it may not be possible to
reset. Refer to the manual for the connected device for reset types and device
status.
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9-13 Changing the Mode

This section describes how to change the mode of the Safety Device.

288

1,2,3... 1. Click the Change Mode Icon in the Main Window.

2 Maintenance Tool @

Exit  About...

Drevice Information

@ 5
s g X
Status 0 Idle @ |
¥ \; 3
Device Mame . ME1A-SCPUDZEIP Re-Cannect Device Status Monitor Settings
Wendor : Orron Carporation &Ry &E R El!i"
Device Type : Safety Network Controlls a L
Node Address : #01 Change Target Fieplace Device Error History Monitor
PFroduct Name : ME1A-5CPUOZ-EIP
o o<
Fiewision: 1.0 % a‘ ':'!*’ ﬁ‘*&
Signature Dowrload (Restore) | | Upload [Backup] Network Download Metwork Upload
Code: EFBCO7DF
Last Modified 2009/05/22
16:25:11.203 @_ ?" @"3 <
, : & =
1B  Looked
Lock / Unlock. Change Mode Fieset Change Password
Message Report
Message Code Date Description
Ready USB-LOCATIONZ1:TOOLBUS | #01 NE1A-SCPUO2-EIP | 500K Bitfs @ Online

The following dialog box will be displayed.

Maintenance Tool

N

Metwork Mo, | 0005 0001
Make sure this number is correct,

({Incorrect numbers may cause "Safety IfO Connection Establishment Failure™)

The mode of device will be changed.

OK?

(%

Note  Be sure to confirm that the network number is correct. Safety 1/0 connections
may not be established if the device is configured with the wrong network
number. Refer to 9-5-2 Specifying the Network Number for information on net-
work numbers.

2. Confirm the network number, and then click the Yes Button.

Change Mode

L The present mode of the connected device

will be displayed. If the present mode is
neither Idle nor Execute, no option button
will be selected.

3. Select the mode and click the OK Button.
The device password input dialog box will be displayed.
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#01 NE1A-SCPLIOZ-EIP

Fleaze input the Device Pazzword.

Pazswond

4. Enter the password of the connected device and click the OK Button.

Maintenance Tool

\E) Change mode of device was completed.

This completes changing the mode.
5. Click the OK Button to return to the Main Window.

Note = The mode cannot be changed for a DST1-series Controller.

IMPORTANT The mode cannot be changed for the DST1-XD0808SL-1 if the startup operat-
ing mode in the device parameters is set to start execution after establishing
safety I/O connections.
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9-14 Locking/Unlocking Devices

Note

1,2,3...

Note

290

The configuration of the device connected online can be locked or unlocked.

Before locking a configuration, verify safety functionality using a user test with
verified configuration data for the target device.

1. Click the Lock/Unlock Icon in the Main Window.

&, Maintenance Tool gj

Exit  About...
Drevice Information = 2
| il
aff E
e @ 10 & |
v \; 3
Device Mame : ME1A-SCPUDZEIP Re-Connect Device Status tonitor Settings
Wendor : Drron Corporation &Ry &8, R rj!-"
Device Type : Safety Network Controller s @
Node Address = #01 Change Target Replace Device Error History Monitor
Product Name : HETA-SCPUOZ-EIP
o L
Frewision: 1.0 % a; ﬂ!-' ﬁ!.&
Signature Download (Restore) | | Upload [Backup) | | Wetwork Download Metwark Upload
Code: EFBCO7DF
Last Modified 2009/05/28 ¢
16:25:11.203 @ ?" 9‘9 <
: v o4 w
I8  Locked
Lock / Unlock. Change Mode Reset Change Password
essage Report
Message Code Date Description
Ready USB-LOCATIONZ1:TOOLBUS  #01 NE1A-SCPUOZ-EIP | 500K Bitfs @ Onine

Reading the parameters of the connected devices (i.e., uploading) will
start.

The following dialog box will be displayed after uploading has been com-
pleted.

£l Configuration Report - 01 : NE1A-SCPUQ2-EIP

[[save. J[ Pint. ][ Clse |

Configuration Report - 01 : NE1A-SCPUO02-EIP

Generated by Maintenance Tool

#01 : NE1A-SCPUO2-EIP

General Information

Product Name: “EIA-SCPUIZEIP
Description: | Mo Data

Node Address: =01

Vendor: Omron Cotporation
Device Type: |Safety Nerwotk Controller
Product Code: 1412

Revision: Lo

This dialog box will not be displayed if the device is locked.

2. Confirm the report information of the device for which the configuration will
be locked, and then click the Close Button.

One of the following dialog boxes will be displayed.
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Maintenance Tool

Metwork Mo, @ 0005 0001
! Make sure this number is correct,
{Incorrect numbers may cause "Safety I/O Connection Establishment Failure™)

Are you sure to lock the configuration of the device?

Maintenance Tool

Device configuration will be unlocked.
. oK?

Note When locking the configuration, confirm that the network number is
correct.

Note Be sure to check that the network number is correct. If configuration is not
performed with the correct network number, Safety I/O connections may not
be established. For details on network numbers, refer to 9-5-2 Specifying the
Network Number.

3. Click the Yes Button or the No Button.

A dialog box for entering the device password will be displayed when the
configuration is locked or unlocked.

#01 NETA-SCPLIOZ-EIP

Flease input the Device Password.

Paszword

4. Enter the password of the connected device and click the OK Button.
When completed, the display will return to the Main Window.

Maintenance Tool x| Maintenance Tool

This completes the lock/unlock procedure.
5. Click the OK Button to return to the Main Window.
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9-15 Change Passwords

The password of the device connected online can be changed.

292

1,2,3...

1.

Click the Change Password Icon in the Main Window.

2 Maintenance Tool @

Exit  About...

Drevice Information

Status 0 Idle:

Device Mame : META-SCPUOZEIP

Yendor : Orron Carporation
Device Type : Safety Metwork Controller

Node Address : #01

PFroduct Name : ME1A-5CPUOZ-EIP

Fiewision: 1.0

Signature

Code : 6FBCDYDF

8

aE@
718

Re-Comect Device Status Moritor Sattings
&Ry &8, L% L
L <
Change Target | | FRieplace Device Erton History Manitcr
<2 <8 S Ed

‘e

Download [Restore)

‘e

Upload [Backup)

»

Network Dowinload

‘e

Metwork Upload

Last Modiied 2003405428 &5 &R
16:25:11.203 i ?" @"3
: . 1 &
1B  Looked
Lack / Unlock Change Mode Fieset Change Password
Mssssae Fepot
Message Code: Date Description
Ready USB-LOCATIONZ1:TOOLBUS  #01 ME1A-SCPUOZ-EIP 500K Bitjs O Onrline

The following dialog box will be displayed.

Change Password for #01 NETA-SCPL...

Current Password

Mew Pagsword

Confirmn of the Mew Password

[ 0K ]’ Cancel ]

2. Enter the present device password and the new device password, and
then click the OK Button.

Maintenance Tool

\‘5{) The password was changed.

This completes changing the password.

Click the OK Button.

The display will return to the Main Window.



Appendix A

A-1 Connecting to the Network via a CS/CJ-series PLC

A-1-1 Connecting to the DeviceNet Network

The Network Configurator can be connected online to the DeviceNet network via a serial communications port
on a CS/CJ-series CPU Unit or via a CS/CJ-series DeviceNet Unit, as shown in the following figure. This sec-
tion describes the procedure.

Refer to 3-4 Connecting to the Network to connect to the network via the USB port on the NE1A-series Control-
ler, a DeviceNet Interface Card installed in the computer, or an EtherNet/IP port on an NE1A-series Controller
that supports EtherNet/IP.

1. Connect the COM port on the computer to a serial communications port on the CS/CJ-series CPU Unit (i.e.,
the peripheral port or the RS-232C port) or a Serial Communications Board/Unit (i.e., a RS-232C port or a
RS-422A/485 port) using a peripheral bus (ToolBus) or Host Link connection.

To connect to the DeviceNet network, the PLC must have a CS/CJ-series DeviceNet Unit (i.e., the CS1W-
DRM21(-V1) or CJ1W-DRM21).

Network Configurator

COM port
Serial connection (ToolBus or Host Link)

CS/CJ-series
DeviceNet Unit
Serial communications port (peripheral port or
RS-232C port) of the CS/CJ-series CPU Unit or
serial communications port (RS-232C port) of a
Serial Communications Board/Unit

DeviceNet network

| -

The DeviceNet can be connected to crossing multiple network layers (3 layers max.) using serial communica-
tions, as shown in the following figure.

Network Configurator

_ | &

Controller Link Unit COM Port Controller Link Unit

Serial Connection CS/CJ-series DeviceNet Unit
(ToolBus or Host Link)

Controller Link network )
U DeviceNet network
Across network layers
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2. Connect the Ethernet port of the computer to a CS/CJ-series Ethernet Unit.
To connect to the DeviceNet network, the PLC must have a CS/CJ-series DeviceNet Unit (i.e., the CS1W-
DRM21(-V1) or CJ1W-DRM21).

Network Configurator  cg/GJ-series CS/CJ-series
Ethernet Unit DeviceNet Unit

A
E@

| —

CPU Unit

. Ethernet port ‘

Ethernet network
DeviceNet network

{1

The DeviceNet network can be connected to crossing multiple network layers (3 layers max.) using Ether-
net, as shown in the following figure.

Network Configurator

@“
&

Ethernet network

Controller Link Unit

CS/CJ-series Controller Link Unit CS/CJ-series DeviceNet Unit
Ethernet Unit

CPU Unit

N— N

/ Controller Link network

M DeviceNet network

r
L
Across network layers

A-1-2 Specifying the Connection Interface

Use the following procedure to specify the connection interface to use.

Note Specify the connection interface whenever specifying an online connection.

1. Select Option - Select Interface from the menu bar.
(The interface currently used will be selected.)

2. Select an interface to use from those displayed on the submenu.
* Serial Port: Select CS/CJ Serial Port -> DRM Unit I/F.
» Ethernet Unit: Select Ethernet -> CS/CJ ETN-DRM Unit I/F.
3. Select Network - Connect from the menu bar.
The window corresponding to the specified connection interface will be displayed.
Refer to Specifying the CS/CJ Serial Port -> DRM Unit I/F as the Connection Interface on page 295 or Spec-
ifying the Ethernet -> CS/CJ ETN-DRM Unit I/F as the Connection Interface on page 299 for the procedure.

Refer to Specifying the CS/CJ Serial Port -> DRM Unit I/F as the Connection Interface on page 295 or Spec-
ifying the Ethernet -> CS/CJ ETN-DRM Unit I/F as the Connection Interface on page 299 for the procedure.

Note The interface cannot be changed while the Network Configurator is online. Select Network — Uncon-
nect and then change the interface offline.
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Specifying the CS/CJ Serial Port -> DRM Unit I/F as the Connection Interface

(Continued from step 3 on the previous page.)

1. When CS/CJ Serial Port -> DRM Unit I/F is selected as the connection interface, the Setup Interface Dialog
Box will be displayed. An example is shown below.

Setup Interface x|

Interface :

Metwork, Address

Mode Addreszs :

Unit Mo :

P =
P =
P =
[oomr <]

COM Port ;. |COMI

Baud Rate : [116200 Bit/s =l
[Data Length : IBEIitS vl
Farity = Mo -

Stop Bit ¢ I‘l Bit vl
o] 4 I Cancel |

Set each item as described below.

Interface Select either one of the following interfaces as the
serial communications mode for the serial communi-
cations port on the CS/CJ-series PLC.

* Peripheral bus (ToolBus)
* Host Link

Network Address Enter the FINS network address of the destination
DeviceNet Unit. Enter this address when crossing
the network farther than the serial communications
port of the CS/CJ-series CPU Unit. Enter 0 when not
crossing network layers.

Node Address Enter this address when crossing the network farther
than the serial communications port of the CS/CJ-
series CPU Unit. Enter 0 when not crossing network
layers.

CPU Bus Unit Number Enter the unit number of the DeviceNet Unit (i.e., the
CS1W-DRM21(-V1)) as a CPU Bus Unit (i.e., the
value set on the rotary switches on the front of the
DeviceNet Unit).

* The unit number is between 0 and 15.

Communications Port Select the COM port on the computer running the
Network Configurator (version 2.[]).

* Select from the list of available COM ports.
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Baud Rate

Data Length

Parity

Stop Bits

Set the baud rate for the serial communications port on the
CS/CJ-series PLC.

* 9,600, 19,200, 38,400, or 115,200 bit/s.

Note The baud rates that can be selected for the periph-
eral bus (ToolBus) and Host Link are different. For
details, refer to the CS/CJ Series Operation Manual.

Set the data length for the serial communications port on
the CS/CJ-series PLC. This setting is required only when
using the Host Link interface.

« 7 or 8 bits

Set the parity for the serial communications port on the CS/
CJ-series PLC. This setting is required only when using the
Host Link interface.

* None, even, or odd

Set the number of stop bits for the serial communications
port on the CS/CJ-series PLC. This setting is required only
when using the Host Link interface.

* 1 or 2 bits

IMPORTANT Always select the peripheral bus (ToolBus) interface when making a serial connection through
the CS1W-CN226/626 or the XW2Z-200S-CV/500S-CV Connecting Cable to a CS-series PLC
with the CS1W-DRM21(-V1) mounted to the CPU Rack. A connection will not be possible if the

Note

296

Host Link interface is selected.

CS-series
DeviceNet Unit

Network Configurator
WS02-CFDC1-J

The Host Link interface cannot be used when
using theCS1W-CN226/626 or the
XW2Z-200S-CV/500S-CV Connecting Cable.
Use the peripheral bus interface.

IJ-I DeviceNet network

L

(1) For information on the FINS node address, refer to the CS/CJ-series DeviceNet Unit Operation Manual
(W380).

(2) When Host link is selected, it may take several minutes to download from the network. It is recom-
mended to select the Peripheral Bus (ToolBus) for the serial connection.
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Downloading from a Serial Port on a CS/CJ-series CPU Unit via DRM Unit Interface or
from an Ethernet Unit via CS/CJ ETN-DRM Unit Interface

This section describes how to download data to DeviceNet/Safety devices via a CS/CJ-series PLC.

1. Changing the Message Timer of the CS/CJ-series CPU Unit

(1) Right-click the CJ1 and select Parameter - Edit from the displayed menu.

O DevicelMet_1

R wizard..

#00 #01
MNE1A-3CPUOL DaT1-MD165L-1

3 & open...
# Save as...
Uzage of Metwork, Bandwidth of Safety Connechior
125K Bit/s - 60K, Bits Register ko other Device 3
0% [y 100% 0% External Data 3

(2) Select the Message Timer Tab in the Edit Device Parameters Window and set the timer value to
10000 (ms) (i.e., 10 s) for the device to be downloaded from. (It is not necessary to change the node
numbers of devices for which data is not to be downloaded.)

( x|
General 10 Allocation[OUT] 140 Allocation(IM]
Communication Cycle Time Mezzage Timer Slave Function
# Mezzage Timer -

#2400 10000 ms

£ 1m 2000 ms

£ 102 2000 mg

£ 103 2000 me

£ #04 2000 mg

g ig: Setup Message Timern @

&0 107

£ 408 Mew Message Timer : (UK 2 g

#5103

#2410 Setup Range 500 - 30000 ms

£ 8n

£ 112 | ok || Cancel |

#1113

Ee Rl 2000 mg

#1415 2000 ms

EeRals 2000 ms

£ 117 2000 ms

EaRal: 2000 me

£ 19 2000 mg v
| Edt. || Copy to All Device |

]S ] [ Cancel ]

297



Appendix A

(3) The data with changed settings will be downloaded to the CJ/CS-series CPU Unit.
2. Stopping Remote I/0 Communications of the CS/CJ-series CPU Unit

(1) Right-click the CS/CJ-series CPU Unit and select Monitor from the displayed menu.

O Devicelet_1

Parameter

#30 #00
ME1A-SCPUOL-Y1  D3TI-MDiesL-1

o I

|Jzage of Metwork Bandwidth of Safety Connec

125K Bit/s - 250K Bit/s :
0% [ gz 100% 0;

Register ko other Device

External Data

& cut

. . M -

a0

(2) Click the Stop Remote I/O Communication Option on the Status Tab Page.

Status | Unit Status | Communication Cycle Time | Ermor Histary

I azter Status

[¥] Errar

[¥] Message Communication Permitted
[¥]1/0 Data Communication nat Bunning
[+] Comparizon E ror

i

’_
[ Start Remate |/0 Communication ]ﬂ Stop Remaote /0 Communication ,

Slave Status

PICTTCTOCOCTTOTOTTBD

0001 020304050607030310111213141516171819

COCTTOTOTOCOTOTOTLBD

200222324 252627 28293031 323334353637 38 39

SECCCTCLTTTLLTTTe0eD

40 41 42 43 44 45 46 47 48 43 50 51 52 53 54 55 5E 57 58 59

G061 62 63

HOO  w

Once the steps above have been completed, downloading to DeviceNet/Safety devices will be performed.
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Specifying the Ethernet -> CS/CJ ETN-DRM Unit I/F as the Connection Interface

The user can connect the computer (i.e., the Network Configurator) directly to an Ethernet network and con-
nect online to the DeviceNet network using a CS/CJ-series Ethernet Unit and CS/CJ-series DeviceNet Unit.

Note Connection via Ethernet is supported only when using both the CS/CJ-series Ethernet Unit and the CS/
CJ-series DeviceNet Unit. (This connection is not possible if Units from any other PLC Series are used.)

When multiple PLCs with both Ethernet Units and DeviceNet Units are connected to the Ethernet network, the
specified DeviceNet network can be connected to online by switching the connection destination. The destina-
tion DeviceNet network is registered by specifying the IP address of the Ethernet Unit and the unit number of

the DeviceNet Unit.

Network
Configurator

FINS node address
<

Switchable (See note.)

/]

Ethernet

IP address

VN

- exi\es

Unit
number

DeviceNet
Unit

c
=]
0o
(SRS}

DeviceNet

CJ-series
CPU Unit
Unit

Controller Link

T
£
<
£
w
e

IP address Controller link

/

Across network layers

CJ-series
CPU Unit
DeviceNet
Unit

nit number
Node address

Network address

DeviceNet

Note The registered name of the destination DeviceNet network can be specified to switch the destination
DeviceNet network. The name of the destination DeviceNet network can be registered by specifying the

following items.

* IP address and UDP port number of the Ethernet Unit
* Network address, node address, and CPU Bus Unit unit number of the DeviceNet Unit

* FINS node address of the computer (i.e., the Network Configurator)
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Registering Destination DeviceNet Networks

It is necessary to register the destination DeviceNet network in advance for a connection via Ethernet. A maxi-
mum of 20 DeviceNet networks can be registered.

Use the following procedure to register the destination DeviceNet network.

1.

Select Network - Connect.

2. The following window will be displayed.

Setup Interface

—Host(PC) Infor mation

Hozt Mame :
IF Addreszs :

Metwork, Addrezs
Mode Address :

PC1

|1 92.168.38.182

— Remote Information

Regiztration Mame :

— DeviceMet Unit

Metwork Address :
Mode Addres :
nit Ma. :

— Ethernet Unit

Part Mo :
IP Address :

04

Cancel

Interface Setting Window

Host (PC) | Settings of the computer running the Network Configurator are displayed.
Information [},6t Name The name of the computer is displayed automatically.
IP Address The IP address of the computer is displayed automatically.

Network Address | The FINS network address set in the computer is dis-

played.
(The value set in the Destination Registration Window
after clicking the Set Button in step 3 below will be dis-
played.)

Node Address

(The value set in the Destination Registration Window
after clicking the Set Button in step 3 below will be dis-
played.)

The FINS node address set in the computer is displayed.
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3. Click the Set Button. The Destination Registration Window will be displayed. An example is shown below.

Registration of the conne

Regiztration Mame :

— Host(PCY Information

Metwork Address : [0

=
MNode Address : [0 =
— Femote Information
— DeviceMet Unit
MNetwork Address @ [0 =
MNode Address @ [0 =
rit Ma.: |0 =
— Ethernet Unit
Part Ma. : IW
IP Address : I a o a a

— Reei

Delete |

zter List

Fegiztratio.. | Mode | Lnit | Fart

| 1P Addre.. |

Cloze |

Destination Registration Window

Registration

Set the registered name of the destination DeviceNet network. Up to 20 names can be registered. A

Name registration name can use up to 25 characters.
Host (PC) Computer (i.e., Network Configurator) settings
Information  ['\etwork Address | Enter the FINS network address of the computer. Set the same value as the net-
work address of the Ethernet Unit. Enter 0 to not set a network address.
Node Address Enter the FINS node address of the computer.
Remote Setting items for the DeviceNet and the Ethernet Unit that relay the connection to the DeviceNet
Information | Network.
DeviceNet Unit | Network Address | Enter the FINS network address of the destination
DeviceNet Unit. Enter an address here to cross the network
farther than the Ethernet network directly connected to the
computer. Enter 0 when not crossing network layers.
Node Address Enter the node address of the destination DeviceNet Unit.
Enter an address here to cross the network farther than the
Ethernet network directly connected to the computer. Enter
0 when not crossing network layers.
CPU Bus Unit Enter the unit number of the destination DeviceNet Unit as
Number a CPU Bus Unit.
Ethernet Unit Port Number Enter the UDP port number for the FINS of the Ethernet
Unit.
IP Address Enter the IP address of the Ethernet Unit.

301



Appendix A

Setting the Network Address in the Host (PC) Information Area

Set the FINS node address of the computer.

The computer (i.e., the Network Configurator) uses the OMRON FINS communications service to connect to
the DeviceNet network via the Ethernet. It is necessary to set the FINS node address as well as the IP
address.

For the network address, set the same value as the Ethernet Unit. The network address of the Ethernet Unit is
set in the routing table of the CPU Unit. Enter 0 when not using the routing table.

Setting the Node Address in the Host (PC) Information Area

Set the FINS node address of the computer.

For this setting, it is necessary to set the correspondence between the remote IP address and the FINS node
address using the OMRON Ethernet Unit. For details, refer to the SYSMAC CS/CJ Series Ethernet Unit Oper-
ation Manual (W420, W421 and W343).

Setting the Network Address in the DeviceNet Unit Field of the Remote Information Area

Set the FINS network address of the DeviceNet Unit to which the destination DeviceNet network is connected.
Enter the value when crossing the network farther than the Ethernet network directly connected to the com-
puter. Enter 0 when not crossing network layers.

Setting the Node Address in the DeviceNet Unit Field of the Remote Information Area

Set the Node Address of the DeviceNet Unit to which the destination DeviceNet network is connected.

Enter the value when crossing the network farther than the Ethernet directly connected to the computer. Enter
0 when not crossing network layers.

Setting the CPU Bus Unit Number in the DeviceNet Unit Field of the Remote Information Area
Set the unit number (0 to F) of the DeviceNet Unit as a CPU Bus Unit to which the destination DeviceNet net-
work is connected.

Setting the Port Number in the Ethernet Unit Field of the Remote Information Area

Set the UDP port number with which the Ethernet Unit performs the FINS Communications Service. Set the
same value as in the setting in the CPU Bus Unit System Setting Area in the CPU Unit to which the Ethernet
Unit is mounted. Normally 9600 is used.

Setting the IP Address in the Ethernet Unit Field of the Remote Information Area

Set the IP address of the Ethernet Unit.

To set the IP address of the Ethernet Unit, refer to SYSMAC CS/CJ Series Ethernet Unit Operation Manual
(W420, W421 and W343).

4. Click the Register Button. The set values will be registered and displayed in the Registration List.
» Name: Registration name of the destination DeviceNet network
* Node: FINS network address and FINS node address (the third number is always 0) of the computer
+ Unit: FINS network address, FINS node address, and unit number of the DeviceNet Unit
* Port: FINS UDP port number of the Ethernet Unit
* |IP Address: IP address of the Ethernet Unit
5. Click the Close Button to exit and return to the Setup Interface Window.

Selecting the Registration Name (Destination DeviceNet Network)
Select the DeviceNet network that you want to connect from the registration names of the registered connec-
tion destinations in the Setup Interface Window.

1. Select the destination registration name from the Registration Name Drop-down List in the Remote Infor-
mation Area.
In the Remote Information Area, the following set values of the selected registration name will be displayed.

* Network Address: FINS network address of the DeviceNet Unit
* Node Address: Node address of the DeviceNet Unit

* CPU Bus Unit Number: Unit number of the DeviceNet Unit

» Port Number: FINS UDP port number of the Ethernet Unit
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 |P Address: IP address of the Ethernet Unit

2. Click the OK Button.
Click the OK Button in the confirmation dialog box.
The connection to the DeviceNet network will be made.
When the connection is successful, the status indicator on the status bar will turn blue and “On-line” will be

displayed.
Note For information on FINS network addresses and FINS node addresses, refer to the CS/CJ Series
DeviceNet Unit Operation Manual (W380) and the SYSMAC CS/CJ Series Ethernet Unit Operation
Manual (W420, W421 and W343).
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A-2 Editing CS/CJ-series DeviceNet Unit Parameters

This section describes how to edit the parameters of a CS/CJ-series DeviceNet Unit.

A-2-1 Setting the Unit Functions

The master function and slave function can be set.
Follow the procedure below to perform the settings.

1. Select the icon of the master in the Network Configuration Pane.
2. Select Device - Property.
The following window will be displayed. Click the Unit Function Tab.

CS1W-DRMZ1 Property E3
taster |/0 Information I 120 Infarmation ﬂ FLC Infarmation ]
General Urit Fuction

IV {Enable Master Functior

[ Enabe Slave Function

Cloze

3. Select the Enable Master Function or Enable Slave Function Option (or both).

A-2-2 Master Parameter Overview

Use the following procedure to open the Parameter Edit Window.

1. Select the device for which you want to edit the parameters.
2. Select Device - Parameter - Edit.
3. The Edit Device Parameters Window for the master will be displayed.

Note

304

(1) If the I/O size of the device displayed in the Network Configuration Pane and the I/O data size of the
device registered in the Scan List do not match, the following warning dialog box will be displayed
and the I/O size set in the Scan List will be given priority.

Network Configurator,

L] 110 data size mismatch detected in the registered device.
. 1/ size in the Connection lisk will be used,

If there is a slave with no EDS installed, obtain an EDS and install it.

(2) If a slave device registered to another master device is registered in the Scan List, the following
warning message will be displayed when the Edit Device Parameters Window is displayed.
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Network Configurator
L] Already register with okher device,
. Wwiill register?
[ owves I M I

Modify the registered slave in the Scan List.

(3) To operate the master function, select a device, select Device - Properties, and then select the En-
able Master Function Option in the Property Dialog Box of the CS1W-DRM21(-V1)/CJ1W-DRM21.

Edit Device Parameters

Communication Cycle Time I Message Timer I Slave Function I

General | 140 Allocation[OUT) ﬂ 120 Allocation(|M]
— Unreaister Device List
# I Product Name ,I Out Size | Ih Size l
{3’?11[]5 DRT1-ID16 0 Byte 2 Byte
#PH0E  DRT1D1EX (1 Byte 2 Byte

- | il | ¥ Auto allocation as is registered.

— Register Device List
tt | Product Name | OutSize [ OwtCh [ InSize [Inch [ C |
DRT1-0D16 2 Byte 3200:Bit... OBuyte

#7402 DRT1-MD1.. 1Bwte  3201:Bi. 1BEwte  3300:Bit..

..{,z;anna DRT1-ID1E-1 O Byte 2 Byte 3301:Bit...

£ #04 DRT1DOZ 0 Byte 1Byte  3302:Bit...
Advanced Setup... | Reaqister/Unregisterd ﬂ
Uplaad | Dawhlzad | Cormpare |

0K I Canicel |

The Edit Device Parameters Window consists of the following 6 tab pages.

Tab page name Description
General Registers devices in the Scan List and performs 1/O allocations
using automatic setting.
1/O Allocation (OUT) Sets the OUT data allocation and OUT memory block of the CPU
Unit using the Advanced Setup.
1/0 Allocation (IN) Sets the IN data allocation and IN memory block of the CPU Unit

using the Advanced Setup.
Communication Cycle Time | Sets the communications cycle time.

Slave Function Sets parameters for using the slave function.

Message Timer Set the monitoring timer for message communications (the same
time is used for both explicit and FINS message communica-
tions).
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General Tab Page

306

Edit Device Parameters [ X|
Communication Cycle Time ] Message Timer ] Slave Function ]
General | 1/0 Allocation(0UT) | 1/0 Allocation{IN)
i~ Unregister Device List
# | Product Name | Out Size | In Size |
#2805 DRT1ID16 0Byte 2Byte . . .
#9405 DRTIIDIEX OByt 2Byte Unregistered Device List
Device Register button
[ Device Unregister button
-
; - il _| V' Auta allocation as is registered. Automatic allocation as registered
— Reagister Device List
Product Name | Out Size | OutCh | In Size An asterisk (*) appears when the slave
DRT1-0D16 2Byt 3200:Bit.. E An asterisk (*) appears when the slave is
4 DRT1-MD1..  1Byte  3201:Bit.. 33008i..; registered to allow explicit messages only,
#)H03 DRT1ID1E1  DByte 2Byte  3301:Bit..! !
#)#04 DRT1D08  OByte 1Byte  3302Bi..| |
i i
i i
el
Advanced Setup... J.._ Register/Unregisterd i Register/Unregistered Button
Wplaad | Downlead | Lompare | T Advanced Setup Button
aK I Cancel

Upload parameters

Compare parameters
Download parameters

Item

Description

Unregistered Device List

Displays the slave devices displayed in the Network Configu-
ration Pane but not yet registered to a master.

Registered Device List

Displays slave devices currently registered to the master.

Device Register and Unregister
Buttons

Use the Device Register Button to move a device
from the Unregistered Device List above to the

Registered Device List below.
|

Use the Device Unregister Button to move a device
from the Registered Device List below to the Unreg-
istered Device List above.

Auto allocation as is registered

Select this option to allocate unused words in the registration
order when registering slaves to a master in the Edit Device
Parameters Window.

Register/Unregister Button

Click this button to cancel and re-allocate the 1/O allocations
(allocation of unused words with no unallocated words) to the
selected slave.

Advanced Setup Button

Click this button to set the connection settings and to display
or check device information.

Upload Button

Click this button to upload online device parameters from
devices in an actual network.

Download Button

Click this button to download online device parameters to
devices in an actual network.

Verify Button

Click this button to verify online parameters of devices in an
actual network and the parameters held by the Network Con-
figurator.
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Slave Registration and Automatic 1/0 Area Allocation

If a slave is registered when the master function is enabled, words are automatically allocated to it in the mem-
ory block set for I/O allocation.

Allocation is performed forward from the beginning of Memory Block 1 in the order of registration for both the
input and output areas. When Memory Block 1 is completely allocated, allocation is performed in Memory
Block 2. Set the areas and ranges of the memory blocks for allocation in advance before registering slaves.

Note Auto-allocation areas can be changed later.

Setting Memory Blocks for Allocation

1. Select a master and then select Device — Parameter — Edit. The Edit Device Parameter Dialog Box will be
displayed.
2. Click the I/O Allocation (OUT) Tab.

Edit Device Parameters [ x]
Communication Cycle Time ] Message Timer II Slave Function ﬂ
General 170 Allocation[0UT) | 140 Allocation(IM] \
it Product ... | Size N1 Auto
8EByte
Delete ‘
Edi.. |
—Memory Block 11—~ Memory Block 2
Ch Product Name | « Ch Product Name | «
W 3200:Bi00  HO1 3FSEM-... W 3400:Bi00
W 3200:B05  HO1 3F3EM-... 4 3400:Bi08
W 3201:Bi00 | HO1 3FBEM-... W 3401:Bit00
W 3201:BI05  HO1 3F8EM-.. 4 3401:Bi08
W 3202:Bi00  HO1 3F8EM-... W 3402:Bit00
W 3202:B05  HO1 3FEM-... 4 3402:Bi08
W 3203:Bi00  HO1 3FSEM-... W 3403:Bi00
W 3203:Bi0S  HO1 3F8EM-... 4 3403:Bi08
W 3204:Bi00 W 3404:Bit00
W 3204:Bi08 4 3404:Bi08
W 22N5-RiHIN LI Wil 2ANF- RN LI
oK I Cancel |

3. Click the Setup... Button in the Memory Block 1 Area.
4. Setthe Area, Start Word, and Display Words (i.e., the number of words in) for Memory Block 1.

Edit Memory Block B3

Startword: |3200  Range: 0000 - 6143

Display words (100 Range:1-500Ch

ak | Cancel ‘|

5. Set Memory Block 2 in the same way.
6. Click the I/0 Allocation (IN) Tab and set the Memory Blocks in the same way as the OUT block.

Note (1) Set the Area setting for unused blocks to Not Use.
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(2) The number of displayed words is the number of words of a block displayed in the Network Config-
urator. This value is not downloaded to the Unit. If the allocated area in a block is 100 words or less
when uploaded, the number of displayed words will be set to 100 and displayed.

Specifying Auto-allocation at Registration

If the option for auto-allocation (Auto-allocation as is registered) is selected, words will be allocated for I/O
automatically in the order of registration when slaves are registered to a master in the Edit Device Param-
eters Window. This option is effective only in the Edit Device Parameters Window.

Auto-allocation allocates words starting from unused words in Block 1 of the corresponding I1/0 memory
block in the order of registration (i.e., in the order slaves are dropped).

Deleting or changing I/O allocations for the selected slaves (allocating unused word) can be performed
anytime by clicking the Auto Register/Unregister Button.

A-2-3 1/0 Allocation Using the Parameter Wizard (Simple I/O Allocation)

I/0 in PLC memory can be allocated to slaves simply and interactively.

I/0 allocation is as follows: In order of node addresses, simple |/O allocation from Block 1, and I/O alloca-
tion of 100-word blocks.

Allocation is performed in the order of slave node addresses from Block 1 (allocating from Block 2 when Block

1is

completely allocated) with a block size of 100 words.

Note After allocating I/O using this wizard, node addresses can be changed and other allocation changes can

The

be made in the Editing Parameters, as described later.

Parameter Wizard specifies the beginning address of each block (the block size is always 100 words), the

allocation method (allocation by word or minimum allocation of unused words), and slave registration or dele-
tion.

Note (1) Allocate areas larger than 100 words for each block in Editing Parameters.

(2) Use the following procedure to allocate 1/O to the slave devices of a master device with the Param-
eter Wizard.

Select the master device to register.

Select Device - Parameter - Wizard.

Click the Yes Button.
The present settings will all be initialized if the Parameter Wizard is used for the setup. A confirmation dialog
box will be displayed. An example is shown below.

Network Configurator

N
|s

Current setup will be initialized.
Ckr

Setting the Start Word for Each Block

The Scan List Wizard-Setting Memory Block's Start Word Window will be displayed. An example is shown
below.

Set the memory areas to use and the start words, and then click the Next Button. Allocation starts automat-
ically from Block 1. If Block 1 is completely allocated, allocation will be performed in Block 2. Each block will
be allocated from the start word to a maximum of 100 words (fixed).

Note If an area overlaps blocks or the start word results in exceeding the memory area range, you cannot
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Scan list Wizard - Set Memory Block's Start Word [ X]

Set start Word of PLC Memary Block storing 1/0
data. Up to 100 words occupied for each block.
A block must not be duplicated ta other block.

—OUT Area Block Start Word
Block 1 [IEGEEN W
Black 2 |1/0 Relay =] [3e00

N Area Block Start word
Block 1 [1/0 Relay =]/ [3300
Black 2 [1/0 Relay =] [es00

lEfziels I Next > I Cancel

5. Setting Remote I/O Allocations

The Scan List Wizard-Set how to allocate 1/0 data to PLC Memory Block Window, which specifies the 1/0

data allocation method for devices, will be displayed. An example is shown below.
Specify the allocation method and click the Next Button.

Scan list Wizard - Set how to allocate I1/0 date to PLC Memory Block

Set how to allocate |/0 Data to PLC Memory Block.

How to allocate:

Allocate so that total number of
™ occupied Words are minimized
(2 devices may be allocated to 1 word).

< Back I Next > I Cancel
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There are two methods for allocation.

Allocate each device by channel

Each slave is always allocated the low byte (lower 7 bits)
of the word. Therefore, each slave is allocated one word
even if 1-byte 1/0 slaves come sequentially.

Example:

High Low
15 .. 8 7 .. 0
#0
#1
Node address order
#3
#4
#6
D Unused

Allocate so that the total number
of allocated words is minimized
(two devices may be allocated to
one word)

If there are 1-byte I/O slaves, allocation is in the order of
low byte (lower 7 bits) to high byte (upper 7 bits) to create
as few unused areas as possible.

Example:
High Low
15 .. 8 7 .. 0
#0
#3 1 # <§ Node address
S wa order
4
#6
D Unused

Examples of allocation are as follows:
Allocation when outputs or inputs are as shown below

#00 1 byte
#01 2 bytes
#02 1 byte
#03 4 bytes
#04 1 byte
#05 1 byte

Allocation by Word

+0 word
+1 word
+2 word
+3 word
+4 word
+5 word
+6 word

Allocation Minimizing the Number of Allocated Words

+0 word
+1 word
+2 word
+3 word
+4 word
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High Low
15 8 7 0
| #00
#01
| #02
#03
#03
#04
#05
High Low
15 8 7 0
| #00
#01
| #02
#03
#05 | #04
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6. Slave Registration and Deletion
The Scan List Wizard-Register Device Window will be displayed.

An example is shown below. Specify the slave devices to register to the master device and click the Next

Button.

Scan list Wizard - Register Device

-~ Unregister Device List

Set Slave Device ta be registered in Scan list.

x|

# Prod... | Out Size | In Size
-
—Register Device List———————————————

# [ Product Na... [ OutSize [ InS~
#2401 C200HW-D..  0Byte 0B
#4012 DRTICOM  OBpte 4B
&P 403 DRTI-ADD4  OBpte 86

{9 #04 DRT1-4D04H 0Byte g8

4 >i

< Back I Next > I

Cancel |

Devices in the network will be displayed in the Registered Device List as already registered. If there is a
device that you do not want registered, click the ==+ |Button to unregister it. You cannot go on to the next

step if there are no registered devices.

7. Displaying Remote I/O Allocation Results
After allocating 1/0 with the specified method, the Scan List Wizard-Allocation Result Window will be dis-
played. An example is shown below. If the displayed details are correct, click the Finish Button. This exits

the Parameter Wizard. Click the Back Button to go back to the previous setting pages.

The set contents will be set as device parameters.

Scan list Wizard - Allocated result [ |

Specified slave device allocated as follows.
If OK. press "Finish" Button.

# | Product Narme [ OuwSize [ OuwCh [ InSize [InCh [ M |
£ #0 C200HW-DRTZ1 2Byte OG0B0 2EBye  350EI0
£ 02  DRTI-COM 0 Byte 4Byte  351:ERO0
£ #03  DRT1-ADO4 0Byte GByte  353EM00
£ #04  DRT1-AD04H 0Byte GByte  357Bi00
£ #05  DRT1-HD16C 0Byte 2Byt 36T:ERD0
£ #05  DRT1-HD16S 0Byte 2Byt 36ZERD0

< Back I Finish I Cancel
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8. Downloading Parameters to a Master Device
The following dialog box will be displayed when the Network Configurator is online.

If you click the Yes Button to download to a master device, the remote I/O communications will start with
the new settings.

Note Device parameters set in the Parameter Wizard can be changed using the parameter edit function.

A-2-4 Manual I/O Allocation

Memory can be manually allocated for slave 1/O.

1/0O Allocation Tab Page

The following items are set on the 1/O Allocation Tab Page.

1. Allocation of /O memory in the CPU Unit for /O Memory Blocks 1 and 2

2. Allocation to slaves for each block

The following window will be displayed when you click the I/O Allocation (OUT) or I/0 Allocation (IN) Tab.

Registered Device List
Communication Cycle Time ] Message Timer ] Slave Function ] 9
Gereral | 1/0 Allocation(0UT) 140 Allacation(IN)
_ Product ... '3 — Auta Il Automatically allocates I/O to selected slave.
P Z#02 DRT1M..  1Bpte 3300:Bit0D |
#PH03 DRTID.. 2Byte 3301:Bit00 Delete 1 Deletes I/O allocation to selected slave.
£ #04 DRT1ID0Z 1Byte 3302:Bit00 -
Edt.. ¢ Display window to manually edit allocations.
Information :f—— Displays slave information.
- Memory Block 1 ‘ —Memon Black 2 Bytes: Word address and f_irst bit address
Tho ' [ ProdibtNa, [4] oh T Froduct Name [ ] Word address and start bit address
W 33006100 ¢ HO2 DRTI-.. —' W 3500:Bit00
W 3300B08 | W 3500:BitDa ;
W 3307:Bit00 | HO3DRTT... | W 3501:Bit00 Product names of allocated slaves
W 3301:Bit08 | HO3DRTI.. | W 3507:Bit08
¥ 3302Bit00 ;| #04 DRT1.. | W 3502BitD0 Memory block
W 3302E108 | W 3502BitDa
i 33036100 ¢ : W 3503:Bit00
W 3303Ei08 ¢ | W 3503EitD8
i 33046000 || | W 3504:Bit00
W 3304:Bit08 L W 3504:6it05 . Updates block 1.
W_2anERRnn Bl | W 2R0F:RibOn B4 p .
Changes block 1 settings
2e0p... 2eip.. | Updates block 2.
- Changes block 2 settings
T I Dﬁ( I Cancel |
I
\ [
Block 1 allocations Block 2 allocations
Item Description

Registered Device List | Displays only devices with valid output or input data of the registered
devices on the General Tab Page.

Auto Button Allocates unused words to the slaves selected in the Registered Device List
starting from the first unused words.

Delete Button Releases the words allocated to the selected slaves in the Registered
Device List.
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Item Description
Edit Button Enables manually editing allocations using the Edit Window.
Information Button Displays the slave information (allocated words and I/O comments).
Memory Blocks 1 and 2 | Displays the allocation state of each slave (product name) in Blocks 1 and 2.
Ch Beginning of allocation. The start bit address is displayed after the word
address.

Product Name | The name of the device to which memory is allocated.
Setup Button Sets the start words and size (number of words) of Blocks 1 and 2.

Additional Information: Allocation State of Blocks 1 and 2
The product name of the device to which memory is allocated in each area and the first CPU Unit word allo-
cated are displayed in the Allocation State List for the blocks.

The first bit that is allocated is given in the Ch column. The word address is given first followed by the first bit.

Example: “3300: Bit 00” indicates that the first allocated bit is bit 00 of CIO 3300 (i.e., the allocation starts
from the low byte).
Example: “3300: Bit 08” indicates that the first allocated bit is bit 08 of CIO 3300 (i.e., the allocation starts

from the high byte).

Example: Allocation starts with bit 00 (LSB)

Word address (e.g., CIO3300)
of CIO 3300.

——First bit address (e.g., bit 00)

Ch Y Y I Product Mame -
¥l 3300°B00° #02 DRTI-MD16C.. <—
W 3300:5it05

W 3301:Bit00 | #03 DRT1-ID15-1 The byte starting with bit 08 of CIO 3300 is also
allocated to the device with node address #2, so this
cell is left blank.

Product name of the slave

CPU Unit words are not displayed in unused memory block.

Changing the 1/O Block Start Word

Setup Button on the I/O Allocation Tab Pages (Device - Parameter - Edit)
Use the following procedure to change the allocation areas for the /O blocks in CPU Unit I/O memory.

1. Click the Setup Button of the block to change.
2. The following dialog box will be displayed.

Edit Memory Block

Statword : 3300 Range : 0000 - 5143

Wwiords : |100 Fange : 1- 500 Ch

(] | Cancel
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3. Set the Area, Start Word, and Words.
For the Words, set the number of words displayed by the Network Configurator. The maximum number of
words that can be allocated for one block is 500.
The setting ranges are as follows:

PLC model Memory area Range
CS Series CIO Area 0000 to 6143
CJ Series DM Area D0000 to D8191
Work Area WO000 to W51
Holding Area HOO00 to H511
EM Area E00000 to E32767

Banks 0 to12 can be used for the EM Area.

Note (1) The number of words of a block displayed on the Network Configurator is set for Words. This value
is not downloaded to the master.

(2) If the number of allocated words in 1 block is 100 or less, the number of words will be displayed as
100 words when uploading.

4. Click the OK Button to change the memory block.
If memory has already been allocated to devices, is will be re-allocated in the new memory block. If the area
is exceeded, however, the corresponding device allocation will be deleted. Allocate memory again.

1/0 Allocation Method

/0 Allocation Tab Pages (Device - Parameter - Edit)
There are three ways to allocate 1/O.

1. Manual Allocation Using the Edit Window
Select a slave device from the Registered Device List and click the Edit Button. Use the Edit Window to
manually allocate memory to each slave.

2. Allocation Using a Drag-and-drop Operation
Drag a device from the Registered Device List and drop it at the corresponding word location in the memory
block that you want to allocate.

3. 3) Auto-allocation
Select a device from the Registered Device List and click the Auto Button. This enables auto-allocation for
unused words. (A device for which the user setting was performed using the Advanced Setup Button on the
General Tab Page, however, cannot be automatically allocated.)

Note An image like the following will be displayed in the Size Field of the Registered Device List for the I/O
data size of a device for which multiple connections are set on the General Tab Page.

t Mame | Size | Ch
in ProductCode € . 4, 4 Byte

To allocate the I/O on the left using a drag-and-drop operation, drag it with the left button on the mouse. To allo-
cate the 1/0 on the right using a drag-and-drop operation, drag with the right button on the mouse. When there
is only one connection, use the left button on the mouse.
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Manual Allocation Using the Edit Window

Edit Button on an 1/O Allocation Tab Page
Use the following procedure to allocate manually using the Edit Window.

Select the device for which you want to edit the 1/O allocation.

2. Click the Edit Button.

3. The Edit I/O Allocation Dialog Box will be displayed. Examples are shown below.
Specify Block 1 or 2, the allocated word, start byte (low byte: Low, high byte: High), and the number of allo-
cated bytes (occupied).

Edit 10 Allocate Edit 10 Allocate | X}
~Faoll
Block : | Startword: 3200
o A Block: |IM] Statword: 3300
Allocated : |3200 o ‘& |Uf -
Low High Allocated : |3307 & Low " High
] ied : |2
ceupe HE Occupied : 2 Byte
oK | Cancel Cos

Block |1 | Start'word: 3300

Allocated : |3301 & Low ¢ High
Ocecupied: |2 Byte

oK | Cancel

Connections are specified in the General
tab with the advanced setup function.

Specify the start word to allocate and the number of allocated bytes.

Byte location (i.e., high/low) can also be specified with the allocated word setting. When the number of allo-
cated bytes is 2 bytes or more, you must specify Low.

Allocating One Low Byte to a Device
High Low
15 87 0
+0CH #00
+1CH
+2CH

Allocating One High Byte to a Device
High Low
15 87 0
+0CH #00
+1CH
+2CH

4. Click the OK Button to perform the 1/O allocation.
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Allocation Using a Drag-and-drop Operation

Drag-and-drop operation on an 1/O Allocation Tab Page
1. Display the Memory Block List where you want to allocate memory to the slave.
2. Select the slave from the Registered Device List in the upper pane.
3. Drag it to the start byte you want to allocate to the slave.

Edit Device Parameters
Communication Cyele Time ] Mezsage Timer ] Slave Function
General ] 140 Allocation(OUT) 1/0 Allocation(IN]
i [ Product... [Size | Ch [c | Autta
£o4m  CSTwWD 2. 2Byte g
£2402 DRTIM..  1Byte 3300:Bit00 Delete
£PH03  DRTID.. 2Byte  3301:Bit00 -
¥ 04 DRTIID0Z 1EByte 3302000 Edi...
Allocate by drag-and-drop
operation. Information
temary Block 1 tdemary Block 2
Ch I Product Mame B
W0 3300:BR00 | HO2 WRT1-. W 3500:Bit00 =
W 350008
HOS AT 0 3501600
HO 3 T1-| L)) e
W 3302Bi00 | HO4 DRTIA.. 3
2Eit0a L
3:Bit00 o 3
W 3303:Bi08 3 08
4:Bit00 i 3504:Bit00
W 3304:Bit03 W8 3504:Bit03
1 ey (A =H d W 2RNE:RiON j

Setup...

Setup...

|

il

oK Cancel

» Memory Block List Contents

In the Memory Block Lists at the bottom of the window, the allocated memory (i.e., word address and start
bit address) is displayed in the Ch column and the product name (i.e., model) of the slave to which the

memory is allocated is displayed in the Product Name column.

* Registered Device List Contents
In the Registered Device List at the top of the window, the node address is displayed in the # column, the
slave product name (i.e., model) in the Product Name column, the number of allocated bytes in the Size
column, and, when memory is already allocated, the start byte (i.e., word address and start bit address) in

the Ch column.

When deleting or changing allocations for slaves, select the slave from the Registered Device List and click the

Delete Button.

Note To automatically allocate the next unused word to a slave, select the slave from the Registered Device
List and then click the Auto Button.

Auto-allocation

Auto/Delete Button on the I/O Allocation Tab Page
« Click the Auto Button to allocate the next unused word for the I/O of the selected slave.

* Click the Delete Button to release the 1/O allocation of the selected slave.

If auto-allocation is specified, however, the Advanced Setup function described later cannot be used.
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Displaying Slave Information

Information Button on the I/O Allocation Tab Page

Information, such as I1/O comments of registered slave devices, can be accessed on the 1/0 Allocation Tab
Page. (To set I/0O comments for the I/O data of the slave devices, select Edit I/O Comment from the Device
Menu.)

Use the following procedure to display the slave information.

1. Select the device for which you want to display the information.
2. Click the Slave Information Button.
3. The following window will be displayed.

Description : C200HY-DRT21

WAL 1D - #03

Wendor OMROM Corparation
DeviceType:  Communications Adapter

Product Code: 51
Product Mame :  C200HW-DRT 21
Status Registered to #02.

Pall |

OUT Size:  Z2EBpte

Area | Bit I Comment

=320 Bit00 OUT Comment
! BitOE OUT Comment2

Bit12 OUT Comment3

IM Size 2Byte

Area | Bit | Comment
= Bit02 IM Comment]
BitD5 IM Comment2
Bit15 IM Comment3

Close

If a registered device is selected while the Information Window is displayed, the slave information will be
updated to the information of the selected device.

A-2-5 Advanced Settings: Connection, Communications Cycle Time,
Slave Function Settings, etc.

This section describes connection settings, device information and check selection displays, the communica-
tions cycle time setting, message timer settings, and slave function settings.

Advanced Setup

Advanced Setup Button after Selecting a Slave on the General Tab Page (Device - Parameter - Edit)
Advanced settings, including device information and check selection displays, and connection settings, can be
made for remote 1/0O communications.

Device Information Display and Check Selections
* Device Information Tab Page
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It is possible to display device information and to perform checks for the slave devices. Use the following pro-
cedure.

Select a slave device from the Registered Device List.
2. Click the Advanced Setup Button.

3. The following window will be displayed.
Device Information Tab Page

Device Information I Dunnectinnl The device information on the
. . selected slave will be displayed.

Device Information

Vendor : 47 eck Yendor

Device Type: [0 Check Device Type If these options are selected, the

Product Code:  [100 IV Check Product Code device information will be compared
with the corresponding data in the scan
list during remote 1/0O communications.
If the information does not coincide
with the data, a verify error will occur.

The device information (vendor, device type, product code) of the currently selected slave device will be dis-
played.

Select these options to check device information (and indicate an error for inconsistencies) in remote I/O com-
munications (i.e., when a connection is opened).
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Connection Settings
» Connection Tab Page

The user can specify a maximum of two connections per slave to use in remote 1/O communications. Use the

following procedure.

. Select the slave device in the Registered Device List.
2. Click the Advanced Setup Button.
3. The following window will be displayed.
Click the Connection Tab.
Advanced setting
Device Information  Connection I

" Auta Connection

T S I_ /S I_ Bt

¥ Use Poll Connection

OUT Size: |2 Byte IN Size : |2 Byte
Con. Path : Con. Path: |

W Use COS Connection
OUT Size: |2 Byte IN Size : |2 Byte
Con. Path : Con. Path : |

COS/Cyclic Heart Beat Timer : 1000 ms

oK I Cancel |

The default setting is Auto Connection.
Use the following procedure to specify a connection.
1. Select the User Setup Option.
Settings will be enabled for connections.
2. Select the connections to use.
Up to two connections can be set.
Note COS and Cyclic cannot be set at the same time.

3. Set a connection path if necessary.
4. Setthe COS/Cyclic Heartbeat Timer value if necessary.

5. Click the OK Button.
An asterisk will be displayed in the C column at the right in the Registered Device List.

If a connection for a device for which 1/O allocation has already been performed is changed, the present I/O

allocation will be deleted. Allocate memory again.
IMPORTANT

» COS and Cyclic cannot be set at the same time.

« If both a poll and COS connection or a both poll and cyclic connection are used, the output settings for both

connections must be the same.
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Note The auto-allocation function cannot be used for a device for which a connection has been set in the
Advanced Setup. To enable using the auto-allocation function, unregister the device and then register it
again.

Communications Cycle Time Setting

Communications Cycle Time Tab Page (Device - Parameter - Edit)
The communications cycle time setting and the communications cycle times calculated based on the currently
registered device information can be accessed on the Communications Cycle Time Tab Page.

Click the Communications Cycle Time Tab to display the following window.

General | 140 Allocation@UT) | 140 AllocationilN] |
Cornmunication Cycle Time l Message Timer ] Slave Function I

Communication Cycle Time : |8 _|:| ms

Setup Range: 0: Auto [ Default ], 1 - 500 ms

Default Setup

Communication Cycle Time [ Auto Setting |

Baud rate 125K Bit/s : 2.942 ms
Baud rate 250K Bit/s : 2.000 ms

Biaud rate SO0K Bitds 2.000 mz

0K | Cahcel |

The communications cycle time is set between 1 and 500 ms. Click the Default Setup Button or specify 0 ms to
enable automatic setting.

The communications cycle time for the automatic setting is calculated and displayed for each baud rate based
on the currently registered device information.

Note The communications cycle time is the interval at which remote I/O communications are performed for
the same slave. Setting this time can prevent fluctuations in the communications cycle time based on
conditions. Setting a longer communications cycle time can prevent a slave with a slower processing
speed from being detected as having an error.

If actual remote 1/0O communications take shorter than the communications cycle time setting, remote
I/O communications will wait for the communications cycle time to expire. If the actual remote I/O com-
munications take longer, the remote 1/O communications are performed in the actual time interval
regardless of the communications cycle time setting.
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Message Timer Settings

Message Timer Tab Page (Device - Parameter - Edit)

General | 140 Allocation(DUT) | 140 Allocation(IN] |
Communication Cycle Time Message Timer | Slave Function |
# Meszage Timer
Pavoo_looooms |
£7 101 2000 ms
£ 102 2000 ms
£ 103 2000 ms
£ 104 2000 ms
£ 105 2000 ms
£ #06 2000 ms
£ 107 2000 ms
£ 103 2000 ms
£ 109 2000 ms
£ #10 2000 ms
£ 111 2000 ms
&2 2000 ms
£ #13 2000 ms
£ 114 2000 ms
£ 5 2000 ms
£ 16 2000 ms
£rn7 2000 ms
£ s 2000 ms
£ 19 2000 ms =
Edit... Copy ta All Device |
akK | Cancel |

The default value for the message timer is 2 seconds (2,000 ms). Set a value between 500 and 30,000 in
increments of milliseconds.

Use the following procedure to change the value.

1. Double-click a node address (#) (or select a node address and click the Edit Button) to change the setting.
The following dialog box will be displayed.

Setup Message Timer

Mevi tessage Timer : = ms

Setup Range 500 - 30000 ms
0K | Cancel |

2. Enter a value and click the OK Button.

Note To set the same value for all the devices, select the node address value you want to set and click the
Copy to All Device Button.

Note (1) The message timer monitors timeouts in message communications (the same timer is used for both
explicit message communications and FINS communications messages), and it can be set for each
device for which communications are performed (message destinations).

(2) If the target communications device (i.e., the message destination) is slow to respond, the message
time setting will need to be increased. (The response may take a long time especially when crossing
network layers for FINS message communications. Set a longer timer value when crossing network
layers.) When a long timer value is set, however, the next message cannot be sent to the same com-
munications device while waiting for a response.

(3) The DeviceNet Unit monitors message timeouts by using this timer. In contrast, monitoring using the
response monitoring time for CMND, SEND, and RECYV instructions is performed by the CPU Unit.
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Therefore, there is no effect if the message timer or response monitoring time for CMND, SEND, and
RECYV instructions is set longer than the other.

(4) Set the response monitoring timer for CMND, SEND, and RECYV instructions to the same or longer
than the message timer (Response monitoring time for CMND/SEND/RECYV instructions > Message
timer).

If many timeouts occur, set both values longer while maintaining the relation given above.

Setting as Slave Function

Slave Function Tab Page (Device - Parameter - Edit)
The slave function can be enabled by the setting on the Slave Function Tab Page.

IMPORTANT To enable the slave function, select the device and select Device - Property. Select the Enable
Slave Function Option in the CS/CJ-series DeviceNet Unit Properties Dialog Box.

Use the following procedure to set the slave function.

1. Click the Slave Function Tab.
2. The following window will be displayed.

Edit Device Parameters
General | 140 Allocation(0UT) | 1/0 Allocation(iN] |
Communication Cycle Time l Message Timer Slave Function

IN

Area: 1/0 Relay - Area: 1/0 Relay v
Allocated : [3370 Allocated : |3270
Occupied: |2 Byte Occupied: |2 Byte

" User Setup

Poll |BitStrobe | CO5 | Cyelic |

ooateds [0 (anatedf B
WEEUpEd l— Hyte lipeunEd [— Bite
’TI Cancel |

3. Specify a connection.
The default setting is Auto Connection. Click the User Setup Option to set a connection.

4. Setthe I/O areas to use for remote I/O communications.
Set the areas, start words, allocated sizes for input (Slave to Master) and output (Master to Slave).
If the User Setup Option is selected, set all the connections to be used.
Up to 2 connections can be set.

IMPORTANT

* COS and Cyclic cannot be set at the same time.

« If both a poll and COS connection or both a poll and cyclic connection are used, the output settings for both
connections must be the same.
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A-3 Editing Parameters for CS/CJ-series EtherNet/IP Units

This appendix describes how to edit the parameters in a CS/CJ-series EtherNet/IP Unit using the Network
Configurator.

A-3-1 Example of Setting Parameters Using a CS/CJ-series EtherNet/IP
Unit

Use the following procedure to set parameters for standard communications with an NE1A-series Controller
that supports EtherNet/IP.

1. Make the Standard Target settings for NE1A-series Controllers that support EtherNet/IP. For details on mak-
ing the settings, refer to 5-4 Setting the Controller as an EtherNet/IP Standard Target.

2. Create and group the tags using a CS/CJ-series EtherNet/IP Unit.

Note With a CS/CJ-series EtherNet/IP Unit, create tag sets that are the same size as the EtherNet/IP target I/
O set for the NE1A-series Controller.

3. Set the connections.

Creating Tags and Taqg Sets

Creating a Tag Set
Use the following procedure to create tags.

1. Double-click the icon of the device (for which a tag set is being created) to display the Edit Device Param-
eters Dialog Box. Right-click the icon to display the pop-up menu, and select Parameter - Edit.

() EtherNet/IP_1

Reqister to other Device 4

External Data [

$ ot

Copy

W Delete
Change Mode Address...

Change Device Comment. ..

E2 Property...

2. Click the Tag Sets Tab at the top of the Edit Device Parameters Dialog Box. There are two kinds of tag sets:
input (consume) and output (produce).
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Edit Device Parameters [‘S__<
Connections | Tag Sets | Status drea | FING Configuration
In - Consume | Qut - Produce
Mame Over... Size Eit 10]
Mew... Edit... Delete Ezpand All Lollapse all
[ Edit Tags... ] [ Delete all of unused Tag Sets | |Usage Count: 04255
[ Ok l [ Cancel ]

3. Click the Edit Tags Button. The Edit Tags Dialog Box will be displayed.

Edit Tags X
In - Consume | Out - Froduce
Mame Ower... Size Bit
Mew... Edit... Delete
Usage count: 0/256 I oK. l ’ Coree) ]

Register the input (consume) tags and output (produce) tags separately.

4. Click the In - Consume Tab, and click the New Button. The Edit Tag Dialog Box will be displayed.
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Edit Tag
Mame: |DO
Size 25 Byte
Ower Load
[ Regist ] [ Cloze l

5. In the Name Field, input the character string of the CPU Unit’'s data area address, e.g., 100, W100, or DO.
The following data areas can be set.

CPU Unit’s data area

Address (Text to input in Name Field.)

CIO Area 0000 to 6143
Holding Area HO00 to H511
Work Area WO000 to W511

DM Area D00000 to D32767

EM Area Bank 0

E0_00000 to E0_32767

Bank C

EC_00000 to EC_32767

Note (1) The H, W, D, and E characters can also be input in lower case as h, w, d, and e.

(2) Be sure to input the data area address (such as 100, W100, or DO) directly as a character string.
6. Input the size of the tag in the Size Field, in bytes.

7. Click the Regist Button to register the tag.
The next consecutive data area address will be automatically input in the Edit Tag Dialog Box’s Name Field,
so that the next tag can be edited. When necessary, change the address and input a data size. When you
are finished registering tags, click the Close Button.

8. Click the Out - Produce Tab, and click the New Button. The Edit Tag Dialog Box will be displayed, like the

dialog box for input tags, except for the Over Load setting. The Over Load setting determines whether out-
puts are cleared or continue their previous status when outputs are turned OFF with the PLC’s output inhibit

function. Output inhibit settings are not required for input (reception) tag sets.

* Follow the output inhibit function: Enabled (default)
Output data is cleared to 0 when a PLC output inhibit occurs.

* Do not follow the output inhibit function: Disabled

Output data maintains its previous status even after a PLC output inhibit occurs.

x)

] Select Disable or Enable.

Edit Tag
Hame : | 0000
Size: 2% Byte
Cwer Load
(O Disabic (® Enable
I 1]8 ] ’ Cancel

]
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Note When any of the following errors occurs in the originator PLC while tag data links are in progress, the
connection will be forcibly disconnected.
+ Fatal CPU Unit error
* 1/O refreshing error
» CPU Unit WDT error
* /O bus error
9. When you are finished registering the required tags, click the OK Button at the bottom of the Edit Tags Di-

alog Box.

Edit Tags 3
In- Consume | Out - Produce
Mame Ower... Size Bit
¥ DO0ooo 2Byte
¥= Do00ot 2Byte
¥= D000z 2Byte
¥=1D00003 2Byte

[ New. | [ Edt. | [ Deete |

Usgage count: B/2R6 [ oK. l [ Cancel ]

10. At this point, a confirmation dialog box will be displayed to check whether the registered tag names will reg-
istered without changes as tag sets. A tag set can contain up to 8 tags, but tag sets will be registered with
one tag per tag set if the tags are registered as tag sets. In this case, the Yes Button is clicked to register
one tag per tag set.

Network Configurator

If the Yes Button is clicked, more tags can be registered at the end of the tag set. In this case, only the tags
will be registered and they will not be registered in tag sets.

Tag Bit Settings

When bit settings are selected with tags for CS/CJ-series EtherNet/IP Units, they use two bytes of data.

When bit settings are selected with tags for NE1A-series Controllers that support EtherNet/IP Unit, they use 1
byte of data.

When two consecutive tags are set for bits in a pair of devices, memory will be allocated as follows and a con-
nection cannot be established.
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NE1A-series Controller Supporting EtherNet/IP CS/CJ-series EtherNet/IP Unit

Bit 7 Bit 0 Bit 7 Bit 0
A ‘ A
B
| B

In this case, set the tags for the CS/CJ-series EtherNet/IP Unit for two bytes, so that they can be used in the
PLC program.

NE1A-series Controller Supporting EtherNet/IP CS/CJ-series EtherNet/IP Unit
Bit 7 Bit 0 Bit 7 Bit 0

A A

B

Editing Tag Sets
A tag set is a combination of tags that were previously created. EtherNet/IP target devices use these tag sets
to establish connections.

Edit Device Parameters g|
Connections | Tad Sets | Statuz Area | FING Configuration
In- Cansume | Out - Produce
MName Over... Size Bit 10]
00000 2Byte Avta
Doooo ZByte Auto
Looooz ZByte Auto
Do0oo3 ZByte Auto
[ Mew. | [ Edt. |[ Dewste | Expand 4l | [ Collapss Al
’ Edit Tags... ] ’ Delete all of unused Tag Sets | |Jsage Count: 5/256
[ 18 ] [ Cancel ]

IMPORTANT A tag set must be the same size as the tag set for the device for which the connection is set.
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Deleting Tag Sets

Open the Edit Device Parameters Dialog Box, select the tag set containing the tag that you want to delete, and
click the Delete Button. (If there are other tags registered in that tag set, it is possible to delete just one tag by

selecting the tag that you want to delete, and clicking the Button.
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Edit Device Parameters [z
Cornections | Tag Sets | Status Area | FING Configuration
In - Consume | Out - Produce
Mame Over... Size Bit D
D00oon 2Byt Auto
Donn0z 2Byte At
D00003 2Byt Ao
[ Mew. | [ Edi. ][ Delete | Espand Al | [ Collapse A1
[ Edit Tags... ] [ Delete all of unused Tag Sets | |sage Count: 5/256
[ QK. ] [ Cancel ]

At this point, a confirmation dialog box will be displayed to confirm that you want to delete the selected tag

set and the tags contained in that tag set.

Network Configurator

rj Selected Tag sets and Tags that the Tag sets have will be deleted.
QK7

IF wou select "fo”, it will delete the Tag sets only,

[ ves |[ Mo H Cancel ]

If the No Button is clicked, only the tag set will be deleted.
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Adding Tag Sets

In order to edit a registered tag set and add tags, either double-click the tag set, or select the tag set and click
the Edit Button. The Edit Tag Set Dialog Box will be displayed.

Edit Tag Set X

PLC Statusz

Mame : |D00000 @ MotInclude O Include

TagList CandidateT ag List
MName Ovver... Size Bit Mame Ovver... Size Bit
¥=Do00ao 2Byte == D00001

o] (o]

The Tag List on the left side of the dialog box shows the tags that are already registered, and the Candidate
Tag List on the right side of the dialog box shows the other tags that have not been registered yet. To add a tag,

select it in the Candidate Tag List and click the [<<] Button.

When the PLC status is being included in the tag set, select the /nclude Option at the upper-right corner of the
dialog box.
PLC Status
() Mot Tnclude (%) Include

Note When using EtherNet/IP target I/O with an NE1A-series Controller, specify not including PLC status.

Connection Settings

After creating the tag sets, click the Connections Tab at the top of the Edit Device Parameters Dialog Box, and
set the following connection information.

» The target devices with which connections will be opened

* Whether the tag sets are input or output tag sets

» The length of the packet intervals (RPI)
Make the Connections settings in the originator only. The Connections settings are not necessary in the target
device.
Note Make the Connections settings after creating tag sets for all of the devices involved in tag data links.

Registering Devices in the Register Device List

1. Display the originator device’s Edit Device Parameters Dialog Box by double-clicking the device’s icon in
the Network Configuration Window, or right-clicking the device’s icon and selecting Parameter - Edit from
the pop-up menu.

2. Click the Connections Tab at the top of the Edit Device Parameters Dialog Box. All of the devices registered
in the network (except the local node) will be displayed.
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| Button. The selected target device will be displayed in the
Register Device List, as shown in the following diagram.

Edit Device Parameters

Appendix A

Connections | Tag Sets | Status &rea || FINS Configuration
Urragister Device List

X

Product Name

&P 192168.250.2

CITw-EIP21

Connections: 0/256(0:0,T:0)

e |
Fiegizter Device List

Product Marme

192.168.250.1 CSTW-EIP21 Variable

Target V ariable

Hew... Edit... Delete

Edit All...

LChange Target Mode (D

[ ok

][ Cancel ]

In the Unregister Device List, select the target device that requires connection settings by clicking the device
so its color changes to gray, and click the &

Edit Device Parameters

Connections | Tag Sets | Status Area | FINS Configuration

Unregister Device List
# Product Name
£ 192 168.250.2 CHw-EIP2

Connections: 0/256[0:0.T:0)

=
Fegister Device List

Product Name

192.168.250.1 C51%-EIP21 Variable

Target W ariable

|~

Edit...

| =
Delete Edit All...

LChange Target Made [D...

[ ok

][ Cancel ]

X
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4. Target node IDs are assigned to devices registered in the Register Device List. This target node ID deter-
mines the location in the originator node PLC of the Target Node PLC Operating Flag, Target Node PLC
Error Flag, Registered Target Node Flag, and Normal Target Node Flag. By default, the target ID is auto-
matically set to the rightmost 8 bits of the IP address. In the example above, the target device’s IP address
is 192.168.250.2, so the device number is #002. If a target node ID is duplicated and you want to change
the device number, click the Change Target Node ID Button and change the target ID.

Change Tareget Node ID

Mew Tareet Mode ID : | 3

Rates : 0 - 255

] [ Cancel ]

Connections Settings (Editing All Connections)
The connection settings between the originator and all of the target devices selected in the Register Device
List can be edited together in a table. (There is another method in which connections are edited individually.)

1. Select the Connections Tab, and click the Edit All Button. The following Edit All Connections Dialog Box
will be displayed.

% Edit All Connections E

Tareet Device Gonnection Name | Gonnection L0 Type | /Out | Tareet Variable Originator Variable | Gennection Type | RFL Timeout Vale |~

v

Gancel

The following table describes the various settings in the dialog box.

Setting Function
Target Device Selects the target device.
Connection Any name can be given to the connection (up to 32 characters).
Name

If this field is left blank, a default name will be assigned.
This Connection Name can be used for comments.

Connection I/O

When making tag data links in a CS1W-EIP21 or CJ1W-EIP21, select Input Only (Tag type).

Type When making tag data links in other devices, select the connection 1/O type specified in that
device’s EDS file.
Use the Input Only (ID type) setting when another company’s node is the originator and does not
support connection settings with the Tag type setting.

In/Out The connections I/O is automatically displayed based on the selected connection.

* Input Only: Just In is displayed.

* Output Only: Just Out is displayed.

* Output & Input: /In and Out are displayed in two levels.
In/Tut Tareet Var

=Py
L out
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Setting

Function

Target Variable

Selects and allocates the target node’s tag set.

* In: Selects the target’s output (produce) tag set.
» Out: Selects the target’s input (consume) tag set.

Originator Vari-
able

Selects and allocates the originator node’s tag set.
* In: Selects the originator’s output (produce) tag set.
* Out: Selects the originator’s input (consume) tag set.

Connection
Type

Selects whether the data is sent in a multicast or unicast. The default setting is multicast.

* Multicast connection:
Select when the same data is shared by multiple nodes. This setting is usually selected.

* Point-to-Point connection:
Select when the same data is not being shared by multiple nodes. In a unicast transmission, other
nodes are not burdened with an unnecessary load.

Note Referto 7-7-3 Overview of Operation in the SYSMAC CS and CJ Series EtherNet/IP Units
Operation Manual (Cat. No. W465) for details on using multicast and unicast transmissions,
and counting the number of connections.

RPI

Sets the packet interval (RPI) of each connection between the originator and target. The interval
can be set between 0.5 and 10,000 ms, in 0.5-ms units. The default setting is 50 ms (data
refreshed once every 50 ms).

Timeout Value

Sets the time until a connection timeout is detected. The time out value is set as a multiple of the
packet interval (RPI) and can be set to a 4, 8, 16, 32, 64, 128, 256, or 512 multiple. The default set-
ting is 4x the packet interval (RPI).

Setting Example

{' Edit &ll Gonnections E]

1921682502 (H002).. default 1

Tareet Device Connection Name  Connection 10 Type In/Out | Tareet Variable Criginator Variable | Gonnection Twpe RPI Timeout Walue | A

Tput Only (Tag typel T DOOONZ - [2Byte]  DOOOOO - [2Byte]  Multicast cannecti. 500 ms  RPIx 4

¥

Cancel

2. When the settings are completed, click the OK Button.

Connections Settings (Editing Individual Connections)
The connection settings between the originator and target devices are edited individually.

1.
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192.168.250.2 CSAW-EIP21 Edit Connection

Connection Name :

Connection 1/0 Type: | Input Only [T ag type) L
Packet Interval [RPI) : S00| e[ 05-10000.0 ms ]
Timeout Value: | Packet Interval (RPI) = 4 “

Input from T arget Device

Consume Yariable : v
Produce Yariable : v
Connection Type : | Muli-cast connection v

Outpuk to T arget Device

Produce Variable :

Consume Variable :

Connection Type :

Originator Device Target Device
Mode Address ;. 192.168.250.1 Mode Address . 1592.168.250.2
Comnment : C51w-EIP21 Comment: C51wW-EIP21

I Beqist l ’ LCloze ]

The following table describes the various settings in the dialog box.

Setting Function
Connection Assigns a name to each connection.
Name
Connection I/0 | Select one of the following connection 1/O types according to the target connection.
type « Input Only (Tag type)
* Output Only (Tag type)
* Input Output (Tag type)
Connection Selects whether the data is sent in a multicast or unicast. The default setting is multicast.
Type » Multicast connection:

Select when the same data is shared by multiple nodes. This setting is usually selected.

* Point-to-Point connection:
Select when the same data is not being shared by multiple nodes. In a unicast transmission, other
nodes are not burdened with an unnecessary load.

Packet Interval | Sets the data refreshing interval (packet interval) of each connection between the originator and
(RPI) target. The interval can be set between 0.5 and 10,000 ms, in 0.5-ms units. The default setting is
50 ms (data refreshed once every 50 ms).

Timeout Value | Sets the time until a connection timeout is detected. The time out value is set as a multiple of the
packet interval (RPI) and can be set to a 4, 8, 16, 32, 64, 128, 256, or 512 multiple. The default set-
ting is 4x the packet interval (RPI).

Input from Allocates the originator's input (consume) tag set selected for the originator variable (Consume
Target Device Variable) to the target's output (produce) tag set selected for the target variable (Produce Variable).
Output to Allocates the originator's output (produce) tag set selected for the originator variable (Produce Vari-

Target Device able) to the target's input (consume) tag set selected for the target variable (Consume Variable).
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Setting Example

192.168.250.2 CS1W-EIP21 Edit Connection

Cornection Name : |TEST
Connection 1/0 Type: | Input Only [T ag type) L
Packet Interval [RP) : S0.0) e[ 05-10000.0 ms2 )
Timeout Walue: | Packet Interval [RP1] = 4 L |

Input from T arget Dievice

Consume Yariable : | Lo0000 - [2Byte] L |
Praduce Yariable : | 000000 - [2Byte] - |
Connection Type : | Multi-cast connection v

Output to T arget Device

Produce Yariable :

Conszume Yariable :

Connection Type

Originator Dewvice Target Device
Mode Address : 192.168.250.1 Mode Address : 192.168.250.2
Comment ;. CSTw-EIP21 Comment : C51W/-EIP21

[ 0K l ’ Cancel

2. After completing the settings, click the OK Button.

Confirming the Connections Settings

1. An overview of the connections set in the Register Device List is displayed in the Connections Tab Page.

Edit Device Parameters

Connections | Tag Sets | Status Area | FINS Configuration

Unregister Device List

# Froduct Mame
@ 192.168.250.2 CITwW-EIP21

Connections: 1/286[0:1.7:0) - -

Fieqister Device List

TEST [Input] Do0ooa 000000

|

Praduct Mame 192.168.250.1 CS1W-EIP21 Wanable Target Variable

>

MNew... Edit All... LChange Target Mode [D...

[ ok

][ Cancel ]
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2. Click the OK Button. The following kind of diagram will be displayed.

CSTW-EIP21

192168.260.2 192
CE1W-EIPAN J1w-EIP21

|[Z1192168.2601 |

Indicates the IP address of the
originator where the connection
was set.

3. Repeat the Connections setting procedure until all of the connections have been set.

Note After completing the settings, always click the OK Button before closing the Edit Device Parameters Dia-
log Box and performing another operation. If the Cancel Button is clicked and the dialog box is closed,
the new settings will be discarded.

4. If the tag set’s size is changed in either the originator or target after the connection was set, the size will not
match the other node and a parameter data mismatch will occur. In this case, if the connection settings have
been changed, be sure to check the connections. (Refer to 7-2-13 Checking Connections in the SYSMAC
CS and CJ Series EtherNet/IP Units Operation Manual (Cat. No. W465).)
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A-4 EDS File Management

This section describes the managing the EDS file used in the Network Configurator.

Precautions for Safe Use

If you are using Windows Vista or a later version, start the Network Configurator as the administrator to install,
create, or delete EDS files, or to create EDS index files with the Network Configurator. User management per-
formed by Windows security will not apply the results of these operations when Network Configurator is started
normally to other user accounts (including the administrator).

1. Select the Network Configurator from the Start Menu, and then right-click.
2. Select Run as administrator from the pop-up menu that is displayed.

558 Windows Fax and Scan Open
% Windows Live Messenger Download _
&) Run az administrator

= Windows Mail - -
] Windows Media Player Open file location
Windows Meeting Space Pin to Start Menu

E Windows Movie Maker Add to Quick Launch
Windows Photo Gallery
o Restore previcus versions

= Windows Update

Accessories Send To 4

Extras and Upgrades

Games e
Maintenance Copy
OMRON Metwork Cenfigurater for C1
) Delete
% Maintenance Tecl
Rename

1+ NELA Legic Simulater
@ MELA Legic Simulater Help Properties
@ Metwork Configurator

@ MNetwork Configurater Help
Password Recovery Tool

Default Programs

1 Back Help and Support

ot Tk [ ————

A-4-1 Installing EDS Files

EDS File - Install
Installing an EDS file enables the Network Configurator to support a new device type.
Use the following procedure to install an EDS file.

1. Select EDS File - Install.
The following window will be displayed.

Install EDS File K E3
Lock in: | 3 Eds =l ¢ & ek B
gDQSDDSLDDQ.eds @CZUDHW»DRMZI.eds @CSIW-DRMZl.eds
ﬁZDDDDEﬁlSlUH‘ﬁ.EDS @CZUDHW-DRTZI.BEIS IﬂCVMl-DRMZI.eds
|#] 3G3Fv-PORTL-SIN.eds [ CPM2B-DRT.eds RT1-232C2,eds
8] 3G3My-PORT1-5IMY.eds  [#] CPM2C-5100C-DRT.eds ] DRT1-AD04.eds
gISGEIF?-DRMZI.BdS BCPMZC-SIIUC-DRT.BdS @DRTI-F\DD‘}H.BdS
[=]515-a003.ED5 [#] comi-DRT21 eds |#]oRT1-B7AC.0ds
K I i3
Fiename:  [DRT1-232C2.8ds
Files of type: |Electronic Data Sheet(* eds) L‘ Cancel

Device Information
“endor . OMROMN Corporation
Device Type : Generic Device
Product Mame : DRT1-232C2
Revision: 1.04

2. Select the EDS file to install. The device information will be displayed in the lower part of the window.
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3. Click the Open Button.
The file will be added to the Hardware List Window as new hardware.
If the same hardware already exists, it will be updated to the latest version.
If the hardware version is different, it will be added to the Hardware List in the following way.

=44 DeviceType
5 AC Drives
- o R Generic
- =-[Z| 12 Position Controller
(5] Rev 1

A-4-2 Creating EDS Files

EDS File - Create

An EDS file is absolutely essential to create a network configuration using the Network Configurator. Use the
following procedure to create an EDS file.

1. Select EDS File - Create.
The following window will be displayed.

Create EDS File

i~ Device Information
endor 1D : I “Yendor Name : I

47
12
]
1

Device D : Device Type : I

Product Code I 1 Product Name : IEZUDHW-DF!T2]|
Major Rev. : I Catalog : I
Minor Rev. : I3 Upload from Device... |

Default 1/0
’7 [ Poll [ BitStobe [ COS [ Cyclic ‘

Pol | BitGtobe| COS | Cyclc |
ouT I

Size : 64 Byte Size : 64 Bute

Walid Bits : |0 [0 %alid all Bits |
Name - OuT Data

Walid Bits ;|0 [ 0:¥alid all Bits |
Name : IN Data

Path: Path:
Help: Help:
OK I Cancel I

2. Set the device information and I/O information.
The device information can be obtained from a device in the network when it is online.

3. Click the Obtain from Device Button. The following window will be displayed.

Target Device E3

Target Node Address : [T g

Setup Fange 0 - B3

oK | Cancel |
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4. Setthe node address for a target device and click the OK Button.
Refer to the relevant device manual and set an 1/0O connection and an 1/O size that the device supports.

5. Click the OK Button.
The file will be added to the Hardware List Window as a new device in the same way as in the EDS file
installation.

Note The device parameter settings cannot be created using the EDS file creation function of the Network
Configurator. To set device parameters, obtain the EDS file from the device manufacturer.

A-4-3 Deleting EDS Files

EDS File - Delete
Use the following procedure to delete an EDS file.

1. Select the hardware (i.e., device) in the Hardware List Window.

2. Select EDS File - Delete.
A confirmation window will be displayed. An example is shown below.

DeviceMet Configurator .

,E C200HW-DRTZL Rev 1 will be deleted,
. OK?

3. Click the Yes Button.
The EDS file and the target device will be deleted from the Hardware List Window.

A-4-4 Saving EDS Files

EDS File - Save
Use the following procedure to save an EDS file.

1. Select the hardware (i.e., device) in the Hardware List Window.

2. Select EDS File - Save.
A window for specifying the folder and file name for saving the EDS file will be displayed. An example is
shown below.

Save EDS File HE
Savejn:| 4 Eds j L] £ FE-
=] 0930051009, eds |®] C200HW-DRIMZ1 . eds =] CS1W-DRMZ21.eds
|#] C200HW-DRT21.eds 8] CVML-DRM21 . eds
|#] CPMZE-DRT eds =] DRT1-232C2.ds
s [#] CPMZC-S100C-DRT.eds  |#] DRT1-AD04.eds

|®] CPM2C-5110C-DRT.eds =] DRT1-ADO4H. eds
|®] COMI-DRTZ1 eds |®|DRT1-B7AC.eds

i
Save as lype: | Electronic Data Sheet[* 2ds) ﬂ Cancel

Device Information
Wendor
Device Type
Product Mame :
R ewvision :
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3. Specify a folder and file name and click the Save Button.
The EDS will be saved.

A-4-5 Searching EDS Files
EDS File - Find

Use the following procedure to search for a device (i.e., EDS file) displayed in the Hardware List Window.

1. Select EDS File - Find.
The following window will be displayed.

Find EDS File [ 7] %]
Findwhat: | :l
Cancel
[ Match case

2. Set the character string to search for and click the Find Next Button.
3. The cursor will move to the device if there is a matching device.
4. Click the Cancel Button to exit the search.

Note (1) The search will be made for devices below the present cursor position in the Hardware List Window.

(2) To search all the devices, select Hardware in the Hardware List Window and then perform the
search.

A-4-6 EDS File Properties

EDS File - Property
Use the following procedure to display the properties of an EDS file.

1. Select the hardware (i.e., device) in the Hardware List Window.

2. Select EDS File - Property.
The following window will be displayed.

CS1W-DRM21 Rey 1 Property m
General I

CS1w-DRM21

Description : CS'w1-DRM21 EDS File
Create Date: : 05-11-2000 12:00:00
Modify Date : 05-11-2000

Revision : 1.0
Wendor : OMROM Corporation
Device Type:  Communications Adapter

Product Mame: 2

Revision : 1.01

Catalog :

The date and time the EDS file was created and device information will be displayed.
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A-4-7 Recreating EDS Files
EDS Files — Create EDS Index File

If the devices are not correctly displayed in the Hardware List Pane, use the following procedure to recreate
the EDS index file.

(Network Configurator version 3.30 or higher)

1. Select EDS Files — Create EDS Index File.
2. Restart the Network Configurator.
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A-5 Using General-purpose Tools to Set Devices

This section describes how to set parameters that are not written in an EDS file and how to set node addresses
and baud rates through the network.

A-5-1 Setting Device Parameters by Specifying Class and Instance

Tool - General Parameter

The following items can be set to enable setting device parameters that are not written in an EDS file.
» Service Code
* Class (object class), instance (class instance), attribute (instance attribute)

To set parameters other than these codes, the configuration information for the data setting for the attributes
must be obtained from the device manufacturer. If there is any unknown information, the parameters cannot be
set.

Use the following procedure to set device parameters.

1. Connect the Network Configurator online.

2. Select Tool - General Parameter.
The following window will be displayed.

Setup Parameters [ x|
— Target Mode Address
=
—=| SetupFRangeD-E3
— Service
&' Generic I.i‘-.pply Attributes g
' Custom I Semvice code sefin HEX format string
— Parameter
Class : “D All parameters set in HEX format string.
Attribute data set in Data field.
Instance : |1
Data: “
Result : “
s |

3. Set the node address of the device for which parameters are being set in the Target Node Address Field.
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4. Specify a service.
A service code can be specified by using a common service code defined in the DeviceNet or by directly
specifying a service code. To specify a common service code defined in the DeviceNet, select a service from
the drop-down list.
To specify a service code directly, select the Custom Service Option in the Service Field and directly enter
a service code in hexadecimal.

Specifying a Common Service Code Directly Specifying the Service Code
Defined in the DeviceNet
Setup Porameters ]
Target Node Address - Target Node Addre:
0 ;| Setup Range 0- 63 ID _:_l Setup Range 0- 63
Service Service
% Generic |Appl}l Altributes B C Generic 13‘\3:\, Altriout _"_J
€ Custom shety Service code set in HEX format string.
Parameter Find Next Object Instance PRI
Class: |0 e b List Class: |0 All parameters set in HEX format string.
ge: gt;”guts Sﬂlg\e : Attribute data set in Data field.
et Attributes — .

Instance : Get Member itz

Insert Member

. No Operation (NOP) Data: I
Data: Remove Member
Reset hd
Result: I
Result : I
Send Close
o [

5. Specify the class and instance of the parameters for which the settings are to be read or written.
Enter the data based on the specified service type.

7. Enter all the items and click the Send Button. The response from the device will be displayed in the Result
Field.

8. Click the Close Button to exit the Device Parameter Setting Window.
The Device Parameter Setting Window will close.

o

Example 1: Reading Parameters

Select the Standard Option in the Service Field and select Get Attribute Single from the drop-down list.
Specify the class and instance of the parameter to read.

Enter the attribute of the parameter to read in the Data Field.

Click the Send Button. The read value will be displayed in the Result Field.

A

Example 2: Setting Parameters

Select the Standard Option in the Service Field and select Set Attribute Single from the drop-down list.
Specify the class and instance of the parameter to set.

Enter the attribute of the parameter to set in the Data Field.

Set the value in the Parameter Area after the attribute in the Data Field.

Click the Send Button.

A A
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A-5-2 Setting the Node Addresses and Baud Rates via the Network

Tool - Node Address/Baud Rate Setting

Use the following procedure to set a device node address and baud rate via the network.

1.

Leave only the target device and the Network Configurator operating in the DeviceNet network. Refer to the
manual of the device used for the device node address and baud rate in the default settings. Also connect
the Network Configurator using the same baud rate.

Connect the Network Configurator online.

Select Tool - Node Address/Baud Rate Setting.
The following window will be displayed.

Setup Node Address/Baud rate

— Target Hode Address

= ;
=1 SetupRangeD-E3

— Change Mode Address
New Mode Address: [0 _% Setup Range 0 - B3

LChange |

Change Baud rate

Current Setup: -

Mew Setup : [ 125K Bit/s "I Change |

Specify the present node address of the target device in the Target Node Address Field.

To change the node address, specify a new node address in the New Node Address Field and click the
Change Button.
The node address of the target device will be changed.

To change the baud rate, select the rate in the New Baud Rate Field and click the Change Button.
The baud rate of the target device will be changed.

Note The node address and baud rate can be set via the network only for devices that support this function.
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A-5-3 Setting TCP/IP Over a Network

Tools - TCP/IP Setting
Use the following procedure to set TCP/IP for an EtherNet/IP network.

1. Inthe EtherNet/IP network, have only the target device and the Network Configurator operating. For the de-
fault IP address for a device that is to be used, refer to the operation manual for that device.

2. Connect the Network Configurator online.

3. Select Tools - TCP/IP Setting. The following window will be displayed.

Setup TGP/IP Confieuration

Target IP Address
19z 166 280 280

New Configuration
TGP/IP Gantiguration

) Get the IP address via BOOTP server (&) Mot use DNS
() Use the following IP address (O Use DNS

P Address: | 192 168 260 1
Subret Mask: | 255 256 266 0

Default Gateway 0 0 ] 1]

Speed & Duplex

Beset the Device } [ Get from the Device ]

Clase

4. Specify the present IP address for the target device in the Set IP Address field.
5. Make the required settings and then click the Set to the Device Button.
6. The data that has been set will become valid when the power is turned ON again.
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A-6 Using the Password Recovery Tool

If the password set for a device is lost, use the Password Recovery Tool to reset the password and to return to
the state without any password setting (default settings).

Use the following procedure to reset a device password.

1. Prepare the computer for connecting to the DeviceNet via a USB port or DeviceNet Interface Card.

2. Select Program - OMRON Network Configurator for DeviceNet Safety - Password Recovery Tool

(when using the default program folder names) from the Start Menu. The Password Recovery Tool will start,
and the following Main Window will be displayed.

Connect Device D—(‘

Flease select communication interface,
And connect to the target device.

| | Cancel |

3. Select an interface for connecting to the network and click the Connect to Device Button. Click the Refresh
Button when the window to search for the destination device is displayed.

Browse Network [X'
Select the device which makes online connection.
Browse
= D
Fefresh Responge wait time : 5000 ms
| Cancel |
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4. Set the node address range to search for and click the OK Button.

Browse Address

Start Address 0
End Address B3

Cancel |

]

5. The devices in the network will be displayed. Select a device for which to reset the password and click the

OK Button.
Browse Network \5|
Select the device which makes on-line connection.
Browse
] r;,i DeviceMet2
+730 NE1A-SCPUD1
#» 1DST1-MRDOSSL-1
Response wait time : 5000 mg
oK Cancel

6. The necessary information for resetting the password will be displayed. The information is required when
inquiring from the Support Center. Print the information by outputting to a text file and or copying to another

346

application using the clipboard.

Get Device Information

Please inform the customer support center of the
folowing infamation, and get the "Reset Key''

Drevice Information

Vedar D: |47 [Dec]

Serial number  |FFFF1527 [Hex)
Counter: |0 [Dec]

ort to

Copy to Clipboard |

< Back Mest = Cancel
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7. Click the Next Button to display the Reset Key Enter Window. Enter the Reset Key obtained from the Sup-
port Center and click the Reset Button.

Reset Passwond |X|

Please input "Reset key'', and reset the password.

Fieset Key: [

Reset |

< Back | | Cancel |

8. |If the password is successfully reset, the following dialog box will be displayed. The device will be returned
to the state without any password setting (default setting). Click the OK Button to close the dialog box. Click
the Finish Button In the Password Recovery Tool Window to exit.

PasswordRecoveny

' E Completed reset password,
L
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A-7 Restrictions in Support Software Operations for the CPU
Unit with EtherNet/IP

The following operations cannot be performed in the EtherNet/IP Network Window with the NE1A-SCPUO01-
EIP or NE1A-SCPUO2-EIP.

Menu Submenu/Command
Network Download
Upload
Device Parameter Download
Upload
Verify
Lock/Unlock
Change password
Reset
Change mode

Perform these operations in the DeviceNet Network Window.

@ Devicelet 1 ]‘b EtherNet/IP_1 | @ Devicelet 11 @ EtherNet/TP 1 |

SIEIP
#0
NET A-SGPUD2-. NQEE;‘SE-EE,%—;____
2 &
DeviceNet Network EtherNet/IP Network
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Term Definition

assembly Internal data in a device gathered as one group to be accessed externally.

Busoff Status that occurs when the error rate is extremely high over a communica-
tions cable. An error is detected when the internal error counter exceeds a cer-
tain threshold value. (The internal error counter is cleared when the Master is
started or restarted.)

configuration The settings for a device and a network.

connection A logical communications path used to communicate between devices.

DeviceNet Safety A safety network that adds a safety protocol to DeviceNet to comply with up to

SIL3 according to IEC61508, up to Safety Category 4 according to EN954-1.

discrepancy time

The time period from a change in one of two inputs until the other input
changes.

dual channel

Using two inputs or outputs as the input or output for redundancy.

Dual Channel Complementary

Setting to evaluate that two logic states are complementary.

Dual Channel Equivalent

Setting to evaluate that two logic states are equivalent.

EPI

The interval of safety data communications between the Safety Master and the
Safety Slave.

error latch time

The time period to hold an error state (control data, status data, and LED indi-
cations).

multi-cast connection

Safety /0O communications in a 1:n configuration (n = 1 top 15).

open type

The open method for Safety Connection. One of three types is selected in the
settings of a connection to the Safety Master.

safety chain

The logical chain to actualize a safety function, that consists of the input device
(sensor), the control device (including a remote I/O device), and the output
device (actuator).

safety controller (safety PLC)

A controller with high reliability used for the safety control.

safety data

Data with high reliability.

safety protocol

The communications hierarchy added to actualize highly reliable communica-
tions.

safety signature

A certificate of the configuration data issued to a device from the Network Con-
figurator. The device verifies that the configuration data is correct by using the
safety signature.

single channel

Using only one input or output as the input or output.

single-cast connection

Safety I1/0O communications in 1:1 configuration.

Standard A device or device function to which safety measures are not applied.

test pulse A signal used to detect external wiring coming into contact with the power sup-
ply (positive) or short circuits between signal lines.

TUNID An identifier to specify one device in all the network domains. Values combin-

ing the network address and the node address are used.

output connection owner

The Safety Slave stores the TUNID of the Safety Master that established con-
nections as the output connection owner to prevent unintended safety outputs
from a Safety Master. The stored TUNID is held until the Safety Slave is reset
to default settings.

configuration owner

The Safety Slave stores configuration owner data to prevent unintended con-
figuration from a remote device. If the Safety Slave was configured by Support
Software such as the Network Configurator, it stores the configuration owner
was Support Software. If the Safety Slave was configured by a Safety Master,
it stores the Safety Master TUNID. the stored data is held until the Safety
Slave is reset to default settings.

EtherNet/IP

EtherNet/IP is a network that supports CIP using TCP/IP technology. It can
coexist with other TCP/IP-based protocols, and it enables large-capacity and
high-speed communications.

CPU Unit without EtherNet/IP

A CPU Unit with one of the following model numbers: NE1A-SCPUO01(-V1) or
NE1A-SCPUO02.
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Term

Definition

CPU Unit with EtherNet/IP (Unit support-
ing EtherNet/IP)

A CPU Unit with one of the following model numbers: NE1A-SCPUO1-EIP or
NE1A-SCPUO02-EIP

Standard CPU Unit

A CPU Unit used for standard control, such as CPU Units in OMRON’s CS or
CJ Series. This term is used to differentiate from Safety CPU Units.
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Index

A

acceptable bandwidth, 14, 21
adding a page, 189
adding devices, 71

allocating network bandwidth usage rates and calculating
best EPI, 23

allocation by word, 310
allocation minimizing the number of allocated words, 310
AND, 180

Automatic Execution Mode, 165

B

batch exporting, 204

C

calculating the maximum reaction time, 32
changing device status, 100

channel mode, 160, 164

checking, 203

checking the version, 50

clearing the error history, 225, 226
configuration lock, 96

confirming the cycle time, 165

connecting to the DeviceNet network, 293
connecting to the network, 62, 293
connection status, 221

connection type, 137

connections, 186

Connections settings (Edit All Connections), 331
Connections Settings (editing individual connections), 332
contact operations alarm threshold, 231
Copy Group Button, 109

creating a new virtual network, 68
creating EDS files, 337

creating tag sets, 323

cycle time, 23, 161, 165

D

deleting a page, 189
deleting devices, 76
deleting EDS files, 338

device parameters, 84

editing, 323
device password, 82
device password protection, 82
device properties, 84
device status, 221
DeviceNet Interface Card, 166
DeviceNet Safety Communications, 4
DeviceNet Safety Master, 3
DeviceNet Safety Slave, 3
DeviceNet Standard Master, 3
DeviceNet Standard Slave, 3
discrepancy time, 159
downloading, 85
downloading device parameters, 85
dual channel safety input status, 223
Dual Channel Safety Output Mode, 164
dual channel setting, 164

E

Edit All Connection Window, 142

editing CS/CJ-series DeviceNet Unit parameters, 304

editing function block parameters, 191
editing parameters, 104

EDM, 181

EDS file management, 336
Emergency Stop Switch Monitoring, 181
enabling master function, 304
enabling slave function, 304

EPI, 137

error device list, 88

error latch time, 159, 162, 164
E-STOP, 181

example of EPI calculations, 27
exclusive NOR, 180

Exclusive OR, 180

EXNOR, 180

EXOR, 180

exporting, 204

External Device Monitoring, 181

F

finding function blocks with open connections, 196
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function block I/O information, 191
function block placement, 184
function blocks, 180, 183, 196

G

general parameter group, 110
general precautions, xvi

Get from the actual network Button, 70

H

hardware list, 51

I/O assemblies, 143

I/O comments, 55, 112

I/O connections, 135

I/O refresh cycle, 166

I/O refresh time, 33

I/0 tag, 145, 152

I/O tags, 164

I/O type, 144, 151
importing, 199

input I/O tag placement, 184

J

jump addresses, 190

L

Light Curtain Monitoring, 180
local 1/0 settings, 156

local safety I/O, 4

Logic Editor, 174

logic functions, 180

master parameter overview, 304
menu commands, 176
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The following table outlines the changes made to the manual during each revision. Page numbers refer to the
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Revision code Date Revised content
01 May 2005 Original production
02 April 2006 Revisions for changing from Network Configurator version 1.32 to 1.5[1.
03 Segtg(r)réber Revised to include the Network Configurator upgrade from version 1.5[] to 1.6[].
04 June 2007 Revised to include the Network Configurator upgrade from version 1.6[] to 2.00.
05 December 2007 | Revised to include the Network Configurator upgrade from version 2.00 to 2.01.
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07 July 2009 Revised to include the Network Configurator upgrade from version 2.1 to 2.2( 1.
08 May 2011 Revised to include the Network Configurator upgrade from version 2.2[] to 3.3[1.
09 February 2017 | Revised to include the Network Configurator upgrade from version 3.34 to 3.40.
10 October 2022 | Revisions for adding safety precautions regarding security.
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changes to the supported OS.
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